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階層化

概要

FabricPoolの階層化がOracleやその他のデータベースに与える影響を理解するには、低
レベルのFabricPoolアーキテクチャについて理解しておく必要があります。

アーキテクチャ

FabricPoolは、ブロックをホットまたはクールに分類し、最も適切なストレージ階層に配置する階層化テクノ
ロジです。ほとんどの場合、パフォーマンス階層はSSDストレージに配置され、ホットデータブロックをホス
トします。大容量階層はオブジェクトストアに配置され、クールデータブロックをホストします。サポートさ
れるオブジェクトストレージには、NetApp StorageGRID、ONTAP S3、Microsoft Azure Blobストレー
ジ、Alibaba Cloud Object Storageサービス、IBM Cloud Object Storage、Google Cloudストレージ、Amazon

AWS S3などがあります。

ブロックをホットまたはクールに分類する方法を制御する複数の階層化ポリシーを使用できます。ポリシーは
ボリューム単位で設定し、必要に応じて変更できます。パフォーマンス階層と大容量階層の間で移動されるの
はデータブロックのみです。LUNとファイルシステムの構造を定義するメタデータは、常にパフォーマンス階
層に残ります。そのため、管理はONTAPに一元化されます。ファイルとLUNは、他のONTAP構成に格納され
ているデータと変わりません。NetApp AFFコントローラまたはFASコントローラが定義されたポリシーを適
用して、データを適切な階層に移動します。

1



オブジェクトストレージプロバイダ

オブジェクトストレージプロトコルでは、単純なHTTP要求またはHTTPS要求を使用して大量のデータオブジ
ェクトを格納します。ONTAPからのデータアクセスは要求の迅速な処理に依存するため、オブジェクトスト
レージへのアクセスは信頼できるものでなければなりません。オプションには、Amazon S3の[Standard and

InFrequent Access]オプション、Microsoft Azure Hot and Cool Blob Storage、IBM Cloud、Google Cloudなど
があります。Amazon GlacierやAmazon Archiveなどのアーカイブオプションはサポートされていません。デ
ータの読み出しに要する時間がホストのオペレーティングシステムやアプリケーションの許容範囲を超える可
能性があるためです。

NetApp StorageGRIDもサポートされており、最適なエンタープライズクラスの解決策です。ハイパフォーマ
ンス、拡張性、セキュリティに優れたオブジェクトストレージシステムであり、FabricPoolデータだけでな
く、エンタープライズアプリケーション環境に組み込まれる可能性が高まるその他のオブジェクトストレージ
アプリケーションにも、地理的な冗長性を提供します。

また、StorageGRIDは、多くのパブリッククラウドプロバイダがサービスからデータを読み返す際に出力料金
を課す必要がないため、コストを削減できます。

データとメタデータ

ここで「data」という用語は、メタデータではなく実際のデータブロックを環境することに注意してくださ
い。データブロックのみが階層化され、メタデータはパフォーマンス階層に残ります。また、あるブロックの
ステータス（hotまたはcool）が影響を受けるのは、実際のデータブロックを読み取った場合のみです。ファ
イルの名前、タイムスタンプ、所有権のメタデータを読み取っても、基盤となるデータブロックの場所には影
響しません。

バックアップ

FabricPoolはストレージの設置面積を大幅に削減できますが、それだけではバックアップ解決策ではありませ
ん。NetApp WAFLメタデータは常に高パフォーマンス階層に残ります。大容量階層にはWAFLメタデータが含
まれていないため、大容量階層のデータを使用して新しい環境を作成することはできません。

ただし、FabricPoolはバックアップ戦略の一部になる可能性があります。たとえば、FabricPoolにはNetApp

SnapMirrorレプリケーションテクノロジを設定できます。ミラーの各半分は、オブジェクトストレージターゲ
ットに独自に接続できます。その結果、データの2つの独立したコピーが作成されます。プライマリコピー
は、パフォーマンス階層のブロックと大容量階層内の関連するブロックで構成され、レプリカはパフォーマン
スブロックと容量ブロックの2つ目のセットです。

階層化ポリシー

階層化ポリシー

ONTAPでは4つのポリシーを使用して、高パフォーマンス階層にあるOracleデータを大
容量階層に再配置する方法を制御できます。

Snapshotのみ

。 snapshot-only tiering-policy アクティブファイルシステムと共有されていないブロックにのみ適用
されます。基本的には、データベースバックアップの階層化につながります。Snapshotが作成されてそのブ
ロックが上書きされると、ブロックが階層化の候補となり、その結果、Snapshot内にのみ存在するブロック

が作成されます。Aの前の遅延 snapshot-only ブロックは冷却されていると見なされ、によって制御されま
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す。 tiering-minimum-cooling-days ボリュームの設定。ONTAP 9.8で指定できる範囲は2～183日
です。

多くのデータセットは変更率が低いため、このポリシーによる削減効果は最小限に抑えられます。たとえ
ば、ONTAPで観察される一般的なデータベースの変更率は、週あたり5%未満です。データベースのアーカイ
ブログは大量のスペースを占有することがありますが、通常はアクティブファイルシステムに引き続き存在す
るため、このポリシーでは階層化の対象になりません。

自動

。 auto 階層化ポリシーは、階層化をSnapshot固有のブロックだけでなく、アクティブなファイルシステム

内のブロックにも拡張します。ブロックが冷却されるまでの遅延は、 tiering-minimum-cooling-days

ボリュームの設定。ONTAP 9.8で指定できる範囲は2～183日です。

このアプローチでは、では使用できない階層化オプションが有効になります。 snapshot-only ポリシー：
たとえば、データ保護ポリシーで特定のログファイルを90日間保持する必要がある場合があります。クーリ
ング期間を3日に設定すると、3日を超過した古いログファイルがパフォーマンスレイヤから階層化されま
す。この操作により、パフォーマンス階層のかなりのスペースが解放されると同時に、90日間分のすべての
データを表示して管理することができます。

なし

。 none 階層化ポリシーを使用すると、追加のブロックがストレージレイヤから階層化されなくなりますが、
大容量階層のデータは読み取りが行われるまで大容量階層に残ります。その後ブロックが読み取られると、元
に戻されてパフォーマンス階層に配置されます。

を使用する主な理由は、 none 階層化ポリシーはブロックが階層化されないようにするためのものですが、時
間の経過とともにポリシーを変更すると便利です。たとえば、あるデータセットが大容量レイヤに階層化され
ているとしますが、完全なパフォーマンス機能が予期せず必要になったとします。このポリシーを変更する
と、追加の階層化が不要になり、I/Oの増加に伴って読み取られたブロックがパフォーマンス階層に残るよう
にすることができます。

すべて

。 all 階層化ポリシーで置き換えられる backup ONTAP 9.6以降のポリシー。。 backup データ保護ボリュ

ーム（SnapMirrorまたはNetApp SnapVaultのデスティネーション）にのみ適用されるポリシー。。 all ポリ
シーの機能は同じですが、データ保護ボリュームに限定されません。

このポリシーでは、ブロックはすぐにクールとみなされ、すぐに容量レイヤに階層化できるようになります。

このポリシーは、長期的なバックアップに特に適しています。Hierarchical Storage Management（HSM；階
層型ストレージ管理）の一種としても使用できます。以前は、ファイルシステム上でファイル自体を認識した
まま、ファイルのデータブロックをテープに階層化するためにHSMが一般的に使用されていまし

た。FabricPoolボリューム all ポリシーを使用すると、表示および管理可能なにファイルを格納できます
が、ローカルストレージ階層のスペースはほとんど消費しません。

読み出しポリシー

階層化ポリシーは、どのOracleデータベースブロックをパフォーマンス階層から大容量
階層に階層化するかを制御します。読み出しポリシーは、階層化されたブロックが読み
取られたときの処理を制御します。
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デフォルト

すべてのFabricPoolボリュームの初期設定は `default`これは、動作が「cloud-retrieval-policy」によって制御さ
れることを意味します。'正確な動作は、使用する階層化ポリシーによって異なります。

• auto-ランダムリードデータのみを取得

• snapshot-only-すべてのシーケンシャルまたはランダムリードデータを取得

• none-すべてのシーケンシャルまたはランダムリードデータを取得

• all-大容量階層からデータを取得しない

オンリード

設定 cloud-retrieval-policy をオンリードに設定するとデフォルトの動作が無効になるため、階層化さ
れたデータが読み取られた場合、そのデータはパフォーマンス階層に返されます。

たとえば、ボリュームは、 auto 階層化ポリシーとほとんどのブロックが階層化されます。

ビジネスニーズの予期しない変化によって、特定のレポートを作成するために一部のデータを繰り返しスキャ

ンする必要がある場合は、 cloud-retrieval-policy 終了： on-read シーケンシャルデータとランダム
リードデータの両方を含む、読み取りされるすべてのデータがパフォーマンス階層に返されます。これによ
り、ボリュームに対するシーケンシャルI/Oのパフォーマンスが向上します。

プロモート

昇格ポリシーの動作は階層化ポリシーによって異なります。階層化ポリシーがの場合 auto`をクリックし、

`cloud-retrieval-policy `to `promote 次回の階層化スキャンで大容量階層のすべてのブロックを戻
します。

階層化ポリシーがの場合 snapshot-only`を指定すると、アクティブファイルシステムに関連付けられてい

るブロックのみが返されます。通常、これは効果がありません。これは、 `snapshot-only ポリシー
は、Snapshotにのみ関連付けられたブロックになります。アクティブファイルシステムに階層化されたブロ
ックはありません。

ただし、ボリュームSnapRestoreまたはSnapshotからのファイルクローン操作によってボリューム上のデータ
がリストアされた場合、Snapshotにのみ関連付けられていたために階層化されたブロックの一部がアクティ

ブファイルシステムで必要になることがあります。一時的に cloud-retrieval-policy ポリシーの宛先

promote ローカルで必要なすべてのブロックを迅速に取得できます。

なし

大容量階層からブロックを取得しないでください。

階層化戦略

完全なファイル階層化

FabricPool階層化はブロックレベルで動作しますが、ファイルレベルの階層化に使用で
きる場合もあります。
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多くのアプリケーションデータセットは日付別に整理されており、そのようなデータが古くなるにつれてアク
セスされる可能性はますます低くなっています。たとえば、銀行が5年間の顧客明細書を含むPDFファイルの
リポジトリを持っていても、最近の数か月のみがアクティブになっているとします。FabricPoolを使用して、
古いデータファイルを大容量階層に再配置できます。クーリング期間を14日間にすると、直近の14日間
のPDFファイルがパフォーマンス階層に残ります。さらに、少なくとも14日ごとに読み取られたファイルは
ホットのままであるため、パフォーマンス階層に残ります。

ポリシー

ファイルベースの階層化アプローチを実装するには、ファイルが書き込まれ、その後変更されないようにする

必要があります。。 tiering-minimum-cooling-days 必要なファイルが高パフォーマンス階層に残るよ
うに、ポリシーを十分に高く設定する必要があります。たとえば、最新の60日分のデータが必要なデータセ

ットで、最適なパフォーマンス保証が設定されているとします。 tiering-minimum-cooling-days 60ま
での期間。ファイルアクセスパターンに基づいても同様の結果が得られます。たとえば、最新の90日間のデ
ータが必要で、アプリケーションがその90日間のデータにアクセスしている場合、データは高パフォーマン

ス階層に残ります。を設定する tiering-minimum-cooling-days 2までの期間では、データの使用頻度が
低下した後、迅速な階層化が行われます。

。 auto これらのブロックの階層化を推進するにはポリシーが必要です。これは、 auto ポリシーは、アクテ
ィブファイルシステム内のブロックに影響します。

データにアクセスすると、ヒートマップデータがリセットされます。ウィルススキャン、イン
デックス作成、さらにはソースファイルを読み取るバックアップ処理も行われるため、

tiering-minimum-cooling-days しきい値に達していません。

部分的なファイル階層化

FabricPoolはブロックレベルで機能するため、変更の可能性があるファイルは部分的に
オブジェクトストレージに階層化し、部分的にパフォーマンス階層に残すことができま
す。

これはデータベースで一般的です。アクセス頻度の低いブロックが含まれていることがわかっているデータベ
ースも、FabricPool階層化の候補になります。たとえば、サプライチェーン管理データベースには履歴情報が
含まれている可能性があります。この情報は、必要に応じて利用できなければなりませんが、通常の運用中は
アクセスできません。FabricPoolを使用すると、非アクティブなブロックを選択的に再配置できます。

たとえば、FabricPoolで実行されているデータファイルの場合、 tiering-minimum-cooling-days 90日
の期間には、過去90日間にアクセスされたブロックがパフォーマンス階層に保持されます。ただし、90日間
アクセスされなかったデータはすべて大容量階層に再配置されます。それ以外の場合は、通常のアプリケーシ
ョンアクティビティで正しいブロックが正しい階層に保持されます。たとえば、データベースが通常、過

去60日間のデータを定期的に処理するために使用されている場合、 tiering-minimum-cooling-days 期
間を設定できるのは、アプリケーションの自然なアクティビティによって、ブロックが早期に再配置されない
ようにするためです。

。 auto データベースには注意してポリシーを使用する必要があります。多くのデータベース
には、四半期末のプロセスやインデックスの再作成などの定期的なアクティビティがありま

す。これらの操作の期間が tiering-minimum-cooling-days パフォーマンスに問題が生じ
る可能性があります。たとえば、四半期末の処理で1TBのデータをまだ使用していない状態で
処理する必要がある場合、そのデータは大容量階層に配置される可能性があります。大容量階
層からの読み取りは非常に高速であることが多く、原因のパフォーマンスに問題はない可能性
がありますが、正確な結果はオブジェクトストアの設定によって異なります。
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ポリシー

。 tiering-minimum-cooling-days パフォーマンス階層で必要になる可能性のあるファイルを保持でき
るように、ポリシーを十分な高さに設定する必要があります。たとえば、最新の60日分のデータが必要でパ

フォーマンスが最適なデータベースでは、 tiering-minimum-cooling-days 60日までの期間。同様の結
果は、ファイルのアクセスパターンに基づいても達成できます。たとえば、最新の90日間のデータが必要
で、アプリケーションがその90日間のデータにアクセスしている場合、データは高パフォーマンス階層に残

ります。を設定します tiering-minimum-cooling-days データの使用頻度が低下した場合は、2日間の期
間でデータが階層化されます。

。 auto これらのブロックの階層化を推進するにはポリシーが必要です。これは、 auto ポリシーは、アクテ
ィブファイルシステム内のブロックに影響します。

データにアクセスすると、ヒートマップデータがリセットされます。そのため、データベース
のテーブル全体がスキャンされ、ソースファイルを読み取るバックアップアクティビティも行

われるため、 tiering-minimum-cooling-days しきい値に達していません。

アーカイブログの階層化

FabricPoolの最も重要な用途は、データベーストランザクションログなどの既知のコー
ルドデータの効率化です。

ほとんどのリレーショナルデータベースは、ポイントインタイムリカバリを実現するためにトランザクション
ログアーカイブモードで動作します。データベースへの変更は、トランザクションログに変更を記録すること
によってコミットされ、トランザクションログは上書きされずに保持されます。そのため、大量のアーカイブ
トランザクションログを保持しなければならない場合があります。同様の例は、保持する必要があるデータを
生成する他の多くのアプリケーションワークフローにも存在しますが、アクセスされることはほとんどありま
せん。

FabricPoolは、階層化が統合された単一の解決策を提供することで、これらの問題を解決します。ファイルは
通常の場所に保存されてアクセス可能な状態に維持されますが’プライマリ・アレイのスペースはほとんど消
費されません

ポリシー

を使用します tiering-minimum-cooling-days 数日間のポリシーを設定すると、最近作成されたファイ
ル（短期的に必要になる可能性が高いファイル）のブロックが高パフォーマンス階層に保持されます。その
後、古いファイルのデータブロックが大容量階層に移動されます。

。 auto ログが削除されたか、プライマリファイルシステムに引き続き存在しているかに関係なく、クーリン
グしきい値に達したときに、プロンプト階層化を適用します。必要となる可能性があるすべてのログをアクテ
ィブファイルシステムの1つの場所に格納することも、管理を簡易化します。リストアが必要なファイルを特
定するためにSnapshotを検索する必要はありません。

Microsoft SQL Serverなどの一部のアプリケーションでは、バックアップ処理中にトランザクションログファ

イルが切り捨てられ、ログがアクティブファイルシステムに記録されなくなります。容量は、 snapshot-

only 階層化ポリシー auto アクティブファイルシステムにはログデータが冷却されることはほとんどないた
め、ログデータにはポリシーは役立ちません。
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Snapshotの階層化

FabricPoolの初期リリースでは、バックアップのユースケースを対象としていました。
階層化できるブロックのタイプは、アクティブファイルシステム内のデータに関連付け
られなくなったブロックだけです。そのため、大容量階層に移動できるのはSnapshotデ
ータブロックだけです。これは、パフォーマンスに影響を与えないようにする必要があ
る場合に、最も安全な階層化オプションの1つです。

ポリシー-ローカルSnapshot

アクセス頻度の低いSnapshotブロックを大容量階層に階層化する方法は2つあります。まず、 snapshot-

only ポリシーはSnapshotブロックのみを対象としています。ただし、 auto ポリシーには、 snapshot-

only ブロックの場合は、アクティブファイルシステムのブロックも階層化されます。これは望ましくない可
能性があります。

。 tiering-minimum-cooling-days この値は、リストア時に必要となる可能性のあるデータを高パフォ
ーマンス階層で使用できるようにする期間に設定する必要があります。たとえば、重要な本番環境データベー
スのリストアシナリオのほとんどには、過去数日間のある時点のリストアポイントが含まれます。セッテイ

tiering-minimum-cooling-days 値を3に設定すると、ファイルをリストアしたときにパフォーマンスが
すぐに最大になるようにファイルが作成されます。アクティブファイル内のすべてのブロックは、大容量階層
からリカバリすることなく高速ストレージに残ります。

ポリシー-レプリケートされたSnapshot

リカバリのみに使用されるSnapMirrorまたはSnapVaultでレプリケートされるSnapshotには、一般

にFabricPoolを使用する必要があります。 all ポリシー：このポリシーでは、メタデータはレプリケートさ
れますが、すべてのデータブロックがただちに大容量階層に送信されるため、パフォーマンスが最大限に向上
します。ほとんどのリカバリプロセスではシーケンシャルI/Oが発生しますが、これは本質的に効率的です。
オブジェクトストアのデスティネーションからのリカバリ時間を評価する必要がありますが、適切に設計され
たアーキテクチャでは、このリカバリプロセスにローカルデータからのリカバリよりも大幅に時間がかかる必
要はありません。

レプリケートされたデータをクローニングにも使用する場合は、 auto ポリシーはより適切であり、

tiering-minimum-cooling-days クローニング環境で定期的に使用されることが期待されるデータを含む
価値。たとえば、データベースのアクティブなワーキングセットには、過去3日間に読み書きされたデータが
含まれている場合がありますが、さらに6カ月分の履歴データが含まれている場合もあります。その場合は、

auto SnapMirrorデスティネーションでポリシーを設定すると、作業セットを高パフォーマンス階層で使用で
きるようになります。

バックアップの階層化

従来のアプリケーションバックアップには、Oracle Recovery Managerなどの製品が含
まれています。Oracle Recovery Managerは、元のデータベースの場所以外にファイル
ベースのバックアップを作成します。
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 `tiering-minimum-cooling-days` policy of a few days preserves the most

recent backups, and therefore the backups most likely to be required for

an urgent recovery situation, on the performance tier. The data blocks of

the older files are then moved to the capacity tier.

。 `auto`
ポリシーは、バックアップデータに最も適したポリシーです。これにより、ファイルが削除された
か、プライマリファイルシステムに引き続き存在しているかに関係なく、クーリングしきい値に達
したときに迅速に階層化されます。必要となる可能性があるすべてのファイルをアクティブファイ

ルシステムの1つの場所に格納することも、管理を簡易化します。リストアが必要なファイルを特定

するためにSnapshotを検索する必要はありません。

。 snapshot-only ポリシーは機能するように設定できますが、アクティブファイルシステムに存在しなく
なった環境ブロックのみが対象となります。そのため、データを階層化するには、まずNFS共有またはSMB

共有上のファイルを削除する必要があります。

LUNからファイルを削除するとファイル参照がファイルシステムのメタデータから削除されるだけなので、こ
のポリシーはLUN設定の場合はさらに効率的ではありません。LUN上の実際のブロックは、上書きされるまで
そのまま維持されます。このような状況では、ファイルが削除されてブロックが上書きされて階層化の候補に

なるまでに長時間の遅延が発生する可能性があります。の移動にはいくつかの利点があります。 snapshot-

only ブロックは大容量階層に移動しますが、全体的にはバックアップデータのFabricPool管理が最適なの

は、 auto ポリシー：

このアプローチは、バックアップに必要なスペースをより効率的に管理するのに役立ちます
が、FabricPool自体はバックアップテクノロジではありません。バックアップファイルをオブ
ジェクトストアに階層化すると、ファイルは元のストレージシステムに引き続き表示されるた
め、管理が簡易化されますが、オブジェクトストアデスティネーションのデータブロックは元
のストレージシステムに依存します。ソースボリュームが失われると、オブジェクトストアの
データを使用できなくなります。

オブジェクトストアへのアクセスの中断

FabricPoolでデータセットを階層化すると、プライマリストレージアレイとオブジェク
トストア階層の間に依存関係が生じます。オブジェクトストレージには、さまざまなレ
ベルの可用性を提供するオプションが多数あります。プライマリストレージアレイとオ
ブジェクトストレージ階層の間の接続が失われた場合の影響を理解することが重要で
す。

ONTAPに対して実行するI/Oで大容量階層のデータが必要になり、ONTAPが大容量階層に到達してブロックを
読み出すことができない場合、最終的にI/Oはタイムアウトします。このタイムアウトの影響は、使用するプ
ロトコルによって異なります。NFS環境では、ONTAPはプロトコルに応じてEJUKEBOXまたはEDELAYのい
ずれかの応答で応答します。一部の古いオペレーティングシステムではエラーと解釈される場合があります
が、現在のオペレーティングシステムとOracle Direct NFSクライアントの現在のパッチレベルでは、これを
再試行可能なエラーとして扱い、I/Oの完了を待ち続けます。

環境SAN環境のタイムアウトを短縮します。オブジェクトストア環境のブロックが必要で、2分間アクセスで
きない場合は、読み取りエラーがホストに返されます。ONTAPボリュームとLUNはオンラインのままです
が、ホストOSからファイルシステムにエラー状態のフラグが設定されることがあります。

8



オブジェクトストレージの接続の問題 snapshot-only バックアップデータのみが階層化されるため、ポ
リシーはそれほど重要ではありません。通信に問題があると、データのリカバリに時間がかかりますが、それ

以外の場合はアクティブに使用されているデータに影響。 auto および all ポリシーを使用すると、アクテ
ィブなLUNからコールドデータを階層化できます。つまり、オブジェクトストアデータの読み出し中にエラー
が発生すると、データベースの可用性に影響する可能性があります。これらのポリシーを使用したSAN環境
は、高可用性を実現するように設計されたエンタープライズクラスのオブジェクトストレージとネットワーク
接続でのみ使用してください。NetApp StorageGRIDは優れたオプションです。
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