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* DHCP %#&m L TW 3355 : ifconfig eda-auto
BRETHA—7 v bR—KI EBRI>FO—5HSEEIY FO—-FADEE
() EEBIEE—FT. var T7ALYRFLOU X NTBICRY bU— SIS
BALEY, COAYYRTIEeOM R— b EFERTZCHTEET,

" FEHERSIERET 5 51E. T ifconfig e0a-addr= filer_addr-mask= netmask -gw= gateway -dns=
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dns_addr-domain=dns_domain' | D& SICAHNLEXT
* filer_addr ld. A FL—SSRFLDIP 7 RLZTY,
* netmask I&. HAN—hF—ICHEHRINTVEEERY FT—JDRY FT—UIRITT,
* gateway &, XY NT—=0 DT —bTTATY,
*dns_addr (. Ry b T—U LEDR—LTF—/N\DIP7RLZXTY,
* dns_domain (&, DNS RXA & T,

CDATaVNTA—2EFERTZEEIE. 2y b T— b —/\D URL ICELEEF K X
VEEIEETIHNEIIHD FEA. BRELBDIFH—NDERI FAIEITTY,

@ AVA—=TTARZE2>TIE. TOMDNTA—EZHNREBEIZRDIGEDLHDET, 77
—Lox7 - 7OV 7 FT Mhelpifconfig ] EANT3E. SFMERIETETET,

h. 3> rO—SHR LY FERIET 7T v IEHD MetroCluster ICEEFNTWVWBIHEEIE. FC 74
TRDERE ) A NTTI3RELHD £,
i. RFE—RTZ— : boot_ontap maint

i. MetroCluster R—b%Z 4 Z>IT—RC LTHRELEFT, ucadmin modify -m fc -t initiator
adapter_name

ii. (21FLTRFE—RICEDZT : Mhalt
TEIEFVATLDT— rEICEEINT T,

JUANIAX— AFFA300 27— L FET

BEOHDA A EO—Z%F ) AN A X=UhSEETBFIEIZ. S XTLH 2 D00
> bO—>® MetroClusterfBBICHR > TWBAHE SIS L > TERD £9, AFFA300
Z2TLIE. FHOT—F X747 DANIFEOAHETR—MLEXT, BT —F X
T4 7 UANVIEYR—FENTULEHE A

FFoa>1 IFEAEDU AT L

ONTAP A X—2% USB RSATH5T—b L. Z7MIUNSRTLZEVR T LT, RIEEHZHEE T 54
ENHDFET,

CDFIEBES X T L 2 / — R MetroCluster #&RICIZZ EFNFE Ao

1. LOADER 7O 7 kh5. USB 75w a RS54 7 lboot recovery | B5 AN « A X—=T% T —
FLET

AAX=HUSB 75y aRI4TN6R o O0—-RENFT,

2. 7OV T ERRTENIS. A X—POEFIZANTED HEHICRTEINLT 7AILEDAIX=C2F
DFEEEALET,

B var 77 1INV RTF L= ETLET,
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S 2T LR
v D — O

Y T TEGHHD FEA

(S

a.

o

NV I Ty TEREE/TTBHNESHZERT A vE—IhK
RNy ZHLET

EE4IO> FO—5% advanced 1ERL ANILICREL £ 'set
-privilege advanced

DREFZNy 7y F7ARYRZR{TLET, 'system node
restore-backup -node local-target-address_impaired_node_name

a2 bkO—7% admin LAJLICE L £ 9 'set -privilege admin

EBRENIBRZERTEDESIHZHERT DAY E—IHKRTR
Infcsy =z LET

Ay hrO—->0BEHEROZ OV T BRSNS Y %
HMLEY

NI 7y TERZETIBELOIKROENTE N 2L T

a7 KRR s. YPRTLEVT—FLET,

KERINfAZa—h5 T * Update flash from backup config *  (
syncflash) | 77> 3> ZFIRLE T,

EHZHITIEDESIHZHERT DX v E—IDNRRINT
5. Tyl Z8LZFY,

J> bO—ZICLOADER 7OV FhZRRLEFT,

4 BRIBEHHNELLRESNTVWS e ZBERLE T,
a
b. printenv AY > REFEAL T RIEZHORETHRLET

C. BRIBEHHE L < REINTULARLIEEIS 'setenv_environment-variable-name__ changed-value_*

O YRTEELEY

d. Tsavenv) O REFEHALT. ZENRZRELE T,
S. XDF|EIE. AT LEBRICE>TERDET,
° URFLICAYR—RF—Ix—T 9%, NSE. FIEINVE BREINTVBRIBEEIX. IEAFTT &

EIZIHLT. OKM. NSE.

NVEZJXbF7LET

* VRTLICHAVIR—RF—IR—T ¥, NSE. FELIFNVELHRESNTLARWEEIF. SOOI

AVOFIEZERITLET,

6. LOADER 7O 7+ T lboot ontap 1 AXY REAHLFT,
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10.

1.

RRTNBIAA E%E
FINYI%EFHOTWVWET a N—hkF—2a>bO—-ZicAJ1>LE,

b. storage failover show Y > RZFHELT'4—4~v k-2 bk
O—ShF TNy IRREBRREICR>TVWE R LET

N—brF=—3a>bO-=ZICaAVV—ITr—JNL%ZEHRELET,
storage failover giveback -fromnode local A¥ > RZzEHEALT. O bO—F%ZF TNV I LFT,
U5 2XR « 7OV T BT 'netint-is-home false' AV Y REERA L THREBA VX — T 1 XAZHRLET

"false" E RSN TWVWBR A U A—T 4 ADHB3HBEIE. netintrevert AXY REFEHALT. ThH5D1
VR—T 1A R%EHR—LIR—FMIRLET,

aAVV—=IL- =7l zEEIN/I> rO—FICBHL 'version-v AT RZE1TL T ONTAP D/\—
S vEERLEY

I storage failover modify -node local-auto-giveback true 1| A > REFHEL TEEF I Ny IZEMICL
fBalk. BEIX INVIZUIRTLET,

AF3>2 A bFO—F1F 2 /— K MetroCluster |[CIEEH SN TWLWET
ONTAP /1 X—% USB R4 Ih 67—k L. BEZHEZERITINELRHD £,

COFIEBES X T LE. 2 /— K MetroCluster # T3,

FIE

1.

LOADER 7O 7 rH5. USB 75 v>aRSa47 lboot recovery | B5 AN « A X—=THT—
fLET

AAX=IUHUSB 735y aRIA4THh6R I yO0—-—RENET,

TOYTEDBREENIES. A X—CDRAIZANT 3D, BEICKRRSNIET IAILEDAIX—=—D%F
DEFFEALET,

AAX=IHA VR b=)Lehico, VA7 7O0XZ2/mLE I,

a Ny o7y TBREE'’ITTBLOKRODSNIS n' ZILET

b. BE#ZRDZ IOV T INRRENIS Y ZIH LT HLLAYIA =L ENY T FU T T DfE
RzmimLEs

TOYTEDRRRENS. T— b TOCRZFRMTES LS ICERBL THEKBENHD £,
> 2T LDREHEEFIC 'Press Ctrl-C for Boot Menu' W5 X wE—IMKRRINS Cirl-C' 2L £
X =2 —HKRRINT/5 'Option 6 ZFIRLF T
RIEZHNELSKRESNTVWR e 2R LE T,
a. /—RIZLOADER 7OV 7 hZRRLFT,
b. printenv AV > REMFEAL T RIBEZROKRETHRLET

C. RIBZHHEL <ERETNTULALIGE(E 'setenv_environment-variable-name___ changed-value
ONYRTEELEY
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d. Tsavenv) O REFEHLT. ZENRZRELE T,
e. /—Rx=YTJT—KLZEY,

2 / — K MetroCluster 8 D77 V75— b2 XA Y F NV I T
% - AFF A300

T— bk XF4 7ORXBEHATZT LS. MetroCluster X1 v F/\w VigExETLE
9o AFFA300> R T LG FEDT—bt XF0 7 UANDFIEOHEHR—FLE
I, BT —F XTa7 UANVIEHR—FEINTULEHA.

CDRRAYTTIE. BED 2 /— K MetroCluster 18D A% E1TLF 9

FliE
1. IRTD/ —RDIREN lenabled | THBZ & %=MEZRL EJ, MetroCluster node show

cluster B::> metrocluster node show

DR Configuration DR
Group Cluster Node State Mirroring Mode
1 cluster A
controller A 1 configured enabled heal roots
completed

cluster B
controller B 1 configured enabled waiting for
switchback recovery
2 entries were displayed.

2. $RTHOSVM TEBREANTT LI =R L £ 9, [ MetroCluster vserver show J

3. BEMIBICE >TEITINS LIF OBBRBITHEEICTKE T LI %2R L £9, MetroCluster check lif
show

4. HNAN—T S ZAEAHADEED / — RH 5 MetroCluster switchback AY¥ > R&EFERA LT, X1 v F/\v
I%RTLET,

5. A4 wFINy UMIBHTT L= C £ #HEE2 L £ 9 MetroCluster show

7 5 22 DIRED waiting-for-switchback DIFZEF. R 1w F /Ny VBN EZERITH T,

cluster B::> metrocluster show

Cluster Configuration State Mode
Local: cluster B configured switchover
Remote: cluster A configured waiting-for-switchback
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95 2Z22H normal 1 REDEZF. XA v FN Y IAEBIZZTLTLWET,

cluster B::> metrocluster show

Cluster Configuration State Mode
Local: cluster B configured normal
Remote: cluster A configured normal

24y FNYIHTET § 2 X TICHBEANDBHZEEIE. T MetroCluster config-replication resync-status
show | ARV REZFHATZIE T, ETHOR—XATAVDRAT—AREZERTETET,

6. SnapMirror 185 & 7=1% SnapVault B H HNIE. BREIZIL 9,

) X k 7BES1k- AFF A300

AT — b X714 7 THRESCEER’RITLEF T, AFFA300S R T L. FEDT—F X
TA47 VANVFIEDOHAZFR—ELET, BEMT—b X707 UANJIEFHR—F
SNTLWEEA.

F—IX—Tv—OBEICK L TEYBFIEZRERITL. P XTLOESZETLET, P XATLTEAS

NTWBF— IX—Jv—DFRARBRIE. T— b XT 4 7ORXBFIEOHBEICF v IFF v LICREZHE
sl TLIET L,
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FYR—RF¥F—Tx—+v (OKM)
ONTAPT =k XZa—h56F>R—RF—I%—Jv (OKM) BREEZJVIAMTZLET,

ER=RIR Y BH0IC
ROBEHREAZTLTLEST L,
* UIRARLEDNRT L= AN "FVR—F F—EEDEML"
CFUR=RF-IR=TVv DNV I Ty TER"
*ELWNRRTIL—RENY I T TT—2h B2 zHERBTBICIF. "FoR—RFF—EED/N\vY
VTV TEDTRAILEDNRAT L —IXZIREEY 555" FIR

FI@

BEOHZIAY FO—5—0DIHE:

1. VY= IL5—TJIEEED0HZ 2> rO—-F—ICEHELE T,
2. ONTAPT —k XZa—h'S5@BYRA TS a>vE&RLET,

ONTAP N\— 3> CDATIaVERBBIRLET,
ONTAP 9.8 LUf% 73 10 BRLET,

T=bXZa—0flzRTFLET,

Please choose one of the following:

1) Normal Boot.

2) Boot without /etc/rc.

3) Change password.

4) Clean configuration and initialize
all disks.

5) Maintenance mode boot.

(

(6) Update flash from backup config.
(7) Install new software first.

(8) Reboot node.

(9) Configure Advanced Drive
Partitioning.

(10) Set Onboard Key Manager recovery
secrets.
(11) Configure node for external key

management.
Selection (1-11)2? 10
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ONTAP N\—> 3 Y CDATIavERBBIRLET,
ONTAP 9.7LL &l ERTA T avEERLET

recover_ onboard keymanager

T—=bXZa—0flzRTFLET,

Please choose one of the following:

1) Normal Boot.

2) Boot without /etc/rc.

3) Change password.

4) Clean configuration and initialize
all disks.

5) Maintenance mode boot.

(

(6) Update flash from backup config.
(7) Install new software first.

(8) Reboot node.

(9) Configure Advanced Drive
Partitioning.

Selection (1-19)°7?
recover onboard keymanager

3. 7OV hARREINS, EETOCRERITIB 2B LET,
707 hoflERTR

This option must be used only in disaster recovery procedures. Are you
sure? (y or n):

4. S 2RLEDNZATL—ZX#2BAHNLET,
NZATL—ZXZAHDLTVWABE. OAVY—=ILICATARBRRTRINEE Ao

707 hoflERTR

Enter the passphrase for onboard key management:

Enter the passphrase again to confirm:

0. Nw I Ty TEHRZANILET,

a. Avw>a%zgZ&%H. BEGIN BACKUP 17h 5 END BACKUP 1T & TO OV TV AZ MO FIF F
ER
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707 b oflERTR

Enter the backup data:

—————————————————————————— BEGIN

BACKUP————————————— -
01234567890123456789012345678901234567890123456789012345678901
23

12345678901234567890123456789012345678901234567890123456789012
34
23456789012345678901234567890123456789012345678901234567890123
45
34567890123456789012345678901234567890123456789012345678901234
56
45678901234567890123456789012345678901234567890123456789012345
67
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARAA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARAA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA



AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARAA

AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAARARA
AA
01234567890123456789012345678901234567890123456789012345678901
23
12345678901234567890123456789012345678901234567890123456789012
34
23456789012345678901234567890123456789012345678901234567890123
45
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA
AA
AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA
AA
AAAAAAAAAAAAAARAAAAAARAAAAAAAAAAAAAAAAAAAAAAAAAAANAAAAANAAAAANAA
AA

——————————————————————————— END
BACKUP--————————— = —————

b. ATOREIC Enter ¥—% 2 EIEL £,
EEOELINTT L. ZOAXAyvtE—IJHRERENET,

Successfully recovered keymanager secrets.



707 b oflERTR

Trying to recover keymanager secrets....

Setting recovery material for the onboard key manager
Recovery secrets set successfully

Trying to delete any existing km onboard.wkeydb file.

Successfully recovered keymanager secrets.

R b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b db g
khkkkkhkhkkhk ki hrkkhkkhkkkkkhx

* Select option " (1) Normal Boot." to complete recovery process.
*

* Run the "security key-manager onboard sync" command to
synchronize the key database after the node reboots.

R b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b i b b b b b b b b b b Y

R b b b b b b b b b b b b b b b b o d

@ RRSNTHAIDUTOZE. FiTLABRWVWTL TV, Successfully recovered
keymanager secretso NI TN a—TFTa4 Y JZETLTIS—%2EBELET,

6. 7723 % BIR 17— b XZa—D50NTAPD T — b ZHTL £ J,



10.

707 b oflERTR

R b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b g

R IR I e I b dh db I b I b db b Ib b 4

* Select option " (1) Normal Boot." to complete the recovery

process.
*

R R i e S i b I b b b b 2h b b dh b Sb b 2 dh b b S b dh b b S b dh b b dh b db b db db b b b b 2h b b dh b db b b db b b Sb i db b 4

R b b b b b b b b b b b b b b b b b

(1) Normal Boot.

(2) Boot without /etc/rc.

(3) Change password.

(4) Clean configuration and initialize all disks.
(5) Maintenance mode boot.

(6) Update flash from backup config.

(7) Install new software first.

(8) Reboot node.

(9) Configure Advanced Drive Partitioning.

(10) Set Onboard Key Manager recovery secrets.
(11) Configure node for external key management.

Selection (1-11)2 1

AV bA=5=0aAYY—ILIRDAYE—IHRREENTVWS ZEZREBLE T,
Waiting for giveback..(Press Ctrl-C to abort wait)

N—hrF—2> +O—5—DI5FE:

BEDCHZIAY bO—F—ZRMLET,

storage failover giveback -fromnode local -only-cfo-aggregates true
BEDCHZIY bO—5—DIFAE:

CFO 77 V7T —hbDATEEBLIE. F— IR—2v—ZRAHALET,

security key-manager onboard sync

TAOYTERREFEINIES. FUR—F F—IX—Tv—DISRX—2BEDNITL—X%Z AN
LE9,

23
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707 b oflERTR

Enter the cluster-wide passphrase for the Onboard Key Manager:

All offline encrypted volumes will be brought online and the
corresponding volume encryption keys (VEKs) will be restored
automatically within 10 minutes. If any offline encrypted
volumes are not brought online automatically, they can be
brought online manually using the "volume online -vserver

<vserver> -volume <volume name>" command.

BEADKINT D L. BIMDOXA Yy E—JB LTI S RXZ— FAYTRHRENE T, [

()  Wr%ELI8E. 2524~ FOVT MIRAMICIS— XvE—IRRRENE

T, TS—HMBESH. REHERICKRITEINE T THITLBVWTLSIZE L,

M. IRTOF—HEPETNTVWBR I ZHEELE T,

12.

13.

security key-manager key query -restored false

AR Y FIFERZREBWVIET TY, BRIVXTEINIIHEIE. BRNMBESNLBRZ I THHAIY
VREBRORLET,

N—hrF—2a> bO—7—0DFE:
EEOHZ I FO—F—ZRALFT,

storage failover giveback -fromnode local
BEIX TNy I Z2EMLIBRIEVRINTLED,

storage failover modify -node local -auto-giveback true

14. AutoSupporth'BICHE > TWBBEIE. T—XOEI:ERZ VX7 LET,

system node autosupport invoke -node * -type all -message MAINT=END

NEF—<%—>+v (EKM)
ONTAPT — b X Za—h' 5HNABF—IR—J v DEREZ VIS T7LET,

ER=RIRY BH0IC
DO ZZAE— ) =R BNV IT v THERDT 7 ILRELET,

* */cfcard/kmip/servers.cfg' 7 7 1 L £ T2 IFKMIPH —N—DTF7 R L A& R— bk
* /cfcard/kmip/certs/client.crt 7 71 )L (U 54 7> MEERAE)
* */cfcard/kmip/certs/clientkey 7 71 JL (IS4 T7 > kF—)



* “/cfcard/kmip/certs/CA.pem’ 7 7 1 JL (KMIP t+—/\— CA iEFEE)

FlE
BEOHZ AV FO—5—0DIHE:

1. VY=L T5—TIEBEDOHS 2> bO—F—ICEHELE T,
2. A7 a3 EBER 1TONTAPT — k XZa—Hh5,

T—bXZa—-DflzRTLET,

Normal Boot.

Boot without /etc/rc.

Change password.

Clean configuration and initialize all disks.
Maintenance mode boot.

Install new software first.
Reboot node.

)

)

)

)

)

) Update flash from backup config.

)

)

) Configure Advanced Drive Partitioning.
0

) Set Onboard Key Manager recovery secrets.
11) Configure node for external key management.
Selection (1-11)2 11

. 7OV rHRERENE. BERBREWNEL LI ZRRALET,

707 hoflERTR

Do you have a copy of the /cfcard/kmip/certs/client.crt file?

{y/n}
Do you have a copy of the /cfcard/kmip/certs/client.key file?

{y/n}
Do you have a copy of the /cfcard/kmip/certs/CA.pem file? {y/n}
Do you have a copy of the /cfcard/kmip/servers.cfg file? {y/n}

4 IOV T ERRRENE. 54T b e —N—DFERZANDLEFT,

a. BEGIN T END T2 8T U 54 7> NEFAZE (clientert) 7 7 T ILORBEZASIL T,
b. BEGIN{TX END 72 STV 541 7> b F— (clientkey) 7 71 ILDODABZ AL XY,
C. BEGIN T7& END 7% &€ KMIP H#—/\— CA (CA.pem) 7 7 T LORBE AN L £
d KMIPH#—N—®DIP 7RLZAZAALET,

e KMIP H—N—R—bZANLET (T 74 bDR—k 5696 ZfEAT BICIE Enter F—Z L
E£9)o
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PerLET

Enter the client certificate (client.crt) file contents:

Enter the client key (client.key) file contents:

Enter the KMIP server CA(s) (CA.pem) file contents:

Enter the IP address for the KMIP server: 10.10.10.10
Enter the port for the KMIP server [5696]:

System is ready to utilize external key manager(s).
Trying to recover keys from key servers....
kmip init: configuring ports

Running command '/sbin/ifconfig e0M'

kmip init: cmd: ReleaseExtraBSDPort eOM

BEEZ7OCINTT L. RDXyvE—IUHARREINEFT,
Successfully recovered keymanager secrets.

erLET

System is ready to utilize external key manager(s).
Trying to recover keys from key servers....
Performing initialization of OpenSSL

Successfully recovered keymanager secrets.

S. A7 avEBER 1T — b XZa—H50NTAPDO 7 — b ZHHTLF T,



707 b oflERTR

R b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b g

kAhkKkkkhkhkkk kKX kK

* Select option " (1) Normal Boot." to complete the recovery

process.
*

R R i e S i b I b b b b 2h b b dh b Sb b 2 dh b b S b dh b b S b dh b b dh b db b db db b b b b 2h b b dh b db b b db b b Sb i db b 4

Xk kkkkkkk kK

Normal Boot.

Boot without /etc/rc.

Change password.

Clean configuration and initialize all disks.
Maintenance mode boot.

Install new software first.
Reboot node.
Configure Advanced Drive Partitioning.

(1)

(2)

(3)

(4)

(5)

(6) Update flash from backup config.

(7)

(8)

(9)

(10) Set Onboard Key Manager recovery secrets.
(1

1) Configure node for external key management.
Selection (1-11)2 1

6. BEIX INv I EEMLIZBEIXVANTLET,

storage failover modify -node local -auto-giveback true

7. AutoSupporth' BMICE > TWBIHEEIF. T—XDOBI:EHRZ ) A7 LE T,

system node autosupport invoke -node * -type all -message MAINT=END

BEEDH ZEB5a% NetApp-AFF A300 ICEL £

T—h XTa 7L TIE. HELESmZNetAppllIREAI L TS 72 &L\, AFF A300
AT LiF. FEFOT—k XFa 7 DANUFIBEBOAEZHR—ELET, BT — b+
XTF4T7 DANVIEHR—FEINTULEE A

BEMNREE LI/NA—Vid. v MIABORMAIETEICHE > TNetApplIBF L T 2 E "IN—Y DR
AR EIC DOWVWTIE. R—JEBBLTLIEEIL,
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