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SQL Serverリソースのバックアップ戦略

SQL Serverリソースのバックアップ戦略の定義

バックアップ ジョブを作成する前にバックアップ戦略を定義しておくと、データベース
の正常なリストアやクローニングに必要なバックアップを確実に作成できます。バック
アップ戦略の大部分は、サービス レベル アグリーメント（SLA）、目標復旧時間（RTO

）、および目標復旧時点（RPO）によって決まります。

SLAは、求められるサービス レベル、およびサービスに関連する多くの問題（サービスの可用性やパフォー
マンスなど）への対応を定義したものです。RTOは、サービスの停止からビジネス プロセスの復旧までに必
要となる時間です。RPOは、障害発生後に通常処理を再開するためにバックアップ ストレージからリカバリ
する必要があるファイルの経過時間に関する戦略を定義したものです。SLA、RTO、およびRPOは、バック
アップ戦略に関与します。

サポートされるバックアップのタイプ

SnapCenterを使用してSQL Serverのシステム データベースとユーザ データベースをバ
ックアップするには、リソース タイプ（データベース、SQL Serverインスタンス、可用
性グループ[AG]など）を選択する必要があります。Snapshotテクノロジを通じて、リソ
ースが配置されているボリュームのオンラインの読み取り専用コピーが作成されます。

コピーのみのオプションを選択して、SQL Serverがトランザクション ログを切り捨てないように指定できま
す。SQL Serverの管理に他のバックアップ アプリケーションも使用している場合は、このオプションを指定
する必要があります。トランザクション ログが変更されずに保持されるため、任意のバックアップ アプリケ
ーションでデータベースをリストアできます。コピーのみのバックアップは、スケジュールされたバックアッ
プとは関係なく実行され、またデータベースのバックアップおよびリストア手順には影響しません。
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バックアップ タイプ 説明 コピーのみのオプションを選択し
た場合

フル バックアップとログ バックア
ップ

システム データベースがバックア
ップされ、トランザクション ログ
が切り捨てられます。

SQL Serverは、データベースにコ
ミット済みのエントリを削除する
ことによってトランザクション ロ
グを切り捨てます。

このオプションを選択すると、フ
ル バックアップの完了後にトラン
ザクション ログが作成されてトラ
ンザクション情報がキャプチャさ
れます。通常はこのオプションを
選択します。ただし、バックアッ
プ時間が短い場合は、フル バック
アップでトランザクション ログ バ
ックアップを実行しないように選
択することもできます。

masterシステム データベース
とmsdbシステム データベースにつ
いては、ログ バックアップを作成
できません。modelシステム デー
タベースのログ バックアップは作
成できます。

システム データベース ファイルと
トランザクション ログがバックア
ップされ、ログは切り捨てられま
せん。

コピーのみのバックアップは差分
ベースまたは差分バックアップと
しては使用できず、差分ベースに
は影響しません。コピーのみのフ
ル バックアップのリストアは、通
常のフル バックアップのリストア
と同じです。

フル データベース バックアップ システム データベース ファイルが
バックアップされます。

master、model、msdbの各システ
ム データベースのフル データベー
ス バックアップを作成できます。

システム データベース ファイルが
バックアップされます。

トランザクション ログ バックアッ
プ

切り捨てられたトランザクション
ログがバックアップされ、最新の
トランザクション ログのバックア
ップ後にコミットされたトランザ
クションのみがコピーされます。

フル データベース バックアップに
加えてトランザクション ログを頻
繁にバックアップするスケジュー
ルを設定すると、リカバリ ポイン
トをより細かく選択できます。

トランザクション ログが切り捨て
られずにバックアップされます。

このバックアップ タイプは、定期
的なログ バックアップには影響し
ません。コピーのみのログ バック
アップは、オンラインのリストア
処理を実行する場合に便利です。
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Plug-in for SQL Serverのバックアップ スケジュール

バックアップ頻度（スケジュール タイプ）はポリシーで指定され、バックアップ スケジ
ュールはリソース グループの設定で指定されます。バックアップの頻度またはスケジュ
ールを決定する場合に最も重要な要因となるのは、リソースの変更率とデータの重要性
です。使用頻度の高いリソースは1時間ごとにバックアップする必要がありますが、ほと
んど使用されないリソースは1日に1回バックアップすれば十分です。その他の要因とし
ては、組織におけるリソースの重要性、サービス レベル アグリーメント（SLA）、目標
復旧時点（RPO）などがあります。

SLAは、求められるサービス レベル、およびサービスに関連する多くの問題（サービスの可用性やパフォー
マンスなど）への対応を定義したものです。RPOは、障害発生後に通常処理を再開するためにバックアップ
ストレージからリカバリする必要があるファイルの経過時間に関する戦略を定義したものです。SLAとRPOは
データ保護戦略に関わる要件です。

使用頻度の高いリソースであっても、フル バックアップは1日に1～2回で十分です。たとえば、定期的なトラ
ンザクション ログ バックアップを実行すれば、必要なバックアップが作成されます。データベースを頻繁に
バックアップするほど、 SnapCenterが復元時に使用するトランザクション ログが少なくなり、復元操作が高
速化されます。

バックアップ スケジュールには、次の2つの要素があります。

• バックアップ頻度

バックアップ頻度 (バックアップを実行する頻度) は、一部のプラグインでは スケジュール タイプ と呼ば
れ、ポリシー構成の一部です。ポリシーでは、バックアップ頻度として、毎時、毎日、毎週、または毎月
を選択できます。頻度を選択しなかった場合は、オンデマンドのみのポリシーが作成されます。 設定 > 

ポリシー をクリックすると、ポリシーにアクセスできます。

• バックアップ スケジュール

バックアップ スケジュール（バックアップが実行される日時）は、リソース グループ設定の一部です。
たとえば、週次バックアップのポリシーが構成されたリソース グループがある場合は、毎週木曜日の午後
10 時にバックアップするようにスケジュールを構成できます。 リソース > リソース グループ をクリック
すると、リソース グループのスケジュールにアクセスできます。

データベースに必要なバックアップ ジョブの数

必要なバックアップ ジョブの数を左右する要因としては、データベースのサイズ、使用
中のボリュームの数、データベースの変更率、サービス レベル アグリーメント（SLA）
などがあります。

データベース バックアップの場合、選択するバックアップ ジョブの数は、一般にデータベースが配置されて
いるボリュームの数に応じて決まります。たとえば、あるボリュームに小規模なデータベースのグループを配
置しており、別のボリュームに1つの大規模なデータベースを配置している場合は、小規模なデータベース用
のバックアップ ジョブと大規模なデータベース用のバックアップ ジョブを1つずつ作成できます。
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Plug-in for SQL Serverのバックアップの命名規則

Snapshotのデフォルトの命名規則を使用するか、カスタマイズした命名規則を使用でき
ます。デフォルトのバックアップ命名規則ではSnapshot名にタイムスタンプが追加され
るので、コピーが作成されたタイミングを特定できます。

Snapshotでは、次のデフォルトの命名規則が使用されます。

resourcegroupname_hostname_timestamp

バックアップ リソース グループには、次の例のように論理的な名前を付ける必要があります。

dts1_mach1x88_03-12-2015_23.17.26

この例では、各構文要素に次の意味があります。

• dts1 はリソース グループ名です。

• mach1x88 はホスト名です。

• 03-12-2015_23.17.26 は日付とタイムスタンプです。

または、[スナップショット コピーにカスタム名形式を使用する] を選択して、リソースまたはリソース グル
ープを保護しながらスナップショット名の形式を指定することもできます。たとえ
ば、customtext_resourcegroup_policy_hostnameやresourcegroup_hostnameなどの形式です。デフォルトで
は、Snapshot名にタイムスタンプのサフィックスが追加されます。

Plug-in for SQL Serverのバックアップ保持オプション

バックアップ コピーを保持する日数を選択するか、または保持するバックアップ コピー
の数（ONTAPでは最大255個のコピー）を指定することができます。たとえば、組織の
必要に応じて、10日分のバックアップ コピーや130個のバックアップ コピーを保持でき
ます。

ポリシーを作成する際に、バックアップ タイプおよびスケジュール タイプの保持オプションを指定できま
す。

SnapMirrorレプリケーションを設定すると、デスティネーション ボリュームに保持ポリシーがミラーリング
されます。

SnapCenter は、スケジュール タイプに一致する保持ラベルを持つ保持されたバックアップを削除します。リ
ソースまたはリソース グループに対してスケジュール タイプが変更されると、古いスケジュール タイプ ラ
ベルのバックアップがシステムに残ることがあります。

バックアップ コピーを長期にわたって保持する場合は、SnapVaultバックアップを使用する必
要があります。
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ソース ストレージ システムにトランザクション ログ バックア
ップを保持する期間

SnapCenter Plug-in for Microsoft SQL Serverでは、最新の状態へのリストア処理を実行
するために、トランザクション ログ バックアップが必要です。この場合、2つのフル バ
ックアップの間の任意の時点の状態にデータベースがリストアされます。

たとえば、Plug-in for SQL Server が午前 8 時に完全バックアップを実行し、午後 5 時にもう一度完全バック
アップを実行した場合、最新のトランザクション ログ バックアップを使用して、データベースを午前 8 時か
ら午後 5 時までの任意の時点に復元できます。トランザクション ログが使用できない場合、Plug-in for SQL

Server は、Plug-in for SQL Server が完全バックアップを完了した時点にデータベースを復元するポイントイ
ンタイム リストア操作のみを実行できます。

通常、最新の状態へのリストア処理に必要なのは1～2日分のみです。デフォルトでは、SnapCenterの保持期
間は最短の2日間です。

同じボリューム上の複数のデータベース

バックアップ ポリシーには、バックアップあたりの最大データベース数を設定するオプ
ション（デフォルト値は100）があるため、すべてのデータベースを同じボリュームに
配置できます。

たとえば、同じボリュームに200個のデータベースがある場合、100個のデータベースを含むSnapshotが2つ
作成されます。

Plug-in for SQL Serverのプライマリ ストレージ ボリュームま
たはセカンダリ ストレージ ボリュームを使用したバックアップ
コピーの検証

プライマリ ストレージ ボリュームまたはSnapMirror / SnapVaultセカンダリ ストレージ
ボリュームでバックアップ コピーを検証することができます。セカンダリ ストレージ
ボリュームを使用して検証を行うと、プライマリ ストレージ ボリュームの負荷が軽減さ
れます。

プライマリ ストレージ ボリュームまたはセカンダリ ストレージ ボリュームにあるバックアップを検証する
と、すべてのプライマリSnapshotとセカンダリSnapshotが検証済みとマークされます。

SnapMirrorおよびSnapVaultセカンダリ ストレージ ボリューム上のバックアップ コピーを検証するに
は、SnapRestoreのライセンスが必要です。

検証ジョブをスケジュール設定するタイミング

SnapCenterでは、バックアップの作成直後にそのバックアップを検証できますが、その
場合、バックアップ ジョブの所要時間が大幅に増加し、大量のリソースが必要となりま
す。このため、通常は別のジョブであとから検証を行うようにスケジュールを設定する
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ことを推奨します。たとえば、毎日午後5時にデータベースをバックアップする場合、検
証を1時間後の午後6時に実行するようにスケジュールできます。

同じ理由で、通常、バックアップを実行するたびにバックアップの検証を行う必要はありません。通常、バッ
クアップ の整合性を確保するには、バックアップよりも少ない頻度で定期的に検証を実行すれば十分です。1

つの検証ジョブで複数のバックアップを同時に検証できます。
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