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SnapCenter Plug-in for Microsoft SQL Server

SnapCenter Plug-in for Microsoft SQL Server の概要

SnapCenter Plug-in for Microsoft SQL Server は、 Microsoft SQL Server データベースに
対応したデータ保護管理を提供する、 NetApp SnapCenter ソフトウェアのホスト側コン
ポーネントです。Plug-in for SQL Serverを使用すると、SnapCenter環境でのSQL Server

データベースのバックアップ、検証、リストア、およびクローニングの処理を自動化で
きます。

Plug-in for SQL Server をインストールすると、 SnapCenter で NetApp SnapMirror テクノロジを使用して別
のボリュームにバックアップセットのミラーコピーを作成できるほか、 NetApp SnapVault テクノロジを使用
して標準への準拠やアーカイブを目的としたディスクツーディスクのバックアップレプリケーションを実行で
きます。

• SnapCenter環境で使用するMicrosoft SQL Serverデータベースのアプリケーション対応のバックアップ、
リストア、クローニングの処理を自動化します。

• SnapCenter Plug-in for VMware vSphereを導入してSnapCenterに登録すると、VMDK上のMicrosoft SQL

ServerデータベースおよびRaw Device Mapping（RDM；rawデバイスマッピング）LUNがサポートされま
す。

• SnapManager for Microsoft SQL ServerからSnapCenterへのバックアップのインポートをサポートしま
す。

SnapCenter Plug-in for Microsoft SQL Server の機能

SnapCenter Plug-in for Microsoft SQL Serverをインストールした環境では、SnapCenter

を使用してSQL Serverデータベースをバックアップ、リストア、およびクローニングす
ることができます。

SQL Serverデータベースとデータベースリソースのバックアップ処理、リストア処理、およびクローニング
処理をサポートする次のタスクを実行できます。

• SQL Serverデータベースおよび関連するトランザクションログをバックアップする

masterおよびmsdbシステムデータベースのログバックアップは作成できません。ただし、モデルシステ
ムデータベースのログバックアップは作成できます。

• データベースリソースのリストア

◦ マスターシステムデータベース、msdbシステムデータベース、およびモデルシステムデータベースを
リストアできます。

◦ 複数のデータベース、インスタンス、および可用性グループをリストアすることはできません。

◦ システムデータベースを別のパスにリストアすることはできません。

• 本番環境のデータベースのポイントインタイムクローンを作成

tempdbシステムデータベースでは、バックアップ、リストア、クローニング、およびクローンライフサイ
クルの処理を実行できません。
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• バックアップ処理をただちに検証するか、あとで検証する

SQL Serverシステムデータベースの検証はサポートされていません。SnapCenterは、検証処理を実行す
るためにデータベースのクローニングを行います。SnapCenterではSQL Serverシステムデータベースを
クローニングできないため、これらのデータベースの検証はサポートされていません。

• バックアップ処理とクローニング処理のスケジュールを設定する

• バックアップ処理、リストア処理、クローニング処理を監視する

SnapCenter Plug-in for Microsoft SQL Serverの機能

Plug-in for SQL Serverは、Windowsホスト上でMicrosoft SQL Serverと統合され、スト
レージシステム上でNetApp Snapshotテクノロジと統合されます。Plug-in for SQL

Server を操作するには、 SnapCenter インターフェイスを使用します。

Plug-in for SQL Server の主な機能は次のとおりです。

• * SnapCenter * による統一されたグラフィカル・ユーザー・インターフェイス

SnapCenter のインターフェイスは、すべてのプラグインと環境で標準化され、一貫していま
す。SnapCenter インターフェイスを使用すると、すべてのプラグインでバックアッププロセスとリスト
アプロセスを一貫した方法で実行できるほか、ダッシュボードビューで概要を把握したり、ロールベース
アクセス制御（ RBAC ）を設定したり、ジョブを監視したりすることができます。SnapCenter では、バ
ックアップ処理とクローニング処理に対応したスケジュールとポリシーの一元管理も可能です。

• * 中央管理の自動化 *

日常的なSQL Serverバックアップのスケジュールを設定したり、ポリシーベースのバックアップ保持を設
定したり、ポイントインタイムリストア処理と最新の状態へのリストア処理を設定したりできま
す。SnapCenter から E メールアラートを送信するように設定して、 SQL Server 環境をプロアクティブ
に監視することもできます。

• 無停止のNetAppスナップショットテクノロジ

Plug-in for SQL Serverでは、NetApp SnapCenter Plug-in for Microsoft WindowsでNetAppのSnapshotテク
ノロジを使用します。これにより、データベースを数秒でバックアップし、SQL Serverをオフラインにす
ることなく迅速にリストアできます。Snapshotはストレージスペースを最小限しか消費しません。

Plug-in for SQL Server には、上記の主要な機能以外にも次のようなメリットがあります。

• バックアップ、リストア、クローニング、および検証のワークフローがサポートされます。

• RBACでサポートされるセキュリティと一元化されたロール委譲

• NetApp FlexClone テクノロジを使用して、本番環境のデータベースのスペース効率に優れたポイントイ
ンタイムコピーを作成し、テストまたはデータの抽出を行います

クローンを保持するストレージシステムにFlexCloneライセンスが必要です。

• 自動化された無停止のバックアップ検証

• 複数のサーバで同時に複数のバックアップを実行可能
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• PowerShellコマンドレットを使用して、バックアップ、検証、リストア、クローニングの処理のスクリプ
トを作成できます。

• SQL ServerでAlwaysOn可用性グループ（AG）がサポートされ、AGのセットアップ、バックアップ、リ
ストアの処理を高速化

• SQL Server 2014の一部としてのインメモリデータベースとバッファプール拡張（BPE）

• LUNおよび仮想マシンディスク（VMDK）のバックアップのサポート

• 物理インフラと仮想インフラをサポート

• iSCSI、ファイバチャネル、FCoE、rawデバイスマッピング（RDM）、NFSおよびVMFS経由のVMDKが
サポートされます。

Storage Virtual Machine（SVM）にNASボリュームのデフォルトのエクスポートポリシーが
必要です。

• SQL ServerスタンドアロンデータベースでのFileStreamおよびファイルグループのサポート。

• Windows Server 2022でのNon-Volatile Memory Express（NVMe）のサポート

◦ NVMe over TCP / IPで作成されたVMDKレイアウト上のバックアップ、リストア、クローニング、検
証のワークフロー

◦ ESX 8.0 Update 2以降のNVMeファームウェアバージョン1.3をサポートします。Virtualハードウェア
バージョン21が必要です。

◦ Windows Serverフェイルオーバークラスタリング（WSFC）は、NVMe over TCP/IP上のVMDKを介し
たアプリケーションではサポートされません。

• SnapMirror Active Sync（当初はSnapMirror Business Continuity [SM-BC]としてリリース）をサポート。
これにより、サイト全体に障害が発生してもビジネスサービスの運用を継続でき、アプリケーションがセ
カンダリコピーを使用して透過的にフェイルオーバーできるようになります。SnapMirror Active Syncで
フェイルオーバーをトリガーするために、手動操作や追加のスクリプト作成は必要ありません。

Windowsクラスタでの非対称LUNマッピングのサポート

SnapCenter Plug-in for Microsoft SQL Serverでは、SQL Server 2012以降での検出、高
可用性用の非対称LUNマッピング（ALM）構成、ディザスタリカバリ用の可用性グルー
プがサポートされます。SnapCenter は、リソースを検出する際に、 ALM 構成のローカ
ルホストとリモートホストにあるデータベースを検出します。

ALM構成は、プライマリデータセンターに1つ以上のノード、ディザスタリカバリセンターに1つ以上のノー
ドを含む、単一のWindowsサーバフェイルオーバークラスタです。

次に、ALM設定の例を示します。

• マルチサイトデータセンターに2つのフェイルオーバークラスタインスタンス（FCI）

• ローカルのハイアベイラビリティ（HA）にはFCI、ディザスタリカバリサイトにスタンドアロンインスタ
ンスを配置したディザスタリカバリには可用性グループ（AG）を使用
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プライマリデータセンター内のストレージは、プライマリデータセンター内のFCIノード間で共有されます。
ディザスタリカバリデータセンター内のストレージは、ディザスタリカバリデータセンター内のFCIノード間
で共有されます。

プライマリデータセンターのストレージは、ディザスタリカバリデータセンターのノードには認識されず、そ
の逆も同様です。

ALMアーキテクチャは、FCIで使用される2つの共有ストレージソリューションと、SQL AGで使用される非共
有または専用ストレージソリューションを組み合わせたものです。AGソリューションでは、データセンター
間で共有ディスクリソースに同じドライブレターを使用します。このストレージの配置（WSFC内のノードの
サブセット間でクラスタディスクが共有される）は、ALMと呼ばれます。

SnapCenter Plug-in for Microsoft SQL Serverでサポートされ
るストレージタイプ

SnapCenter は、物理マシンと仮想マシンの両方でさまざまなストレージタイプをサポー
トしています。ホストに対応したパッケージをインストールする前に、ストレージタイ
プがサポートされているかどうかを確認する必要があります。

Windows Serverでは、SnapCenterによるプロビジョニングとデータ保護がサポートされます。サポートされ
ているバージョンに関する最新情報については、 "NetApp Interoperability Matrix Tool"。
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マシン ストレージタイプ を使用してプロビジョニ
ング

サポートのメモ

物理サーバ FCセツソクLUN SnapCenterのグラフィカ
ルユーザインターフェイ
ス（GUI）また
はPowerShellコマンドレ
ット

物理サーバ iSCSIセツソクLUN SnapCenter GUIまた
はPowerShellコマンドレ
ット

物理サーバ Storage Virtual Machine

（SVM）上のSMB3

（CIFS）共有

SnapCenter GUIまた
はPowerShellコマンドレ
ット

プロビジョニングのみが
サポートされます。

VMware VM FCまたはiSCSI HBAで接
続されたRDM LUN

PowerShellコマンドレッ
ト

VMware VM iSCSIイニシエータによっ
てゲストシステムに直接
接続されたiSCSI LUN

SnapCenter GUIまた
はPowerShellコマンドレ
ット

VMware VM Virtual Machine File

Systems（VMFS）また
はNFSデータストア

VMware vSphere

VMware VM SVM 上の SMB3 共有に
接続されたゲストシステ
ム

SnapCenter GUIまた
はPowerShellコマンドレ
ット

プロビジョニングのみが
サポートされます。

VMware VM NFSとSANの両方
にVVOLデータストアを配
置

VMware vSphere 向け
ONTAP ツール
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マシン ストレージタイプ を使用してプロビジョニ
ング

サポートのメモ

Hyper-V VM 仮想ファイバチャネルス
イッチで接続された仮
想FC（vFC）LUN

SnapCenter GUIまた
はPowerShellコマンドレ
ット

仮想ファイバチャネルス
イッチで接続された仮
想FC（vFC）LUNをプロ
ビジョニングするに
は、Hyper-V Managerを
使用する必要がありま
す。

Hyper-V の
パススルー
ディスク、
およびネッ
トアップス
トレージで
プロビジョ
ニングされ
た VHD （
x ）でのデ
ータベース
のバックア
ップはサポ
ートされて
いません。

Hyper-V VM iSCSIイニシエータによっ
てゲストシステムに直接
接続されたiSCSI LUN

SnapCenter GUIまた
はPowerShellコマンドレ
ット

Hyper-V の
パススルー
ディスク、
およびネッ
トアップス
トレージで
プロビジョ
ニングされ
た VHD （
x ）でのデ
ータベース
のバックア
ップはサポ
ートされて
いません。
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マシン ストレージタイプ を使用してプロビジョニ
ング

サポートのメモ

Hyper-V VM SVM 上の SMB3 共有に
接続されたゲストシステ
ム

SnapCenter GUIまた
はPowerShellコマンドレ
ット

プロビジョニングのみが
サポートされます。

Hyper-V の
パススルー
ディスク、
およびネッ
トアップス
トレージで
プロビジョ
ニングされ
た VHD （
x ）でのデ
ータベース
のバックア
ップはサポ
ートされて
いません。

SnapCenter Plug-in for Microsoft SQL Server のストレージ
レイアウトに関する推奨事項

ストレージレイアウトが適切に設計されているため、SnapCenterサーバでデータベース
をバックアップしてリカバリ目標を達成できます。ストレージレイアウトを定義する際
には、データベースのサイズ、データベースの変更率、バックアップの実行頻度など、
いくつかの要素を考慮する必要があります。

以降のセクションでは、 SnapCenter Plug-in for Microsoft SQL Server がインストールされている環境での、
LUN と仮想マシンディスク（ VMDK ）のストレージレイアウトに関する推奨事項と制限について説明しま
す。

この場合、LUNには、VMware RDMディスクと、ゲストにマッピングされたiSCSI直接接続LUNを含めること
ができます。

LUNとVMDKの要件

次のデータベースのパフォーマンスと管理を最適化するために、必要に応じて専用のLUNまたはVMDKを使用
できます。

• マスターおよびモデルシステムデータベース

• tempdb

• ユーザデータベースファイル（.mdfおよび.ndf）

• ユーザデータベースのトランザクションログファイル（.ldf）

• ログディレクトリ
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大規模なデータベースをリストアする場合は、専用のLUNまたはVMDKを使用することを推奨します。LUNま
たはVMDK全体のリストアにかかる時間は、LUNまたはVMDKに格納されている個 々 のファイルのリストア
にかかる時間よりも短くなります。

ログディレクトリについては、データファイルまたはログファイルのディスクに十分な空きスペースを確保す
るために、独立したLUNまたはVMDKを作成する必要があります。

LUNおよびVMDKのサンプルレイアウト

次の図は、LUN上の大規模データベースのストレージレイアウトを設定する方法を示しています。

次の図は、LUN上の中規模または小規模データベースのストレージレイアウトを設定する方法を示していま
す。

次の図は、VMDK上の大規模データベースのストレージレイアウトを設定する方法を示しています。
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次の図は、VMDK上の中規模または小規模のデータベースのストレージレイアウトを設定する方法を示してい
ます。

SQLプラグインに必要な最小ONTAP権限

必要な最小 ONTAP 権限は、データ保護に使用する SnapCenter プラグインによって異
なります。

• フルアクセスコマンド： ONTAP 9.12.1 以降で必要な最小権限

◦ event generate-autosupport-log

◦ ジョブ履歴の表示

◦ ジョブの停止

◦ LUN

◦ LUNの作成

◦ lun delete

◦ LUN igroupの追加

◦ lun igroup create

◦ lun igroup delete

◦ LUN igroupの名前変更

◦ lun igroup show
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◦ LUNマッピングの追加-レポートノード

◦ LUNマッピングの作成

◦ LUNマッピングの削除

◦ lun mapping remove-reporting-nodes

◦ lun mapping show

◦ LUN変更

◦ ボリューム内でのLUNの移動

◦ LUNオフライン

◦ LUNオンライン

◦ LUNのサイズ変更

◦ LUNシリアル

◦ lun show

◦ SnapMirrorポリシーadd-rule

◦ snapmirror policy modify-rule

◦ snapmirror policy remove-rule

◦ snapmirror policy show

◦ SnapMirrorリストア

◦ snapmirror show

◦ snapmirror show-history

◦ SnapMirrorの更新

◦ snapmirror update-ls-set

◦ snapmirror list-destinations

◦ バージョン

◦ ボリュームのクローン作成

◦ volume clone show

◦ ボリュームクローンスプリットの開始

◦ ボリュームクローンスプリットの停止

◦ ボリュームの作成

◦ ボリュームの削除

◦ volume file clone create

◦ volume file show-disk-usage

◦ ボリュームはオフライン

◦ ボリュームはオンライン

◦ ボリュームの変更

◦ ボリュームqtreeの作成
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◦ volume qtree delete

◦ volume qtree modify

◦ volume qtree show

◦ ボリュームの制限

◦ volume show

◦ ボリュームSnapshotの作成

◦ ボリュームSnapshotの削除

◦ ボリュームSnapshotの変更

◦ ボリュームSnapshotの名前変更

◦ ボリュームSnapshotリストア

◦ ボリュームSnapshotリストア-ファイル

◦ volume snapshot show

◦ ボリュームのアンマウント

◦ SVM CIFS

◦ vserver cifs share create

◦ vserver cifs share delete

◦ vserver cifs shadowcopy show

◦ vserver cifs share show

◦ vserver cifs show

◦ SVM export-policy

◦ vserver export-policy create

◦ vserver export-policy delete

◦ vserver export-policy rule create

◦ vserver export-policy rule show

◦ vserver export-policy show

◦ SVM iSCSI

◦ vserver iscsi connection show

◦ vserver show

◦ ネットワークインターフェイス

◦ network interface show

◦ SVM

◦ MetroClusterショー
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Plug-in for SQL ServerのSnapMirrorおよびSnapVaultレプリ
ケーション用のストレージシステムを準備する

SnapCenterプラグインとONTAP SnapMirrorテクノロジを併用すると、バックアップセ
ットのミラーコピーを別のボリュームに作成できます。また、ONTAP SnapVaultテクノ
ロジを併用すると、標準への準拠やその他のガバナンス関連の目的でディスクツーディ
スクのバックアップレプリケーションを実行できます。これらのタスクを実行する前
に、ソースボリュームとデスティネーションボリュームの間にデータ保護関係を設定
し、その関係を初期化する必要があります。

SnapCenterは、Snapshot処理の完了後に、SnapMirrorとSnapVaultに対する更新を実行します。SnapMirrorお
よびSnapVault の更新は、 SnapCenterジョブの一部として実行されます。SnapMirrorアクティブ同期を使用
している場合は、 SnapMirrorアクティブ同期と非同期関係の両方に対してデフォルトのSnapMirrorまた
はSnapVaultスケジュールを使用します。

ネットアップの SnapManager 製品から SnapCenter に移行した場合、データ保護関係が適切
に設定されていれば、このセクションは省略してかまいません。

データ保護関係では、プライマリストレージ（ソースボリューム）上のデータがセカンダリストレージ（デス
ティネーションボリューム）にレプリケートされます。この関係を初期化すると、ソースボリュームで参照さ
れるデータブロックがONTAPからデスティネーションボリュームに転送されます。

SnapCenter は、 SnapMirror ボリュームと SnapVault ボリュームのカスケード関係をサポート
していません（ * プライマリ * > * ミラー * > * バックアップ * ）。ファンアウト関係を使用す
る必要があります。

SnapCenter では、バージョンに依存しない SnapMirror 関係の管理がサポートされます。バージョンに依存
しないSnapMirror関係の詳細とその設定方法については、を参照して "ONTAPのドキュメント"ください。

SQL Serverリソスノハツクアツフセンリヤク

SQL Serverリソースのバックアップ戦略を定義する

バックアップジョブを作成する前にバックアップ戦略を定義しておくと、データベース
の正常なリストアやクローニングに必要なバックアップを確実に作成するのに役立ちま
す。バックアップ戦略の大部分は、Service Level Agreement（SLA；サービスレベルア
グリーメント）、Recovery Time Objective（RTO；目標復旧時間）、Recovery Point

Objective（RPO；目標復旧時点）によって決まります。

SLAは、期待されるサービスレベルと、サービスに関連する多くの問題（サービスの可用性やパフォーマンス
など）への対処方法を定義したものです。RTOは、サービスの停止後にビジネスプロセスをリストアする必要
があるまでの時間です。RPOは、障害発生後に通常処理を再開するためにバックアップストレージからリカ
バリする必要があるファイルの経過時間に関する戦略を定義したものです。SLA、RTO、RPOがバックアッ
プ戦略に影響します。
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サポートされるバックアップのタイプ

SnapCenter を使用して SQL Server システムおよびユーザデータベースをバックアップ
するときは、データベース、 SQL Server インスタンス、可用性グループ（ AG ）など
のリソースタイプを選択する必要があります。Snapshotテクノロジを使用して、リソー
スが配置されているボリュームのオンラインの読み取り専用コピーが作成されます。

コピーのみのオプションを選択すると、SQL Serverでトランザクションログが切り捨てられないように指定
できます。このオプションは、他のバックアップアプリケーションでSQL Serverを管理する場合に使用しま
す。トランザクションログをそのまま保持することで、すべてのバックアップアプリケーションでシステムデ
ータベースをリストアできます。コピーのみのバックアップは、スケジュールされたバックアップの順序とは
関係なく、データベースのバックアップおよびリストア手順には影響しません。

バックアップタイプ 説明 バックアップタイプを指定したコ
ピーのみのオプション

フルバックアップとログバックア
ップ

システムデータベースがバックア
ップされ、トランザクションログ
が切り捨てられます。

SQL Serverは、データベースにコ
ミット済みのエントリを削除する
ことで、トランザクションログを
切り捨てます。

このオプションを選択すると、フ
ルバックアップの完了後にトラン
ザクションログが作成され、トラ
ンザクション情報がキャプチャさ
れます。通常は、このオプション
を選択する必要があります。ただ
し、バックアップ時間が短い場合
は、フルバックアップでトランザ
クションログバックアップを実行
しないように選択できます。

masterおよびmsdbシステムデータ
ベースのログバックアップは作成
できません。ただし、モデルシス
テムデータベースのログバックア
ップは作成できます。

システムデータベースファイルと
トランザクションログがバックア
ップされ、ログは切り捨てられま
せん。

コピーのみのバックアップは差分
ベースまたは差分バックアップと
しては使用できず、差分ベースに
は影響しません。コピーのみのフ
ルバックアップのリストアは、他
のフルバックアップのリストアと
同じです。

フルデータベースバックアップ システムデータベースファイルが
バックアップされます。

master、model、およびmsdbシス
テムデータベースのフルデータベ
ースバックアップを作成できま
す。

システムデータベースファイルが
バックアップされます。
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バックアップタイプ 説明 バックアップタイプを指定したコ
ピーのみのオプション

トランザクションログバックアッ
プ

切り捨てられたトランザクション
ログがバックアップされます。コ
ピーされるのは、最新のトランザ
クションログのバックアップ後に
コミットされたトランザクション
だけです。

フルデータベースバックアップと
ともにトランザクションログを頻
繁にバックアップするようにスケ
ジュールを設定する場合は、リカ
バリポイントをきめ細かく選択で
きます。

トランザクションログを切り捨て
ずにバックアップします。

このバックアップタイプは、定期
的なログバックアップの順序には
影響しません。コピーのみのログ
バックアップは、オンラインリス
トア処理を実行する場合に役立ち
ます。

Plug-in for SQL Serverノハツクアツフスケシユウル

バックアップ頻度（スケジュールタイプ）はポリシーで指定され、バックアップスケジ
ュールはリソースグループの設定で指定されます。バックアップの頻度またはスケジュ
ールを決定する場合に最も重要な要因となるのは、リソースの変更率とデータの重要性
です。使用頻度の高いリソースは1時間ごとにバックアップし、使用頻度の低いリソース
は1日に1回バックアップすることもできます。その他の要因としては、組織におけるリ
ソースの重要性、サービスレベルアグリーメント（SLA）、目標復旧時点（RPO）など
があります。

SLAは、期待されるサービスレベルと、サービスに関連する多くの問題（サービスの可用性やパフォーマンス
など）への対処方法を定義したものです。RPOは、障害発生後に通常処理を再開するためにバックアップス
トレージからリカバリする必要があるファイルの経過時間に関する戦略を定義したものです。SLAとRPOはデ
ータ保護戦略に影響します。

使用頻度の高いリソースであっても、フルバックアップを1日に1~2回以上実行する必要はありません。たと
えば、定期的なトランザクションログバックアップで十分な場合は、必要なバックアップを作成できます。デ
ータベースをバックアップする回数が多いほど、リストア時に SnapCenter が使用する必要のあるトランザク
ションログの数が少なくなります。これにより、リストア処理の時間を短縮できます。

バックアップスケジュールには、次の2つの部分があります。

• バックアップ頻度

バックアップ頻度（バックアップを実行する間隔）は、ポリシー設定の一部であり、一部のプラグインで
は _ schedule type__ と呼ばれます。ポリシーでは、バックアップ頻度として、毎時、毎日、毎週、また
は毎月を選択できます。頻度を選択しない場合は、オンデマンドのみのポリシーが作成されます。ポリシ
ーにアクセスするには、 * Settings * > * Policies * をクリックします。

• バックアップスケジュール

バックアップスケジュール（バックアップが実行されるタイミング）は、リソースグループ設定の一部で
す。たとえば、リソースグループのポリシーで週単位のバックアップが設定されている場合は、毎週木曜
日の午後10時にバックアップが実行されるようにスケジュールを設定できます。リソースグループのスケ
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ジュールにアクセスするには、 * リソース * > * リソースグループ * をクリックします。

データベースに必要なバックアップジョブの数

必要なバックアップジョブの数を左右する要因には、データベースのサイズ、使用され
ているボリュームの数、データベースの変更率、サービスレベルアグリーメント（SLA

）などがあります。

データベースバックアップの場合、選択するバックアップジョブの数は、通常、データベースが配置されてい
るボリュームの数によって決まります。たとえば、あるボリュームに小規模データベースのグループを配置
し、別のボリュームに大規模データベースを配置した場合は、小規模データベース用に1つのバックアップジ
ョブを作成し、大規模データベース用に1つのバックアップジョブを作成できます。

Plug-in for SQL Serverのバックアップの命名規則

Snapshotのデフォルトの命名規則を使用することも、カスタマイズした命名規則を使用
することもできます。デフォルトのバックアップ命名規則では、Snapshot名にタイムス
タンプが追加されるため、コピーがいつ作成されたかを確認できます。

Snapshotでは、次のデフォルトの命名規則が使用されます。

resourcegroupname_hostname_timestamp

バックアップリソースグループには、次の例のように論理的な名前を付ける必要があります。

dts1_mach1x88_03-12-2015_23.17.26

この例では、各構文要素に次の意味があります。

• _dts1_は リソースグループ名です。

• mach1x88 はホスト名です。

• 03-12-2015_23.17.26 は日付とタイムスタンプです。

または、*[Use custom name format for Snapshot copy]*を選択して、リソースまたはリソースグループを保護
しながらSnapshot名の形式を指定することもできます。たとえ
ば、customText_resourcegroup_policy_hostnameやresourcegroup_hostnameなどです。デフォルトでは、タ
イムスタンプのサフィックスがSnapshot名に追加されます。

Plug-in for SQL Serverノハツクアツフホシオフシヨン

バックアップコピーを保持する日数を選択することも、保持するバックアップコピーの
数（ONTAPの最大コピー数255）を指定することもできます。たとえば、組織で、10日
分のバックアップコピーや130個のバックアップコピーを保持する必要があるとしま
す。

ポリシーの作成時に、バックアップタイプとスケジュールタイプの保持オプションを指定できます。
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SnapMirrorレプリケーションを設定すると、デスティネーションボリュームに保持ポリシーがミラーリングさ
れます。

SnapCenter は、保持されているバックアップの保持ラベルがスケジュールタイプと一致する場合には、バッ
クアップを削除します。リソースまたはリソースグループのスケジュールタイプを変更した場合、古いスケジ
ュールタイプラベルのバックアップがシステムに残ることがあります。

バックアップコピーを長期にわたって保持する場合は、SnapVaultバックアップを使用する必要
があります。

ソースストレージシステムにトランザクションログバックアップを保持する期間

SnapCenter Plug-in for Microsoft SQL Server では、最新の状態へのリストア処理を実行
するために、トランザクションログバックアップが必要です。この場合、 2 つのフルバ
ックアップの間の任意の時点の状態にデータベースがリストアされます。

たとえば、Plug-in for SQL Serverで午前8時にフルバックアップが作成され、午後5時に別のフルバックアッ
プが作成された場合、最新のトランザクションログバックアップを使用して午前8時から午後5時までの任意
の時点にデータベースをリストアできます。トランザクションログが使用できない場合、Plug-in for SQL

Serverはポイントインタイムリストア処理のみを実行できます。このリストア処理では、Plug-in for SQL

Serverがフルバックアップが完了した時点のフルバックアップが完了した時点でデータベースが完了した時点
にデータベースがリストアされます。

通常、最新の状態へのリストア処理が必要になるのは1~2日です。デフォルトでは、SnapCenterの保持期間は
最低2日です。

同じボリューム上の複数のデータベース

バックアップポリシーでは、バックアップあたりの最大データベース数を設定できるた
め（デフォルト値は100）、すべてのデータベースを同じボリュームに配置できます。

たとえば、同じボリューム内に200個のデータベースがある場合、2つのSnapshotがそれぞれ100個のデータ
ベースで作成されます。

Plug-in for SQL Serverのプライマリストレージボリュームまたはセカンダリストレー
ジボリュームを使用したバックアップコピーの検証

バックアップコピーは、プライマリストレージボリューム、またはSnapMirrorまた
はSnapVaultセカンダリストレージボリュームで検証できます。セカンダリストレージボ
リュームを使用した検証により、プライマリストレージボリュームの負荷が軽減されま
す。

プライマリストレージボリュームまたはセカンダリストレージボリュームにあるバックアップを検証すると、
すべてのプライマリSnapshotとセカンダリSnapshotが検証済みとマークされます。

SnapMirrorおよびSnapVaultセカンダリストレージボリューム上のバックアップコピーを検証するに
は、SnapRestoreライセンスが必要です。
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検証ジョブをスケジュールするタイミング

SnapCenter では、バックアップの作成直後にそのバックアップを検証できますが、その
場合、バックアップジョブの完了に必要な時間が大幅に増加し、大量のリソースが必要
となります。そのため、ほとんどの場合、別のジョブであとで検証を実行するようにス
ケジュールを設定することを推奨します。たとえば、毎日午後5時にデータベースをバッ
クアップする場合は、1時間後の午後6時に検証を実行するようにスケジュールを設定で
きます。

同じ理由で、通常、バックアップを実行するたびにバックアップの検証を行う必要はありません。通常、バッ
クアップの整合性を確保するには、より少ない頻度で定期的に検証を実行すれば十分です。1つの検証ジョブ
で複数のバックアップを同時に検証できます。

SQL Serverノリストアセンリヤク

リストア処理のソースとデスティネーション

プライマリストレージまたはセカンダリストレージのバックアップコピーからSQL

Serverデータベースをリストアできます。また、データベースを元の場所だけでなく別
の場所にリストアすることもできるため、要件に応じてリストア先を選択できます。

リストア処理のソース

データベースはプライマリストレージまたはセカンダリストレージからリストアできます。

リストア処理のデスティネーション

データベースはさまざまなデスティネーションにリストアできます。

デスティネーション 説明

元の場所 デフォルトでは、 SnapCenter は同じ SQL Server イ
ンスタンスの同じ場所にデータベースをリストアし
ます。

別の場所 同じホスト内の任意のSQL Serverインスタンス上の
別の場所にデータベースをリストアできます。

元の場所または別の場所で異なるデータベース名を
使用

バックアップを作成したホスト上の任意のSQL

Serverインスタンスに、別の名前のデータベースをリ
ストアできます。

VMDK上のSQLデータベース（NFSおよびVMFSデータストア）については、ESXサーバ間の
代替ホストへのリストアはサポートされていません。
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SnapCenter でサポートされている SQL Server 復旧モデル

デフォルトでは、各データベースタイプに特定の復旧モデルが割り当てられます。SQL

Serverデータベース管理者は、各データベースを別 々 のリカバリモデルに再割り当てで
きます。

SnapCenter は、 3 種類の SQL Server 復旧モデルをサポートしています。

• 単純復旧モデル

単純復旧モデルを使用する場合は、トランザクションログをバックアップできません。

• 完全復旧モデル

フルリカバリモデルを使用すると、障害ポイントからデータベースを以前の状態にリストアできます。

• 一括ログ復旧モデル

一括ログ復旧モデルを使用する場合は、ログに一括記録された処理を手動で再実行する必要があります。
ログに一括記録された処理のコミットレコードを含むトランザクションログがリストア前にバックアップ
されていない場合は、一括記録処理を実行する必要があります。ログに一括記録された処理でデータベー
スに1、000万行が挿入され、トランザクションログがバックアップされる前にデータベースで障害が発生
した場合、リストアされたデータベースには、ログに一括記録された処理で挿入された行は含まれませ
ん。

リストア処理のタイプ

SnapCenter を使用すると、 SQL Server リソースに対してさまざまなタイプのリストア
処理を実行できます。

• 最新の状態へのリストア

• 過去のポイントインタイムへのリストア

最新の状態へのリストアまたは過去の特定の時点へのリストアは、次の状況で実行できます。

• SnapMirrorまたはSnapVaultセカンダリストレージからリストア

• 別のパス（場所）にリストアする

SnapCenter はボリュームベースの SnapRestore をサポートしていません。

最新の状態へのリストア

最新の状態へのリストア処理（デフォルト）では、障害発生時点までデータベースがリカバリされま
す。SnapCenter では、この処理が次の順序で行われます。

1. データベースをリストアする前に、最後のアクティブトランザクションログをバックアップします。

2. 選択したフルデータベースバックアップからデータベースをリストアします。

3. データベースにコミットされていないすべてのトランザクションログ（バックアップ作成時から現時点ま
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でのバックアップのトランザクションログを含む）が適用されます。

トランザクションログは先に移動され、選択したデータベースに適用されます。

最新の状態へのリストア処理では、連続するトランザクションログセットが必要です。

SnapCenter では、ログ配布バックアップファイルから SQL Server データベーストランザクションログをリ
ストアできないため（ログ配布はプライマリサーバインスタンス上のプライマリデータベースから別のセカン
ダリサーバインスタンス上の 1 つ以上のセカンダリデータベースにトランザクションログバックアップを自
動的に送信する機能です）。 トランザクションログバックアップから最新の状態へのリストア処理を実行す
ることはできません。このため、 SnapCenter を使用して SQL Server データベースのトランザクションログ
ファイルをバックアップする必要があります。

すべてのバックアップに対して最新の状態へのリストア機能を実行する必要がない場合は、バックアップポリ
シーを使用してシステムのトランザクションログバックアップの保持を設定できます。

最新の状態へのリストア処理の例

SQL Serverバックアップを毎日正午に実行し、水曜日の午後4時にバックアップからリストアする必要がある
とします。何らかの理由により、水曜日の正午のバックアップの検証に失敗したため、火曜日の正午のバック
アップを使用してリストアを実行することにしました。その後、バックアップがリストアされると、火曜日の
バックアップの作成時にコミットされていなかったトランザクションログから、水曜日の午後4時に書き込ま
れた最新のトランザクションログ（トランザクションログがバックアップされている場合）まで、すべてのト
ランザクションログが転送され、リストアされたデータベースに適用されます。

過去のポイントインタイムへのリストア

ポイントインタイムリストア処理では、データベースは過去の特定の時刻にのみリストアされます。ポイント
インタイムリストア処理は、次の状況で実行されます。

• データベースは、バックアップトランザクションログの所定の時間にリストアされます。

• データベースがリストアされ、一部のバックアップトランザクションログのみが適用されます。

ある時点までデータベースをリストアすると、新しいリカバリパスが発生します。

次の図は、ポイントインタイムリストア処理を実行した場合の問題を示しています。

この図のリカバリパス1では、フルバックアップが作成され、その後に複数のトランザクションログバックア
ップが作成されます。データベースをある時点にリストアします。ポイントインタイムリストア処理のあとに
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新しいトランザクションログバックアップが作成され、リカバリパス2が発生します。新しいトランザクショ
ンログバックアップは、新しいフルバックアップを作成せずに作成されます。データの破損やその他の問題が
原因で、新しいフルバックアップが作成されるまで現在のデータベースをリストアすることはできません。ま
た、リカバリパス2で作成されたトランザクションログを、リカバリパス1のフルバックアップに適用するこ
とはできません。

トランザクションログバックアップを適用する場合は、バックアップトランザクションの適用を停止する日時
を指定することもできます。このためには、指定可能な範囲内の日時を指定します。指定した時点より前にコ
ミットされていないトランザクションは SnapCenter によって削除されます。この方法を使用すると、破損が
発生する前の時点にデータベースをリストアしたり、誤って削除したデータベースやテーブルをリカバリした
りすることができます。

ポイントインタイムリストア処理の例

フルデータベースバックアップを午前0時に1回、トランザクションログバックアップを1時間ごとに作成する
とします。午前9時45分にデータベースがクラッシュしましたが、障害が発生したデータベースのトランザク
ションログは引き続きバックアップされます。ポイントインタイムリストアのシナリオは、次の中から選択で
きます。

• 午前0時に作成されたフルデータベースバックアップをリストアし、それ以降に行われたデータベース変
更は失われます。（オプション： None ）

• フルデータベースバックアップをリストアし、午前9時45分までのすべてのトランザクションログバック
アップを適用します（オプション：Log until）

• フルデータベースバックアップをリストアし、トランザクションログバックアップを適用します。最後の
トランザクションログバックアップセットからトランザクションをリストアする時間を指定します。（オ
プション： By specific time ）

この場合、特定のエラーが報告された日時を計算します。指定した日時より前にコミットされていなかったト
ランザクションはすべて削除されます。

SQL Serverのクローニング戦略を定義する

クローニング戦略を定義しておくと、それに従ってデータベースのクローニングを実行
することができます。

1. クローニング処理に関する制限事項を確認します。

2. 必要なクローンのタイプを決定します。

クローニング処理の制限事項

データベースをクローニングする前に、クローニング処理の制限事項を確認しておく必要があります。

• Oracle 11.2.0.4 ～ 12.1.0.1 のいずれかのバージョンを使用している場合、 _renamedg_command の実行
時にクローン操作がハング状態になります。この問題を修正するには、Oracleパッチ19544733を適用し
ます。

• ホストに直接接続されているLUN（たとえば、WindowsホストでMicrosoft iSCSIイニシエータを使用）か
ら、同じWindowsホスト上のVMDKまたはRDM LUN、または別のWindowsホスト（またはその逆）にデ
ータベースをクローニングすることはできません。

• ボリュームマウントポイントのルートディレクトリを共有ディレクトリにすることはできません。
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• クローンを含むLUNを新しいボリュームに移動した場合、そのクローンは削除できません。

クローニング処理のタイプ

SnapCenter を使用して、 SQL Server データベースのバックアップまたは本番環境のデータベースをクロー
ニングすることができます。

• データベースバックアップからのクローニング

クローンデータベースは、新しいアプリケーションを開発する場合のベースラインとして使用でき、本番
環境で発生したアプリケーションエラーの切り分けにも役立ちます。データベースのソフトエラーからの
リカバリにも使用できます。

• クローンのライフサイクル

SnapCenter を使用して、本番環境のデータベースがビジー状態でないときに定期的なクローニングジョ
ブをスケジュール設定できます。
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