H'E
SANtricity software

NetApp
November 03, 2025

This PDF was generated from https://docs.netapp.com/ko-kr/e-series-santricity/um-certificates/how-
access-management-works-unified.html on November 03, 2025. Always check docs.netapp.com for the
latest.



=0

0

7Y IEER
7|52 Unified Manager®ll A ALES 4= JAELICH
SANTtricity Unified Manager HM|A 22| 20{0]| CH LOotE MR
OHZ =l SAgtol| chet Hst
SANtricity Unified Manager2| 2Z AI2X o2 S5t HMA 2z
T HIEER
22
SANTtricity Unified Manager2| CIEE2| MH|AES St AMA 22|
T YIZ=ZR
22
SANtricity Unified ManagerOf|Al SAMLEZ ALE3t M| A 22|
T YIEER
e
HMA HSH

oo o o a0~ A DA DA OO W WOWDN-_2 2 A A



W

SANTtricity Unified ManagerOf|A| M| A 2t2|7} 2SS 5= dial
M| A EH2|E AHESHO SANtricity Unified ManagerOfl Al AtEX} Q152 M BHL|CE,

S EEELE]

Access Management 7142 C+31t Z0| ZZgfL|Ct.

1. Z2|Xt= 2oF 22| Xt Heto] IetEl AF2Xt T2 LS AMRSI0 Unified Managerd] 2 1Q18tL|Ct.

@ Xg 20Qst= R ALEX} 0|8 admin0| XIS = HA|E|H HEEY 5= ¢&LICt admin
MEXH= A|AHIS] BE 7|50 HMAY - ASLICH P2e= HZ 20T o D OF Lt

=
dh M A HO]) 7|5 Tl '—IEL

=

o * 2 MEX HE * — Q152 RBAC 7|5 S3ll ElELCh 22 MEX o= £EF M2 Hets 71
M ZolE AHEAE S Fo| IeELICE BE|XtE O|2er 22 AFEAT S HE QIS YHZ ALESH7LE
CI2E 2| MH|AQL BHH AHEY = ASLICE ALEXL 22 A 0|99 182 ER0IX| ¢

=g

Ot~

o * C|2IE{2| MH|A * — Q152 LDAP(Lightweight Directory Access Protocol) AH 3! Microsoft2| Active

Directory@t Z'2 C|HE 2| AH|AE Edff 2t2|ElL|C} 22| Xt7F LDAP MHof| ¥ &3t CIS LDAP AFEXIE
2Z AEXF Hgof| oje et ct.
2.02 AI25I0d ID 22 XKIDP)E S

° * SAML * — 21&52 SAML(Security Assertion Markup Language)
HHS CHZ IdP AFZ XIS AE2|X| 0f2|0]of|

22| EL|CE 2E2|Xp= 1dP A| AR AE2[X] 012[0] Zte| SAIS

ZoE 22 ALEX SEof oL

4. Z2|X}= Unified Managerf| Cist 2 191 X}

b
P
o))
o
=
Okl
ot
i
iul

S. AH8Xt= X4 ZES G0 A|AHIM| 2OQIgtL|CH 200! Fof| A|AR2 CHSa 2
$H'6I-|__| |:|-
T od

° AFEXt AIFf THall ALE X} O

o Stete| Ashof| 2} AF2Xlo| At

rlo
1£
|4
u
Ho
M
)l
1%
mjo

lJIru

o

-

FEXIOIA| ArEXE QAE{H|0] 22| 7| S0f et AM|A HSHS HMSELIC.

o MEHBHLO| ALEX} OIS EAIRILICE

7|52 Unified Manager0i|A| AF2% £ QIE&LICE
7|s0ll Cigt HM[A = ALEXEZ SEhet Agtof et F2fEL|C o 7|0l = Ct30| et L|Ct
o * AEE|X| 22| R — AEE|X|S] AEE[X| A0 CHet HA| S 7(/M 7] HMAO|X|TH HOF F1-0]| CHot MM A=
SiELICE
o * HOF Za|X|* — M| A 22| I 21BN 2|0 M Eob F1-0]| HM[ATHL|CH
=

m]
=
* XY 2E|X— AEE|X| HIE, 2F H[0|E] 2! MEL O[HIES| B = SHEHO] 2[AA0| UM ATILICH AEE|X|



28| e 2ot

T4l THEE M| A oeto] GlEL

* * Monitor * — 2= AE2[X| Z{H|0f TSt 817] HE BM[20[X[2H EoF o Theh KM A= GlELICE

ME

ot

= UE 7|52 M2 HAE[ZLE ALEXL BT O] 20 EAIEZ[X| @i LICt.

SANTtricity Unified Manager 21 M[A 22| £0{0]| CHsH LOtE M2

o M| A 22| 2017} SANTtricity Unified Managerdll HEH| ME&|=X| LOtEAMA L.

7|zt
Active DirectoryS
it

HQIZ!

CA

ro
Ol
x

LDAPE X|&gL|Ct

RBAC

SAML

SSO

e

AD(Active Directory)= Windows =02 H|EL|30{| LDAPE AE3tH= Microsoft
Cl=E 2| MH|AQIL|CE

Hiold g2 S20[AEES CIMER| MM 21ES PE ol AFSELICEH 2EHH
HielEoll= AE & 2= Xt S| LRSHX|TH L7 Mo M= 2 HielE =S

S8t

CA(RIE 7|2he B 22t2 23l C|X|2 ASMet= HA EME Eadte U
= A= AHE|YLICE Ol2et AS M= SEt0|AUER; M 2o Eot HES 58

Eo} 2XOZ AO|EQ| ASQXIE Al *} 2 ZAXIEAOIE
. ABMOofl= AOIE 2K X}0]| IZH3._ Het o] §HE Q1B (M)t Mg
E|°| ID7F EEE|of AELICE.

_I_

LDAP(Lightweight Directory Access Protocol)= —E OB 2] & MH[A0
MNASED FX| 22[SH7| /Tt OHZ2|AH|0|M T2EEZQILIC O| IREZSZ ALESHH
CHol 88 T2 5l MH|AE LDAP Ao Od?éﬁw# ALEXtel fRdE dArY &=
o|¢[_||:|.

M- .

At 7| A 7HIO'I(RBAC)E JHE ARt oy w2t ARE E= HEYHZ
2| AA0 CHot HMAE M O{SH= YR ULICEH Unified ManagerOf = *H‘i HolEl
Aol etk o] O'Al—ltf

SAML(Security Assertion Markup Language)2 & 7HX| 7t2| 215 9 &¢I ¢lst
XML 7|8t EEQILICH SAMLE AI8SIH LS 24 0158 +8Y ‘Riﬁl-lﬁf

AEXtz IDE 23517 fI8 = 7H o2l gF(0l: 2= 3 X2
AEZ|X|Q| LHEE SAML 7|52 ID M4, 215 5! #gt 2o{of

=42t

:'“'.:
mo
>
<
|—
N
o
njo

SSO(Single Sign-On)= 3Lte| 27191 X2 5% HER of2] 28 Z2 30|
HNAZH A Qi 01 MHAYLIC

ML O



7|2t oy

2l MH|A TEA| HEZ HTTPS HFHLIEE Sl AMHAE NSSt= 2l MH|A TEAE AMESHH

22| X7 AER[X] A|ARIO) CHE 22| MH[AE Y = JUSFLICH TEA=
Windows &£ Linux SAEO| HX|g 4 ﬂﬁl—ltf. Unified Manager QIE{I{|0| A = &
MH[A _—.*|01|A‘| Atgg = JAELICL

o= T Md

D4l ofstoll Ch3t At

Ht N[ A H[0]) 7| S0ll= StLt O] el Hgof o El AFd Fe

.|
- O—
. 2t A&l = SANTtricity Unified Manager2| ZHA0]| M AT 4= Q1= HBHO|
Zote[o] A}ASLILCE.

H2 ChSat 20| 20| CHet ArEXT HMA S HMSLICt.

[ o

© * AEE|X| 22Xt — AE2X|Q] AER|X| ZA|0f CHet FA| 2
HAI:IL|E'|-

+ * ok PR — oA 22| G o

—

H71/227] HM[AO| K2 2ot 0] et HM A=

A 22|l M 2ot 0] HA|ATHL|CE,

3

* * X 22X — AEE|X| HIE, 2F C0|E ! MEL O|HIEQ| 2= SH=QI|0] 2[A A0 MAATHL|CEH AEE[X]
A e 2ot o) et AM|A S| YIS LT,

* * Monitor * — 2= AE2[X| Z{H|0f] TSt 817] HE BM[20[X[2H EoF -of Tk KM A= G

[B Y |

1S L CH
A XA EX 7|50] CHSH Hsto] &

— [ HA

rir
X

2 o

ot

7l

olr

S MEE & QULE ALEXL QBT O] 201 EAIE[X| gi&LICt.

[Eo =1

SANTtricity Unified Manager2| 2Z AIEXt HeS S HM|A

o = — 1
el

2| XkH= SANTtricity Unified ManagerOi| Al & E RBAC(HY 7|dt HMA K|O) 7|52
I2e = JAELICL O|Het 7|52 "EZ AF8XT JE"0|2t 2hL(CE.

H

>.

2 MEX A2 A L™ AR FEELICH 22 ALSA HEE AS0l| ALt H 22|XI7t LES
A LIC

1.

g

2|XH= HQok 22| Xt Hsto| ZatEl ALK T2 E S A0 Unified Manager®fl 23218 C}.

@ admin AF2XHS AJABIO| BE 7|S0f HAAS 2 Q&L|CH

2. H2|KtE ABAL Z2IYUS HESLICH AFEXH Z2E2 02| FOIE[0f A2H +TE = ¢

= =8g + UsL.

3. Heoj wmat 2alXt= 2F AFX Z2Hoj| Chal| M 2= E gEetict
4. A8t 2 E Xt ZES AHZSH0] AJAHI| 2l



L]
=

S;Ml\ltricity Unified Manager2| C|HE2| AH|AE S0t HMA
a2

2t2|XH= LDAP(Lightweight Directory Access Protocol) AE{ 2t Microsoft| Active
Directory@t 22 C|ZE 2| MH|AS AT 2 Q&L

SR EIEREE

HIEHZ01A LDAP At 3 CIE2| MHIAS ALBSHE ZS 24

ro

Ct2at 20| ZtSefLct.

1. Z2|Xts 2o 22| X} sto] IetEl AF2Xt T2 LS AZSI0 Unified Managerd] 2 19Q18tL|Ct.
(D admin ABXHE NAHS| BE Ji50) AHAT 4 ULICH
2. 22|Xt= LDAP MHO|| cHet 218 MM S EBL|CH AEol= =09l 0|5, URL X HIQIE A|E HET}
ZEHEIL|CE

3. LDAP M7} Hot T2 EZ(LDAPS)S At86H= 2 22|XH= LDAP A2t & AMH|A TEA|ITL HX[E SAE
A AHZEO| Q1B Z 2ls CA(RIS 7|#) 2B M

4. My AZ0| HHE[H 22| Xt= A AES 2 AL X Hol| ojE LT o]2{st A2 0]2| Fo| (0]

O. 2| XH= LDAP M2t 3 MH[A ZEA| 2to] HES E|AERIL|CY

6. At2Xt= 2 E LDAP/Directory MH|A XA SEES ALE3H0] A|AHIO| 2a0l9tL|Ct
e
252 floll CIAEE| MH|AE AIEStE 32 22|Xt= L2 2E| HES =AY & ASLICH

* CIME2| MHE Ittt
* CIHMER M AFS HERLIC
* LDAP MEXIE Z2Z ALEXF HEof o glLICt.

* CIMER] MHE HMAZLIC



SANtricity Unified ManagerOi| Al SAMLE AtEoH M| A 22|

Access Management°| 3%
Language) 2.0 7|2 M 8¢ & ASLICH

18 9az2e
SAML #+42 C+23 20| ZtS gLt
1. 22| XH= 2o 22| Xt Moto] ZEE AEXt T2 HS AHRSI0] Unified ManagerOf] 23 Q19FL|CH.
@ "admin" AF2XH= System Manager?| 2 E 7| 50| HMAS 4~ QI&L|CE

2. PH2|Xb= AM|A 22| of2fel * SAML * IS Z 0| SFLICt

3. Z2|XH= ID SSXH(IDP)2te| S48 FMEILICE IDP= ALEXIS| XHE SHE QESH ALEX7 4SO R
ASE[U}=X] 2elst= Ol MABEIE F A|L-ULICH AEE|X] A[ARDO S4S FH3517] flo 22Xt IDP
A AEI0| M IDP HIEC|O|E] MU S CH2 2 ES CHZ Unified ManagerS AFE3t0 IS A E2|X| 0{2{|0]0j|
P2 gL}

4. Z2|Xt= MH|A SEXeHIDP 7to] M2 2AIE BHE
AEEX[ BB HEER = MH|A SEX S &L
MH|A S HEIHOIH DU S LHELHY S48 74
oA IDPE 7 ZL|CH

LICt MH|A SEX= AFEXE QIE S MO{ELICE o] &
C}. 22|XH= Unified Managers AH25H0 ?iE%E19_|
E.'-Ilif 2 CH2 22| XH= IDP A|AEI0f| A H|EFG|O]E

() =e #aixi 0PI 915 Al OIS IDE HHEetE 7]

o

K| #st=R| =helstof ghL|C.

or
rio

5. HE|Xt= AEZ|X| 0f2]|0[e] HetS IDPO| o El AHXE &40l oEELICE O] F 28 &2|XH= Unified
Managerg A5t 0L S MMefL|C

t.
6. 2t2|Xt= IDP URLO]| Cigt SSO 21912 HAERILICE O| HIAE= AEZ|X| H{E 3 IDP7} S4Y = UACE
HEetct.

SAMLO| E42te|e ALBX} QIE{HO|AS S6f 0| H|ZMsf2 4 glon! IDP 452 HEY
(D 2= giBLICh SAML 282 BZNssALEBIESI0F S 22 712 Klgl Ao Xigie
2HFIAR.

~N

Unified Manager0i| A 2t2|Xt= AE2|X| 012{[0]0)| CH3l SAMLE &-datetL|Ct
8. AFXtz SSO X ZEE AHESI0] A| AR 2aQlgtL|Ct.

e

2|
OIZS 9loh SAMLES AFSoHE 29 R12|Rhe O3 22| XYS ST 4 YLLICH

* M ofEr ohTS SMSALE R BHLICH

* MH|A SEA OHUS L2 LT

< 2= AEE|X|of| ZEE SAML(Security Assertion Markup



UM K|St

SAMLO| EXM3tE AL AEXH= 7| & Storage Manager QIE{H|O| A0 A ST AEZ|X|0] CHEE AER|X[E 2
ohalet 2 QAL

Lot LhS 20| EE 22X MH|A B 2|2 A0 HM AT 2 GELICH,

olo

* dle{meto|= 22| ZHEMW)

* CLI(Command-Line Interface)

* SDK(2ZEQN JHeXt 7| E) E2t0|A

* CHILl 220|UE

* HTTP 7|2 215 REST API 220|HE

* #F RESTAPI 282 A5t 2QlgtL|Ct

rr



4=

Mz gE

Copyright © 2025 NetApp, Inc. All Rights Reserved. O|=30|A Q12 E 2 EA2| oot HEE HEH ARXL
A MH 521 glo|= of et HAO|Lt £EHFAL =2, =% EE= MX AM A|AH0| K& SH= AS HIZet 22T,

XA = 7| AN e o2 SXE o~ glELCh

NetAppO| MZH#E S 7HE Xt=0f| A= 2ZELY|0{0f|i= of2Q] 20| M AL nX|Aleto] X ZEL|C}

=5, Ho|E &4, 0] &4, Y ST Zel5t0(010f I X| §4F), Of ALE 0] A= Qlol| L Md}=

I
2= A o 71 A8, QU Lof, UM Ao, ZHA AdHo] Lo hotod 1 2 0|9, MZ, Ao}
O, {243t Mol S Bel(DhAl i JX| %2 F2)2t 2210] Ofm{Et MUT X|X| oD, 0fet 22 Ao
24y 7Hs 0| SX|EIUCH SHE2FE ORI pRILIc

NetApp2 & A0 @& MZFS ANEX| o2 glo] HEY H2|E EFELICE NetApp2 NetApp2| HAE Q!
MH So|E &2 ZRE HMestn & 2M0 2 E HFS A5 2dst= ofet ZH|ol| = MRS X|X| t5L(Ct.
= HZQ A = F0i2 B2 NetAppOfiA= Ot ESH, B = 7|6 XA T LHH0| HEE|= 2o AT
HSotXA| gdELItt.

= B0 2FE HMFZ2 oLt ol g2l 0= 59, ot 9] L= £ T2l 552 2 UL

Mgt™ M| Al HEo| o5t AF2, EX| = S7H0ll= DFARS 252.227-7013(2014'F 28) 8! FAR 52.227-
19(2007'4 12&)2| 7|= HIO|H-H| 4 HA S=0i et #2|(Rights in Technical Data -Noncommercial ltems)
o 5t =g (b)(3)oll dHE HM|ptAtEto| MEEL|CE.

of7|off & E MO = AU ME W/EE 4YUE AH|A(FAR 2.1010] H2|)ofl sH=HSHH NetApp, Inc.2l 5
RHAtIL|CE & A2k 2l HS &= 25 NetApp 7|2 CIO|EH X ZEE AZEY s 2EMOZ MAHE0|H 710l
HI20O 2 JNUE|JELICEH O0|= M2 = HI0|E 7t M3 E O|= Alefat 2tsto] sHEh Al2kS XSt o2t HI0|E ol
CHot M MAXMOE HISHEHO0|I e 4 QoM THAHR0| E7t56HH F|& S7Hstt 2to| A E HgtMo=
ZHELICE of7]0f| IS E BRE M 2lSt NetApp, Inc.2| AP M S0 ¢l0|= O] HIO|HE AHE, 37H, M4t +=H,
28 e FA|E & QI&LICE 0|2 2UHR0)| Cist M5 20| MlA = DFARS 8t 252.227-7015(b)(2014 2€)0]|
HA|El Ao 2 F|SHEIL|CH

AE H-

NETAPP, NETAPP 211 5! http://www.netapp.com/TM0| L} El Ot3= NetApp, Inc.2| HEL|CtH 7|EF S|AF S

HE OIE2 SiE 27X dHY 4= ASLIC.


http://www.netapp.com/TM

	개념 : SANtricity software
	목차
	개념
	SANtricity Unified Manager에서 액세스 관리가 작동하는 방식
	구성 워크플로우
	기능은 Unified Manager에서 사용할 수 있습니다

	SANtricity Unified Manager 액세스 관리 용어에 대해 알아보세요
	매핑된 역할에 대한 권한
	SANtricity Unified Manager의 로컬 사용자 역할을 통한 액세스 관리
	구성 워크플로우
	관리

	SANtricity Unified Manager의 디렉토리 서비스를 통한 액세스 관리
	구성 워크플로우
	관리

	SANtricity Unified Manager에서 SAML을 사용한 액세스 관리
	구성 워크플로우
	관리
	액세스 제한



