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"method": "AddKeyServerToProviderKmip",
"params": {
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"keyServerID": 15
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"id": 1,
"result":
{

"kmipKeyProvider": {
"keyProviderName": "ProviderName",
"keyProviderIsActive": true,
"kmipCapabilities": "SSL",
"keyServerIDs": |

15

1,
"keyProviderID": 1
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"method": "CreateKeyServerKmip",

"params": {
"kmipCaCertificate": "MIICPDCCAaUCEDyRMcsf9tAbDpgq4OES/E...",
"kmipClientCertificate": "dKkkirWmnWXbj9T/UWZYB20oK0z5...",
"kmipKeyServerHostnames" : ["serverl.hostname.com",

"server2.hostname.com"],

"kmipKeyServerName" : "keyserverName",
"kmipKeyServerPort" : 5696
}I
"id": 1

}
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"id": 1,
"result":
{
"kmipKeyServer": {

"kmipCaCertificate":"MIICPDCCAaUCEDyRMcsf9tAbDpgdOES/E...",
"kmipKeyServerHostnames": [

"serverl.hostname.com", "server2.hostname.com"
I
"keyProviderID":1,
"kmipKeyServerName" :"keyserverName",
"keyServerID":1
"kmipKeyServerPort":1,
"kmipClientCertificate":"dKkkirWmnWXbj9T/UWZYB20K0z5...",
"kmipAssignedProviderIsActive":true
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"id": 1,
"result": {
"clusterInfo": {

"attributes": { },
"encryptionAtRestState": "enabling",

"ensemble": |
"10.10.5.94",
"10.10.5.107",
"10.10.5.108"

1,

"mvip": "192.168.138.209",

"mvipNodeID": 1,

"name": "Marshall",

"repCount": 2,

"svip": "10.10.7.209",
"svipNodeID": 1,
"uniqueID": "91dt"
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"method": "GetClientCertificateSignRequest",
"params": {
b

"id": 1

}
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O] HIMEE CHE GllM|et FAISE SE S BhetetL|Ct.

0[0

"id": 1,
"result":

{
"clientCertificateSignRequest":
"MIIByjCCATMCAQAWGYkxCzAJBGNVBAYTAIVTMRMwWEQYDVQQIEWpDYWxpZmOybm. . .

}
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"params": {
"keyProviderID": 15
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"id": 1,
"result":
{
"kmipKeyProvider": {
"keyProviderID": 15,

"kmipCapabilities": "SSL",
"keyProviderIsActive": true,
"keyServerIDs": [

1
I
"keyProviderName": "ProviderName"
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"method": "GetKeyServerKmip",
"params": {
"keyServerID": 15
by
"id": 1
}
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"id": 1,
"result":
{
"kmipKeyServer": {

"kmipCaCertificate":"MIICPDCCAaUCEDyRMcsf9tAbDpgdOES/E...",
"kmipKeyServerHostnames": [
"serverl.hostname.com", "server2.hostname.com"

I

"keyProviderID":1,

"kmipKeyServerName":"keyserverName",

"keyServerID":15

"kmipKeyServerPort":1,
"kmipClientCertificate":"dKkkirWmnWXbj9T/UWZYB20K0z5...",
"kmipAssignedProviderIsActive":true
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"igve. l,

"result": {

"masterKeyInfo": {
"keyCreatedTime": "2021-09-20T23:15:562",
"keyID": "4d80a629-allb-40ab-8b30-d66dd5647c£d",
"keyManagementType": "internal"

by

"state": "enabled",

"version": 1
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"method":
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"id": 1,
"result":

{
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"kmipKeyProviders": [

{

"keyProviderID": 15,

"kmipCapabilities": "SSL",
"keyProviderIsActive": true,
"keyServerIDs": |

1
I
"keyProviderName": "KeyProviderl"
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"kmipKeyServers": [
{
"kmipKeyServerName": "keyserverName",
"kmipClientCertificate": "dKkkirWmnWXbj9T/UWZYB20K0z5...",

"keyServerID": 15,

"kmipAssignedProviderIsActive": true,

"kmipKeyServerPort": 5696,

"kmipCaCertificate": "MIICPDCCAaUCEDyRMcsf9tAbDpg40ES/E...",
"kmipKeyServerHostnames": [

"serverl.hostname.com", "server2.hostname.com"

1,
"keyProviderID": 1
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"method": "ModifyKeyServerKmip",

"params": {
"keyServerID": 15
"kmipCaCertificate": "CPDCCAaUCEDyRMcsf9tAbDpg4OES/E...",
"kmipClientCertificate": "kirWmnWXbj9T/UWZYB20K0z5...",
"kmipKeyServerHostnames" : ["serverl.hostname.com",

"server2.hostname.com"],

"kmipKeyServerName" : "keyserverName",
"kmipKeyServerPort" : 5696
}I
"id": 1

}
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"id": 1,
"result":
{
"kmipKeyServer": {

"kmipCaCertificate":"CPDCCAaUCEDyRMcsf9tAbDpg40ES/E...",
"kmipKeyServerHostnames": [

"serverl.hostname.com", "server2.hostname.com"
I
"keyProviderID":1,
"kmipKeyServerName" :"keyserverName",
"keyServerID":1
"kmipKeyServerPort":1,
"kmipClientCertificate":"kirWmnWXbj9T/UWZYB20K0z5...",
"kmipAssignedProviderIsActive":true


https://docs.netapp.com/ko-kr/element-software-125/api/reference_element_api_keyserverkmip.html

HZE 0|= MZ22 7|5

11.7

RekeySoftwareEncryptionAtRestMasterKey=S & X5tMA|Q

212 A2 5101 DEK(EIO|E] 23t 71)2 s atots o] ASEE 8% Al 2TEY0]
o OtAE 7|2 CIA| X| ¥ 2 4~ RekeySoftwareEncryptionAtRestMasterKey
LICt. S AEE MYstE SO XA E ATEL 0 25ot= IKMLE 7| 22)S
SR Y ELICE O] 7|2 CHAl YISIT IKM E= EKM(RIR 7] 2t2])2 AEsHH
AHE Yot = 0| HHE ALY £ UASLIC

U == 000 ©
T ofo mf> tot

o7 4

O| HIMEO|= CS2t 22 U= Di7f Ha7t QESLICE o7 HEE X|™SHK| 29 H keyManagementType 7|&E 7|
el 1 E2 AHESI0] 7|2 CHA| L=SIC 22 et Ct o] XM E| D 7| 32Xt 222l keyProviderid B
keyManagementType Of7i HE AMESHOF SFLICE

o7 i ey 2y e Ap
7| #2lad OtAH 7| € &2|3t= o SN &

AEEE= 7| 22|

SAULICE 7tsTt A2

Ct22t Z2&LICH

Internal. LHE 7| &2|E

AHESI 7| E CHA|

LSEL|Ct. External; Q8

7| #2|E AMESIH 7|E

CtA| =& LICt. Of OH7H

H4E X|HSHK| o™

7|& 7| g2l A4S

AHESH0] 7| E CHA|

U=SICt
KeyProviderIDS Arge 7| 32X9| e &
UHBIL|Ct IDRILICE O] f2 HINE B

StLie| YE 2 HigtE| =

RS

CreateKeyProvider
LULICE IDE Ol(7t
External) % O|(7h)
FROIX| 2 20Tt
keyManagementType
2RPfL|C}.

e
riot
N

T

o] M EQ| Bt

u
o

CtZa 2L Ct.

r
[
£

28



oH7H i

asyncHandle

2 o

O] HIMEO Cigt RE2 L=

{
"method":
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"asyncHandle": 1
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"method": "RemoveKeyServerFromProviderKmip",
"params": {
"keyServerID": 1
by
"id": 1
}
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"id": 1,
"result":

{}
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"method": "SignSshKeys",
"params": {
"duration": 2,

"publicKey":<string>
by
"id": 1
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"id": null,
"result": {
"signedKeys": {
"keygen status": <keygen status>,
"signed public key": <signed public key>
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"method": "TestKeyProviderKmip",
"params": {

"keyProviderID": 15
by

nidm: 1
)
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"id": 1,
"result":

{}
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"method": "TestKeyServerKmip",
"params": {
"keyServerID": 15
by
"id": 1
}
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"id": 1,
"result":

{}
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