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"method": "EnableFeature",
"params": {
"feature" : "fips"
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"id": 1
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* FIPS 140-2 H|Z N3}
TLS_DHE_RSA WITH_AES_128 CBC_SHA256(dh 2048) - A
TLS_DHE_RSA WITH_AES_128 GCM_SHA256(dh 2048) - A
TLS_DHE_RSA WITH_AES_256_CBC_SHA256(dh 2048) - A
TLS_DHE_RSA WITH_AES_256_GCM_SHA384(dh 2048) - A
TLS_ECDHE_RSA_WITH_AES 128 _CBC_SHA256(secp256r1) - A
TLS_ECDHE_RSA WITH_AES_128 GCM_SHA256(secp256r1) - A
TLS_ECDHE_RSA WITH_AES_256_CBC_SHA384(secp256r1) - A
TLS_ECDHE_RSA_WITH_AES 256_GCM_SHA384(secp256r1) - A
TLS_RSA WITH_3DES_EDE_CBC_SHA(rsa 2048) - C
TLS_RSA WITH_AES_128 CBC_SHA(rsa 2048) - A
TLS_RSA WITH_AES_128 CBC_SHA256(rsa 2048) - A
TLS_RSA WITH_AES_128 GCM_SHA256(rsa 2048) - A
TLS_RSA_WITH_AES_256_CBC_SHA(rsa 2048) - A
TLS_RSA WITH_AES_256_CBC_SHA256(rsa 2048) - A
TLS_RSA WITH_AES_256_GCM_SHA384(rsa 2048) - A
TLS_RSA WITH_CAMELLIA_128_CBC_SHA(rsa 2048) - A
TLS_RSA WITH_CAMELLIA_ 256_CBC_SHA(rsa 2048) - A
TLS_RSA_WITH_IDEA_CBC_SHA(rsa 2048) - A
TLS_RSA WITH_RC4_128 MD5(rsa 2048) - C
TLS_RSA WITH_RC4_128 SHA(rsa 2048) - C
TLS_RSA WITH_SEED _CBC_SHA(rsa 2048) - A

* FIPS 140-2 X[ &
TLS _DHE_RSA WITH_AES_128 CBC_SHA256(dh 2048) - A
TLS_DHE_RSA WITH_AES_128 GCM_SHA256(dh 2048) - A
TLS_DHE_RSA WITH_AES_256_CBC_SHA256(dh 2048) - A

TLS_DHE_RSA_WITH_AES 256 _GCM_SHA384(dh 2048) - A



TLS_ECDHE_RSA_WITH_AES_128 CBC_SHA256(sect571r1) - A
TLS_ECDHE_RSA_WITH_AES_128 CBC_SHA256(secp256r1) - A
TLS_ECDHE_RSA_WITH_AES_128_GCM_SHA256(secp256r1) - A
TLS_ECDHE_RSA_WITH_AES_128 _GCM_SHA256(sect571r1) - A
TLS_ECDHE_RSA_WITH_AES_256_CBC_SHA384(MM 571r1) - A
TLS_ECDHE_RSA_WITH_AES_256_CBC_SHA384(secp256r1) - A
TLS_ECDHE_RSA_WITH_AES_256_GCM_SHA384(secp256r1) - A
TLS_ECDHE_RSA_WITH_AES_256_GCM_SHA384(sect571r1) - A
TLS_RSA WITH_3DES_EDE_CBC_SHA(rsa 2048) - C
TLS_RSA_WITH_AES_128_CBC_SHA(rsa 2048) - A
TLS_RSA_WITH_AES_128_CBC_SHA256(rsa 2048) - A
TLS_RSA_WITH_AES_128_GCM_SHA256(rsa 2048) - A

TLS_RSA WITH_AES 256_CBC_SHA(rsa 2048) - A

TLS_RSA WITH_AES 256_CBC_SHA256(rsa 2048) - A

TLS_RSA_WITH_AES_256_GCM_SHA384(rsa 2048) - A

O B2 2 S HotEMR

SHAEO|AM HTTPSO| CH3H FIPS 140-25 2-datetL|Ct,



4=

M =

Copyright © 2025 NetApp, Inc. All Rights Reserved. O|=30|A Q12 E 2 EA2| oot HEE HEH ARXIL
A MH 521 glo|= ofet HAO|Lt EHFAL =2, =% EE= MX AM A|AH0| Y& SH= AS HIZet 22T,

XA = 7|AN e o2 SXE o~ glEL Ch

NetAppO| MZH#E S 7HE Xt=0f| A= 2ZELY|0{0f|i= of2Q] 20| M ALF nX|ALeto] X ZEL|C}.

=5, Ho|E &4, 0] &4, Y Sths Zel5t0](010f I X| §4F), Of ALEH 0] A= QIol| LMd}=

I
2= A o 721 A8, QU Sof, UM Ao, ZHA AdHo] Lo chotod 1 2 0|9, ME, Ao}
O, {243t Mol S Bel(hAl twi JX| %2 F2)2t 2210] Ofm{Et MUT X|X| oD, 0fet 22 Ao
24y JH5 0| SX|EI{CH SHEFE ORI pRILIc

NetApp2 & A0 2 E MFS ANEX o2 glo] HEY AH2|E EFELICE NetApp2 NetApp2| HAE Q!
MH So|E &2 ZRE Melste & 2M0 2 E HFS A5 2dst= ofet ZH|0l| = MRS X|X| 5LICt.
= HEZQ A = F0i2 B2 NetAppOfiA= Ot ESH, S HH = 7|6 XA T LHH0| HEE|= 2to| AT
M SotXA| gdELItt.

= B0 2FE HMFZ2 oLt ol g2l 0= 59, ot 5] L= £ ¢l 5512 2 UL

Mgtd M| Al HEo| o3t AF2, EX| = S7H0ll= DFARS 252.227-7013(2014'F 28) 8! FAR 52.227-
19(2007'4 12&)2| 7|= H|O|H-H| &4 HA S=0i et #2|(Rights in Technical Data -Noncommercial ltems)
o 5t =g (b)(3)oll dHE MptAtEto] MEEL|CE.

of7|off Z&E MO = AU ME W/EE 4YUE AH|A(FAR 2.1010] H2|)ofl sH=HSHH NetApp, Inc.2l 5&
RHAtIL|CE & A2k 2l HS &= 25 NetApp 7|2 CIO|E X ZEE AZEY s 2EMOZ MHE0|H 710l
HI200 2 JNUE|JELICEH O0|= 2= HI0|E 7t M3 E 0|2 Alefat 2 sto] sHEh Al2kS XISt o2t HI0|E ol
CHot M MAXMOE HISHHO0| I e 4 QoM THAHR0| E7t56HH F|& S7Hst 2to| A E Mgt o=
ZHELICE of7]0f] IS E BRE M 2lSt NetApp, Inc.2| AP MH S0 ¢10|= O] HIO|HE AME, 371, M4t +H,
28 e FA|E & QIELICE 0|2 2UHR0)| Cist M5 20| MlA = DFARS 8t 252.227-7015(b)(2014 2€)0]|
HA|El Ao 2 F|SHEIL|CH

AE H-

NETAPP, NETAPP 211 5! http://www.netapp.com/TM0| L} El O3 = NetApp, Inc.2| HEL|CEH 7|EF S|AF S

HE OIE2 oiE 27X EHY = ASLIC.


http://www.netapp.com/TM

	안전한 통신을 구축하세요 : Element Software
	목차
	안전한 통신을 구축하세요
	클러스터에서 HTTPS에 대해 FIPS 140-2를 활성화합니다.
	더 많은 정보를 찾아보세요

	SSL 암호
	더 많은 정보를 찾아보세요



