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vsadmin-readonly AL AN 24 o3 8l 7| WEE 2h2|ghL|ct
* SVMQ| ME{E ZL|H gL Ct

HEL3 QIE{H0|AS DLIE{EL|C

* =8 YL LUN 27
* MHAGZZES 7|

S22 o2 HME= 232 HMES| MMA FAES X|™HELICE 7SSt 2H0ll= console, http, ontapi,
rsh, snmp, service-processor, ssh, % ‘telnet' 7t ZStEIL|CE.

28 MHGIH service-processor AFEXIO|AH| MH|A TZN|A{Of CHSE HAM|A HBHO| 2O EILICE O]
Of7H HEE 2 ™Y service-processor —authentication-method 2% AH|A TZAMA7} Q150
X otE 2 o7 HLE 2 M- O password LICH password SVM AHEX} 74@8 MH|A T2 M| A0 HMATE
& AUSLICH [M2kA o] o7 Ha7t 2 d™E 32 HMX A 2E|Xt= 07 HEE AM8E & —-vserver “service-
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publickey password USLICH BHL| EE 2|0f| ~authentication-method security login O|2t= M
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[user@host0l ~]$ ssh ontap.netapp.local
Authenticated with partial success.
Password:
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clusterl::*> security login show -vserver clusterl

vserver: clusterl

Authentication Acct Is-Nsswitch
User/Group Name Application Method Role Name Locked Group
admin console password admin no no
admin http password admin no no
admin ontapi password admin no no
admin service-processor password admin no no
admin ssh password admin no no
autosupport console password autosupport no no
6 entries were displayed.
Zlth(diag) AE =S AFeLCt
2he ZIEHAHO| diag AERIK| AIARIZ S MIBELICE AS AHEto] oA 2H| 12 TiS +38 £ diag
systemshell UGLICE. O] “diag AIE2 AHH0| = BHS Sl AAH 2oj| ANAS PE ol A" &= U=
Lot AYYULICE diag systemshell
AAE MOl B8 giag AT HAE TEt 2HOR AFRELCE 0[2{8h HA|A HBHS FITH A3t
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o
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AEop 2 ut 22| SHOZ AT £ diag systemshell §1&LICH

Al=Hst7| Mol
ol HMABE| MOl systemshell HHS A2 AN ASE
password 2L|CH A3t & AXS A5t MI|Hoz A5 E HAGOF diag BLILCE.
THA|
1 A" AEX S BN diag:

HHSHOF *diag security login



clusterl::> set -privilege diag

Warning: These diagnostic commands are for use by NetApp personnel only.
Do you want to continue? \{y|n}: y

clusterl::*> systemshell -node node-01
(system node systemshell)
diag@node-01's password:

Warning: The system shell provides access to low-level
diagnostic tools that can cause irreparable damage to
the system if not used properly. Use this environment
only when directed to do so by support personnel.
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1. OpenSSLE AHE5t0] L2 HHS M0 ASME ML Ct.

openssl req -x509 -nodes -days 1095 -newkey rsa:2048 -keyout test.key
-out test.pem \> -subj "/C=US/ST=NC/L=RTP/O=NetApp/CN=cert user"
Generating a 2048 bit RSA private key

writing new private key to 'test.key'

O] B2 2t= 38 2UB M2 test.pem 2t= 712! 71E “key.out H-E LIt L 0|2 CN2 ONTAP AtEXt
IDOI| SHEEHLIC.

S HAX[7} BAIE|H QIE ML I8 E0] ‘0 ONTAPL| PEM(Privacy Enhanced mail)

SER-EERN
HAloz 28 oI5 A LIRS Mgt

security certificate install -type client-ca -vserver clusterl

Please enter Certificate: Press <Enter> when done

3. ONTAPE 2421510 SSLE St 22t0|HE MM AS 5{238t11 API A M| 20f| TSt AHZ X} IDS FeSLCt.
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security ssl modify -vserver clusterl -client-enabled true
security login create -user-or-group-name cert user -application ontapi

—authmethod cert -role admin -vserver clusterl

CHS GOl A= AFEXE ID7t cert user Q1B A Q1E APl HMAE AIET £ A E[RAELICH ONTAP HEEZ
HASH7| I8 AHEStH= ZHEret 22| SDK Python 23R EE cert user CH33t Z5L|CH

#!/usr/bin/python

import sys
sys.path.append ("/home/admin/netapp-manageability-sdk-9.5/netapp-
manageability-sdk-9.5/1ib/python/NetApp")

from NaServer import *

cluster = "clusterl"
transport = "HTTPS"
port = 443

style = "CERTIFICATE"
cert = "test.pem"

key = "test.key"

= NaServer (cluster, 1, 30)
.set transport type (transport)
.set port (port)

.set _style(style)

.set server cert verification (0)

n n n n n »n

.set client cert and key(cert, key)

api = NaElement ("system-get-version")

output = s.invoke elem(api)

if (output.results status() == "failed"):
r = output.results reason()
print ("Failed: " + str(r))

sys.exit (2)

ontap version = output.child get string("version")
print ("V: " + ontap version)

AAZEQ| £20| ONTAP HTO| HEA|EIL|C}.

./version.py

V: NetApp Release 9.5RC1l: Sat Nov 10 05:13:42 UTC 2018



4. ONTAP REST APIZ AL2310] Q1S A] 7|4t QIZS 43tsta{H OIS CH|S AR SHIAIL.
a. ONTAPOI|A http M| 201 CHEH AFEX} IDE F

security login create -user-or-group-name cert user -application http
-—authmethod cert -role admin -vserver clusterl

b. Linux 22t0|HEOM C}Z BHES HAHSI0] ONTAP HH S EHOZ M TfLCt.

curl -k --cert-type PEM --cert ./test.pem --key-type PEM --key
./test.key -X GET "https://clusterl/api/cluster?fields=version"
{

"version": {
"full": "NetApp Release 9.7P1l: Thu Feb 27 01:25:24 UTC 2020",
"generation": 9,
"major": 7,
"minor": O
by
" links": {
"self": {
"href": "/api/cluster"
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e config modify EHS AHESH

SHA-512 X| &

oS HOLS Z3tt7| 23l ONTAP 90 M= SHA-2 &% 8HA| 7|52 XIISHH, A2 ML HAR 4SS
SiAlSh= Ol 712X Q2 SHA-5128 AISEILICH. 2FAtet #2|Xh= HRof| W2t AF S StEstrL &2 &
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{57} HZAE|X| 22 7|Z ONTAP 9 AF2XH A4S ONTAP 9.0 0|42 T2]|0| =3t S0l = MD5 8iA| 7152
7l AFREILICE J2{LE NetAppOll ME ALRAITL RS HASHZ S 510§ 0[2{3t AHRX} A WS Lt QMo SHA-512
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AEXEAIE Al

clusterl::*> security login show -user-or-group-name NewAdmin -fields
hash-function
vserver user-or-group-hame application authentication-method hash-

function

clusterl NewAdmin
clusterl NewAdmin
clusterl NewAdmin

* X|MEl SHA| E4(0ll: MD5)E AtESt

rr

clusterl:
-function md5

console
ontapi
ssh

AEE U=ZAIA MEXIL CHZ

password
password
password

ZQ1 A

:*> security login expire-password -vserver * -username *

Az E ol

shab512
shab512
shab12

-hash
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* XNFE oA g E A8dts 22 AFE HaUCh

clusterl::*> security login lock -vserver * -username * -hash-function
mdb

A9 2] SVMAHIA LHE AEXVL &5 SHA| 7|52 & & I&LICH autosupport . O] 2X|= 2|24
=MILICE o] LHE AtEXof|AH = 7|2XMeE RMHEI A3 QB E giA| 7|s2 Y & Sl&LICH

o ALEXIS| & SHA| 7|2 EE{™ autosupport LIS BES AASL|CE

::> set advanced

::> security login show -user-or-group-name autosupport -instance

Vserver: clusterl
User Name or Group Name: autosupport
Application: console
Authentication Method: password
Remote Switch IP Address: -
Role Name: autosupport
Account Locked: no
Comment Text: -
Whether Ns-switch Group: no
Password Hash Function: unknown
Second Authentication Method2: none

o AT Al 7|5 (7|24t SHA512)S XM O BHES AL CL
::> security login password -username autosupport

227t B2 AHE|O J=XE SO LI



security login show -user-or-group-name autosupport -instance

Vserver: clusterl
User Name or Group Name: autosupport
Application: console
Authentication Method: password
Remote Switch IP Address: -
Role Name: autosupport
Account Locked: no
Comment Text: -
Whether Ns-switch Group: no
Password Hash Function: shabl2
Second Authentication Method2: none
Lo Oz M
ONTAP £242 XX H3 7 Alg % XA CIRD Xots ¢S ol #4S XAt

9.14.15E{= ONTAP2| M| 2X|0]2t HEE|= &2

BE %= AHEX} O| St E2tof Bt

aM Mo 7|22 Bl
username-minlength %[ AF2X} 0| Z 0|7} 3 3-16 2 XIESHAAQ
Haghct
username-alphanum  At2X}0|§ F=Xt Atg of &t ghMop/H| et ot
passwd-minlength XA et Z0|7} 8 3-64 2 EXTSHMAIL
Heghct
passwd-alphanum A= F=Xt 2hM ot ghMo/H| g M5t
passwd-min-special- S0 ZQdt A EL 0 0-64 2 EXZSIHAL
chars =X =L Ct
passwd-expiry-time &% Otg A[ZHEQ) Aot - A=t BtEE|X| - 2t
FSLICEH
0=Xg Btz
require-initial- HNHm 2301 A 27| ¢z ALE of gt gt Mo/H| g M3t
passwd-update ICO|ET HeptL|Ct
=24 L= SSHE &9
HZ0| 5{&EL|Ct
max-failed-login- i A= Ao I+JLCH 0, A™E &IOX| OMMAIR - -

attempts
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lockout-duration

disallowed-reuse

change-delay

delay-after-failed-
login

passwd-min-
lowercase-chars

passwd-min-
uppercase-chars

passwd-min-digits

passwd-expiry-warn-
time

account-expiry-time

account-inactive-
limit
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clusterl::*> security login role config show -vserver clusterl -role admin

Vserver: clusterl
Role Name: admin
Minimum Username Length Required: 3
Username Alpha-Numeric: disabled
Minimum Password Length Required: 8
Password Alpha-Numeric: enabled
Minimum Number of Special Characters Required in the Password: O
Password Expires In (Days): unlimited
Require Initial Password Update on First Login: disabled
Maximum Number of Failed Attempts:
Maximum Lockout Period (Days):
Disallow Last 'N' Passwords:

S o O O

Delay Between Password Changes (Days):
Delay after Each Failed Login Attempt (Secs): 4
Minimum Number of Lowercase Alphabetic Characters Required in the
Password: O
Minimum Number of Uppercase Alphabetic Characters Required in the
Password: O

Minimum Number of Digits Required in the Password: O

Display Warning Message Days Prior to Password Expiry (Days): unlimited
Account Expires in (Days): unlimited
Maximum Duration of Inactivity before Account Expiration (Days): unlimited
A AH 2he| 2y

O]= ONTAP A|AH! 2| S Hotot= &R0t o7 Ha|iL k.

o

HHE HAH~

HOt E2ME QK| 2te|stz{™ A|AEIQ| CHSH HOot N A S MHSH= Z10| ZRTILICH 7HE LEEK Ol HEHE HA|A
SME SSH, Telnet ¥ RSHILICE. O] Z0|M SSHE A HHE HMA S Qs 71E QLS A F&E EH
A QLICE NetAppOl A= ONTAP £2M0]| CHe HHEE HNAE 2|5
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SSH 74

‘security ssh show HH2 SHAE % svmo| Cist ssu 7| wet gn2[E, &=, mMAC
gdi2|Ee FMHE EOFELICH. 7| mE giH2 ol2{gt YnZ|Fa 5
EE 2l 184 MM 7|17t == wHY MY Q50| &= WHE X[™EL|Ct.
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clusterl::> security ssh show

Vserver Ciphers Key Exchange Algorithms MAC Algorithms

nsadhanacluster-2

aes256-ctr, diffie-helman-group- hmac-sha2-256
aesl92-ctr, exchange-sha256, hmac-sha2-512
aesl28-ctr ecdh-sha2-nistp384

vsO0 aesl28-gcm curve25519-sha256 hmac-shal

vsl aes256-ctr, diffie-hellman-group- hmac-shal-96
aesl92-ctr, exchange-sha256 hmac-sha2-256
aesl28-ctr, ecdh-sha2-nistp384 hmac-sha2-256-
3des-cbc, ecdh-sha2-nistpb12 etm
aesl28-gcm hmac-sha2-512

3 entries were displayed.

2721 HiH

XZ2 230 HiLHE A8 ZE 2FXL, HE|XL, HEXIE U261 DF0f|AH| AHE 2F2E MS5HD A Ao
HMA S 5= U AR BA S 5= ASLICH O] 2 LA2 A|AH HMA I A0 CHEE 7|CHX|E - SH= O
FEELICE “security login banner modify’ 0] BHE2 =101 H{I{E £AetL|Ct. 221 Hijl{= SSH ¥ 2& &4
20 T2NA F QIF THA| HEZ ol HAIELICE i BIAE = L2 of|of] EAIE AN 2O E(™)ZE F0{0F
gLct.

clusterl::> security login banner modify -vserver clusterl -message
"Authorized users ONLY!"

2ol Bl oi7H M4

Oi7H H = 2%

vserver O] OH7H HAE ARSI £=H =l HiLH 7} Q1= SVMS K| ™t Ct 22 A 22Xt SVMe
O|E2 MESIH 22{AH 2| HAIXIE £HSHUAIL. 2 AH BH HAIX|= HIAIX|Z}
Mol X| k2 H|0|E| SVMO| CHSH 7|22t 2 AL ElL|C.

LS —

message Of MEHX Of7f Ha= 200 i HIAXIE X|Fots ol A8 4= AFLICE S AH|
200l i HAIX|7 2EE 32 22{AH 2292 = 2= H|0|E] SVMO|A AFEElLCE.
ciolef svMe| 2101 B S AHEstH S2{AH 2Q1 HiL{ Q| £|AZ2|0|7F TiF 2 LTt
HIo[Ef SVM 201 B E A3t 2 AE 2¢1 B S EFst2{H of o7 HE "
20t & AFESHAIL.
Of o7 HE A= 22 202 B0l £ HiE(Z & [EOL] £= & Hia)s 2o =
ASLICH M 20| A= 201 B HAX|S =5t H 07 Ha-E XIFSHA| OFYAIL.
HIAIXIE thetd 2 = stet= HIAXZE EAIELCH tetE o= AR E HAIX|ols &

HHES ot = ASLIC

ASCII7} Ofel 2XH= QL|ZE UTF-82 A6l of ghL|Ct.
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of7H 14 EL

uri (ftp
http)://(hostname IPv4:
O] o7} H-E ARSI 221 B E CHR2EEY URIE X[™ELICL

HIAIX|Q| Z0|= 2048HI0|EE Z1te 4~ I&LICH H| ASCIl 2At= |RLIZE UTF-82
X5 |0{OF BHL|CE,

29| HIAX|
O] security login motd modify BE2 MOTD(2=2| HAIX)E HH|O|EgL|Ct.

MOTDO|l= S AH 2% MOTDSL} H|0|E{ SVM 2| MOTDEH= & 74X HETL Q&LICEH H|0]Ef SVYMe| 22{AH
o] 23QIt= AMEX= 22{AH 2 MOTD TS| siE SVMO]| CHet SVM 2| MOTDZI= & 7HX| HIAIXIE =

= AFHCE

S22 22|xts 2%t 2 2 SVMOIM WEXHOZ 22| AE =F MOTDE AE5H7Lt AFESHA| 8 4 Y
= AFLICEH 22AH Z2|Xp7F SVMO| Cisll 22{AH 2|® MOTDE ArEdtX| == AFEHIH SvMmol| 201t
AMEXOf| A SRAAH 2i|E HAIXKIZE HAI|X] SELICH S2{AE 22|Xtet S2{AH 2f|E HAIXIE 23 E= i

=2 =20 L1
= AFLIC
MOTD o7 H=@iL|ct 23

SVM O| DH7HHE A0 MOTDZ} &&= SVMS XIHELICH S AE 2H2|X SvMme)
O|ES AIE5I0] S AH Y HAIXIE +FHYAIL.
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MOTD o7} el A3
ol A %) O] MEH DY} H4-E BIAIXIS X|Mots Ol AL 4 UBLICE O] Bh7iE4S ALg st
MOTDO| 5 HHES ZEHet 4 QtLICE Of7H #14: 0]91o] oj7l H4S XIFoHx|
—vserver OH AIXIS S O2 Q2fotats BIAIXIZt EAIEILIC tisto 2
U= B A|X|0ll= & HFHES EESt & QIALICEH H| ASCI 2XH= QLT E UTF-82
RIZE[0{0F BILICE. BIAIXI0)= CHS T 22 O|A|0|Z A|HAS ALgSt0] SHO2
Mg e} Zate 4 s
"\ - EF HEHA] 23}
" \b- 5 SIS (Linuxeto] SENES FIeiAlet XI2IE)
Z2iAE olgeLitt
*\d- 239 S0 HHE HH LRt

*A\t- 23 LEof EFE HM AlZHL(CH

_>,:
ol
A
=2
)
rot
i=|
IE
HU
4
o
o
-
Iul

* \m- 7|A O7|E|X

*\n-=E EE=HO[H SVMO|E

* \N - 23215t AFZXte| 0| FYILICE

* \o-\0O% SYBILICt Linux =242 2[sl M3 E/L|Ct,

* \0- =E9| DNS E09l 0|SYLIct £242 HIEYT F4of w2t Z2tx|H Hlof US
2+ B,

*\r-AZEQ0 HIA D
* \s - 2% M|H o|SULICH

s \u-2Z LEo M S AEH A HM £QLCH 22 AE B2|XIe BR: RE
22{2F & ALEX} HI0]E SVM ++E|If°| B2 olie HIo[Ef SVMof| thist AE|E
MlMdak XA gL

—

*\U-FZX[C\uEE I} “user users FIHELIC
E
UAEE ZHAE HHOM E4 MM (who'ALE)

ONTAPO|M 2=2f HAIX|E F&ot= LEo et XtMEH LHE2 & AEsHHA L "252| HIAIX[0f] CHEF ONTAP
EA"

CLI M| AlZt =3t

7| CLI MM A2t X1b= 302 QLICH A|ZH XTH= HAL MM 9 MM I|7|w 2 g BX|sh= o] ZR$fL|C)

HHE MESIH system timeout show SIXf CLI MM A|ZF =S FL|CE A|Zh 21 2f2 AESH™H system

timeout modify -timeout <minutes> BEHZ AIETL|CE
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NetApp ONTAP System Managers S%+ ¢l A A|A

ONTAP Zt2|Xt7} SHAEHE AN ASID 22[St= O CLI CHA J2HE QIE{I0|AE A= E S NetApp
ONTAP System ManagerS AF235tMA|IQ. 7|EMO 2 SHMolE|H HEIRKE Eoff HMAE 4= Q= ol MH[AZ
ONTAPO|| ZZ&tE|0] AUELICL. DNSE At85t= 22 HER KM ZAE 0|F& 712|7| LI & S8l IPv4 = IPv6
ZAE “https://cluster-management-LIF X| & gfL|Ct

SHAHOM XA MEE CIXE AUSME A8tz 82 HEIRX 0N ASME
BAEY = USLICH HMAE AlLSE S QML M 2B 2 2le 22

AZNES HAIY 4 UBLIC

_I_

ME[H = QI3 S LIEI= 18
2E0f| CA(RIE 712) M3 CIX|E

_I_

ONTAP 9.352E SAML(Security Assertion Markup Language) /52 ONTAP System Manager2| &M IL|C}.

ONTAP System Managerd|| Ciist SAML 21&

SAML 2.0 EWSAML§§H D 32XHIDP)7Zt 7| 0f| A MEH

)7 EHSHIDPO| Rt HIZLIES AFE 5L SSO(Single
Sign-On)2| £AAZ MFAE £8e £ U ZE of= da| M= GA B Ct.

BEFEAUL
T'__

SAML AtZ0ll= Principal, IDP 3 Service Provider2| M| 7tX| S0 Mo &[0 }ELICE ONTAP 70N FH|=
22{AE 22|Xt7t ONTAP System Manager 2= NetApp Active IQ Unified ManagerS £3lf ONTAPO|| QA A S
& U= ot= AYLICE IDP= EHAL IDP ¢EE$JI01%ILI Ct. ONTAP 9.35E{ Microsoft ADFS(Active Directory
Federated Services)2t 2E £ A Shibboleth IDP7} X2 ELICE. ONTAP 9.12.15E Cisco Duo= IDPE

X ¢eLICt M| A 3EXH= ONTAPO]| L& E SAML 7| S22, ONTAP System Manager &&= Active 1Q Unified
Manager 2 O ZZ|#|0|M0f| A AHSELICE.

SSH 2¢HA| 74 T2 AN|AQ EE|, SAML 2150| & PE._ = ONTAP System Manager E= ONTAP AH|A
TRA|N AHA0 BE 7|E B2X= SAML IDPE Sof 915 oHoF SLICS. 22IAE| A} AZES HA TR}
HSLICH SAML 2150| E-4ote|H 8l S8 T2 M0f| CHer 22|XF J&0| U= 7I1E ALEXA 2 MZ22 2AF
HIHO| saml http ontapi F7FEILICE.

SAML Q1B 2 A2 E Mot = SAML IDP HMATHEHQ 3_ 71 M AHS ONTAPO|A 22|XF <&t gl gl gl
38 T=Hof cigt SAML 215 & HOE http ontapi H2IsHOF BLICH EX A0 SAML 21F0]| H|ZH M SHE
AL 0[2{8t M AN password U 28 T2 I2Moj| CHsE 22|Xt HES http ontapi HstD 22 ONTAP

S 23t 22 T2 I1MS ONTAP A|AH! 22| X}0f| £718HOF console LI}

ro oy
Ol

SAML IDPE AE23tEE AHsH IDP= LDAP(Lightweight Directory Access Protocol), AD(Active Directory),
Kerberos, &= St 20| IDPO]| AIE 7ts3h WS AFESH0] ONTAP A|AR! 22| Xt M A CHEt Q1SS
SEBILICE A THs H2 IDPO| DREYLICH ONTAPO| A El A ™ol = IDP @15 W0l tjE == AHEXt D7}
A0{0F BFL|CE.

NetAppOi|A| ZZ 3t IDP= Microsoft ADFS, Cisco Duo & 2E A A Shibboleth IDPRIL|C}.
ONTAP 9.14.15E{ Cisco DuoE SSHe| & Hujj 21Z QA E ALY &~ Q&L|CE

ONTAP System Manager, Active 1Q Unified Manager % SSHE 2|8t MFAO|| CHSE XHA|SH LI 2 & EIXSHMAIL.
"TR-4647: ONTAP 99| CIEHA| oI5

ONTAP System Manager2| S

ONTAP 9.11.15E{ ONTAP System Manager= Z2{AE Z2|X}7t LA 2 S ZHASI6HE O =20 &= EF
HSELICH Hot M= 0| 7|8 EMe HE At S 7|HIC 2 SL|CE

JE
o
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Hot S5 23

Hulo] M3t ASLICH Hot 212 M| AE 2|3l SSH(Secure Shell)S ArE38H= Z10]
EELICH

HA Z(RSH)O| Mot A ELICH NetAppOllAd= Eot § A HMN AN SSHE HEEILICE

AutoSupportZ} QHMSHX| A2 TZ2EES AutoSupport?t HTTPS 213 E S| MEE =& 4 X|

A3t JAELICE AASLICE

2901 7} S AH 2|Eel 22{AH0| 270! Hj{ 7} S AEO| CHe FME[X| 42 22 E 1.

TAE0 UX| EELICH

SSH7t QHHSHX| Q42 AT E ARt JELICE SSHO|A QHHSHR| 2 ASE AIRSHE 2R E1

TAE NTP A7} 2 HEL|Ch TAE NTP M 47} 371 O|2tQl 22 21

7|2 22| XH ALEXEIL & I[X| kpAELICH 7|2 22| A" (admin EE&= diag)S AHE35H0] System Managerdi|

Z9I8IX| &1 0|23t 71|7H0| XA QK| ot AL AHMS RO
20| E5LICt

HAAO of: =Fol| 24 FHo| glELCt  oOtLf ojde &0 HE s ARAF FMo| AR AKX S LICE
A0 YOof: AN XS ARIE ALESHA] ARHAE LS AH|= St ol ¢o &0l Chall 2F =0 ASLICE
oFAL|C}

Lo -d

HAAO SHS flo 2FS ZLIEHTOHK 881 X2H ;YO Boi= o2 SFEOIM X =X| 2 oF%] G =X
UL ‘Bs*%tél-llif.

SVM° XX #HE/o Lojof ol =Xl o2 SVMOIM XtEX Mo E= It X = X| 2 OF%] EE|X]|

et&LCt AUASLICE.

7|2 FPolicy7t TAE|X| 4Qt&LICH NAS SVMO| FPolicy7t H&E|X| EUSLICEH

X2 Hyeof wof g RES 2HoletLIC o2 E80| & ZEE AROH 2 HEE A £ USL(T
Z2H FIPS 140-2 78 £47t =28 FIPS 140-2 78 &4= AL X| Z&LICH

Hl g3t RAELICH

S AT Lo s LA X| LUSLICE O|H|Y, Webhook EE= SNMP traphosts7} Z&lS £ASIE S

THEX| ASLIC

ONTAP System Manager 2IAIO|E0]| CHEH XtM|TE LIE2 £ "ONTAP System Manager QIAO|E HE A
"EERSHAMA L.

System Manager M| A[ZH0] X1HE| Y& L|CH

System Manager M4 HIZ4 A2t £0tE HAY = JUSLICE 7|= I AlZH A2 302 Y LICH AlZH £3H=
A MM MG O 7|ME S Xt o S

—

—_

@ SAMLO| T-A =l 22 |dpo| Ao o|sh H|ZHA AlZH £ 247} K ofElL|C}.

|

1. 2| AE| > MA * S MENS

—1d

r

] Ct.
2. Ul settings * OllM & p* MEHBILICY.

3. Inactivity timeout * AXtof| 20| A 180 AtO|2| & Zt2 Y={stALL "0"S 2SI A|Zt XTHE H| 23}t C,
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ONTAP X}= zHM o] &Hoq

AEEX| HIZE 2otof Chet ALEAL WS 2AS 22t5H7| ?{o ONTAP AtE&X 2440
Yol= =& AIAZEC AEZLE E4t0] AN E RIS A4S WHst SH0|
O| f&|H 22| Xtof| A ZEILICE

ONTAP 9.10.12 NetApp Data Infrastructure Insights Storage Workload Security 5! NetApp FPolicy ItE L
O|ZAAES &% 2|2 FPolicy AH2XL HS EA{(UBA)S AHESt 2HML0f BHX| 9 ofdf 7|5 2/l Xt2X ¢l
HEAUH H= 7|52 TUMSLICH ONTAP X2 HHO B2 7|s2 28 HI2E &3 HO|E AERZIE
DT 02510 HYYHE RS2 2 AXISt= WEY HAl (ML) 7152 AFEELIC UBAOIM HX|SHX| Rt=
342 4R = JACE UBASICHE &SS ZLIEHZELC

Of 7|0l et XpM[eh LHE2 "Bl = 2 H%01E NetApp SFHYLICH £
o 2},

2 AZTSHUARQ'ONTAP X2 % 21490

rr

AEE|X] 2| AA- ZAL

ONTAP O[HIES 217{ syslog AH{Z QTR E3}0] O[HIE ZtAle] RZAS RRL|CE Of
MHE Splunk®t 22 ot B O[HIE 2t2| A|ARI0| 2 4 2

>
-
n

syslogS EHLIC}

209 24 FEE XY Y IHE | YoM ZH0| 0L SRELICE Eet 2 (syslog) U A HIA/E 0|
E3HEl Yo HE HEE UUHOE BIZS SMRILIC 2ot RI0f U MEHS QRSB TEoIA 21 2A}
| 0|E{Z QB EH2lshof St

syslog MEHO| QI ZE = £Q|o| Q| L
—

MX| S Y A AH = S2MO2 X|$tohs of| ZREL|CH [M2tA
syslog 8EE QHXSt AEE|X| E ot e

23 MY hAS MAMetct
HHZ AF88I0] cluster log-forwarding create ¥4 2 I8t 20 MY a2 MM £ JASLICEH
OH7H =

CtS OH7H 2 AF86HK cluster log-forwarding create BHS FATLICE
«C§M SAE 0| 0|22 22 MIKE M| SAE 0|2 i [Py L [Pv6 SAQILICEH
-destination <Remote InetAddress>
* *OHA ZE > DA MEHIF 4 CHY|5He ZEQIL|C

[-port <integer>]

RO OZEE * 0| ZZEZE2 HAXIE tHe ez 2= o AL ELCH
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[-protocol \{udp-unencrypted|tcp-unencrypted|tcp-encrypted}]

CHE 2 & olLIE A8 = AS LI

Olo

EIMP IZES

rlo

° udp-unencrypted.. 22t0| gi= AIEX HO|H I T2 EE,
° tcp-unencrypted.. 29 7|S0| gl= TCP.

° tcp-encrypted.. TLS(Transport Layer Security)S AF235H= TCP.

© * CHA M| IDS SRIBHIAIL. * O] Tl B4 S trueR MEEHH st QIE M REAS Stolste] 21 Mt

Lol IDE 2eletLict Z2EE HE0AM S MEfot ZR0|2 0] 2tE TRUEZ 28 Y £ tcpencrypted
olAL|C}
M- .

[-verify-server \{true|false}]
* *Syslog 7|s. * 0| 22 MEE 230 AtEE syslog 7| s ILICH
[-facility <Syslog Facility>]

s *AZ HAEE HUHEL|CEH * YHIXOE 0| cluster log-forwarding create ICMP(Internet

2o
Control Message Protocol) ping2 ELH CHAlO| HAEY £ J=X| 2elstn EEe ?.iE 2% Aojgti|ct. of

US BHSIH true Ping AIE FAISHO] Ciaofl =&Y & gl o F4Y &+ ASLICE

[-force [true]]

@ NetAppdlA= BES AL R0 ZXZ2 HASH= 40| cluster log-forwarding —tcp
—encrypted SLCt.

o
E o3

of

=

AAROM LE7hs EHEQL MO B2 AARO| Hot HEfE |t 22|35 O A0 11 SLELICE ONTAP
S240f ool MYEli= O|HEE £RMO0| OIFK|= LHE, MElE= HE Sol| et S5ot HEE MISELct

HIO|E{ 7} Z&sHA| ArEE ol 2t C|o|E{ S QFFsHA| 2h2|sta OFo|a2f|o]Jd8lof & 2R Mol tFEASLICE

0| event notification create HHL O[HIE ZEZE Moo=l U
CHAO = HMLICE CHS oloflA= A El O[HIE 3 EE 3l CHAS EAISH= O[HIE &2l 14 8l

notification show BHZ EO FL|C}.

HolEl 2Ho| O|HIEO CHEE Af TS StLt 0|42 L&
A O
e

vent
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clusterl::> event notification create —-filter-name filterl -destinations
email dest,syslog dest, snmp-traphost

clusterl::> event notification show
ID Filter Name Destinations

1 filterl email dest, syslog dest, snmp-traphost

ONTAPO| A o] AEE|X| Y5}

ClA3 bt dtst ie= 8 HA Al 7|2 HIO|HE E=5t2{™ SES0] 7[8E NetApp AEE|X|
AL} AT EL0] 7|8 NetApp S & L=22}/NetApp OHZ[H[O|E Y2otE AESIMAIL,
T HFHLIE 25 FIPS-140-2 ZE2 HXCOH AT EQ 0] 7|8 HFL| ST} &H St=90f 7| &t
HFHLIE S A2 H SR CSfC(Commercial Solutions for Classified) T2 12H0]| X gtgtL|Ct,
SIER0] 3 AZEL0 AS ZF0i[M XMEE H[E H|o[Eet =2 7|2 O|O[E{o]| Ciet HoF B
7|s0| ZetE L.

25 OO|H ¢=dt= C|AT ELH et &

—

8 HEFO| EUY F? S0 HI0|HE E25t= o SR LIt

rr

ONTAP 90{l= M| 7tX| FIPS(Federal Information Processing Standard) 140-2& £45t= /% H[0|E 53}
EFM0| JYELICH

o
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>
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_o'l
rir
_o'l

Efof R YLt

o] ZE HIOJH 282

* NetApp Storage Encryption(NSE)2 AHA| 2=t E2f

o
* NetApp Volume Encryption(NVE)2 2t 289 18 7|2 AI25IH
Asstet = U= ATEY | SREMQYLICE

H
rn
[n
'}
=l
[in
=)
OOI-

* NetApp Aggregate Encryption(NAE)2 Zt Of

DE HolE BES YesiE 4 ol AnES

NSE, NVE, NAE= 2|F 7| 22| = 2EE 7| HE|XHOKM)E ArEe = ASLICH NSE, NVE, NAEE AFEY 32
ONTAP AE2|X| 284 7|s0| Jet= D|X|X| g5 LT SHAI2, NVE &2 Oi22[AH[0|E S5H70M
H2IELICE NAE 2&2 OiIE2|AH[0|E =X 7t AFEE[H 0| Sl I B2 0|ES w2l AFLICEH

OKM2 NSE, NVE, NAE2l &7H K] CIO|EHE 2Tt RE AT} 2HH| =l A5et EEMES K|S EL|CT

NVE, NAE % OKM2 ONTAP CryptoModE AEEIL|CE CryptoMod= CMVP FIPS 140-2 45 2= S50
LIFE|o] QISLICEH 2 "FIPS 140-2 Q1Z #4144 & XS 2.

OKM 7+4 2 A|ESt2{ ™ security key-manager onboard enable BEZ AFETILICE Q& 7| 22| A
284 T2EZ(KMIP) 7| #2|XE 7 45l2{H security key-manager external enable HHEZ
AHESHYAI2. ONTAP 9.6 2 E ZE| HI'HA|7} 22 7| 22|XHE 2[s K| ELICt 07 HEE AHESHK -vserver
<vserver name> 5% SVMO|| Cliot 2|2 7| 2t2[E 2MotetL|Ct 9.6 O™ HEO|M = security key-
manager setup OKMI} 2|8 7| ZZ|XIE 25 74517| [ BHS AABMSLICH 2EE 7| 22| E I8l 0]
T2 2K EE 22| XA OKM 8 93t 2= A1t 37} o7 H-E ot gL C.

T4 LEItLHZ ofloff Liek ASLICE.
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clusterl:

Welcome to the key manager setup wizard,

the steps

Enter the
"help" or
"back" if

"exit" if

:> security key-manager setup

to add boot information.

following commands at any time

"?" if you want to have a question clarified,

you want to change your answers to previous questions,

which will lead you through

and

you want to quit the key manager setup wizard. Any changes

you made before typing "exit" will be applied.

Restart the key manager setup wizard with "security key-manager setup". To

accept a default

or omit a

Would you like to configure onboard key management? {yes,
Enter the cluster-wide passphrase for onboard key management.

question, do not enter a value.

the configuration, enter the passphrase, otherwise

type "exit":

Re-enter the cluster-wide passphrase:

After configuring onboard key management,

no}

[yes]:
To continue

save the encrypted configuration

data
in a safe location so that you can use it if you need to perform a manual
recovery
operation. To view the data, use the "security key-manager backup show"
command.

ONTAP 9.42E{= 9| true 4 AFI0] M S AL Y52 YSIES 278 4

security key-manager setup U&LICE. ONTAP 9.6 O| &AM HH F

manager onboard enable -cc-mode-enabled yes.

[=NeNe]|
T d

ONTAP 9.452E| 13 810 7|55 ALS3to! NVE X2l BE0IA GlOIEtS St gto 23

purge AFLILE A2otEl EF2| HIOIHE A32{YsHH

S HASHH SVM VS12| vol 10| A AFH|El ThA O] HSHA| KA E LT,

ONTAP 9.72E VE 20| ATt MHE|0] QLT OKM = 2|8 7| 22|X7F A E0f }
NAES NVEZ} 7|
OHOZ|AHO|EO0| NVE 2&0| 7|2Mo =2 MMELICH CHE EY S =6t 0|2 H Q|

ONTAP 9.65E{ SVM He|E
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clusterl:

clusterl:

=2|H 0|C|ofof| M 0| E =7

—-enable-cc-mode

Hn St

lJEfsecurlty key-

_JI\_ secure-—

=
= USLICL O

:> volume encryption secure-purge start -vserver vsl -volume voll

1 NSEZt AEEIR| &= B

2HoZ 2YSHELICH NAE 2E2 NAE 0l 12| A[0| E0] CH3H 7I%&*9§ dgE[H, Hl NAE

:*> options -option-name

encryption.data at rest encryption.disable by default true
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Z B ETL H|O|E E MZ3t7| ?l8h CHE SVM(EE= SVM ME)S AH85t= HE|HHE 2hZof| 7HE RetetL|ct,
XEzE HEAES| sVM 22| X2t sl HEHEQ| 7|0 MM AT o= ASLICE XiMeh LHE2 ONTAP BB AM9| S
"ONTAP 9.6 O| &0l M 2| F 7| 22| S S-dotefL|Ct" FZSHHAIL.

ONTAP 9.11.12E= SVMO|M 7|2 8 B 7| MHE X[F5t0] S2{AEE 2[F 7| 22| MH0j| Ciet AZS 74
= UAGLICH XAt LIE2 ONTAP 2AS| £ "S2{AEE 2F 7] MHE FHLLICH FZSHAIL.

ONTAP 9.13.15E{ AJAE] Za|Xtol| M 2|5 7| Ba|Xt MHES A8 2 UALICH RAISH LIS ONTAP M A2| 2
"o 7| pa|RE eS|k AESUAIR.

HIOlE =X Y=t

23 Ol0|E Q| AT 3HE Hetst7| I8l SnapMirror, SnapVault EE= FlexCacheOlA AP 28
7|2t TLS 1.2 AHE5I0{ 22{AE ZF ONTAP H|O|E| =X EEHE‘% ez otet = UFLICEH

M3l 54, Y = WA S 2ol CIO|HE S 1 ONTAP 22 AH 7t RMOZ HI0|HE M&sh= S¢taiY
HIO|E & E=28loF °”—|Ef OIE*71I ot & S i 712 HlOIEof Tt 2o XQl HIAX| 7t=2AH7| SH S EXE =

OIAL_||:|-_

ONTAP 9.65F 2{AH |0 &= PE SnapMirror, SnapVault, FlexCache S 22 ONTAP H|0|E| ZX|
7|2 2I8l TLS 1.2 AES-256 GCM =3t XY MSELICt e=3t= & S2{AH T|of 7ol O|2| 3RE
7|(PSK)E Sdlf A EL|Ct.

NSE, NVE, NAE2t Z2 7|&& AFE5H0] §r CIO|EE E=5l= 122 ONTAP 9.6 0|& 2= 4 12{|0| =514
ST AH D0 L2otE AFESHY A= F AIE C|0[E 2ot A8 = ASLICH

S A DA 22AH I|0f Zte] ZE H|0|HE Y= 2tetLICt o|E £0{, SnapMirrorE A2 S [ 2= I|0{&
MEQE AAQ LA S2{AH IO 7| 2E SnapMirror 2HAI7F S SHEILICEH 22{AH D02 S5t gAHstE
S2{AF I|0f Ziof|= YLt EIAE H|0|E{E 2 & QIELICE

ONTAP 9.652E| ME2 S2{AH I A= 7|2MOE Aot 2M3tE|0] JELICH ONTAP 9.6 O|Fof| M A=l

SHAH O 2A1Q AS3HE ZMtstEH AA 9l A SHAHE 9.62F 2 12|0|=6H{0F BfLICH ot S2{AH
O o2 AS3HE ALEs2{H HHZ A6 cluster peer modify &A B LA 22{AH O|0{E 25 HASOF
SfL|Ct,

Ct= ool EAIE X Z ONTAP 9.60Il A S2{AE D012 oS AMESIEE 7|E T|0f 2AE Hetet 5= ASLIL.
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On the Destination Cluster Peer

cluster2::> cluster peer modify clusterl -auth-status-admin use-
authentication -encryption-protocol-proposed tls-psk

When prompted enter a passphrase.
On the Source Cluster Peer

clusterl::> cluster peer modify cluster2 -auth-status-admin use-
authentication -encryption-protocol-proposed tls-psk

When prompted enter the same passphrase you created in the previous step.

M4 =9l IPsec H|O|E =5}

Clo|E S| E2iTE 25 NSE(NetApp Storage Encryption), NVE(NetApp Volume
Encryption), CPE(S2{2E 01 a2t 22 /3 HIOIE Y=ot 7|3 Arﬂ*r e
O|X| ONTAP 9.8 0| &2 = 12{|0| =5t S AFESI 50|22 = HE| 22F2E Data Fabric
Hubol| A S2t0|ERt AEZ[X| ZHof| AIE T AE QTS AEY &= JSLICH IPsec2
MEHBILICE IPsec2 NFS EE= SMB/CIFS & °* f01| CHot CHetS MSsHH iSCSI Ecf Tl of

st M& S2l weet g2 }%*._"?:ILIEf.

F4 E921) ONTAP SVMLZ I“EIE EE Z20|HE H|O|EE ESsljof & et
6rﬂd M& S0 £ 0|0 CHet R{AH 5 oto Xl HiA|X] 7t2A7| 3H0| &R E LICE.

ONTAP 9.82E{ IPsec(QIEYl ZEEZ HohH2 S2I0|HELI ONTAP SVM 7t2] 2 E IP E2fEof A= £ A=
ool XS HIELct 2E P E2fTo] CH$t IPsec HIO|E 2= 3H0f|= NFS, iSCSI & SMB/CIFS ZZ2EZ0|
ZSHELICE IPsec2 iSCSI Ezf o] CHe & S0 Ut =3t SME MBS ELICL

{ME S8 NFS A5 3HE M 26t= U2 IPsecl T2 A2 At & SHLIQILICH. ONTAP 9.8 O|F 0= NFS §M
A3t 7|150]| krb5pE AFESHH H& S NFS HI0|HE Y36t E KerberosE AA™ st 1 ASHOF H&LICH
DE 2 StAN|AM 0|Z10| A ChESHALE A EME|= A2 OFHL|C.

Hlo|e =x| E2im S 2|5 NSE(NetApp Storage Encryption), NVE(NetApp Volume Encryption), CPE(Z2{AH
oo{E d=ehet 22 K7 OIO|H =2t 7|22 AH85t= 12 O|H ONTAP 9.8 0|42 = ¢ |0|E5t &
AHE35t0] 6to|HE| = HE| 22t E Data Fabric TEH0| A S20|HEt AEZ|X| ZHof| AE F AE AS9E AHEE
4 UELICH IPseceS MEfBtL|Ct

IPSec2 IETF EEQILICE. ONTAP= M& ZEOHA IPsecS AFERILICH 3t IPv4 = IPVESE AHESHO
S20|AE2H ONTAP 7to| 7| Zt=2E " adty| 2o A SR 7|(PSK)E AH&dt= IKE(°|E1'-*| 7l ueh Z2ES
M 25 Z8YLICE 72X O |Psec Suite-B AES-GCM 256H|E Yot AMSRILICE 256H|E Yo tE
X 3t= Suite-B AES-GMAC256 X AES-CBC256= X EL|CH

22 AN IPsec 7S EStol{0F SHX|ZH SPD(EQH &2 | O|E{H| 0] A) é! £ AHE3t0] 7HE SVM IP F=20]
HEELICH ’é“‘—'.*(SPD) S20j|l= 2210|AUE IP FA(YHZE IP MEY)), SYM IP FA(ZZ IP MEY), ALY 453}
o5 O 9l IKEv2E £l 2153t1 IPsec HZS MHSH= o LRt AH %w 2z ( SK)7f HOEILICH E2fTO]
IPsec 2&2 Sl 7c1”EI?I Hol IPsec M &= 20| 22t0|HEY} SUst HE(ZZ 9l 1A IP,PSK A &5 OF
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)2 T E|0{0F BLICH ONTAP 9.10.15E IPsec QIE A 215 X[0| FItE|RAESLICt O|EH| 61H IPsec HHH X|BHO]
M7= IPsecHl| CHet Windows OS X|210| A SHEIL|CE,

S2l0|HEQF SVM IP T4 At0|of] st 0| U= HL IKEv2 HA0| 433t1 IPsec ERL S 5126t2{H ESP Y
UDP(EE 500 %! 4500) ZTEEZ(QIHIRE(4l) & OFRHIRE(S4l) 25 {86l 0F gfL|Ct.

NetApp SnapMirror 3! 22{AH L]0 E2iT Aol FL, FUOZ ML= AT 0|SS 28l IPsecELt
CPE(22|2H L|0{d Y=ot E AHESHE A0| E5LILE CPEE 0IE15F HIZ 0 CHol IPsec2Ct @42 Hs52
HMSELICE IPseco| CHet 2t0| M A7} HRBHX| 9JQD1 PRI s WEWZ| HMEtol SiELITt.

CHE oflofl EAIE AWM SHAEM IPsecS gt HHE S210|UE 8 T SVM IP 40 tet SPD &52
US = ASLIC.

On the Destination Cluster Peer
clusterl::> security ipsec config modify -is-enabled true

clusterl::> security ipsec policy create -vserver vsl -name test34 -local
-ip-subnets 192.168.134.34/32 -remote-ip-subnets 192.168.134.44/32

When prompted enter and confirm the pre shared secret (PSK).

HHEE
"ONTAP HEQ{ZT0|A IP EOt AF2E ZH|EL|C}

e

ONTAPS| FIPS 2= 9! TLS 2! SSL zt2|

FIPS 140-2 EXES HEE U SN AJAH0| 0123t HDE Hoot Hot AAH o] st
250 Ot 519F 27 AE XIBYLIC FIPS 140-2 BES N, 0p7|=K, HlOJE]

O ZAIARO| OFl Q53 BEO| _ PHMOR MSELIC U3t BES NISTOIA 9l
B0l 7|52 TS X 4 G2(StERI0), 2T 0], Bejo] £ Al K| 74 229
xeheiLict,

FIPS 140-2 78 =45 243%151H ONTAP 9 LHE 3 2|2 A|ARIa SAlS £~ JEL|CEH NetApplllA= 2& AMA
0| Q= HIZZ2HM A|AHIO|AM O]2{3t B H S E1I¢E6rf 20|

ONTAP 9.11.1 8! TLS 1.3 X|Z 2 E| FIPS 140-32 A5 E == ASLICH

()  FIPs 742 ONTAP % S2Z BMCO HEELICH

NetApp ONTAPQ| FIPS 2= 14

mjo

NetApp ONTAPOl|= ZIEE E2i|l0| F7t Hot &S QIAEHALISH= FIPS 2E 40| /}EL|CH

* FIPS 140-2 &4 BEJ} & M3t=|H ONTAP 9.11.15E TLSv1, TLSv1.1 & SSLv30]| H|ZMd3}E| 10 TSLv1.2 &
TSLv1.35 ggera LICL. ONTAP 9 LH= e} [ 29| CHE A|AH Sl S0 SFS FLICH FIPS 140-2 78 &4
DCEE 2M3st 5 0|5 0)| AFRSHK| U2 MASH= 22 TLSv1, TLSv1.1 4 SSLv3S H|2M3 AElj 2
QX[EIL|Ct TLSV1.2 EE= TLSv1.32 0| X Ao i}t & 2*“ o=l AEfZ OIIEII-I Ct.
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* FIPS 140-2 &% EEH 2HMSHEl A2 9.11.1 O|™ H{ZF S| ONTAPUA= TLSv1 & SSLv30| 2 & H|ZMste
TLSv1.1 & TLSv1.28F 2 MSEILICEH ONTAPE AF2SHH FIPS 140-2 #E &% EEﬂ 2HMSHEl 2 TLSv1
3! SSLv32 2 & A8 & AUELICE FIPS 140-2 78 &4 REE &M3)st = LIS H|Z2M43}sHH TLSv1 &
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2 MSHEIL|CE,
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(D 2EFPs 1402 A52 202611 08 212001 7|25l YeEH= HetsIni, 01 A 2B M| ORIt
St 5 S QILC,

- T d

FIPS-140-2 % FIPS-140-3 18 & ZEE AEELICt

ONTAP 92 E SHAH ™A HAEE S22 QIEm| 0| A0 CHSH FIPS-140-2 & FIPS-140-3 & &4 EEE
gtdatet 2 QELICE.
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SSH 2! TLS =9t 23}

ONTAP 92| SSH #2|E ?Isi A= OpenSSH 220|HE 5.7 0| 40| HREIL|Ct SSH 22I0|AET7L HAO|
M Zst2{™ ECDSA(Elliptic Curve Digital Signature Algorithm) 271 7| 22| &1t & Alsljof BhL|ct.
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(D SSL QIE{H[o]A 7

Z5t7| Hofl ONTAPO|| 22 [ S20[AETH ONTAPRIS| HES
#XI5t7| 2l DHE %! ECD
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off

clusterl::*> security config modify -interface SSL -supported-protocols
TLSv1.2 -supported-cipher-suites
PSK:DHE:ECDHE: ! LOW: 'aNULL: !EXP: !eNULL: ! 3DES: ! kDH: ! kECDH

'y 2 DEDEO| el HQIFLICH prsofl ThE XM LI82 T3S
https://blog.netapp.com/protecting-your-data-perfect-forward-secrecy-pfs-
with-netapp-ontap/ ["NetApp =2E21" & ZTSHAIL.

2H ge
"FIPS(Federal Information Processing Standard) Publication 140"

CA ME CIX|Y ABME ohELICt

=2 R0 M ONTAP & HMAE XMl MBE CIX|= O%HE InfoSec HME F31X|
%%thr 23 MAH0ME 22{AH E= SYME SSL MHE 21EsH= Ol AF8E CAME
CIX|E QIS ME MX|st= Z10] NetApp EEH A LICE

HHE M0 CSR(YUEM ME 2F)S Hdstd BHE AL CAMM 2 ABME HX|e + security
certificate generate-csr security certificate install {U&LICH

-

T
1. &2 CAOIM MBS CIX|EH 215 M
a. CSRE Mgt

i

BHS2{R CHSS AHBILIC,

—

b. Z=|of Xtoj w2t Z=%|9] CAMlM CSRE AE3I0] C|X|E QIZEME QERILICE 0|E S0{ Microsoft Active
Directory 215 A MH[A B QIE{H|O|AS AFE3I0 2 <CA_server_name>/certsrv 0[St ASME
SELCEH

C. ONTAPO]| C|X|H Q1B XN E MX|EIL|CE.
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22121 QIS A AEff T2 EZQILICE
OCSP(22t2l QIZAM MEff TREE)E AHESIH LDAP = TLSSE 22 TLS SAIS AF8St=
ONTAP O Z2|7|0|M0| OCSP7} XM=l AL C|X|H °|’<k| MERE 2A1E

T2 OM0M RBE ABSMIt L2 otHLE SHRE|RALE & 5= 2SS LIEIY
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7|2HMOZ OCSP QS HEf 212 AIE|X| ISLICE M 0IE2,,,,, = 8T = A= S A3 2 ==
security config ocsp enable -app name U&LICE. “autosupport audit _log fabricpool ems

kmip ldap ad ldap nis namemap, E&= all 0| HHO|= advanced #%t +F0| ERLIC}

SSHv2 2|

0| security ssh modify HHZ AMistH S AHO| LSt SSH 7| wet dne|E, &
EE= MAC Z12|E2| 7|1&E 42 KMot 4 dH o= CHA[ELICE.

* AFEXF MM 2= E ArERILICY

—_—

Xz 2= 3 7| W

[}

A= AL|Ct 7| met

AES256-CTR Diffie-Hellman-group-exchange-SHA256(SHA-2)
AES192 - CTR Diffie-Hellman-group-exchange-SHA1(SHA-1)
AES128-CTR Diffie-Hellman-group14-SHA1(SHA-1)

AES256 - CBC Diffie-Hellman-group1-SHA1(SHA-1)

AES192 - CBC -

AES128 - CBC -

AES128-GCME HZESHIAIR -

AES256-GCME HESHIAIR -

3DES-CBCQIL|Ct -

AES %! 3DES CH% 2317t X/ EL|Ct
ONTAPE= CHS 89| AES U 3DES CHA tsshzetir ghe X[ gfLCt.

* HMAC-SHA1
* HMAC-SHA1-96

* HMAC-MD5 & & X3sHMA|IQ
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+ HMAC-MD5-96

* HMAC-RIPEMD160

* umac-64

* umac-64

* umac-128

* HMAC-SHA2-256

* HMAC-SHA2-512

* HMAC-SHA1-ETM

* HMAC-SHA1-96-ETM

* HMAC-SHA2-256-ETM

* HMAC-SHA2-512-ETM

* HMAC-MD5-ETM2| 2o{L|C}
+ HMAC-MD5-96-ETM

* HMAC-RIPEMD160-ETM
* umac-64-ETM

* umac-128-ETM

@ SSH 22| 242 ONTAP 4! E3HE BMCOf| M ElL|C}.

NetApp AutoSupportS EZEst AL

ONTAPS| AutoSupport 7|58 ALR3H8! A|AEI| AEHS AFFO @LIE{2Is13 DA X|2t A%
BES NetApp 712 X2l Zo| U A2l 8 &L X8 Y0P 1502 2 4
UASLICH 7|2HCo= *EEIII NAEIES M FLMSHH NetApp 7|& X[of| ELi=
AutoSupport U1|)\IXI7P AL ESIESE *a“é*%! L|Ct. EESF AutoSupport= NetApp 71& X[ 20|
2hMotEl = 24A|7F 20f| HIA|X[E 27| A|ZFEEL|CE O] 24A12F 7|242 - JtSEHLICE.
ZEO LHE X[ Elate| SAS S5t H Y 2 AE M2 2t=8l0f ehL|Cf.
22 AH **Ele”*AutoSupport ZE(FH)E AL = 'ﬁ'—lq SVM 2| Xt= AutoSupportOH O Af| A % T
A&LICH AutoSupport 7|52 H|ZH Mo F. St=
AutoSupport?t 2H|E H HH}E}" AlHSID SEE £~ QL E o| s Al'Q'Ol'EE A-Ixi-é—l.E 740| xA,_lq
7|12MO 2 A|AHI2 AutoSupport EE +TSH0] AFEXL7} AutoSupport% AESIX| =& Yot R0
2Z0of| MEgL|Ct

o
70:|_I_

CrRESH HA|X|O ZEHEl LY 3 CHESE Q80| HIAIX| 7} MAE|= 91X H|25L0] AutoSupport MIAIX|off CHH XkAl|SH
LH22 MHME HZ8IAAIL. "NetApp CIX|E XH2"

glo

AutoSupport HIA|X|0]| = Ct2 =3 Z&5tE| 0|0 =Z¢tE|X| §b= SR HI0|E 7t ZetE LTt

* EX 519 A|AEID} 2t E| Ashof| 2= ¢|O|E{QIL|C}
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* 45 HIolH

AutoSupporte= & Z2ZEZ0| HTTPS % SMTPEZ X[ 2L|Ct. AutoSupport HA|X|= 7| 2XO 2 piZsiE 2
NetApp X| 20| AutoSupport HIA|X|E 2 [ HTTPSS 7|& M4 ZZ2EZEZ AI25H= 20| E5LCH

Lot HHEZ 2826t system node autosupport modify AutoSupport Ci|O|E{2| EtZUIE K-S OF 2L CHOI:
NetApp 7|& XY, ZEO| L2 2F, IIEL]). 0| BHS AHE5t0] 2 £E% AutoSupport MF & & (0l: 45 G|0|H,
dst A OI¢L| |:|.

e MHE .

oA
ot

AutoSupportE 2tX5| sH{A|Sl2{™H system node autosupport modify -state disable BHES
ArEgiL|Ct.

Network Time Protocol2| 2F0{QIL|C}

ONTAPE AFE5IH SH{AHO|M AZIH, €W S AZEE =522 2T =
3712 2|2 NTP Mt} S AE AIZhS S7|=Hot== NTP(UIERZ AIZH E
T 5HoF RLCt.

SeiAE| AIZH0] HEeIR| 942 4 U
MEE & QIX|ar SEAE AJZHS 9|5 NTP Mb{ot S7|SHtES NTRUIESS AlZt I8

—

MU
x
T
i
-
0%
&
°

gfLCt,
ONTAP 9.5%F LY 2FS ALE3I0 NTP MHE 19T & ASLICE

HHS AHESHH X|CH 107H2] 2|5 NTP MHE HZEE 4 cluster time-service ntp server create
USLICH AlZH MH|A2| 0|53t 9 EES 26l 2|4 37H2| 2/F NTP AHE S2{AE0f A of LIt

ONTAPO| A NTP T4 0f| CHet XbMISE LHE2 S FZSHYAIR "S2{AE AlZh 2e[(S2{AE 22| X2 oiE)".

NAS I A|AE 2 A|H(CIFS %

1%
|
@u

2378 S240|olE QIBS 7|Z9| EHOl QI WD SYUsHA| ONTAP &2 Hojl 7}l
Hot A|EZ&8 H|2¢etL|Ct HE erver cifs session show P ™E, Q&
HAHLIE, ZEEZ HH 3 Q15 RS H|Z ot Crafeh M| 2HAH ME HEE BEAY +
olA||C}

VN — | .

ONTAP 9FE| 2HE HMO|E AIXt 8! IF 2 A5 A0l 2155H= CIFS 22t0|HEE AHESHo] 2t &0
CIFS MHE 7 de & JELICHL Y3 E S20|AHE QB2 7|E2| =H|Ql oI5 Hha USHA ONTAP 22 Mo0j|
FI7MXQl HOt A B2 HIEELICt CIFS AHE Fdst2{H HHS AIEE VS r cifs create.CIFS
MHE ddst 20|= CIFS ZHQlof] HZSHAL & OF0 HZEY & JASLICH &Y 2500 Hofst{H
-workgroup Of7H HE-E AL RILICH CHE 2 Fd2| o LCE.

Ol o O

clusterl::> vserver cifs create -vserver vsl -cifs-server CIFSSERVERL
-workgroup Sales

15 BE9| CIFS MHE Windows NT LAN Manager(NTLM) /53t X|2/5tH Kerberos
o x|gIstx| oL

[l LS

xt¢)
o|l=
By )
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NetApp2 NTLM 2!F 7|52 CIFS 2 IE1t &H AHE5H0] ZZ|9] Hot HEHE RAIY AS HEFLIC
NetApp2 B S AtE3H0] CIFS Hot HEE ABSH7| 2l 1P EHE, 21F |91L|§, DIZEZ HH A AT 7E 59

CrFot AEf 2t M2 MEHE BA|Y A2 vserver cifs session show HEELICE

NAS It A|AE] ZEAL

NAS IOt A|AEIO| X}X|SHe B87F S =Y 9|
O 02 Z28L(Ct.

40
1%
o

BN ZAL 7152 7t EE X[E st

—

rr

Hotol= H4E0| E+HULICH ONTAPE S84 Hitol| ZA eretEl ZAL O[HIER N2 YEE HSYLCL 25

U 2F0lM NAS T A|AEQ| HIFO0| HH HXL JA7| TR0l 7HA S 2E517| fIsHM = ZAL 7150] o<
SRLICH ONTAPS| eFebEl ZHAL 715 HiE0l CIFS ZAL MR FE7H 3 o= 2Lt SRHMSLIC Ch3a 22
T8 MF L7t HdE o[ ER ot 7| EELIC:

O S S/ AML
A

-

I

=) =
LMY, 2 EE AE T
7] UM AT MBS LICH

[SPV =]

| EE= MT] A =2 AosLlct

¥
in
H
Of
e H
oX

ZAL O|HIES M52 ™ CIFS ZALS HHsHof Lt HHS ARSI vserver audit create ZAI A4S
MMBtL|Ct 7|2Mo 2 ZhAt 2= 37|0f w2t &2t 8-S A2 EHL|Ct Rotation Parameters(S| % OH7HH 4x)
oo X ™-E 3R Al’* 79t o™ S22 AIBY '% ICH 37t 23 ZA 2| 78 M2 HEofl= 3 2F, 2| ™
Mgt =5 2|™ it 8l 2™ 37|17t E%*E!'—lﬁf CtS HIAEE= 12:300] 2= QYo CHolf of| 2=l & A2t 7|8t
—’.-_*—5._% ArEst= ZAF 2MHE B0 F= ofjd| 242 M3 gL Ct.

clusterl::> vserver audit create -vserver vsl -destination /audit log
-rotate-schedule-month all -rotate-schedule-dayofweek all -rotate-schedule
-hour 12 -rotate-schedule-minute 30

CIFS ZfAt OHIERIL|Ct

CIFS ZAt O|HIEE= L3t Z25LIC)

I

* * File share *; CIFS LIEY3 2R} %71, 478 F= AN 0 B YYS AI2S10] ZA O[HIES vserver
cifs share MMeHL|C}.

o % ZEAL RAH B *- ZEA} RAHO| H|ZHAIS} MBS} EE

? oA HHZ AESIH AL O[HIEE vserver
audit MMeL[CT,

* * AF2XHAIE *: 22 CIFS EE= UNIX AF2XF7L MM to= AR HLE, 22 AFRXL A|™o| 43} H|gMs =
SHE[ALE L7t HENE| AL HAE of ZEAL O|HIES MMBILICt O] OHIEE= vserver cifs users-

and-groups local-group & E&= 2 vserver services name-service unix-user BEZ
A|-9.ol-|__||:|-_

* * Security group *: @& L= 2 HHS AFE5t0] 22 CIFS £= UNIX 29 IES MMSHALE AH[E off ZEAL

BH= oo
O|HIEES vserver cifs users-and-groups local-group vserver services name-service
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unix-group M&eL[CT

o > Mot 20 MM HA * HHE AESI0 CIFS AFEXL EE= CIFS 501 Cigt #eto| RO =Lt F A2 uf ZHA}
O|HIEE vserver cifs users-and-groups privilege AML|CH

@ 0] 7152 AMAH” ZAL 7158 7[R 2 BL|CL 0] 7|53 AHESHH 2|Xt7t HIO[E] ALEXte| 20l A
AAEROIM 5183t +AMsh= 2AS AEY & ASLICEH

REST API7} NAS ZHAt0] O[X|= i3t
ONTAPOl= B2|Xt AIH0| REST APIS AH23104 SMB/CIFS SE= NFS THU0]| x| ASt D Zxfst
T3t5/0f YBLICH. REST API= ONTAP I2|Xit Al 4 QIX|BF REST API HE2 AIAE NAS ZHA

O O -

S AIRLICE 2 REST APIE AFE [l ONTAP 22|X}7F It ots FAIE £ JAELICE J2{Lf Thof Cigt

=2 =T

RESTAPIS ALgt B2|Rto| ZQie AlAH B3 7|2 20| 7| SELICh
O | A 4~ 9l= REST APl 9&g MASHL|C}

RESTZ Edll ONTAP E50f HMAET £ Q=R ESTAPI oet2S MAM5H0| ONTAP 22| X7t ohY HAM| A0 REST
APIE ALESIX| RSt E & £ QELICH O] He2 T2 H| XSt H CHS THAE b2 SHMAL.

@ /api/storage/volumes REST API= IHY HM|A O|4o| 8= AFZEL|Ct System Manager ¥ 7|[E}
GUI 2IEH[O| AN EES W, 22| A #&5t= O AFEEL|C

THA|
1. AEE|X| 250|| CHt HAM|A #BH0| QX|THCHE D= REST APl HM| AL 7Hs8t M| REST S&He A A SHL|CT.

=

clusterl::> security login rest-role create nofiles -vserver clusterl
"/api/storage/volumes" -access none

clusterl::> security login rest-role create nofiles -vserver clusterl
"/api" -access all

2. 0| BHA|O|lM BHE A REST API ol 2t2|Xt AId & gesfLich

=

clusterl::> security login modify -user-or-group-name userl -application

http -authentication-method password -vserver clusterl -role nofile

@ 7|2 ME ONTAP 2z{AE Z2|X} AF0A IHE AM| A0 REST APIE AFESHA| B8C2{H HA| 3l{0f
"M ZE|XFAYE TED T2 M3 AIEE A et & = AH|ELITHRLIC.

CIFS SMB M3 3! 5012 #4311 AESt=E d- LTt
AEE[X| A AR SELO|AHE 7o Ecfmio| MM ZAO|Lt HA|X] Zt2X{7| 3 H
2AME|X| O £ 610 Data Fabric?| 29t2 ES38t= SMB AHE TASID AR
7 USLICE SMB ME2 SMB H|A|X|0f| 2Tt AHO| [}A=X| 2elst] H gL

=

Of ZhHofl CHaH

36



I AJAE! S Of7|EX o] AHIA QI 2| HIE|= SMB Z2EZ0| AELICt 0] EH|E sHZst7| !IsH ONTAP 9
EEM2 g & SMB ME 3! QIS AF2ELICH SMB MBS Z&3HH AEE|X| A|AHIT} 22I0[AE ALO|<Q]
Ecii=o| Td SHO|LE HIAIX]| 7EXH | -3—7—4.°§ Qs 2ME|X| 2t 0] Data Fabrice| £ot2 Had £
UAELICL O]= SMB HIA|X|0f| Zete|= Rt MEO| JA=X] &elsts Aoz ZHFE LD,

SMB ME2 452 28l 7|2X 22 H|ZHtE|0f AX|ZE NetAppil M= 0|E AE3IET 2F5t= 20| Z&LICLH
LS ONTAP £2 M2 Sl0|2t 1 x = SMB 22 otE X[ eL|CE 0] T2 YAIS AE3IH SREZ CI0|EHE

OHHSHA| HE&Y = ASLILE 72X 22 SMB 22 o= HIZ-Gotk|0] JASLICEH TJ2{Lt NetAppi= SMB 2= 3tS
MBSt S
= O = A

O[X| SMB 2.0 O|2f0i[A] LDAP ME & S210| X[ @ gLt ME(HZ &)1t S (& =2hS Sl SVMt Active
Directory A{H{ ZtQ| otF ot E41S X[RELICE O|F| SMB 3.0 0| 40i[M AES M HZ(Intel AES NI) =27}
XIHELICE 0 JHHE AES 212[E2l Intel AES NI= X|2E|= Z2ZAHM HMFZ0HAM CIojH ezt 458 =0
St

|

1. SMB MEE 7 Mot AESIEE HNYsta{H HHS AFE0t1 vserver cifs security modify Of7H
H2IH(Q)2 MEEN JEX| -is-signing-required true’&QUSHYA| . CHS Of|X| 2 HE EESIAA L.

clusterl::> vserver cifs security modify -vserver vsl -kerberos-clock
-skew 3 -kerberos-ticket-age 8 -is-signing-required true

2. SMB 29! 3l A4T3E LMt ARSI E MAS2{H HHS AE8H0] vserver cifs security modify
3 l=X| -is-smb-encryption-required 'true &QISIMA|Q. CtS Of|X| 2H S

clusterl::> vserver cifs security modify -vserver vsl -is-smb-encryption
-required true

clusterl::> vserver cifs security show -vserver vsl -fields is-smb-
encryption-required

vserver 1s-smb-encryption-required

NFS = ot

LHEL 7| &2 AAZE FMO| J7|5 RAQLICH LHELHY| #2]2 S2t0|HE HMHA QB
XeE|5ts HHE 25| o 45t= EF 7] Haot 2800 Ciet 2210[HE HM[A
QX AK[SL|Ct S2t0[HE0]| CHot HMAE S5 LHELHZ| HAof| stLt 0| &2

LIS L7 40| QI010F BT AATE 0| 5 0|49l 70| THE HP FHS YATE
HMo| EAEl= &ACi2 H2[EL[Ct.

HHA HO= St EfMIE RAISHS O A0 HYYJLICE T2t ONTAP2 AAZE FHH 7|53 ALESHH £
07 H=QF L X|5H= S2I0|HEO0| CHSE NFS 25 HMAE H|SHerL|CH AATE x-IxHoﬂ'— 2t ELE|.0|O-|E OHAﬂA
REE Me|ots AALE 0] BLf 0I”E°*EI01 °'*I—IEt AARE HM2 2 =251 HEE0 =50 it
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S2f0[AE HMAS FHBILICE O] Z2A[A9] Zih= S20[AETL SFEO| Cist AM|A oS RO = HE (et
HE HAX] ZehHEX| FE 2EELICL 0| Z2M|AE 20 MSEl= HMA 2HE: ZEYLICH

12
)
30
2
)
ot
-
=l

@ Z2I0|AHETL H|O|E{0f] HM|ASIHAH SYMO]| AAZE FEIO| Q= AAZE H
SVME Of2] AAZE HMZ motst 4 QUEL|CE

A =M= A A Ho = X[FEL|CH 72]0] 22f0[AEL}L LX|SHH ol FA[2| ALE 2eH0| AL K Ofd
A0 M| =X S LICH X[oh= #2]0] g™ S20[AET HM| AT HREELIC

LHEU7| A2 T 7|E2 M E0t0] S2H0|UE AM|A Hets ZTFE LI

* 22/0|MEN RS U= o AFRE|= IiY A TZEZ(0): NFSv4 £= SMB)
)

P
* 22I0|HET} Q1B st= Ol AH8SH= E et R (0l Kerberos v5, NTLM EE= AUTH_SYS)

YAZE HAO| 2L CHST 22 Oh7f WA JHE AAZE 0| YssLct,

* -protocol nfs
* -clientmatch 10.1.16.0/255.255.255.0
-rorule any

* -rwrule any

ot Q32 S20|1E T} W AMA £FS ZFELICH Al 7HK ANA $FL 97| B, ATMT| B
TSHYLICHAER D7} 2li= Betolei=el 2 0). wet G0l ofsh ZHSIE A2 $EL of 242
Bole|oz LieEl A8 Fasof ghLich

LHELHZ| 7E2] HM|A 4= Oi7H H0f|

rot

AL

S2H0IQIE T} CHS T 212 AHIA 272 P 4 YBLICH Ol2f8h ANA 0 W4 SetololE0 wo

2 X|sHof gh|Ct

1
P

L8t ALEXL 47| HE 27| ME(-rorule)
Ut AR XF $7|-M 7| 17| HME(-rorule) A H7|-(-rwrule’ A 7])
g5 AEXH 7| HE 27| ME(-rorule) ¥ -superuser
2 ALK Q7|-M7| 7| ME(-rorule) (-rwrule X S47[/M7]) 9 -
superuser
Ct22 ol2{et M| ZHX| M| A Of7H tH4~ 22bof| CHo R= ot Hot RHYULICE
25
e E=
HA OO
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CHS 2ot A2 OfJH H4-QF SHH| ALY & -superuser SI&LICH

© A2

OW7H 4= Z0bof| M| ASHY| |2k A LT

S20|HES| Hot 0| Ch31 22 3% 21

access O{7H =0 X|FE 2ot Hnt LXIBL(C S2H0[AE = Xt AFEXL IDE MBS Bl +=ZF0|
Chet HMA S HELitt

X Eel 2oF Fah LX|SHK] QAX|2H access OH7H tH=0f] S2IOIAEE ST 2i|Hof| CHet KA~ Zohs 2 o7y

ZM0| Zet&[0f “none’ AELICE. He-Z X[FE ALEXLIDE AESHH A ALEXHE

(e]

-
ot

XHE 2ot Rt UX[SHA| 520 access OH7H tH=0| S2tO|AE= ST 2| E0f| CHet AM|A
ZM0| ZE[0] AX| “none’ S LIL. graLct.

2}
o
ne
Rl

O| DH7H Ha= XFEX| 22 20|
(D w40 =psoz o Hzte of)
H20| MEE[X| -superuser ¥&LICE.

Kerberos 5 5! Krb5p

ONTAP 95 E 749l ME HS MH|A(krb5p)S £t Kerberos 5 Q150| X|HEILICE krbp5 Q15 EE&= QHMSHH
I

M3 YE M8t S2t0IAES M ZHe| R E B2 S 22 olott] HIOo|E fEtHE Sl AU 2R EopiL|Ct,

ONTAP £F M2 Kerberos 128H|E/256H|E AES T35S K| SL|Ct JHQIMEES MH|AN = =41 H|0|E{2
FZM a0l ALEXL 915, M& M H|0|E S etst EHEL|CE.

krb5p M2 2ot MO 2 AHE WEUT| FM 7|50l 718 ROl ASLICH LS o2t Z0] krb5p 215 &
AF O H2 A8 E 5 ASLICH

mo

clusterl::> vserver export-policy check-access -vserver vsl -client-ip
10.22.32.42 -volume flex vol -authentication-method krb5p -protocol nfs3
—access—- type read

Lightweight Directory Access Protocol A|E 8! 29012 M3ttt

fot

ME1 5212 X[ LDAP AH | CHat 2 2[of| CHSH MM HotS
HIAl2 | DAP-over-TLS MM EOHS CHAIE 4= AUSL|Ct

FESHRfLICE o] H2

1l

|2 7| 7|=S AME3t0] LDAP H|0| 2= H|O|E{ o] FEY S 2QIPfLICt S22 LDAP HO|ZE HIO|HE
o ZR%t YEE LU HAEZ WESIX| Gt & BfLICH SVME| MM Hot B2 LDAP AHOA AtEe
AEa XLt 712X o2 LDAP ME 9l S22 AFZE[X| g&LICH

Of

A
e
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|

1. 0| 7|52 &M3t5t2{™H vserver cifs security modify D7 H4E AR50 HHES session-

security-for-ad-1ldap &EPILICE

LDAP ot 7|5 SM:

e r o2 7|2 M8 s S0 82
o * M *: LDAP E2fTlof| MHgtL|Ct

° *Seal *: LDAP E2f{ZlE ME X! f=efL|Ch

= SHE B2 ME SHS MEY F2 2047t M1t eHl LDAP
! AMEY FR Zut= BX|Q LT =5 o] B0 oiv HE

clusterl::> vserver cifs security modify -vserver vsl -kerberos-clock
-skew 3 -kerberos-ticket-age 8 -session-security-for-ad-ldap seal

NetApp FPolicyE 45t AF2SfLICt

ONTAP &249| QIZaf 74240l FPolicyS H&ot0{ ItEL] 0 S2[|0[H0] T}A HM[A
Hots ZLEfRot 28 + AT S PLIC) S 3= 0iS 20| & ofLt= oto|22|=
2efRE o E HHoM ZE 7| CIo[E HM A0 Lot S TS 7kA &1 RO E RS0
Hotsl 48 & d5t= NetApp SaaS OHE2|A|0| M AEE|X| }IEE
HetgLC.

4>
o[l
HH
i
un

HMA HO= S 2ot HARQULICE 7hAlGaf ohA M|~ Sl opd 2FAof| thS5h= 7|52 22t M E |RAISHE
A0 OFF ZSLPLICE JHAl 1t THY KM A HHE HS3H7| 2131l ONTAP 242 NetApp FPolicy 7|52
AtERiLCt.

T

Th o] wat T HAS AES 4 YSLICH FPolicyls AE2|X| AIAHIO| 4 Sato|E AlAH0 M 23t
MY, 67, 012 3, MRl 50| 52 Kot WA ZHELICL ONTAP 9£E FPolicy T A4 22
I

Y27 HME[of 2EE MO 3 EI[EQl HIESZ ST tit|st SAAS 23| =ASLIC

- =2 X1

THA|
1. FPolicy 7|52 &8dt2{™ HX HHOZ FPolicy HMZ MMs{{0f vserver fpolicy policy create
'6'|'|_||:|-
= .

LSt —events 7tA|E 2t O|HIE £=Zl0f| FPolicyE At2St= 2 17 HEE AFESHUAIR.

@ ONTAPOIN H|B3st= =7t ME2st =22 Sl BEE X ALEXL 0|5 MO =FENK| HMAL
USLICH AFEXL O|EC 2 HPHE M5t HMAE M52 H -privilege-user-name
07 HE X[™E LTt

f
t

Lt BIAEE FPolicy W42l ol E RIS ELIC
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clusterl::> vserver fpolicy policy create -vserver vsl.example.com
-policy-name vsl pol -events cserver evt,vlel -engine native -is
-mandatory true -allow-privileged-access no -is-passthrough-read-enabled
false
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clusterl::> vserver fpolicy enable -vserver vs2.example.com -policy-name
vs2 pol -sequence-number 5

clusterl::> vserver fpolicy show

Vserver Policy Name Sequence Status
Engine
vsl.example.com vsl pol
vs2.example.com vs2 pol
external

2 entries were displayed.
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