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clusterl::> vserver services name-service ldap client create -vserver vsl
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clusterl::> vserver services name-service ldap check -vserver vsl

| Vserver: vsl |
| Client Configuration Name: cl |
| LDAP Status: up |
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LDAP Status Details: Successfully connected to LDAP server
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'vserver services name-service ns-switch show -vserver_svm_name_'

dlo

CHS HHE S AdstH SVM My_SVMe| Zat7t EA|EL|CH

ie3220-a::> vserver services name-service ns-switch show -vserver My SVM

Source
Vserver Database Order
My SVM hosts files,

dns
My SVM group files, ldap
My SVM passwd files, ldap
My SVM netgroup files
My SVM namemap files

5 entries were displayed.

0|5 iy FEE AMe A 3l +=ME XHELICH UNIX T &F0M= o] §=50| R5IX| §t&LIC O|F
D2 UNIX2t WindowsE 2 & At238H= =3t stA0f| Aot 2T},

2. T Q0] 2t ns-switch =22 YH|0|EEfLICE.



ns-switch =2 H|0|Est2{H... M3 ol

INE=IN IS 'vserver services name-service ns-switch modify
-vserver_vserver_name_-database passwd -
sources Idap, files'

JEMH 'vserver services name-service ns-switch modify
-vserver_vserver_name_-database group-sources
Idap, files'

HIOZE MEQIL|CH 'vserver services name-service ns-switch modify

-vserver_vserver_name_-database S11& - AA
LDAP, I+
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