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ONTAP 9.12.1

ONTAP 9.12.1에서 되돌리기 전에 S3 NAS 버킷 구성을 제거합니다

NAS 데이터에 대해 S3 클라이언트 액세스를 구성한 경우 ONTAP 9.12.1에서 되돌리기 전에
ONTAP CLI(Command Line Interface)를 사용하여 NAS 버킷 구성을 제거하고 이름 매핑(S3

사용자를 Windows 또는 Unix 사용자로)을 제거해야 합니다.

이 작업에 대해

되돌리기 프로세스 동안 백그라운드에서 다음 작업이 완료됩니다.

• 부분적으로 완료된 모든 Singleton 개체 만들기(즉, 숨겨진 디렉터리의 모든 항목)를 제거합니다.

• 숨겨진 디렉토리를 모두 제거합니다. S3 NAS 버킷에서 매핑된 내보내기 루트에서 액세스할 수 있는 각 볼륨에 대해
하나가 있을 수 있습니다.

• 업로드 테이블을 제거합니다.

• 구성된 모든 S3 서버에 대해 default-unix-user 및 default-windows-user 값을 삭제합니다.

단계

1. S3 NAS 버킷 구성 제거:

vserver object-store-server bucket delete -vserver <svm_name> -bucket

<s3_nas_bucket_name>

에 대한 자세한 내용은 vserver object-store-server bucket delete "ONTAP 명령 참조입니다"을
참조하십시오.

2. UNIX에 대한 이름 매핑 제거:

vserver name-mapping delete -vserver <svm_name> -direction s3-unix

에 대한 자세한 내용은 vserver name-mapping delete "ONTAP 명령 참조입니다"을 참조하십시오.

3. Windows에 대한 이름 매핑 제거:

vserver name-mapping delete -vserver <svm_name> -direction s3-win

4. SVM에서 S3 프로토콜 제거:

vserver remove-protocols -vserver <svm_name> -protocols s3

에 대한 자세한 내용은 vserver remove-protocols "ONTAP 명령 참조입니다"을 참조하십시오.
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ONTAP 9.12.1에서 되돌리기 전에 NVMe 대역 내 인증을
비활성화한다

NVMe 프로토콜을 실행 중인 경우 클러스터를 ONTAP 9.12.1에서 되돌리기 전에 대역 내
인증을 비활성화해야 합니다. DH-HMAC-CHAP를 사용한 대역내 인증이 해제되지 않은 경우
되돌리기가 실패합니다.

단계

1. DH-HMAC-CHAP 인증을 비활성화하려면 서브시스템에서 호스트를 제거합니다.

vserver nvme subsystem host remove -vserver <svm_name> -subsystem

<subsystem> -host-nqn <host_nqn>

2. DH-HMAC-CHAP 인증 프로토콜이 호스트에서 제거되었는지 확인합니다.

vserver nvme subsystem host show

3. 인증 없이 호스트를 하위 시스템에 다시 추가합니다.

vserver nvme subsystem host add vserver <svm_name> -subsystem

<subsystem> -host-nqn <host_nqn>

ONTAP 9.12.1에서 되돌리기 전에 MetroCluster 구성에서 IPsec을
비활성화합니다

ONTAP 9.12.1에서 MetroCluster 구성을 되돌리려면 먼저 IPsec을 비활성화해야 합니다.

MetroCluster 구성 내에 IPsec 구성이 없는지 확인하기 위해 되돌리기 전에 검사가 수행됩니다. 복원을 계속하기 전에
존재하는 IPsec 구성을 제거하고 IPsec을 비활성화해야 합니다. 사용자 정책을 구성하지 않은 경우에도 IPsec을
사용하도록 설정하면 ONTAP를 되돌릴 수 없습니다.
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