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스토리지 관리

스토리지 추가

VM을 백업 또는 복원하려면 먼저 스토리지 클러스터 또는 스토리지 VM을 추가해야 합니다.

스토리지를 추가하면 VMware vSphere용 SnapCenter 플러그인이 vCenter에서 백업 및 복구
작업을 인식하고 관리할 수 있습니다.

• 어떤 사용자 인터페이스를 사용해야 하나요?

VMware vSphere Client를 사용하여 스토리지를 추가합니다.

• 대규모 LUN

VMware vSphere 4.5 이상용 SnapCenter 플러그인은 ASA 애그리게이트에서 최대 128TB의 대용량 LUN에서
데이터 저장소를 지원합니다. 대규모 LUN의 경우 SnapCenter는 지연 시간을 방지하기 위해 일반 프로비저닝된
LUN만 지원합니다.

• VVOL(VMware 가상 볼륨)

스토리지 클러스터를 VMware vSphere용 SnapCenter 플러그인과 VMware vSphere용 ONTAP 툴에 추가하여
VVOL 데이터 보호를 작동해야 합니다.

자세한 내용은 ONTAP tools for VMware vSphere 설명서를 참조하세요. 또한 다음을 참조하세요. "NetApp 상호
운용성 매트릭스 툴" ONTAP 도구에서 지원되는 버전에 대한 최신 정보를 확인하세요.

시작하기 전에

ESXi 서버, VMware vSphere용 SnapCenter 플러그인 및 각 vCenter를 동시에 동기화해야 합니다. 저장소를
추가하려고 하지만 vCenter의 시간 설정이 동기화되지 않은 경우 Java 인증서 오류로 인해 작업이 실패할 수 있습니다.

이 작업에 대해

VMware vSphere용 SnapCenter 플러그인은 직접 연결된 스토리지 VM과 스토리지 클러스터의 스토리지 VM에서
백업 및 복원 작업을 수행합니다.

VMDK에서 애플리케이션 기반 백업을 지원하기 위해 SnapCenter Plug-in for VMware vSphere

사용하는 경우 SnapCenter 사용자 인터페이스를 사용하여 스토리지 인증 세부 정보를 입력하고
스토리지 시스템을 등록해야 합니다.

• 연결된 모드의 vCenter의 경우 각 vCenter에 스토리지 시스템을 별도로 추가해야 합니다.

• SVM을 추가할 경우 스토리지 VM의 이름이 관리 LIF로 해석되어야 합니다.

SnapCenter에서 스토리지 VM 이름에 대한 항목을 _etc\hosts_file에 추가한 경우 가상 어플라이언스에서도
확인할 수 있는지 확인해야 합니다. 그렇지 않은 경우 어플라이언스 내의 _etc/hosts_file에 유사한 항목을 추가해야
합니다.

관리 LIF로 해결할 수 없는 이름의 스토리지 VM을 추가하는 경우 플러그인이 해당 스토리지 VM의 데이터 저장소
또는 볼륨을 검색할 수 없기 때문에 예약된 백업 작업이 실패합니다. 이 경우 스토리지 VM을 SnapCenter에
추가하고 관리 LIF를 지정하거나 스토리지 VM이 포함된 클러스터를 추가하고 클러스터 관리 LIF를 지정하십시오.
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• 스토리지 인증 세부 정보는 VMware vSphere용 SnapCenter 플러그인의 여러 인스턴스 간에 또는 Windows

SnapCenter Server와 vCenter의 SnapCenter 플러그인 간에 공유되지 않습니다.

단계

1. vCenter Client 바로 가기 페이지에서 SnapCenter Plug-in for VMware vSphere (SCV) 를 선택합니다.

2. SCV의 왼쪽 탐색 창에서 * 대시보드 * > * Storage Systems * 를 선택합니다.

3. 스토리지 시스템 페이지에서 * 추가 * 옵션을 선택합니다.

4. 스토리지 시스템 추가 * 마법사에서 다음 표에 나열된 기본 스토리지 VM 또는 클러스터 정보를 입력합니다.

이 필드의 경우… 이렇게 하십시오.

수행할 수 있습니다 스토리지 클러스터 또는 스토리지 VM의 FQDN 또는
관리 LIF의 IP 주소를 입력합니다. VMware vSphere용
SnapCenter 플러그인은 서로 다른 클러스터에서 같은
이름의 여러 스토리지 VM을 지원하지 않습니다.

인증 방법 자격 증명 또는 인증서를 선택합니다. 두 가지 유형의
인증서가 지원됩니다 "자체 서명된 인증서" "CA 서명
인증서".

사용자 이름 인증 방법으로 자격 증명을 선택하면 이 필드가
표시됩니다. 스토리지 VM 또는 클러스터에 로그온하는
데 사용되는 ONTAP 사용자 이름을 입력합니다.

암호 인증 방법으로 자격 증명을 선택하면 이 필드가
표시됩니다. 스토리지 VM 또는 클러스터 로그인 암호를
입력합니다.

인증서 인증 방법으로 인증서를 선택하면 이 필드가 표시됩니다.

인증서 파일을 찾아 선택합니다.

개인 키 인증 방법으로 인증서를 선택하면 이 필드가 표시됩니다.

개인 키 파일을 찾아 선택합니다.

프로토콜 스토리지 프로토콜을 선택합니다.

포트 스토리지 시스템에서 허용하는 포트입니다.

HTTPS 연결의 경우 -443

HTTP 연결용 -80

시간 초과 VMware vSphere용 SnapCenter 플러그인이 작업
시간 제한 전에 대기할 시간(초)을 입력합니다. 기본값은
60초입니다.

기본 IP 주소입니다 스토리지 VM에 관리 IP 주소가 둘 이상 있는 경우 이
확인란을 선택하고 VMware vSphere용 SnapCenter

플러그인에서 사용할 IP 주소를 입력합니다. * 참고: * IP

주소를 입력할 때 대괄호([])를 사용하지 마십시오.

이벤트 관리 시스템(EMS) 및 AutoSupport 설정 EMS 메시지를 스토리지 시스템 syslog에 보내거나,

적용된 보호, 완료된 복원 작업 또는 실패한 작업을 위해
스토리지 시스템으로 AutoSupport 메시지를 보내려면
해당 확인란을 선택합니다. 스토리지 시스템에 실패한
작업에 대한 * AutoSupport 알림 전송 * 확인란을
선택하고 * SnapCenter 서버 이벤트를 syslog * 로 로그
확인란을 선택하여 AutoSupport 알림을 설정합니다.
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이 필드의 경우… 이렇게 하십시오.

SnapCenter 서버 이벤트를 syslog에 기록합니다 VMware vSphere용 SnapCenter 플러그인에 대한
이벤트를 기록하려면 이 확인란을 선택합니다.

스토리지 시스템에 실패한 작업에 대한 AutoSupport

알림을 보냅니다
실패한 데이터 보호 작업에 대한 AutoSupport 알림을
사용하려면 확인란을 선택합니다. 또한 스토리지
VM에서 AutoSupport를 설정하고 AutoSupport e-메일
설정을 구성해야 합니다.

5. 추가 * 를 선택합니다.

스토리지 클러스터를 추가하면 해당 클러스터의 모든 스토리지 VM이 자동으로 추가됩니다. 자동으로 추가된
스토리지 VM(일명 "암시적" 스토리지 VM)은 사용자 이름 대신 하이픈(-)과 함께 클러스터 요약 페이지에
표시됩니다. 사용자 이름은 명시적 스토리지 엔터티에 대해서만 표시됩니다.

스토리지 시스템 관리

VMware vSphere Client를 사용하여 VM 또는 데이터 저장소를 백업하거나 복구하려면 먼저
스토리지를 추가해야 합니다.

스토리지 VM을 수정합니다

VMware vSphere Client를 사용하여 VMware vSphere용 SnapCenter 플러그인에 등록되어 VM 데이터 보호 작업에
사용되는 클러스터 및 스토리지 VM의 구성을 수정할 수 있습니다.

클러스터(암시적 스토리지 VM라고도 함)의 일부로 자동 추가된 스토리지 VM을 수정하는 경우 해당 스토리지 VM은
명시적 스토리지 VM으로 변경되며 해당 클러스터의 나머지 스토리지 VM을 변경하지 않고 개별적으로 삭제할 수
있습니다. 스토리지 시스템 페이지에서 인증 방법이 인증서를 통해 사용되는 경우 사용자 이름이 N/A로 표시됩니다.

사용자 이름은 클러스터 목록의 명시적 스토리지 VM에만 표시되고 ExplicitSVM 플래그가 TRUE로 설정되어 있습니다.

모든 스토리지 VM은 항상 연결된 클러스터 아래에 나열됩니다.

SnapCenter 사용자 인터페이스를 사용하여 애플리케이션 기반 데이터 보호 작업을 위한 스토리지
VM을 추가한 경우 동일한 사용자 인터페이스를 사용하여 해당 스토리지 VM을 수정해야 합니다.

단계

1. SCV 플러그인의 왼쪽 탐색 창에서 * Storage Systems * 를 선택합니다.

2. 스토리지 시스템 * 페이지에서 수정할 스토리지 VM을 선택한 다음 * 편집 * 을 선택합니다.

3. Edit Storage System * 창에서 새 값을 입력한 다음 * Update * 를 선택하여 변경 사항을 적용합니다.

스토리지 VM을 제거합니다

VMware vSphere Client를 사용하여 vCenter의 인벤토리에서 스토리지 VM을 제거할 수 있습니다.

SnapCenter 사용자 인터페이스를 사용하여 애플리케이션 기반 데이터 보호 작업을 위한 스토리지
VM을 추가한 경우 동일한 사용자 인터페이스를 사용하여 해당 스토리지 VM을 수정해야 합니다.

시작하기 전에
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스토리지 VM을 제거하려면 먼저 스토리지 VM의 모든 데이터 저장소를 마운트 해제해야 합니다.

이 작업에 대해

리소스 그룹에 제거하는 스토리지 VM에 상주하는 백업이 있는 경우 해당 리소스 그룹에 대한 후속 백업이 실패합니다.

단계

1. SCV 플러그인의 왼쪽 탐색 창에서 * Storage Systems * 를 선택합니다.

2. 스토리지 시스템 * 페이지에서 제거할 스토리지 VM을 선택한 다음 * 삭제 * 를 선택합니다.

3. Remove Storage System * 확인 상자에서 * Delete storage system(s) * 확인란을 선택하고 * Yes * 를 선택하여
확인합니다. 참고: ESXi 호스트 7.0U1 이상 릴리즈만 지원됩니다.

"VMware vSphere Client 서비스를 다시 시작합니다"..

구성된 스토리지 시간 제한을 수정합니다

과거에는 백업이 성공적으로 실행되었지만 VMware vSphere용 SnapCenter 플러그인이
스토리지 시스템이 구성된 시간 초과 기간을 초과할 때까지 기다려야 하는 동안 백업이 실패할 수
있습니다. 이 상황이 발생하면 구성된 시간 초과를 증가시킬 수 있습니다.

"SCV에서 리소스를 검색할 수 없습니다. 데이터 저장소에 대한 저장소 세부 정보를 가져올 수 없습니다.<xxx>…"

오류가 발생할 수 있습니다

단계

1. SCV 플러그인의 왼쪽 탐색 창에서 * Storage Systems * 를 선택합니다.

2. 스토리지 시스템 페이지에서 수정할 스토리지 시스템을 선택하고 * 편집 * 을 선택합니다.

3. 시간 초과 필드에서 초 수를 늘립니다.

대규모 환경에서는 180초가 권장됩니다.
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