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SQL Server 데이터베이스, 인스턴스 또는 가용성
그룹을 백업합니다

백업 워크플로우

사용자 환경에 Microsoft SQL Server용 SnapCenter 플러그인을 설치하면 SnapCenter를
사용하여 SQL Server 리소스를 백업할 수 있습니다.

여러 서버에서 동시에 실행되도록 여러 백업을 예약할 수 있습니다.

동일한 리소스에서 백업 및 복원 작업을 동시에 수행할 수 없습니다.

다음 워크플로에서는 백업 작업을 수행해야 하는 순서를 보여 줍니다.

NetApp이 아닌 LUN, 손상된 데이터베이스 또는 복원 중인 데이터베이스를 선택하면 Resources

페이지의 Backup Now, Restore, Manage Backups 및 Clone 옵션이 비활성화됩니다.

PowerShell cmdlet을 수동으로 또는 스크립트에서 사용하여 백업, 복원, 복구, 확인 및 클론 작업을 수행할 수도
있습니다. PowerShell cmdlet에 대한 자세한 내용은 SnapCenter cmdlet 도움말을 사용하거나 을 참조하십시오
"SnapCenter 소프트웨어 cmdlet 참조 가이드"

SnapCenter가 데이터베이스를 백업하는 방법

SnapCenter는 스냅샷 복사본 기술을 사용하여 LUN 또는 VMDK에 상주하는 SQL Server 데이터베이스를
백업합니다. SnapCenter은 데이터베이스의 스냅샷 복사본을 생성하여 백업을 생성합니다.

리소스 페이지에서 전체 데이터베이스 백업에 사용할 데이터베이스를 선택하면 SnapCenter는 동일한 스토리지 볼륨에
상주하는 다른 모든 데이터베이스를 자동으로 선택합니다. LUN 또는 VMDK에서 하나의 데이터베이스만 저장하는 경우
데이터베이스를 개별적으로 선택 또는 다시 선택할 수 있습니다. LUN 또는 VMDK에 여러 데이터베이스가 포함된 경우
데이터베이스를 그룹으로 선택 또는 다시 선택해야 합니다.

단일 볼륨에 상주하는 모든 데이터베이스가 Snapshot 복사본을 사용하여 동시에 백업됩니다. 최대 동시 백업
데이터베이스 수가 35이고 스토리지 볼륨에 데이터베이스가 35개 이상인 경우 생성되는 총 스냅샷 복사본 수는
데이터베이스 수를 35개로 나눈 값과 같습니다.

백업 정책의 각 스냅샷 복사본에 대한 최대 데이터베이스 수를 구성할 수 있습니다.

SnapCenter에서 스냅샷 복사본을 생성하면 전체 스토리지 시스템 볼륨이 스냅샷 복사본에 캡처됩니다. 그러나 백업은
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백업이 생성된 SQL 호스트 서버에만 유효합니다.

다른 SQL 호스트 서버의 데이터가 동일한 볼륨에 상주하는 경우 스냅샷 복사본에서 이 데이터를 복원할 수 없습니다.

• 자세한 정보 찾기 *

"PowerShell cmdlet을 사용하여 리소스를 백업합니다"

"리소스 중지 또는 그룹화 작업이 실패했습니다"

리소스를 백업에 사용할 수 있는지 여부를 확인합니다

리소스는 설치한 플러그인에서 유지 관리하는 데이터베이스, 애플리케이션 인스턴스, 가용성
그룹 및 유사한 구성 요소입니다. 이러한 리소스를 리소스 그룹에 추가하여 데이터 보호 작업을
수행할 수 있지만 먼저 사용 가능한 리소스를 확인해야 합니다. 사용 가능한 리소스를 확인하면
플러그인 설치가 성공적으로 완료되었는지 확인할 수도 있습니다.

• 필요한 것 *

• SnapCenter 서버 설치, 호스트 추가, 스토리지 시스템 접속 생성, 자격 증명 추가 등의 작업을 이미 완료해야
합니다.

• Microsoft SQL 데이터베이스를 검색하려면 다음 조건 중 하나를 충족해야 합니다.

◦ 플러그인 호스트를 SnapCenter 서버에 추가하는 데 사용한 사용자는 Microsoft SQL Server에서 필요한 사용
권한(sysadmin)을 가져야 합니다.

◦ 위 조건이 충족되지 않으면 SnapCenter 서버에서 Microsoft SQL Server에 필요한 권한(sysadmin)을 가진
사용자를 구성해야 합니다. 사용자는 Microsoft SQL Server 인스턴스 수준에서 구성해야 하며 사용자는 SQL

또는 Windows 사용자일 수 있습니다.

• Windows 클러스터에서 Microsoft SQL 데이터베이스를 검색하려면 FCI(장애 조치 클러스터 인스턴스) TCP/IP

포트의 차단을 해제해야 합니다.

• 데이터베이스가 VMware RDM LUN 또는 VMDK에 상주하는 경우 VMware vSphere용 SnapCenter 플러그인을
구축하고 SnapCenter에 플러그인을 등록해야 합니다.

자세한 내용은 을 참조하십시오 "VMware vSphere용 SnapCenter 플러그인 구축"

• GMSA로 호스트를 추가하고 GMSA에 로그인 및 시스템 관리자 권한이 있는 경우 GMSA를 사용하여 SQL

인스턴스에 연결합니다.

• 이 작업에 대한 정보 *

Details * 페이지의 * Overall Status * 옵션이 Not Available for backup으로 설정되어 있으면 데이터베이스를 백업할
수 없습니다. 다음 중 하나라도 해당하면 * Overall Status *(전체 상태 *) 옵션이 Not Available(백업 불가)로
설정됩니다.

• 데이터베이스가 NetApp LUN에 없습니다.

• 데이터베이스가 정상 상태가 아닙니다.

데이터베이스가 오프라인 상태, 복원 중, 복구 보류 중, 의심스런 등의 상태일 때 정상 상태가 아닙니다.

• 데이터베이스에 권한이 없습니다.
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예를 들어, 사용자가 데이터베이스에 대한 보기 액세스 권한만 있는 경우 데이터베이스의 파일 및 속성을 식별할 수
없으므로 백업할 수 없습니다.

SQL Server Standard Edition에 가용성 그룹 구성이 있는 경우 SnapCenter는 기본 데이터베이스만
백업할 수 있습니다.

• 단계 *

1. 왼쪽 탐색 창에서 * 리소스 * 를 클릭한 다음 목록에서 적절한 플러그인을 선택합니다.

2. 리소스 페이지의 * 보기 * 드롭다운 목록에서 * 데이터베이스 * 또는 * 인스턴스 * 또는 * 가용성 그룹 * 을
선택합니다.

을 클릭합니다  호스트 이름과 SQL Server 인스턴스를 선택하여 리소스를 필터링합니다. 그런 다음 을
클릭할 수 있습니다  를 눌러 필터 창을 닫습니다.

3. 리소스 새로 고침 * 을 클릭합니다.

새로 추가, 이름 변경 또는 삭제된 리소스가 SnapCenter 서버 인벤토리로 업데이트됩니다.

리소스는 리소스 유형, 호스트 또는 클러스터 이름, 관련 리소스 그룹, 백업 유형, 정책 및 전체 상태와 같은 정보와 함께
표시됩니다.

• 데이터베이스가 비 NetApp 스토리지에 있는 경우 '백업을 사용할 수 없음’이 * Overall Status * 열에 표시됩니다.

NetApp이 아닌 스토리지에 있는 데이터베이스에는 데이터 보호 작업을 수행할 수 없습니다.

• 데이터베이스가 NetApp 스토리지에 있고 보호되지 않은 경우 * Overall Status * 열에 "보호되지 않음"이
표시됩니다.

• 데이터베이스가 NetApp 스토리지 시스템에 있고 보호되어 있는 경우 사용자 인터페이스에 Overall Status 열에
"Backup not run(백업이 실행되지 않음)" 메시지가 표시됩니다.

• 데이터베이스가 NetApp 스토리지 시스템에 있으며 보호되고 있고 데이터베이스에 대해 백업이 트리거되는 경우
사용자 인터페이스에 * Overall Status * 열에 "Backup Succeeded" 메시지가 표시됩니다.

자격 증명을 설정하는 동안 SQL 인증을 활성화한 경우 검색된 인스턴스 또는 데이터베이스에 빨간색
자물쇠 아이콘이 표시됩니다. 자물쇠 아이콘이 나타나면 인스턴스 또는 데이터베이스 자격 증명을
지정하여 인스턴스 또는 데이터베이스를 리소스 그룹에 성공적으로 추가해야 합니다.

SnapCenter 관리자가 RBAC 사용자에게 리소스를 할당한 후에는 RBAC 사용자가 로그인하여 * 자원 새로 고침 * 을
클릭하여 리소스의 최신 * 전체 상태 * 를 확인해야 합니다.

리소스를 NetApp 스토리지 시스템으로 마이그레이션

Microsoft Windows용 SnapCenter 플러그인을 사용하여 NetApp 스토리지 시스템을
프로비저닝한 후에는 SnapCenter 그래픽 사용자 인터페이스(GUI) 또는 PowerShell cmdlet을
사용하여 리소스를 NetApp 스토리지 시스템이나 NetApp LUN 간에 마이그레이션할 수
있습니다.

• 필요한 것 *
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• SnapCenter 서버에 스토리지 시스템을 추가해야 합니다.

• SQL Server 리소스를 새로 고친(검색된) 상태여야 합니다.

이 마법사 페이지의 대부분의 필드는 설명이 필요 없습니다. 다음 정보는 안내가 필요할 수 있는 일부 필드에 대해
설명합니다.

• 단계 *

1. 왼쪽 탐색 창에서 * 리소스 * 를 클릭한 다음 목록에서 적절한 플러그인을 선택합니다.

2. 리소스 * 페이지의 * 보기 * 드롭다운 목록에서 * 데이터베이스 * 또는 * 인스턴스 * 를 선택합니다.

3. 목록에서 데이터베이스 또는 인스턴스를 선택하고 * migrate * 를 클릭합니다.

4. Resources* 페이지에서 다음 작업을 수행합니다.

이 필드의 내용… 수행할 작업…

• 데이터베이스 이름 * (선택 사항) 마이그레이션할 인스턴스를 선택한 경우 * Databases

* 드롭다운 목록에서 해당 인스턴스의 데이터베이스를
선택해야 합니다.

• 목적지 선택 * 데이터 및 로그 파일의 타겟 위치를 선택합니다.

데이터 및 로그 파일은 선택한 NetApp 드라이브
아래에 각각 Data 및 Log 폴더로 이동됩니다. 폴더
구조에 폴더가 없으면 폴더가 만들어지고 리소스가
마이그레이션됩니다.

• 데이터베이스 파일 세부 정보 표시 * (선택 사항) 단일 데이터베이스의 여러 파일을
마이그레이션하려는 경우 이 옵션을 선택합니다.

인스턴스 * 리소스를 선택하면 이
옵션이 표시되지 않습니다.

• 옵션 * 소스에서 데이터베이스 복사본을 삭제하려면 * Delete

copy of Migrated Database at Original Location *

을 선택합니다.

선택 사항: * 데이터베이스를 분리하기 전에 테이블에
대한 업데이트 통계를 실행합니다 *.

5. Verify * 페이지에서 다음 작업을 수행합니다.

이 필드의 내용… 수행할 작업…

• 데이터베이스 일관성 검사 옵션 * 마이그레이션 전에 데이터베이스의 무결성을
확인하려면 * Run Before * 를 선택합니다.

마이그레이션 후 데이터베이스의 무결성을
확인하려면 * Run After * 를 선택합니다.
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이 필드의 내용… 수행할 작업…

• DBCC CHECKDB 옵션 * • 무결성 검사를 데이터베이스의 물리적 구조로
제한하고 데이터베이스에 영향을 미치는 찢어진
페이지, 체크섬 오류 및 일반적인 하드웨어 오류를
감지하려면 * physical_only * 옵션을 선택합니다.

• 모든 정보 메시지를 표시하지 않으려면 *

no_INFOMSGS * 옵션을 선택합니다.

• All_ERRORMSGS * 옵션을 선택하여 객체별로
보고된 모든 오류를 표시합니다.

• 클러스터링되지 않은 인덱스를 선택하지 않으려면
* NOINDEX * 옵션을 선택합니다.

SQL Server 데이터베이스는 DBCC(Microsoft

SQL Server Database Consistency

Checker)를 사용하여 데이터베이스 개체의
논리적 무결성 및 물리적 무결성을 검사합니다.

이 옵션을 선택하면 실행 시간이
줄어들 수 있습니다.

• 내부 데이터베이스 스냅샷 복사본을 사용하는
대신 TABLOCK 옵션을 선택하여 검사를
제한하고 잠금을 확보합니다.

6. 요약을 검토한 다음  마침을 클릭합니다.

SQL Server 데이터베이스에 대한 백업 정책을 생성합니다

SnapCenter를 사용하여 SQL Server 리소스를 백업하기 전에 리소스 또는 리소스 그룹에 대한
백업 정책을 만들거나 리소스 그룹을 만들거나 단일 리소스를 백업할 때 백업 정책을 만들 수
있습니다.

• 필요한 것 *

• 데이터 보호 전략을 정의해야 합니다.

• SnapCenter 설치, 호스트 추가, 리소스 식별 및 스토리지 시스템 접속 생성과 같은 작업을 완료하여 데이터 보호를
위한 준비를 갖추어야 합니다.

• 로그 백업을 위해 호스트 로그 디렉토리를 구성해야 합니다.

• SQL Server 리소스를 새로 고친(검색된) 상태여야 합니다.

• 스냅샷 복사본을 미러 또는 볼트에 복제하는 경우 SnapCenter 관리자는 소스 볼륨과 타겟 볼륨 모두에
SVM(스토리지 가상 머신)을 할당해야 합니다.

관리자가 사용자에게 리소스를 할당하는 방법에 대한 자세한 내용은 SnapCenter 설치 정보를 참조하십시오.

• powershellProcessforScripts 매개 변수의 값을 web.config 파일에서 true 로 설정하여 powerpare 및 postscripts

로 PowerShell 스크립트를 실행해야 합니다.
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기본값은 false 입니다

• 이 작업에 대한 정보 *

백업 정책은 백업을 관리 및 유지하는 방법과 리소스 또는 리소스 그룹을 백업하는 빈도를 제어하는 규칙의 집합입니다.

또한 복제 및 스크립트 설정을 지정할 수 있습니다. 정책에 옵션을 지정하면 다른 리소스 그룹에 대한 정책을 다시
사용할 때 시간이 절약됩니다.

이 마법사 페이지의 대부분의 필드는 설명이 필요 없습니다. 다음 정보는 안내가 필요할 수 있는 일부 필드에 대해
설명합니다.

• 단계 *

1. 왼쪽 탐색 창에서 * 설정 * 을 클릭합니다.

2. 설정 페이지에서 * 정책 * 을 클릭합니다.

3. 새로 만들기 * 를 클릭합니다.

4. 이름 * 페이지에서 정책 이름과 설명을 입력합니다.

5. 백업 유형 * 페이지에서 다음 단계를 수행하십시오.

a. 백업 유형을 선택합니다.

원하는 작업 수행할 작업…

데이터베이스 파일 및 트랜잭션 로그를 백업하고
트랜잭션 로그를 잘라냅니다

i. 전체 백업 및 로그 백업 * 을 선택합니다.

ii. 각 스냅샷 복사본에 대해 백업해야 하는 최대
데이터베이스 수를 입력합니다.

여러 백업 작업을 동시에
실행하려면 이 값을 늘려야
합니다.

데이터베이스 파일을 백업합니다 i. 전체 백업 * 을 선택합니다.

ii. 각 스냅샷 복사본에 대해 백업해야 하는 최대
데이터베이스 수를 입력합니다. 기본값은
100입니다

여러 백업 작업을 동시에
실행하려면 이 값을 늘려야
합니다.

트랜잭션 로그를 백업합니다 Log backup * 을 선택합니다.

b. 다른 백업 응용 프로그램을 사용하여 리소스를 백업하는 경우 * 백업만 복사 * 를 선택합니다.

트랜잭션 로그를 그대로 유지하면 모든 백업 애플리케이션이 데이터베이스를 복구할 수 있습니다.

일반적으로 다른 상황에서는 복사 전용 옵션을 사용하지 않아야 합니다.
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Microsoft SQL은 보조 스토리지에 대해 * 전체 백업 및 로그 백업 * 옵션과 함께 * 복사 전용
백업 * 옵션을 지원하지 않습니다.

c. 가용성 그룹 설정 섹션에서 다음 작업을 수행합니다.

이 필드의 내용… 수행할 작업…

기본 백업 복제본에서만 백업합니다 기본 백업 복제본에서만 백업하려면 이 옵션을
선택합니다. 기본 백업 복제본은 SQL Server의
AG에 대해 구성된 백업 기본 설정에 따라 결정되며

백업할 복제본을 선택합니다 운영 AG 복제본 또는 보조 AG 복제본을 백업에
선택합니다.

백업 우선 순위(최소 및 최대 백업 우선 순위) 최소 백업 우선 순위 번호와 백업에 대한 AG

복제본을 결정하는 최대 백업 우선 순위 번호를
지정합니다. 예를 들어 최소 우선 순위는 10이고
최대 우선 순위는 50입니다. 이 경우 우선 순위가
10보다 큰 모든 AG 복제본이 백업에 고려됩니다.

기본적으로 최소 우선 순위는 1이고
최대 우선 순위는 100입니다.

클러스터 구성에서 백업은 정책에 설정된 보존 설정에 따라 클러스터의 각 노드에
유지됩니다. AG의 소유자 노드가 변경되면 보존 설정에 따라 백업이 수행되고 이전 소유자
노드의 백업은 유지됩니다. AG에 대한 보존은 노드 레벨에서만 적용할 수 있습니다.

d. 이 정책으로 생성할 백업을 예약하려면 * On demand *, * Hourly *, * Daily *, * Weekly * 또는 * Monthly *

중 하나를 선택하여 스케줄 유형을 지정합니다.

정책에 대해 하나의 스케줄 유형을 선택할 수 있습니다.

리소스 그룹을 생성하는 동안 백업 작업의 스케줄(시작 날짜, 종료 날짜 및 빈도)을 지정할
수 있습니다. 이렇게 하면 동일한 정책 및 백업 빈도를 공유하는 리소스 그룹을 생성할 수
있지만 각 정책에 서로 다른 백업 스케줄을 할당할 수 있습니다.

오전 2시에 예약된 경우 DST(일광 절약 시간) 중에는 일정이 트리거되지 않습니다.

6. Retention * 페이지에서 백업 유형 페이지에서 선택한 백업 유형에 따라 다음 작업 중 하나 이상을 수행합니다.
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a. 최신 복원 작업에 대한 보존 설정 섹션에서 다음 작업 중 하나를 수행합니다.

원하는 작업 수행할 작업…

특정 수의 스냅샷 복사본만 보유합니다 최근 <number>일 * 에 적용할 수 있는 로그 백업
보존 옵션을 선택하고 보존할 일 수를 지정합니다.

이 제한에 근접하면 이전 복사본을 삭제할 수
있습니다.

백업 사본을 특정 기간 동안 보관합니다 마지막 <number>일간의 전체 백업 기간 * 에
적용할 수 있는 로그 백업 보존 옵션을 선택하고
로그 백업 사본을 보관할 일 수를 지정합니다.

b. 필요 시 보존 설정에 대한 * 전체 백업 보존 설정 * 섹션에서 다음 작업을 수행합니다.

이 필드의 내용… 수행할 작업…

유지할 총 스냅샷 복사본 유지할 스냅샷 복사본 수를 지정하려면 * 유지할 총
스냅샷 복사본 * 을 선택합니다.

스냅샷 복사본 수가 지정된 수를 초과하면 가장
오래된 복사본이 먼저 삭제된 후 스냅샷 복사본이
삭제됩니다.

최대 보존 값은 ONTAP 9.4 이상의
리소스에 대해 1018이고, ONTAP

9.3 이전 버전의 리소스에 대해서는
254입니다. 보존이 기본 ONTAP

버전에서 지원하는 값보다 높은
값으로 설정된 경우 백업이
실패합니다.

기본적으로 보존 횟수 값은 2로
설정됩니다. 보존 횟수를 1로
설정하면 새 스냅샷 복사본이
타겟으로 복제될 때까지 첫 번째
스냅샷 복사본이 SnapVault 관계의
참조 스냅샷 복사본이므로 보존
작업이 실패할 수 있습니다.

에 대한 스냅샷 복사본을 유지합니다 스냅샷 복사본을 삭제하기 전에 보관할 일 수를
지정하려면 * 스냅샷 복사본 보관 기간 * 을
선택합니다.

c. 시간별, 일별, 주별 및 월별 보존 설정의 * 전체 백업 보존 설정 * 섹션에서 * 백업 유형 * 페이지에서 선택한
스케줄 유형에 대한 보존 설정을 지정합니다.

8



이 필드의 내용… 수행할 작업…

유지할 총 스냅샷 복사본 유지할 스냅샷 복사본 수를 지정하려면 * 유지할 총
스냅샷 복사본 * 을 선택합니다. 스냅샷 복사본 수가
지정된 수를 초과하면 가장 오래된 복사본이 먼저
삭제된 후 스냅샷 복사본이 삭제됩니다.

SnapVault 복제를 설정하려면 보존
수를 2 이상으로 설정해야 합니다.

보존 횟수를 1로 설정하면 새 스냅샷
복사본이 타겟으로 복제될 때까지 첫
번째 스냅샷 복사본이 SnapVault

관계의 참조 스냅샷 복사본이므로
보존 작업이 실패할 수 있습니다.

에 대한 스냅샷 복사본을 유지합니다 스냅샷 복사본을 삭제하기 전에 보관할 일 수를
지정하려면 * 스냅샷 복사본 보관 기간 * 을
선택합니다.

로그 스냅샷 복사본의 보존은 기본적으로 7일로 설정됩니다. Set-SmPolicy cmdlet을 사용하여 로그
스냅샷 복사본 보존을 변경합니다.

이 예에서는 로그 스냅샷 복사본 보존을 2로 설정합니다.

Set-SmPolicy -PolicyName 'newpol' -PolicyType 'Backup'

-PluginPolicyType 'SCSQL' -sqlbackuptype 'FullBackupAndLogBackup'

-RetentionSettings

@{BackupType='DATA';ScheduleType='Hourly';RetentionCount=2},@{BackupT

ype='LOG_SNAPSHOT';ScheduleType='None';RetentionCount=2},@{BackupType

='LOG';ScheduleType='Hourly';RetentionCount=2} -scheduletype 'Hourly'

+ "SnapCenter은 데이터베이스의 스냅샷 복사본을 유지합니다"

7. Replication * 페이지에서 보조 스토리지 시스템에 대한 복제를 지정합니다.

이 필드의 내용… 수행할 작업…

로컬 스냅샷 복사본을 생성한 후 SnapMirror를
업데이트합니다

다른 볼륨(SnapMirror)에 백업 세트의 미러 복사본을
생성하려면 이 옵션을 선택합니다.

스냅샷 복사본을 생성한 후 SnapVault를
업데이트합니다

디스크 간 백업 복제를 수행하려면 이 옵션을
선택합니다.
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이 필드의 내용… 수행할 작업…

보조 정책 레이블입니다 스냅샷 레이블을 선택합니다.

선택한 스냅샷 복사본 레이블에 따라 ONTAP에서는
해당 레이블과 일치하는 2차 스냅샷 복사본 보존
정책을 적용합니다.

로컬 스냅샷 복사본 * 을 생성한 후
SnapMirror 업데이트 * 를 선택한
경우, 선택적으로 보조 정책 레이블을
지정할 수 있습니다. 그러나 로컬
스냅샷 복사본 * 을 생성한 후 *

SnapVault 업데이트 * 를 선택한
경우에는 보조 정책 레이블을
지정해야 합니다.

오류 재시도 횟수입니다 프로세스가 중지되기 전에 수행해야 하는 복제 시도
횟수를 입력합니다.

8. Script* 페이지에서 백업 작업 전후에 실행해야 하는 처방인 또는 PS의 경로와 인수를 각각 입력합니다.

예를 들어 스크립트를 실행하여 SNMP 트랩을 업데이트하고, 경고를 자동화하고, 로그를 보낼 수 있습니다.

보조 스토리지가 스냅샷 복사본의 최대 제한에 도달하지 않도록 ONTAP에서 SnapMirror 보존
정책을 구성해야 합니다.

1. 검증 * 페이지에서 다음 단계를 수행하십시오.

a. 다음 백업 일정에 대한 * 검증 실행 * 섹션에서 일정 빈도를 선택합니다.

b. 데이터베이스 정합성 검사 옵션 * 섹션에서 다음 작업을 수행합니다.

이 필드의 내용… 수행할 작업…

무결성 구조를 데이터베이스의 물리적 구조로
제한(physical_only)

무결성 검사를 데이터베이스의 물리적 구조로
제한하고 데이터베이스에 영향을 미치는 찢어진
페이지, 체크섬 오류 및 일반적인 하드웨어 오류를
검색하려면 * 데이터베이스의 물리적 구조로 무결성
구조를 제한합니다(physical_only) * 를 선택합니다.

모든 정보 메시지 억제(INFOMSGS 없음) 모든 정보 메시지를 표시하지 않으려면 * 모든 정보
메시지 억제(no_INFOMSGS) * 를 선택합니다.

기본적으로 선택되어 있습니다.

객체별 보고된 모든 오류 메시지
표시(ALL_ERRORMSGS)

객체별로 보고된 모든 오류 메시지
표시(ALL_ERRORMSGS) * 를 선택하여 객체별로
보고된 모든 오류를 표시합니다.
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이 필드의 내용… 수행할 작업…

클러스터링되지 않은 인덱스(NOINDEX) 확인 안 함 클러스터링되지 않은 인덱스를 선택하지 않으려면 *

클러스터링되지 않은 인덱스(NOINDEX) * 를
선택합니다. SQL Server 데이터베이스는
DBCC(Microsoft SQL Server Database

Consistency Checker)를 사용하여 데이터베이스
개체의 논리적 무결성 및 물리적 무결성을
검사합니다.

내부 데이터베이스 스냅샷 복사본(TABLOCK)을
사용하지 않고 검사를 제한하고 잠금을 확보합니다.

내부 데이터베이스 Snapshot 복사본(TABLOCK) *

을 사용하여 검사를 제한하고 내부 데이터베이스
Snapshot 복사본을 사용하지 않고 잠금을 가져오는
대신 * Limit the checks and obtain the lock 을
선택합니다.

c. 로그 백업 * 섹션에서 * 완료 시 로그 백업 확인 * 을 선택하여 완료 시 로그 백업을 확인합니다.

d. 검증 스크립트 설정 * 섹션에서 검증 작업 전후에 실행해야 하는 처방인 또는 PS의 경로와 인수를 각각
입력합니다.

2. 요약을 검토하고 * Finish * 를 클릭합니다.

리소스 그룹을 만들고 SQL Server에 대한 정책을 연결합니다

리소스 그룹은 함께 백업 및 보호할 리소스를 추가하는 컨테이너입니다. 리소스 그룹을 사용하면
지정된 애플리케이션과 연결된 모든 데이터를 동시에 백업할 수 있습니다. 모든 데이터 보호
작업에는 리소스 그룹이 필요합니다. 또한 수행할 데이터 보호 작업의 유형을 정의하려면 하나
이상의 정책을 리소스 그룹에 연결해야 합니다.

새 자원 그룹을 만들지 않고도 자원을 개별적으로 보호할 수 있습니다. 보호된 리소스에서 백업을 수행할 수 있습니다.

• 단계 *

1. 왼쪽 탐색 창에서 * 리소스 * 를 클릭한 다음 목록에서 적절한 플러그인을 선택합니다.

2. 리소스 * 페이지의 * 보기 * 목록에서 * 데이터베이스 * 를 선택합니다.

최근에 SnapCenter에 리소스를 추가한 경우 * 리소스 새로 고침 * 을 클릭하여 새로 추가된
리소스를 확인합니다.

3. 새 리소스 그룹 * 을 클릭합니다.

4. 이름 * 페이지에서 다음 작업을 수행합니다.
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이 필드의 내용… 수행할 작업…

이름 자원 그룹 이름을 입력합니다.

리소스 그룹 이름은 250자를 초과할
수 없습니다.

태그 나중에 리소스 그룹을 검색하는 데 도움이 되는 하나
이상의 레이블을 입력합니다. 예를 들어 HR을 여러
자원 그룹에 태그로 추가하면 나중에 HR 태그와
연결된 모든 자원 그룹을 찾을 수 있습니다.

스냅샷 복사본에 대해 사용자 지정 이름 형식을
사용합니다

선택 사항: 사용자 지정 스냅샷 복사본의 이름 및
형식을 입력합니다. 예를 들어
customtext_resourcegroup_policy_hostname 또는
resourcegroup_hostname을 입력합니다.

기본적으로 스냅샷 복사본 이름에 타임스탬프가
추가됩니다.

5. Resources* 페이지에서 다음 단계를 수행하십시오.

a. 드롭다운 목록에서 호스트 이름, 리소스 유형 및 SQL Server 인스턴스를 선택하여 리소스 목록을
필터링합니다.

최근에 추가한 자원은 자원 목록을 새로 고친 후에만 사용 가능한 자원 목록에 나타납니다.

b. 사용 가능한 리소스* 섹션에서 선택한 리소스 섹션으로 리소스를 이동하려면 다음 단계 중 하나를
수행하십시오.

▪ 동일한 스토리지 볼륨에 있는 모든 리소스를 선택한 리소스 섹션으로 이동하려면 * 동일한 스토리지
볼륨에 있는 모든 리소스를 자동 선택 * 을 선택합니다.

▪ 사용 가능한 리소스 * 섹션에서 리소스를 선택한 다음 오른쪽 화살표를 클릭하여 * 선택한 리소스 *

섹션으로 이동합니다.

6. Policies * 페이지에서 다음 단계를 수행하십시오.

a. 드롭다운 목록에서 하나 이상의 정책을 선택합니다.

* 를 클릭하여 정책을 생성할 수도 있습니다 *.

선택한 정책에 대한 일정 구성 * 섹션에 선택한 정책이 나열됩니다.

b.
선택한 정책에 대한 일정 구성 * 섹션에서 * 를 클릭합니다 일정을 구성하려는 정책에 대한 스케줄 구성
열의

c. policy_policy_name_schedules 추가 대화 상자에서 시작 날짜, 만료 날짜 및 빈도를 지정하여 스케줄을
구성한 다음 * 확인 * 을 클릭합니다.

정책에 나열된 각 빈도에 대해 이 작업을 수행해야 합니다. 구성된 스케줄은 * 선택한 정책에 대한 스케줄
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구성 * 섹션의 적용된 스케줄 열에 나열됩니다.

d. Microsoft SQL Server 스케줄러를 선택합니다.

스케줄링 정책과 연결할 스케줄러 인스턴스도 선택해야 합니다.

Microsoft SQL Server 스케줄러를 선택하지 않으면 기본값은 Microsoft Windows 스케줄러입니다.

타사 백업 스케줄은 SnapCenter 백업 스케줄과 겹치는 경우 지원되지 않습니다. 스케줄을 수정하고 Windows

스케줄러 또는 SQL Server 에이전트에서 생성된 백업 작업의 이름을 변경해서는 안 됩니다.

7. 검증 * 페이지에서 다음 단계를 수행하십시오.

a. 검증 서버 * 드롭다운 목록에서 검증 서버를 선택합니다.

목록에는 SnapCenter에 추가된 모든 SQL Server가 포함됩니다. 여러 검증 서버(로컬 호스트 또는 원격
호스트)를 선택할 수 있습니다.

검증 서버 버전은 기본 데이터베이스를 호스팅하는 SQL Server의 버전 및 버전과 일치해야
합니다.

a. Load locators * 를 클릭하여 SnapMirror 및 SnapVault 볼륨을 로드하여 보조 스토리지에 대한 검증을
수행합니다.

b.
확인 일정을 구성할 정책을 선택한 다음 * 를 클릭합니다 *.

c. Add Verification Schedules_policy_name_대화 상자에서 다음 작업을 수행합니다.

원하는 작업 수행할 작업…

백업 후 확인을 실행합니다 백업 후 검증 실행 * 을 선택합니다.

검증 예약 Run scheduled verification * 을 선택합니다.

d. 확인 * 을 클릭합니다.

구성된 일정이 Applied Schedules 열에 나열됩니다. * 를 클릭하여 검토 후 편집할 수 있습니다 *

또는 * 를 클릭하여 삭제합니다 *.

8. 알림 * 페이지의 * 이메일 기본 설정 * 드롭다운 목록에서 이메일을 보낼 시나리오를 선택합니다.

또한 보낸 사람 및 받는 사람 전자 메일 주소와 전자 메일의 제목도 지정해야 합니다. 자원 그룹에서 수행된
작업의 보고서를 첨부하려면 * 작업 보고서 첨부 * 를 선택합니다.

이메일 알림의 경우 GUI 또는 PowerShell 명령 Set-SmtpServer를 사용하여 SMTP 서버 세부
정보를 지정해야 합니다.

1. 요약을 검토하고 * Finish * 를 클릭합니다.

• 자세한 정보 찾기 *
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"SQL Server 데이터베이스에 대한 백업 정책을 생성합니다"

SQL 리소스 백업 요구 사항

SQL 리소스를 백업하기 전에 몇 가지 요구 사항이 충족되었는지 확인해야 합니다.

• 비 NetApp 스토리지 시스템에서 NetApp 스토리지 시스템으로 리소스를 마이그레이션해야 합니다.

• 백업 정책을 만들어야 합니다.

• 보조 스토리지와 SnapMirror 관계가 있는 리소스를 백업하려면 스토리지 사용자에게 할당된 ONTAP 역할에
"'스냅샷 전체' 권한이 있어야 합니다. 그러나 "vsadmin" 역할을 사용하는 경우에는 "napmirror all" 권한이 필요하지
않습니다.

• SQL 인스턴스 자격 증명이 AD 사용자 또는 그룹에 할당되지 않으면 AD(Active Directory) 사용자가 시작한 백업
작업이 실패합니다. 설정 * > * 사용자 액세스 페이지 * 에서 AD 사용자 또는 그룹에 SQL 인스턴스 자격 증명을
할당해야 합니다.

• 정책이 연결된 리소스 그룹을 만들어야 합니다.

• 리소스 그룹에 서로 다른 호스트의 데이터베이스가 여러 개 있는 경우 네트워크 문제로 인해 일부 호스트의 백업
작업이 늦게 트리거될 수 있습니다. Set-SmConfigSettings PS cmdlet을 사용하여 web.config에서
FMaxRetryForUninitializedHosts 의 값을 구성해야 합니다.

SQL 리소스를 백업합니다

자원이 아직 자원 그룹에 속하지 않은 경우 자원 페이지에서 자원을 백업할 수 있습니다.

• 이 작업에 대한 정보 *

• Windows 자격 증명 인증의 경우 플러그인을 설치하기 전에 자격 증명을 설정해야 합니다.

• SQL Server 인스턴스 인증의 경우 플러그인을 설치한 후 자격 증명을 추가해야 합니다.

• GMSA 인증의 경우, GMSA를 활성화 및 사용하려면 SnapCenter에 호스트를 등록하는 동안 * 호스트 추가 * 또는
* 호스트 수정 * 페이지에서 GMSA를 설정해야 합니다.

• GMSA로 호스트를 추가하고 GMSA에 로그인 및 시스템 관리자 권한이 있는 경우 GMSA를 사용하여 SQL

인스턴스에 연결합니다.

• 단계 *

1. 왼쪽 탐색 창에서 * 리소스 * 를 클릭한 다음 목록에서 적절한 플러그인을 선택합니다.

2. 리소스 페이지의 * 보기 * 드롭다운 목록에서 * 데이터베이스 * 또는 * 인스턴스 * 또는 * 가용성 그룹 * 을
선택합니다.

a. 백업하려는 데이터베이스, 인스턴스 또는 가용성 그룹을 선택합니다.

인스턴스 백업을 수행할 때 마지막 백업 상태 또는 해당 인스턴스의 타임스탬프에 대한 정보는 리소스
페이지에서 사용할 수 없습니다.

토폴로지 보기에서는 백업 상태, 타임스탬프 또는 백업이 인스턴스 또는 데이터베이스에 대한 것인지 구분할 수
없습니다.

1. 리소스 * 페이지에서 스냅샷 복사본의 * 사용자 지정 이름 형식 확인란을 선택한 다음 스냅샷 복사본 이름에
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사용할 사용자 지정 이름 형식을 입력합니다.

예를 들어 customtext_policy_hostname 또는 resource_hostname을 입력합니다. 기본적으로 스냅샷 복사본
이름에 타임스탬프가 추가됩니다.

2. Policies * 페이지에서 다음 작업을 수행합니다.

a. Policies * 섹션의 드롭다운 목록에서 하나 이상의 정책을 선택합니다.

•
를 클릭하여 정책을 생성할 수 있습니다 를 눌러 정책 마법사를 시작합니다.

선택한 정책에 대한 일정 구성 * 섹션에 선택한 정책이 나열됩니다.

a.
를 클릭합니다 일정을 구성하려는 정책에 대한 스케줄 구성 열의

b. 정책 * "policy_name"에 대한 일정 추가 대화 상자에서 일정을 구성한 다음 * 확인 * 을 클릭합니다.

여기서 policy_name은 선택한 정책의 이름입니다.

구성된 스케줄은 * Applied Schedules * 열에 나열됩니다.

c. Microsoft SQL Server 스케줄러 사용 * 을 선택한 다음 일정 관리 정책과 연결된 * 스케줄러 인스턴스 *

드롭다운 목록에서 스케줄러 인스턴스를 선택합니다.

1. 검증 * 페이지에서 다음 단계를 수행하십시오.

d. 검증 서버 * 드롭다운 목록에서 검증 서버를 선택합니다.

여러 검증 서버(로컬 호스트 또는 원격 호스트)를 선택할 수 있습니다.

검증 서버 버전은 기본 데이터베이스를 호스팅하는 SQL Server 버전의 버전과 같거나 그
이상이어야 합니다.

e. 보조 스토리지 시스템의 백업을 확인하려면 * 보조 로케이터 로드 * 를 선택합니다.

f.
확인 일정을 구성할 정책을 선택한 다음 * 를 클릭합니다 *.

g. Add Verification Schedules_policy_name_대화 상자에서 다음 작업을 수행합니다.

원하는 작업 수행할 작업…

백업 후 확인을 실행합니다 백업 후 검증 실행 * 을 선택합니다.

검증 예약 Run scheduled verification * 을 선택합니다.

검증 서버에 스토리지 접속이 없는 경우 디스크 마운트 실패 오류가 발생하면서 확인 작업이
실패합니다.

h. 확인 * 을 클릭합니다.

구성된 일정이 Applied Schedules 열에 나열됩니다.
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1. 알림 * 페이지의 * 이메일 기본 설정 * 드롭다운 목록에서 이메일을 보낼 시나리오를 선택합니다.

또한 보낸 사람 및 받는 사람 전자 메일 주소와 전자 메일의 제목도 지정해야 합니다. 자원 그룹에서 수행된
작업의 보고서를 첨부하려면 * 작업 보고서 첨부 * 를 선택합니다.

이메일 알림의 경우 GUI 또는 PowerShell 명령 Set-SmtpServer를 사용하여 SMTP 서버 세부
정보를 지정해야 합니다.

1. 요약을 검토하고 * Finish * 를 클릭합니다.

데이터베이스 토폴로지 페이지가 표시됩니다.

2. 지금 백업 * 을 클릭합니다.

3. 백업 * 페이지에서 다음 단계를 수행하십시오.

i. 리소스에 여러 정책을 적용한 경우 * 정책 * 드롭다운 목록에서 백업에 사용할 정책을 선택합니다.

필요 시 백업에 대해 선택한 정책이 백업 스케줄과 연결된 경우 스케줄 유형에 지정된 보존 설정에 따라 필요 시
백업이 유지됩니다.

j. 백업 후 확인 * 을 선택하여 백업을 확인합니다.

k. 백업 * 을 클릭합니다.

Windows 스케줄러 또는 SQL Server 에이전트에서 생성된 백업 작업의 이름은 바꾸지 않아야
합니다.

필요 시 백업에 대해 선택한 정책이 백업 스케줄과 연결된 경우 스케줄 유형에 지정된 보존 설정에 따라 필요 시
백업이 유지됩니다.

암시적 리소스 그룹이 만들어집니다. 이 정보는 * 사용자 액세스 * 페이지에서 해당 사용자 또는 그룹을 선택하여 볼
수 있습니다. 암시적 리소스 그룹 유형은 "리소스"입니다.

1. 모니터 * > * 작업 * 을 클릭하여 작업 진행 상황을 모니터링합니다.

• 완료 후 *

• MetroCluster 구성에서 SnapCenter는 페일오버 후 보호 관계를 감지하지 못할 수 있습니다.

"MetroCluster 페일오버 후 SnapMirror 또는 SnapVault 관계를 감지할 수 없습니다"

• VMDK에서 애플리케이션 데이터를 백업하고 VMware vSphere용 SnapCenter 플러그인의 Java 힙 크기가
충분히 크지 않으면 백업이 실패할 수 있습니다. Java 힙 크기를 늘리려면 스크립트 파일
/opt/netapp/init_scripts/scvservice를 찾습니다. 이 스크립트에서 do_start method 명령이 SnapCenter VMware

플러그인 서비스를 시작합니다. 이 명령을 'java-jar-Xmx8192M-Xms4096M’으로 업데이트합니다.

• 자세한 정보 찾기 *

"SQL Server 데이터베이스에 대한 백업 정책을 생성합니다"

"PowerShell cmdlet을 사용하여 리소스를 백업합니다"

"TCP_TIMEOUT의 지연으로 인해 MySQL 연결 오류로 인해 백업 작업이 실패합니다"
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"Windows 스케줄러 오류로 인해 백업이 실패합니다"

"리소스 중지 또는 그룹화 작업이 실패했습니다"

SQL Server 리소스 그룹을 백업합니다

리소스 페이지에서 필요 시 리소스 그룹을 백업할 수 있습니다. 리소스 그룹에 정책이 연결되어
있고 스케줄이 구성되어 있는 경우 스케줄에 따라 백업이 자동으로 수행됩니다.

• 단계 *

1. 왼쪽 탐색 창에서 * 리소스 * 를 클릭한 다음 목록에서 적절한 플러그인을 선택합니다.

2. 리소스 페이지의 * 보기 * 목록에서 * 리소스 그룹 * 을 선택합니다.

검색 상자에 리소스 그룹 이름을 입력하거나 * 를 클릭하여 리소스 그룹을 검색할 수 있습니다 를 누른 다음
태그를 선택합니다. 그런 다음 * 를 클릭할 수 있습니다 를 눌러 필터 창을 닫습니다.

3. 리소스 그룹 * 페이지에서 백업할 리소스 그룹을 선택한 다음 * 지금 백업 * 을 클릭합니다.

4. 백업 * 페이지에서 다음 단계를 수행하십시오.

a. 여러 정책을 리소스 그룹에 연결한 경우 * Policy * 드롭다운 목록에서 백업에 사용할 정책을 선택합니다.

필요 시 백업에 대해 선택한 정책이 백업 스케줄과 연결된 경우 스케줄 유형에 지정된 보존 설정에 따라
필요 시 백업이 유지됩니다.

b. 백업 후 * Verify * 를 선택하여 필요 시 백업을 확인합니다.

정책의 * Verify * 옵션은 예약된 작업에만 적용됩니다.

c. 백업 * 을 클릭합니다.

5. 모니터 * > * 작업 * 을 클릭하여 작업 진행 상황을 모니터링합니다.

• 자세한 정보 찾기 *

"SQL Server 데이터베이스에 대한 백업 정책을 생성합니다"

"리소스 그룹을 만들고 SQL Server에 대한 정책을 연결합니다"

"PowerShell cmdlet을 사용하여 리소스를 백업합니다"

"TCP_TIMEOUT의 지연으로 인해 MySQL 연결 오류로 인해 백업 작업이 실패합니다"

"Windows 스케줄러 오류로 인해 백업이 실패합니다"

백업 작업을 모니터링합니다

SnapCenter 작업 페이지에서 SQL 리소스 백업 작업을 모니터링합니다

SnapCenterJobs 페이지를 사용하여 여러 백업 작업의 진행률을 모니터링할 수 있습니다. 진행 상황을 확인하여 완료
시기 또는 문제가 있는지 확인할 수 있습니다.
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• 이 작업에 대한 정보 *

다음 아이콘이 작업 페이지에 나타나고 작업의 해당 상태를 나타냅니다.

•
 진행 중입니다

•  성공적으로 완료되었습니다

•  실패했습니다

•
 경고와 함께 완료되었거나 경고로 인해 시작할 수 없습니다

•  대기열에 있습니다

•  취소됨

• 단계 *

1. 왼쪽 탐색 창에서 * 모니터 * 를 클릭합니다.

2. 모니터 페이지에서 * 작업 * 을 클릭합니다.

3. 작업 페이지에서 다음 단계를 수행하십시오.

a. 을 클릭합니다  백업 작업만 나열되도록 목록을 필터링합니다.

b. 시작 및 종료 날짜를 지정합니다.

c. Type * 드롭다운 목록에서 * Backup * 을 선택합니다.

d. Status * (상태 *) 드롭다운에서 백업 상태를 선택합니다.

e. 작업이 성공적으로 완료되었는지 보려면 * Apply * 를 클릭합니다.

4. 백업 작업을 선택한 다음 * 세부 정보 * 를 클릭하여 작업 세부 정보를 봅니다.

백업 작업 상태가 표시됩니다 작업 세부 정보를 클릭하면 백업 작업의 일부 하위 작업이
아직 진행 중이거나 경고 기호로 표시되어 있는 것을 볼 수 있습니다.

5. 작업 세부 정보 * 페이지에서 * 로그 보기 * 를 클릭합니다.

로그 보기 * 버튼은 선택한 작업에 대한 상세 로그를 표시합니다.

작업 창에서 SQL 리소스에 대한 데이터 보호 작업을 모니터링합니다

작업 창에는 가장 최근에 수행한 작업 5개가 표시됩니다. 작업 창은 작업이 시작된 시점과 작업의 상태도 표시합니다.

작업 창에는 백업, 복원, 클론 및 예약된 백업 작업에 대한 정보가 표시됩니다. SQL Server용 플러그인 또는 Exchange

Server용 플러그인을 사용하는 경우 작업 창에 다시 시드된 작업에 대한 정보도 표시됩니다.

• 단계 *

1. 왼쪽 탐색 창에서 * 리소스 * 를 클릭한 다음 목록에서 적절한 플러그인을 선택합니다.

2. 을 클릭합니다  를 클릭하여 가장 최근 작업 5개를 확인합니다.

작업 중 하나를 클릭하면 작업 세부 정보가 작업 세부 정보 페이지에 나열됩니다.
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Microsoft SQL Server 백업 작업에 대한 SnapCenter 플러그인을
취소합니다

실행 중이거나 대기 중이거나 응답하지 않는 백업 작업을 취소할 수 있습니다. 백업 작업을
취소하면 생성된 백업이 SnapCenter 서버에 등록되지 않은 경우 SnapCenter 서버가 작업을
중지하고 스토리지에서 모든 스냅샷 복사본을 제거합니다. 백업이 이미 SnapCenter 서버에
등록되어 있는 경우 취소가 트리거된 후에도 이미 생성된 스냅샷 복사본이 롤백되지 않습니다.

• 필요한 것 *

• 복원 작업을 취소하려면 SnapCenter 관리자 또는 작업 소유자로 로그인해야 합니다.

• 대기열에 있거나 실행 중인 로그 또는 전체 백업 작업만 취소할 수 있습니다.

• 확인이 시작된 후에는 작업을 취소할 수 없습니다.

확인 전에 작업을 취소하면 작업이 취소되고 확인 작업이 수행되지 않습니다.

• 모니터 페이지 또는 작업 창에서 백업 작업을 취소할 수 있습니다.

• SnapCenter GUI를 사용하는 것 외에도 PowerShell cmdlet을 사용하여 작업을 취소할 수 있습니다.

• 취소할 수 없는 작업에 대해 * 작업 취소 * 버튼이 비활성화됩니다.

• 역할을 만드는 동안 이 역할의 모든 구성원이 사용자\그룹 페이지에서 다른 구성원 개체를 보고 작동할 수 있음 * 을
선택한 경우 해당 역할을 사용하는 동안 다른 구성원의 대기 중인 백업 작업을 취소할 수 있습니다.

• 단계 *

다음 작업 중 하나를 수행합니다.

시작… 조치

모니터 페이지 1. 왼쪽 탐색 창에서 * 모니터 * > * 작업 * 을 클릭합니다.

2. 작업을 선택하고 * 작업 취소 * 를 클릭합니다.

작업 창 1. 백업 작업을 시작한 후 를 클릭합니다  를 클릭하여
가장 최근 작업 5개를 확인합니다.

2. 작업을 선택합니다.

3. 작업 세부 정보 페이지에서 * 작업 취소 * 를
클릭합니다.

결과 *

작업이 취소되고 리소스가 이전 상태로 돌아갑니다. 취소한 작업이 취소 또는 실행 상태에서 응답하지 않는 경우 백업
작업을 강제로 중지하려면 Cancel-SmJob-jobid <int>-Force" cmdlet을 실행해야 합니다.

토폴로지 페이지에서 SQL Server 백업 및 클론 보기

리소스를 백업 또는 복제할 때 운영 스토리지와 보조 스토리지의 모든 백업 및 클론을 그래픽으로
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표시하는 것이 유용할 수 있습니다.

• 이 작업에 대한 정보 *

Topology * 페이지에서 선택한 리소스 또는 리소스 그룹에 사용할 수 있는 모든 백업 및 클론을 볼 수 있습니다. 이러한
백업 및 클론의 세부 정보를 확인한 다음 이를 선택하여 데이터 보호 작업을 수행할 수 있습니다.

Manage Copies * 보기에서 다음 아이콘을 검토하여 운영 스토리지 또는 보조 스토리지(미러 복사본 또는 볼트 사본
)에서 백업 및 클론을 사용할 수 있는지 여부를 확인할 수 있습니다.

•

 기본 스토리지에서 사용할 수 있는 백업 및 클론 수를 표시합니다.

•

 SnapMirror 기술을 사용하여 보조 스토리지에 미러링된 백업 및 클론 수를 표시합니다.

•

 SnapVault 기술을 사용하여 보조 스토리지에 복제된 백업 및 클론 수를 표시합니다.

◦ 표시된 백업 수에는 보조 스토리지에서 삭제된 백업이 포함됩니다.

예를 들어 정책을 사용하여 6개의 백업을 생성하여 4개의 백업만 보존한 경우 표시되는 백업 수는 6입니다.

미러 볼트 유형 볼륨에 있는 버전에 따라 유연한 미러 백업의 클론은 토폴로지 뷰에 표시되지만 토폴로지
뷰에 있는 미러 백업 횟수에는 버전에 따라 유연하게 백업할 수 있는 백업이 포함되지 않습니다.

• 단계 *

1. 왼쪽 탐색 창에서 * 리소스 * 를 클릭한 다음 목록에서 적절한 플러그인을 선택합니다.

2. Resources * 페이지의 * View * 드롭다운 목록에서 리소스 또는 리소스 그룹을 선택합니다.

3. 자원 세부 정보 보기 또는 자원 그룹 세부 정보 보기에서 자원을 선택합니다.

선택한 리소스가 복제된 데이터베이스인 경우 클론 생성된 데이터베이스를 보호합니다. 그러면 클론의 소스가
토폴로지 페이지에 표시됩니다. 복제에 사용된 백업을 보려면 * Details * 를 클릭합니다.

리소스가 보호되는 경우 선택한 리소스의 * Topology * 페이지가 표시됩니다.

4. Summary 카드를 검토하여 운영 스토리지와 보조 스토리지에서 사용할 수 있는 백업 및 클론 수를 요약합니다.

요약 카드 * 섹션에는 총 백업 및 클론 수가 표시됩니다.

Refresh * 버튼을 클릭하면 스토리지 쿼리가 시작되어 정확한 카운트를 표시합니다.

1. 복사본 관리 * 보기에서 기본 또는 보조 스토리지에서 * 백업 * 또는 * 클론 * 을 클릭하여 백업 또는 클론의 세부
정보를 확인합니다.

백업 및 클론의 세부 정보가 표 형식으로 표시됩니다.

2. 테이블에서 백업을 선택한 다음 데이터 보호 아이콘을 클릭하여 복원, 클론 복제, 이름 바꾸기 및 삭제 작업을
수행합니다.
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보조 스토리지에 있는 백업의 이름을 바꾸거나 백업을 삭제할 수 없습니다.

3. 테이블에서 클론을 선택하고 * Clone Split * 을 클릭합니다.

4. 클론을 삭제하려면 표에서 클론을 선택한 다음 을 클릭합니다 .
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불능, 데이터 손실, 이익 손실, 영업 중단을 포함하여(이에 국한되지 않음), 이 소프트웨어의 사용으로 인해 발생하는
모든 직접 및 간접 손해, 우발적 손해, 특별 손해, 징벌적 손해, 결과적 손해의 발생에 대하여 그 발생 이유, 책임론, 계약
여부, 엄격한 책임, 불법 행위(과실 또는 그렇지 않은 경우)와 관계없이 어떠한 책임도 지지 않으며, 이와 같은 손실의
발생 가능성이 통지되었다 하더라도 마찬가지입니다.

NetApp은 본 문서에 설명된 제품을 언제든지 예고 없이 변경할 권리를 보유합니다. NetApp은 NetApp의 명시적인
서면 동의를 받은 경우를 제외하고 본 문서에 설명된 제품을 사용하여 발생하는 어떠한 문제에도 책임을 지지 않습니다.

본 제품의 사용 또는 구매의 경우 NetApp에서는 어떠한 특허권, 상표권 또는 기타 지적 재산권이 적용되는 라이센스도
제공하지 않습니다.

본 설명서에 설명된 제품은 하나 이상의 미국 특허, 해외 특허 또는 출원 중인 특허로 보호됩니다.

제한적 권리 표시: 정부에 의한 사용, 복제 또는 공개에는 DFARS 252.227-7013(2014년 2월) 및 FAR 52.227-

19(2007년 12월)의 기술 데이터-비상업적 품목에 대한 권리(Rights in Technical Data -Noncommercial Items)

조항의 하위 조항 (b)(3)에 설명된 제한사항이 적용됩니다.

여기에 포함된 데이터는 상업용 제품 및/또는 상업용 서비스(FAR 2.101에 정의)에 해당하며 NetApp, Inc.의 독점
자산입니다. 본 계약에 따라 제공되는 모든 NetApp 기술 데이터 및 컴퓨터 소프트웨어는 본질적으로 상업용이며 개인
비용만으로 개발되었습니다. 미국 정부는 데이터가 제공된 미국 계약과 관련하여 해당 계약을 지원하는 데에만 데이터에
대한 전 세계적으로 비독점적이고 양도할 수 없으며 재사용이 불가능하며 취소 불가능한 라이센스를 제한적으로
가집니다. 여기에 제공된 경우를 제외하고 NetApp, Inc.의 사전 서면 승인 없이는 이 데이터를 사용, 공개, 재생산, 수정,

수행 또는 표시할 수 없습니다. 미국 국방부에 대한 정부 라이센스는 DFARS 조항 252.227-7015(b)(2014년 2월)에
명시된 권한으로 제한됩니다.

상표 정보

NETAPP, NETAPP 로고 및 http://www.netapp.com/TM에 나열된 마크는 NetApp, Inc.의 상표입니다. 기타 회사 및
제품 이름은 해당 소유자의 상표일 수 있습니다.
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