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데이터 보호를 수행할 때의 고려 사항

데이터 보호를 수행하기 위한 특정 고려 사항을 알고 있어야 합니다.

• 2차 시스템에서 클론 또는 복원 작업을 수행하려면 네임스페이스에 대상 볼륨을 마운트하고 제대로 내보내야
합니다.

• 값을 off로 설정하여 SnapDrive 구성 매개 변수 check-export-permission-nfs-clone을 해제해야 합니다.

NetApp Support 사이트의 SnapDrive for UNIX 문서에는 check-export-permission-nfs-clone 매개 변수에 대한
추가 정보가 포함되어 있습니다.

• 2차 스토리지 시스템에서 요청된 2차 스토리지 볼륨에 대해 SnapMirror 관계를 구성해야 합니다.

• 7-Mode에서 운영 중인 Data ONTAP에 대해 2차 스토리지 시스템에서 요청된 2차 스토리지 qtree에 대한
SnapVault 관계를 구성해야 합니다.

• Clustered Data ONTAP에 대해 SnapVault 사후 스크립트를 사용하는 경우 사용자 정의 SnapMirror 레이블에
대한 정책과 규칙을 정의해야 합니다.

SnapVault 사후 스크립트는 클러스터링된 Data ONTAP 볼륨과 SnapMirror 관계 유형 DP 및 XDP를 지원합니다.

NetApp Support 사이트의 ONTAP 문서에는 SnapMirror 및 SnapVault 구성에 대한 정보가 포함되어 있습니다.

"NetApp Support 사이트 관련 문서: mysupport.netapp.com"

SnapManager의 데이터 보호에 필요한 라이센스

운영 및 2차 스토리지 시스템에서 데이터 보호에 필요한 라이센스가 설치 및 설정되어 있는지
확인해야 합니다.

운영 스토리지 시스템은 Oracle 데이터베이스에 대한 최신 트랜잭션 업데이트를 수신하고, 데이터를 저장하고,

데이터베이스의 로컬 백업 보호를 제공합니다. 또한 운영 스토리지 시스템은 데이터베이스 데이터 파일, 로그 파일 및
제어 파일을 유지 관리합니다. 보조 스토리지 시스템은 보호 백업을 위한 원격 스토리지 역할을 합니다.

데이터 보호를 위해 운영 스토리지 시스템에 다음 라이센스가 설치 및 설정되어 있어야 합니다.

2차 스토리지 시스템에서 데이터 보호를 설정하려면 2차 스토리지 시스템에도 이러한 라이센스를 설치
및 활성화해야 합니다.

• 7-Mode에서 작동하는 Data ONTAP(7.3.1 이상) 또는 clustered Data ONTAP(8.2 이상)

• SnapVault

• SnapRestore

• SnapMirror를 참조하십시오

• 클론 복제에 FlexClone이 필요합니다.

또한 SnapDrive가 SAN 환경에서 FlexClone을 사용하도록 구성된 경우에만 SAN(Storage Area Network)에
FlexClone이 필요합니다.

• 적절한 프로토콜(예: iSCSI(Internet Small Computer System Interface) 또는 FC(Fibre Channel))
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