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You can enable single sign-on (S50) if you want an external identity provider (IdP) to authorize all user access to StorageGRID. To start,
enable identity federation and confirm that at least one federated user has Root Access permission to the Grid Manager and to the Tenant

Manager for any existing tenant accounts. Next, select Sandbox Mode to configure, save, and then test your SSO settings. After verifying

the connections, select Enabled and click Save to start using 550.
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0l 242 Azure AD2| 2t IE{Z210| X OfZ2[30] 40 AR3HE 0SS TofetLIcY.

OlE £0f, 2|0 #2| L=t stLbo|n g2 22| L EE O FItY 2O R o MEX| g8 2 G
It = 'StorageGRID'E = gtL|Ct,

o J2|E0] & 74 o| A2l &2 ==t otEl AL AEXtY| EXAHE [HOSTNAME]'S £°*°*L|Ef. o: 'SG-
[HOSTNAME]". OIE*HI SIH LEQ| SAE IE% 7|9to 2 A|AEIO| 2} 2ta| -=of Cist AE{T2to|=
OfZZ|#H|0|M 0|2 EA|SH= H|o|=0| MM ELICE

_= =
2t 22| e E20f| AIE|Z2t0| = OfZ2|H| 0| ME AFESHH AHE X7 22| Xt L E0] HHSHA|

: StorageGRID A|ARIQ| 2} 2t2| L =0f Chol AME{Z2to|= o Z2[H|0[ S BHS0{0F BfLCt.
200" &+ ASLICE

3. 9| LHAIE WHELICH Azure ADOIIA QIE{ 20| = OfZ2[H|0| M 2 M efL|Ct E|o| S0l LI E 2t 22| =0
CHH AEJZ2t0|= OHZ2|H[0] S M- BlLICt.

= ood

4. Azure ADOIIM 2t AIE{Z2t0| = OfZ2|#|0| M| et HIEHH|O|E] URLS SAFELICH 121 CHZ Ol URLE
StorageGRID2| 3li'g * H| 2| 0]+d H|EtH|O[Ef URL * 20 20 'E&LICH.

o. BE 22| L Eof Chet S HIEIHO|E] URLE SASHH 20{E2 = * MZ * & MEfetL|C}

% % S0t * Save * (& *) HEO| 544 2ol A7k LiepeiLICt,

Save

PingFederate(PingFederate)

1. Z X7t StorageGRID X0 tijgt SHOZ SSO 714 HEE EH 1 HE S ESStHE O AH2E TLS
o|7<A-1 = x| & &HL|C}

° * 2 MHE CAABM AE *: 2T MFo EX[E 7|2 CAUBSME AMEsI0 HES E=fLCt.

O] = Bt 2 MEX XY BN HIAES SAISIH * CARUSA * HIAE HXtof| 2

° *TLS * AFE et & TLS QIS ME Ar80ot0] HZ S EZ5HX| OHYAIL.

2. MH|A Z3ZXHSP) MM0j| A StorageGRIDO| CH$t * SP &< ID * £ XI™ELICE 0] 242 PingFederate2|
2t SP HZO|| AFEE 0|ES H|Of&LCt,
olE £0f, J2|=0f 22| =7t StLto| D gk el LE8 O It 2O 2 oMK g2 32 G

IF = 'StorageGRID'E 2i%tL|Ct

° J2|=0f £ 7K olael pre| =Tt EetE F MExtol| Xt [HOSTNAME]'S Z 3t
[HOSTNAME]. J2{% =E0| SAE 0|22 7|Z22 A|As|0| 2t 22| L =of th3t SP
HA|=[= H|o|=0] Y- EL|ct

ocod

E.H-Itr of: 'SG-
M4 D7t



@ StorageGRID A|AEIQ| Zt 22| =0 CHal SP H&5S Mo
CHoll SPE HESHH ALEXII #E| Xt L E0f| QHXSHA| EJ?_

|'|]0I-

4>
zo L
i3
r
opN

3. Federation metadata URL * Z=0|A 2} 2t2| = =0f CH$H I 2f0]M HIEIH|O|Ef URLS XA TL|Ct.

Ct

mjo
ogt

A ALSELICH

https://<Federation Service

Name>:<port>/pf/federation metadata.ping?PartnerSpId=<SP Connection
D>

R X S * Save * (MF *) HEO =28 2f2l EA|Z} LIEFELICY,

M £ A= ME| ESAE, AE{ZEt0|= 0fZ2(H|0[M = SP HES FI-LIL

40| Xze|s

M Sandbox 2 E 291 22/0| LIEFLL|CE 0] 2212 0| sandbox ZE7} EM3IE|SS HQlstn
e XS MSe

L|C}.

StorageGRID= Rt 22 MESA REZ SX|E 4 JUSLICH J8{Lt Thd A2 m|0| X0 * Sandbox ZE *

£ ME5IH 2= StorageGRID AFE X0 CHEH SSO7t HIZdotELICt 2& AFEAZE 2a0lg 4= ASLICY.

CtS HAION et AHZ X EB{ A E (Active Directory), AE{Z2I0|= & 21 (Azure) 2tz L£= SP
HZ(PingFederate)2 T gtL|Ct.
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Active DirectoryS Z2!3tL|C}
1. AD FS(Active Directory Federation Services)Z 0| Sg&L|C}.

2. StorageGRID THY AFQI2 H|O|X|Q] HO| HA|El 2} 7|8t SEALR} A HXLE A 60| StorageGRIDO| CHEt
SHLE O &to| Al2|e 4~ U= MTH EZAEE BHELICH

‘.

EfO| 20l EAIE! 2t 22| L= =0i| CHal stitel A 2[S 2FS0{of LTt

XiMIEt LHE2 & HZSHUAIR AD FSOI|M Z[8H FARF ERAES gLt

AzureE X|&gfLICt

1. #xH 23213t Admin Node2| Single Sign-On H|O| X|0f|A] SAML HIEIH|O|E{E CIRZEstD MY HES
MEHSHLICE,

2. J2|E0f|M CH2 22| =0 chHel CHS THAIE gh=Eght,
a. =0 29I},
b. 74 * > * HAHA KO * >* ThA AfRIR * & MERBIL|CE
c. siet L =0f| Chet SAML H|EH|O|E{ & CHR 2=t XA gfLICt.
3. Azure Portal 2 0| S8iL|C}.
4. o| ttA|E WHELICH Azure ADO||A| QIE{IZEIO|= OHZ2|H|0| M S MM SfL|CH 2 22| L =0fl CHE SAML
HIEHH OB IS ST Azure AIE{Z2}0|= OfE2|7|0| Mol =2 E=BfL|Ct.

PingFederate(PingFederate)

1. o 2221t Admin Node2| Single Sign-On H|O|X|0{|A{ SAML H|E}H|O|E{E CHREEStD HEE HE
MEHSHL|CY,

mjo

2. J2|=0j|A CHE 22| =0 el TS THAIE gttt

a. Lo 2aQlgtL|C.

b. 7M * > * A H[O] * > * THY AIRI2 * S MEHBIL|CY

c. die L =0f| Chet SAML HIEH|O|E E CH2 2 E6t 0 M EL(Ct.
3. PingFederate2 0| S&!L|Ct.

4. StorageGRIDO]| Ci$t SP(AMH|A S 2K} C’d’é% SfL
ID(StorageGRID TH ARl2 H|O|X|2] &
H|EtH[O|E{ & AME 'Lt

O| A M-MBfL|Ct, 2 3'.; 2| =0 cHslf sSP HZ
t i CFRE =3 SAML

=2
Ich
@
\‘_'6 —_—
=(I)=l-
ol
ke
o
H‘
In
2
::
OF

HOf| EA[E 2t 22| =0 Ch3f| otLte| SP H&S Mgt of gL Ct.

SSO U&= HAEBILICE

T H| StorageGRID A|AEI0f| CHs SSO(Single Sign-On)E AF2SH7| Hof 2+ 22| = =0 CHslf SSO(Single Sign-
On)2t £r 270}20] SHIEA| =0 Y=X| 2HlsHof ehL|Ct.
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Active DirectoryS Z2!3tL|C}
1. StorageGRID T AtQI2 H|O|X|2] Sandbox 2 E HIA|X[0f|A 2IFE Ar&LICH

URL2 * H[C{2{|0| M MH|A O|F * HEO|| =A%t giofl A THAEIL|CE

Sandbox mode

Sandbox mode is currently enabled. Use this mode to configure relying party trusts and to confirm that single sign-on (SS0) and
single logout (SLO) are correctly configured for the StorageGRID system.

1. Use Active Directory Federation Semnvices (AD FS) to create relying party trusts for StorageGRID. Create one trust for each
Admin Mode, using the relying party identifier(s) shown below.

G_ Go to your identity provider's sign-on page: https:ﬁad201En.saml.sgwsfadfs!lsfidpinitiatedsignon_htnD

3. From this page, sign in to each StorageGRID relying party trust. If the SSO operation is successful, StorageGRID displays
a page with a success message. Otherwise, an error message is displayed.

When you have confirmed SS0O for each of the relying party trusts and you are ready to enforce the use of S50 for StorageGRID,
change the S50 Status to Enabled, and click Save.

2. 1D Z3xte] 2191 HO|K|of| AN ASHEH YAZS MetStHLE URLE HARSIO] HEHR K0 20| SOMAIR.

3. SSOE AHZ3t0] StorageGRIDO| 2118t 4= AU=X| &foldt2AH * CHZ AIO|E F tLtol 2120 * S
MEHSED, 712 2E|RE = 20f Ciet 25 AL AEXE MESHTHE * 2301+ S MEigL| )

You are not signed in.

& Sign in to this site.

=
© 8SO 2191 8l 270t2 20| d35tH dS HIA| X[} LIEFEHL[C.
+" 5Single sign-on authentication and logout test completed successfully.
° SSO &0l AmstH F HIA|X|7t LIEHEL|CH 22X E sHAS D

AESIAAR.
5. 0] £b]

HatRXo| R7|E Mgt = CHAl

rulru

HHE5t0] 22(=9] 2t #a| = =0f| Cet SSO HES erelgfLct.

AzureZ X|&lEtLICt

1. Azure ZE9| Single Sign-On H|0|X| 2 0| S&tL|LC.
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43S HAIXIZF LIEFELICY,

" Single sign-on authentication and logout test completed successfully

° 8SO X0 HufstH F HIAIX[Z} LIEHELICE ZHIE sHESHY
AESHMAI2.
4. O] HHA|E BtEdted 12|

PingFederate(PingFederate)
1.

| ] =]
|_

Hatex{o| 27| AfHet = CHA|
2| o] CHet SSO HZES =P

2rQlgtL|Ct.

StorageGRID £ AtQl2 H|O|X|0| A Sandbox 2= H|A[X|2| & Huf &
23E ot

SER
ot 10| SHLIY MEdsto] Bl AEELICE

Sandbox mode

Sandbox mode is currently enabled. Use this mode to configure service provider (SP) connections and to confirm that single sign-on (S50) and
single logout (SLO) are correctly configured for the StorageGRID system

identifier{s) shown below

2. Test S50 and SLO by selecting the link for each Admin Nede
o hittps:/f

1. Use Ping Federate to create SP connections for StorageGRID. Create one SP connection for each Admin Node, using the relying party
o hitps://

fidp/startSS50.ping?PartnerSpld=5G-DC1-ADM1-106-69

lidp/statSS0.ping?PartnerSpld=5G-DC2-ADM1-106-73
3. StorageGRID displays a success or error message for sach test

ESt
S =

Enahbled, and select Save

When you have confirmed S50 for each SP connection and you are ready to enforce the use of S50 for StorageGRID, change the 550 Status to

AMEXLS| A4

A5t HEtRXQ| 7| E AlX|et = CHA|
Bisto] 2|20l 2t 2| L =0f| tist SSO HAS SelgtL|Ct
[O|X| Bt HIA|X|Zt HA|E|H HEtRXO|A * £ 2 * HES MEiSID X4 ZEE CHA| HMESHIAIR
SSO(Single Sign-On)S &MstetL|Ct
SSOE AFZ3101 2t BH2| = S0j 27018 4 A=K Bolst = F
UASLICE.

MH| StorageGRID A|AEI0]| CHS SSOE &Mt &
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SSO7t &M3tEl 22 BE AHEXH= SSOE AHE310{ Grid Manager, Tenant Manager, Grid
Management API % Tenant Management APIOf| 24 M| ASHOF BL|CH 2Z AtEXH= O O] &
StorageGRIDO| HM|AE o~ glEL|CE.

1. 4 * > HMA RO] * >~ Y

SSO MEHE * Enabled * 2 HATILICE

MNE+ S dEPLct.

.-PSD!\)

O|X| SSO(Single Sign-On)7t &4 2tHElL|CE

Azure TEHZ AL F0|11 Azuredl| HMNASH= O| AHESH= ZRE{0| A StorageGRIDO| HM|ASH=
@ AL Azure Portal AEXI7L &2l El StorageGRID A XFQIX| 2HQISHL|CH(StorageGRIDE 7t 2
E3t 259| AF2X}. E£= StorageGRIDO| 2321517| FHof| Azure ZEO|AM 2 10F2ELICE,

AD FSOf|A 7|8F ARt ERAES HHRILICE

AD FS(Active Directory Federation Services)E AH&5H0] A|ARIC[ 2} at2| L. =0f| CHEE 7| HE
SEALXL 2| E THS0{0F 2HL|Ct PowerShell &2 AHE38t7LE, StorageGRIDOIA SAML
HEIHIO|EE 7t 7L, HIO|HE +82 = UG /&Y £ U= A EHAEE DS £

—= T ML=
USLICE

Lot 2

* StorageGRIDO| CH3l Single Sign-On2 #4511 SSO KRYCZ *ADFS *

Il
-
m
g=|-

o>

-

aul

* * Sandbox 2E * = Grid Manager®| Single Sign-On H|O|X|0{| A] ME{ElL|C},
AbggtL|C,

mjo
o2t
>
30)
w
Q
>
o
O
o
X
Ha
n
1l

* AJABIO| 2 BH2| ol thet HASHE Tool O S (EE 1P T3} B
22 StorageGRID £H2! Al2I2 Ho|x|2] B2| = A5 R efo|20]

~ F_u
0("
g
£
1>
I
>
i

e
u
i
T
i
°
i
rot

a4 Sladr

[}

StorageGRID AIAEIS| 2t B2 = E0f Cifgh M2|8 4 9l MTH A2/ BHS0{of $L|
(D) ool e dzie 4+ 9 AR SlRof AL8RHE DE | oof oseh 21918
olaL|Ct
A H -

S0| 7Lt Microsoft AD FS 2A{0f] AM|A T £~ UELICE
* AD FS 22| AHQIS A5t QM ALEXH= Administrators 1 0] &3 AUSL|CE.
« AE02 AlF|St A Q) A

ASM7E JAALL

>
(@]
M
wn
=2
>
N
ol
>
Pl
Im
i1.]
|>
[m
mln
=]
N
rr
ox

g = A% StorageGRID 22| QIE{H|0| A0 CHSH FZEEE ALEXt X|H
F Aol 22| =0 23QI5t= WHE 21 Uo{of gfL|Ct.

indows Server 2016 AD FSO| M2 EIL|Ct CE HT2| AD FSE At25t= E EAtof| 2zt xto|7t
L|Ct. 2 20| Q= Z L Microsoft AD FS AHME HZTSHUAIL.

> =
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Mok
4>

Windows PowerShellS AE510 42| A= AEX LE[E BHEL T

Windows PowerShellS AFE30] 5L} 0] 9] A2[gh 4= QU= THE| ES{AEES WEH| 2HS = ASLIC.

EHA|
1. Windows A|Z} 0| =0l A PowerShell Ol0| 22 OtRA QLEZR HEQOR MEHSI T * 22|t Hoto= MW * 2
Meystict,
2. PowerShell 33 TEITEQ|A CIS BHES YSLICL
'Add-AdfsRelyingPartyTrust - Name'<em>Admin_Node_ldentififer</em>" - MetadataURL "<a

href="https://<em>Admin_Node_FQDN</em>/api/saml-metadata"™"
class="bare">https://<em>Admin_Node_ FQDN</em>/api/saml-metadata" </a>

° 'Admin_Node_Identifier2| 2< T Atel2 HO|X[of| EA|El CHE 22| =0 Chot 7|8 SEALRF A EXHE
UBILICE ofl: 'SG-DC1-ADM1 LI},

° 'Admin_Node_FQDN'9| 2% S%t 22| L E0f| s FsteEl £H|Ql 0|2 LAHELICL (HRs E2
L9 |IP FAE M ALY = UELICE J2{LE of7(0)] IP FAE YT AR0= i IP A7 HEE
A2 0| ME[E £ Y= AEX M2 E HO|O|EStAHLE CHA| BHS0{OF BFL|CE)
3. Windows Server Manager0®|A| * Tools * > * AD FS Management * S ME{S}L|C},
AD FS 2| =37} LIEHEL|C.
4. AD FS * > * 7|gt ThALR} 2| * £ MEdSiL|Ct,
M| 2 U AR SE0| LIEHELCH
S. ME ghE ME|g 4 U= ATH ME(0f| HMA Ko M 7
a. gz ghE AMEE 2 s HTIKE RELICH
b. EMAEE OIRA QEZ ChE= 2|61 * HM(A X0 BA ME * S ME4BILICE

=
= o = o
a. @3z ohE MEE = A= YiXE RELCH
b. M2|E 0IRA QEZ HESE 226t * Z2f| wg HM Wy + S MeelL|Ct

d. & HIES] MEf [o|X|e] SE0|M * HAZ LDAP £4 HL{7| * £ MEiSt D * Ct3 * & MEfStL|C}
l

e. & 74 HO|XIoflM O] #ElQ] HA| 0O|FS YHLICE

=2
i
In

=0, 0| ID*0f| CH3t * objectGUID.

f. EM XEA9| AL * Active Directory * S MEHSIL|CE,
g.- OHY E|0|22| LDAP &4 E0f| * objectGUID * € /U L|Ct.

h. i Ejo]E9l &l 222 R Fo|M EECH: SE0|M * 0| ID * & MEBLICE
A
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HEIHO|E1E NE2XMOZ JHL=X| &olstL|Ct
a. ME[E £ U= MO MR E ORA QER TR E S2I6t0o] £48 FLICHL

b. Endpoints *, * Identifiers * & * Signature * §{] LE7} MM UY=X| EHolstL|Ct,

HIEIH[O|E 7} 2t 2 T|E2|0] HIEHH|O|E] A7t SHHEX| &ISHALL S 522 UHYLIC

o
rn

F
I.

A E B=510] StorageGRID A|ARS| B = 2| L E0)| T MZ(E = = AT ERAEE LI
=
=

=
OFX|™ StorageGRIDE 017t BE A28t 4 Q= ML EBAE
%

o
(=]
QIBILIC}. 2 AESHYAIR Sandbox ZEES ALSBILICH B AESHIAIL.

—

Jtob A
et ujo

-

H|E{2f|o|d HEIE|OIH E 7HMet AtE HTlf 42| S 2hsLCt

2} 22] ==0of et SAML HIEFH|O|E{0f] M| ASHe 2t o EX} AZ[9f 22 7t E & JUASLIL.

£
1.

2
3
4.
5

Windows Server Manager0|A| * Tools * £ MEiot CHZ * AD FS Management * £ ME{SIL|CH

- Ao+ MR 5= A= GARKE AZ| =T+ & dEELC

=]
AIE HOIX|O A * S22 Q14 * & Medstm * A|ZH* 2 MedstLct,

=2l = 22 HEH 00| AlAE o[ EXo] et Clo|H 7k 27| * & MEgfL|Ct.

. Federation H|E}H|O|E{ FA(SAE 0|2 E= URL) * of 0] 2| ==0f cist SAML HIEIH|O|E{Q| QXIS

LIt

"https://Admin_Node_FQDN/api/saml-metadata’

'Admin_Node_FQDN2| 2% St 22| =0 T3 Fstel Q! 0|FS Y=eLct (22t 32 =9
b o

P FAS ChAT MRS 4 JUALICE J2iLt 017|0f IP FAS Y23t Z20= of
Mz|gt 4 = AEXFA2|S YBI0|E57LE CHA| BHS0{0F BILICE)

-

ME[E = A= AR MZ| OFHALE 2t=5tn ME[" 4+ U
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ol M2 E XMEe Ch= OFHARE "Lt

@ HA| O|E2 g mf O2|= 2t2|Xte| T ARl H|O|X|of| LIEILE=E Zint SYSHA| 22| = =0
CHE 718F SHARKL AIEXLE AFERILICE o]: 'SG-DC1-ADM 1’ IL| T,

M 7% FIt

a. MEE 0

* AE:

|>

eEE yECR 22stn * Sy $F HA B * S Meysict,

o MW
N

ok

o o
4 4
L

S5 U H|o|X|2] SE0|M * W2 LDAP &4 ELi7| * £ MEfSt D * OHZ * S MEHELICE.
A

T HO|X|of| A O] #+A{o] EA| O|F= RIELICH

o
4
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=04, 0|Z ID*0ll CH$! * objectGUID.

D
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0x
A

Zr49| AL * Active Directory * & ME{EHL|CE.
E|O|£2| LDAP £ Eoi * objectGUID * & &etL|Ct.
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a. Mzl
b. Endpoints *, * Identifiers * 2 * Signature * #19] Z =7} x{A X QU=X| etelgti|ct,

HIEIH[O|E{ 7} =2t H2 TT{2|0] HIEtH|O|E] ATt SHHEX| &fISHALE S 52 = UHPLIC

9. 0| THA| S HHES10] StorageGRID A|AEIQ| BE 2t2| L =0f CHEt A2

ot 4 Qi MTH ERAES MBI
10. X242 OhAI P StorageGRIDE SO017H ZE A28t 4 Qi NI EXAES | AESI0] SH2H THEAK]
SoIBHLICh 8 HZBHIAIR Sandbox ZEE ALRELICH B MESHAAIR.

TSOE ME[E £ U= i M= S PHEL

1. Windows Server Managerdi|A] * Tools * £ MEi{st CHS * AD FS Management * & MEHEFL|CY,

= A
=

- Ao * MR = A= GAKRF AIR| =01+ & MEEL(CH
i

. AIEETHO|XIOI A * 22| Q14| * S MEHS|T * A|x}+ 2 Me#BtLICH,
2 S MeysiLict,

IE Zte|Xpe| THU AFRI2 H|O|X|of| EA|Z|= ot SUSHA| 22| Xt = =0 Ciot 7|2k ShALK}
C}. of|: 'SG-DC1-ADM1’IL|LC}.

b. MEAN EZ A3} ABSME A MSI2H THAIE L ELICE

C. URL 714 H|O|X|0{A{ SAML 2.0 WebSSO Z2EZ * X| @ &3} &olzts MEipiL|Ct,

d. 2| - =0f| CHet SAML AMH|A 238 URLE =SLICH
"https://Admin_Node_FQDN/api/saml-response’
'Admin_Node FQDNO| CHsl| 22|Xt = =9| MstEl Q! 0|2 UAHTILICt (HRst AR =29 IP
FAE M ALY = JELICE J2{Lt of7(of] IP FAE st 20z sl IP AT HAE 22 0
ME[Y 5= A= ALK} AMEE OO ESHALE CHA| EHS0{0F BFL|Ct.)

e. A8} 71 HO|X|o|M ST 2| L =of TS 7|HF SARKH AIEXE X|F gLt

'Admin_Node _Identifier

'Admin_Node_Identifier2| AL TH AIRI2 H|O[X|0f] EA|E CHZ 22| L= =0f| CHEE 7|8 SHALRL XIS
=gt ofl: 'SG-DC1-ADM1’?=I LIC}.
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ujo
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Est M| & = A MEE HEs O
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0jo

OFHAE E&LICE
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0zt
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A M7 ot ALXET} LRERERLICE
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6. 22| & OPHALS AZSI2{H * 7&] 91+ & MEfgL(Ct
a
b

10.
1.

Xt LIEILIX] QIOB ERAES DfA Q2% ChE2 S2ioin * 22 $a HA By -

® o
g Mefstct,

= _|I:!

T B3 M Ho|xle] S20)M * 72 LDAP 441 BU7| * £ MEstn * C}2 * 2 Meigi|ct.
=F

=2
i
i
=
o
I
o
*
=2
=
o
*
o
K=y
(9%
q
)
c
O

c. EM MZEtA9| AL * Active Directory * £ MEHBIL|CE,

=
|£22| LDAP £ &0f * objectGUID * £ 2L}

d. o fo 5
e. DHZ EoZo] wAl 22| ¥ FoIH SECHR 220j4 * 0|2 D * S Meyh|ct.
O = 2 Metel = 2ol + 2 Metst|ct

Mg 4 Qs MTH ME|S Of9A Q2% thx 2 S0 442 HLIC

=IOl E * EHofl M B 2I0R(SLOYYY ChEt A= HOIES ATt

- SAML =7} * & EgtL|C}

a
b. Endpoint Type * > * SAML Logout * S MEHSL|C},

C. Binding * > * Redirect * & ME{BtL|C},
d. AZ|g > A= URL* HEO O] 22| =0l T 20H2(SLO)0 A2 El= URLS L BLICE

"https://Admin_Node_FQDN/api/saml-logout’

'Admin_Node FQDN'0l| CH8H Zt2|Xt =0 MAstel =H|Ql 0|28 2eLCt (East AR =E9| IP FAE
CHAL AFRE 4 QIELICE J2LE 47]0f| IP FAS Qaist ZR0|= Tt IP FATF HAS AL 0] AT & U

AMEXt L2 E YO ESHAHLE CHA] 2HS0{0F BHL|C})

U GAA EHAES ME ASME X|FELICH.

OI'

. StorageGRIDoﬂ HZEot MEX XIF e ABM7t A= B oliY ASME MEPILIC.
d

* AF8XH H2| Q1B MTL gl= E? Admin NodeOl| 21915104 A
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