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groups Operations on groups

Parameters

Name

type
string

(query)

limit
integer

(query)

marker
string

(query)

/grid/groups Lists Grid Administrator Groups

Description

filter by group type

Available values : local, federated

v |

maximum number of results

Defauit value - 25

marker-style pagination offset (value is Group's URN)

marker - marker-style pagination offset (value

includeMarker

boolean

(query)

order
string

(query)

Responses

Code

200

VAV S S S
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if set, the marker element is also returned

pagination order (desc requires marker)

Available values : asc, desc

Description

successfully retrieved

Example Value Model

"responseTime”: "2021-03-29T714:22:19.673Z",
"status®": "success”,

"apiversion®: "3.3",

"deprecated”: false,

"data”: [

"displayName”: “"Developers”,
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Response content type

application/json
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o X AL ZAN A S LIESHD YO(0| Edt EY.

* *auth *: AFEXE MM QIEE S| 21T =Y.
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* * GRID-Passwords *: J2|E 5 22| &,

**AF % 22 O2|E 22Xt OFS 22[5t1 2| LDAP MHo|M S8 12|= 22X 2 S
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* *logs *: 21 MAS 2FSID CHRRET| 9l8 B,

* *HER AW J|7t SOt EHY A 3l He HER] F2[of QIARA HEZ] F2|E H|R$ StorageGRID
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|7 WD S3he|X| &L|CH 2.1 3.0

StorageGRID 2ZEQ|0E S dx[ot= F2 7t 2|4 MTe| O2|E 22| APIZ ZgetE LT J2{Lt
StorageGRID2| M 7| Z2|=2 1 712{|0|=6}H St 0| 42| StorageGRID 7|5 2| =0i| Ci$t 0™ API HF0f|
AL AMAE £ ASLC

Grid Management APIE A3t X| &= HH Mo 2 UESLICEH XpMISH LHE 2 Swagger API
@ MEMO Mg MM S HZSHMAIL. X4 H .j9 A8t = 2 E Grid Management AP
S0 EE YO|o|Edt 20f|= o|F H{Tof| Ciot X[ 2 H|2tdstsiof gfL|Ct.
QeiE RE2 LIS 22 WHOZ [ 0|4 AFEE[X| gt= A2 R HAELICL

* S ¢l|C{7t "DEPRECATED: TRUE"QILLY.
* JSON S& 220|= "DEPRECATED"7} Z&HEILICt. TRUE

* O 0|4 AF8E|X| @b= 2117} NMS.logOfl F=IHEILICE O § S Ci2at Z&L
Received call to deprecated vl API at POST "/api/vl/authorize"
Xl 2| Z0|M X|{El= API HE S ZHeletL|Ct
CHE API @8 S AHE310] X|/{El= APl £ HE SE3 HretetL|ct

GET https://{{IP-Address}}/api/versions
{

"responseTime": "2019-01-10T20:41:00.845z2",
"status": "success"
"apiVersion": "3.0",
"data": [
2,
3

QHof it API HX S X| "B |C}

path O{7H H-E AMESHO] API HEE X|HEe & -r I$|—|E|' (/api/v3) EE MHE[Z (Api-Version: 3)E
SelgLICt F S 25 M3stH 6l gfo| 22 22 M eL(Ct.



curl https://[IP-Address]/api/v3/grid/accounts

curl -H "Api-Version: 3" https://[IP-Address]/api/grid/accounts

OST2 ZO| CIE AIO|E0f| Chet RE S E2|HY = A= SAX= 2ot ArEXt2| 7|8 A8t

Storage
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i POST 22 07K H-9| L1t L X|sHOF BfL|C,

7|52 &M8316te{H E MESILICE csrfToken ORI B4 CHA true Q12 &, 71242 QLICt false.

1

curl -X POST --header "Content-Type: application/json" --header "Accept:
application/json" -d "{

\"username\": \"MyUserName\",

\"password\": \"MyPassword\",

\"cookie\": true,

\"csrfToken\": true
}" "https://example.com/api/v3/authorize"

ZH0|™ AQILIC GridCsrfToken £7|& Grid Manager % ol CHet 29219] Qlo| gro =2 MHEEL|Ct
AccountCsrfToken F7|& HIHE #a2|Xtof| cigt 2a210f chgt Qlo| o2 MM ElL|C,

717t A= B2 AAH HEH(POST, PUT, THX|, AH)E £EE &= A= ZE Q¥ LS F 5Lt ZetE[ofo}
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@ CSRF EZ 7| MEJI U= QPE E HETLICt "Content-Type: application/json"
JSON QN 223 CSRF s40f| et FII H 7|sC 2 7|t RE QA9 §|ELICH
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SSO(Single Sign-On)7} 2td3tEl <2 API ALZ(Active Directory)

U= B2 "SSO(Single Sign-On) 74 2l 243} Active DirectoryE SSO 3=ALE A f._
4%, J2|E 22| API EE= HHE 22| API0| R2T Q15 EZ22 27| fIol LEH2 API ¥ S
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SSO(Single Sign-On)7| 2d3tEl 22 APIO| 2318}
Active DirectoryS SSO ID 3ZXt2 A&sH= A2 CHS XIE 0| MEE/L|Ct.
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* StorageGRID A& Xt JF01 &3 I|2]|0| 4 AFEXte| SSO AHEXL 0|t = E 21 UELICEH

* HIE 22| APIOf| HM|ASHH HIHE AE IDE 210 A0{OF L|Cf.

£ 22I8LICt storagegrid-ssoauth.py StorageGRID AKX o Cl™E 2|0 /A= Python A3 EE
(./rpms Red Hat Enterprlse Linux &£= CentOS2| 2 . /debs Ubuntu &= Debian, & 2| 22
. /vsphere VMware2| Z2).

s curl RHS| IEZ 0

ZS UF 2|2 Aot 2 2 A[Zto] £oHE 4= AGLICE TSt €2 LFR7F EAIE = /JSLICH A
valid SubjectConfirmation was not found on this Response.

() oFlcun 9aB2E O SR S 2 4 9T BstK ek,

URL 2124 X7t A= B2 L2 E7F HEAIE = JELICH Unsupported SAML version.

1. 215 EES o [IZ U F SILtE MEfBiL|CE
° E MEYLICI storagegrid-ssoauth.py Python 23 E . 2CHA 2 0| SEfLICE.
° curl RHE AFEELICH 3THA = O|SELCt.
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° StorageGRIDZt MX|El EH[QIL|C}
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python3 storagegrid-ssoauth.py
sso_method: adfs

saml_user: my-sso-username
saml_domain: my-domain

sg_address: storagegrid.example.com
tenant_account_id: 12345

Enter the user's SAML password:
e - e =

e
StorageGRID Auth Token: 56eb87bf-21f6-48b7-afob-5c6cacfb25e7

export SAMLUSER='my-sso-username'

export SAMLPASSWORD='my-password'

export SAMLDOMAIN='my-domain'

export TENANTACCOUNTID='12345"

export STORAGEGRID ADDRESS='storagegrid.example.com'
export AD FS ADDRESS='adfs.example.com'

@ Grid Management API0]| HH[ASI2{™ 0 AsE AF2EfL|CH TENANTACCOUNTID.

b. MHEI Q15 URLS 202{™ 0] POST 2K 2 WaHistA AR “/api/v3/authorize-saml' X SEHO|A 7}

JSON QIZE & MAHELICL

0| 0fl= of| CHSt MHEI Q1= URLO| CHSE POST 282 E0 FL|CI TENANTACCOUNTID. 237t 2
MYELIC python -m json.tool JSON QZES X|HEL|CE,

curl -X POST "https://$STORAGEGRID ADDRESS/api/v3/authorize-saml" \
-H "accept: application/json" -H "Content-Type: application/json

"

--data "{\"accountId\": \"STENANTACCOUNTID\"}" | python -m
Jjson.tool

ol iAo SE0l= URLE QAEEl MEEI URLO| T[] UX[2E =7 JSON Q12
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"apiVersion": "3.0",

"data":
"https://adfs.example.com/adfs/1ls/?SAMLRequest=fZHLbsIWEEVS$2FJTuv7. ..
s31%2BfQ33cviwA%3D&RelayState=12345",

"responseTime": "2018-11-06T16:30:23.3552",

"status": "success"

—

C. £ MHYLIC} saMLRequest & 0| AHEY SHO| W2,

export SAMLREQUEST='fZHLbsIWEEV$2FJTuv7/...sS1%2BfQ33cvifwA%3D"'

. AD FSOl|A 22I0|AHE QX D7t &=l MA| URLE 7H4JLCt.

rot

7tX| &M

rlo

O] SECI URLS ArE3t0] 2101 AAS e¥EsH= ALIC

curl "https://$AD FS ADDRESS/adfs/ls/?SAMLRequest=
SSAMLREQUEST&RelayState=$TENANTACCOUNTID" | grep 'form method="post"
id="loginForm"'

SEO

Z20|AHE ¥ ID:

rr

<form method="post" id="loginForm" autocomplete="off"
novalidate="novalidate" onKeyPress="if (event && event.keyCode == 13)
Login.submitLoginRequest () ;" action="/adfs/1ls/?
SAMLRequest=fZHRToMwFIZfhb...UJikvo77sXPw%3D%3D&RelayState=12345&clie
nt-request-i1d=00000000-0000-0000-ee02-0080000000de" >

. SEOIAM 220|HE @K IDSE MEEL|CE

export SAMLREQUESTID='00000000-0000-0000-ee02-0080000000de"

-t

. O™ SEOIM LAl &Yoo = Xt ZHS HLCt.

curl -X POST "https://SAD FS ADDRESS
/adfs/1ls/?SAMLRequest=$SAMLREQUEST&RelayState=STENANTACCOUNTID&client
-request-1d=$SAMLREQUESTID" \

--data "UserName=$SAMLUSERW@S$SSAMLDOMAIN&Password=
SSAMLPASSWORD&AuthMethod=FormsAuthentication" --include



AD FS& sitfofl =7t &It etz 302 2[C|2 M S HheketLct,

rir

@ SSO A|AE0]| CHol MFA(CES R4 21F5)7t gdstel 22 SA AA=20lls = i s =
CHE XtH 38 E ZSEL|CL

HTTP/1.1 302 Found

Content-Length: 0

Content-Type: text/html; charset=utf-8

Location:
https://adfs.example.com/adfs/1s/?SAMLRequest=fZHRToMwFIZfhb...UJikvo
77sXPw%3D%$3D&RelayState=123456&client-request-1d=00000000-0000-0000-
ee02-0080000000de

Set-Cookie: MSISAuth=AAEAADAVSHpXk6ApV...pmPO0aEiNtJvWY=; path=/adfs;
HttpOnly; Secure

Date: Tue, 06 Nov 2018 16:55:05 GMT

. B MZELICt MsTsauth SEOA B2 7|1 Ct
export MSISAuth='AAEAADAVsHpXk6ApPV...pmPOaEiNtJvWY="
. 2153 POSTHM 7|2 ALESIH X|™E YIX|ZE GET 282 EHL|CH

curl "https://S$SAD FS ADDRESS/adfs/ls/?SAMLRequest=
SSAMLREQUEST&RelayState=STENANTACCOUNTID&client-request-
1d=$SAMLREQUESTID" \

--cookie "MSISAuth=SMSISAuth" --include

SH sIHoll= LIB0| 23012 AF22 218t AD FS MM ME7t ZotE|H SH 2E0= 54T &4 HEo|
SALMLResponseZt EEHEIL|CE.



HTTP/1.1 200 OK

Cache-Control: no-cache,no-store

Pragma: no-cache

Content-Length: 5665

Content-Type: text/html; charset=utf-8

Expires: -1

Server: Microsoft-HTTPAPI/2.0

P3P: ADFS doesn't have P3P policy, please contact your site's admin
for more details

Set-Cookie:
SamlSession=a3dpbnRlcnMtUHIpbWFyeS1BZGlpbi0xNzgmRmFsc2Umcng4NnJDZmEKV
XFxVIWx3bk1l1IMnFuUSUzZ2CUZzZCYmJ1YmXzE3M]AyZTASLThmMDgtNDRkZC04Yzg5LTQ3ND
UxYzA3ZjkzYw==; path=/adfs; HttpOnly; Secure

Set-Cookie: MSISAuthenticated=MTEvNy8yMDE4IDQ6MzI6NTkgUEO=;
path=/adfs; HttpOnly; Secure

Set-Cookie: MSISLoopDetectionCookie=MjAxOCOxMSOwNzoxNjozMjolOVpcMO==;
path=/adfs; HttpOnly; Secure

Date: Wed, 07 Nov 2018 16:32:59 GMT

<form method="POST" name="hiddenform"
action="https://storagegrid.example.com:443/api/saml-response">

<input type="hidden" name="SAMLResponse"
value="PHNhbWxwO1lJ1c3BvbnN. ..1lscDpSZXNwb25zZT4=" /><input
type="hidden" name="RelayState" value="12345" />

i. 2 MZELICt sSAMLResponse SAHZ 0| A:

export SAMLResponse='PHNhbWxwO1lJ1lc3BvbnN. ..lscDpSZXNwb25z72T4="

MEE 2 A2LICH saMLResponse, StorageGRIDE PHELICt/ api/saml-response StorageGRID
B EZ ML @A

& Relaystate, HI'AE AF IDE AHE5H7LE 22| = 22| APIO| 201512 H 05 AFERLICE

curl -X POST "https://$STORAGEGRID ADDRESS:443/api/saml-response" \
-H "accept: application/json" \
--data-urlencode "SAMLResponse=S$SAMLResponse" \
--data-urlencode "RelayState=$TENANTACCOUNTID" \
| python -m json.tool

SEl= 215 E20| ZeEL(M.



"apiVersion": "3.0",

"data": "56eb07bf-21f6-40b7-af0b-5c6cacfb25e7",
"responseTime": "2018-11-07T21:32:53.4862",
"status": "success"

a. SH 213 EZS CHE 0|52 E XNEELICE MYTOKEN.
export MYTOKEN="56eb07bf-21f6-40b7-af0b-5c6cacfb25e7"

O|X| £ AIEE 4 JAELICH MYTOKEN CHE @™U|A = SSO7t AL E|X| gt ZR APIE At Wi at
FAFLICE
SSO(Single Sign-On)7} &4 3tE 22 APIO|A 20t ELICH

SSO(Single Sign-On)7t A3l AL J2|E 22| API EE= EHHUE 22| APIO|A 2012617| Q|8 L2 API
282 MHs|of BHLICE. Active DirectoryZ SSO ID 23XIZ AI28t= F R LIS X|& 0| M ElL|Ct

Of ZhHofl CHaH

Q3 AQ XX|o| ot 210} H|0|X|0f|A] 20123510 StorageGRID APIO|M 200t2e &~ JUGLICH E=
StorageGRIDO||A 23t StorageGRID H|0{2{ EZ0| Eot tHd 20t2(SLO)E EE|AHY = JUSLICH

1. HE 2012

o

MMStE™H ESHMA|L cookie "sso=true" SLOAPIZ

curl -k -X DELETE "https://$STORAGEGRID ADDRESS/api/v3/authorize" \
-H "accept: application/json"™ \

-H "Authorization: Bearer SMYTOKEN" \

--cookie "sso=true" \

| python -m json.tool

270t URLO| gFetEL|CE

"apiVersion": "3.0",

"data":
"https://adfs.example.com/adfs/1ls/?SAMLRequest=fZDNboMwEIRfhZ...HcQ%$3D%3
D",

"responseTime": "2018-11-20T22:20:30.8392",

"status": "success"
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2. 270} URLE MZERLICE

export LOGOUT REQUEST
='https://adfs.example.com/adfs/ls/?SAMLRequest=fZDNboMwEIRfhZ...HcQ%3D%
3D'

3. 2302 URLO| M2 2 SLOE E2|7{st1 StorageGRIDZ CHA| 2|C|l MEFL|C},
curl --include "$LOGOUT_REQUEST"

302 SEO| BretEILICE 2|C[HM 9fX|= API M8 20t20l= M EE[X| &LICH

- 1O (=]

HTTP/1.1 302 Found

Location: https://$STORAGEGRID ADDRESS:443/api/saml-
logout?SAMLResponse=fVLLasMwEPwWV0o7ss%...%23rsa-sha256

Set-Cookie: MSISSignoutProtocol=U2FtbA==; expires=Tue, 20 Nov 2018
22:35:03 GMT; path=/adfs; HttpOnly; Secure

4. StorageGRID bearer tokens A& ST}

S L CE If(A

StorageGRID H|0{2] EZS XStz A2 SSOE AHE5IX| gf= A0t Sst HAlo
dl Efof &g ot torageGRIDONH

o F—

= P
cookie "sso=true" O|(7}) MISE|X| RFO™ ALEXIZI SSO ME{0| H&S FX| &4
Z02EL(CE

kl Hu
cn

curl -X DELETE "https://$STORAGEGRID ADDRESS/api/v3/authorize™ \
-H "accept: application/json" \

-H "Authorization: Bearer SMYTOKEN" \

--include

A204 No Content SE - AF2XI7t 20I2E|UASS LIEFHL|CE

HTTP/1.1 204 No Content

SSO(Single Sign-On)7| 2-d2lE 22 APl ALE(Azure)

Q= A2 "SSO(Single Sign-On) 74 2 231" AzureZ SSO 2EXHE AIBSH= E2, &

= 3%
Wl X AR EE AL Grid Management APl EE= Tenant Management APIO]|
factels EES ¥ + ASLICL
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Azure Single Sign-On0| 2432l A APIO| 2QITL|Ct
AzureZ SSO ID 22X} AF238H= AL O} X|%l0| MEL|C}
AIZFSE2| oyl
* StorageGRID AF2Xl 2 20| &3 H|{2|0| A A2 XIS SSO MX MY FAQL ASE 2&tm QU&LICEH

= AN

* HIE 22| APIOf| HM|ASHH HIHE AE IDE 210 A0{OF L|Cf.

O] 4ol CHaH
Q1Z EZS goB{H L3 oM AIZEE MEY = JSLICL
* £ Z=/gLICt storagegrid-ssoauth-azure.py Python A3EE
* £ Z=/gLIC} storagegrid-ssoauth-azure.js Node.js 2A3EE
5 A3ZE H& StorageGRID &X| ojY C| E"E1 2|0 F>SLICH (. /rpms Red Hat Enterprise Linux B2 CentOS2|
A2 . /debs Ubuntu &= Debian, 3 2| 22 . /vsphere VMware2| E2).

Azure2t2| API 8¢ 7|52 AF AM5tE{H 2 BESHYAR storagegrid-ssoauth-azure.py 23EE
Python 23 & E = StorageGRIDO| 21& F 7H2| R H S 5t (HX SAMLRequestE 2t LIFS0| 215 EZ % ?:*7|
AtS XFSR
o o

?[3H) Node.js AT EE SESI0 Azure2t 5t0] SSO S +HEL|Ct.

SSO ZHe UAHO| AP| QA S AIR6I0] M 4 x|t
2= Azure SSO QIE{I|0|AE A3E|WSt= O AHEEIL

Al

g4 st= A

rr
ro

ZICbSEX| QEELICE Puppeteer Node.js

URL Q13Y EX7t Q= BR LIS 2F 7 EAIE &LIC}H Unsupported SAML version.

1
o)

= =
. Node.js& MX|EL|CHELR) "hitps://nodejs.org/en/download/")S S2I8tL|Ct.

a
b. Q3 Node.js 2 =(puppeteer & jsdom)S MX|&L|Ct,
npm install -g <module>
2. Python A3 ZEE Python QIE{ZE|EHE MESt0] ATZEE AL
& CHS Python A3 E= T Node.js A3 EEE SESH Azure SSO &% 282 & ELICE

3. TEDEJI HAIE|H CHS Ql4=0f| CHSt 242 L=SIALE 0i7H H-E AR St MEFLICH
° Azure0l| 210I5H= 0| AF8 &= SSO O|H|Y FAL|CE
° StorageGRID2| FAIL|Ct
° HHE 22| APIOf| HM|ASIE = 22 HIHE AE IDYLICH

4. HIAXIZF BAIEH 22 S 250 28 Al Azuredl MFA 3HE M3 e FH|E LTt
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https://nodejs.org/en/download/

s\ aTUre ssodpy  storageprid-srvrs-ssoauth. py sso-pmail-address ut-l.'l"i?'n:.' comain. com

-=-tenant -account-id- 8

Enter the user's 55

EEEARERRRARIRREE R EE RN AR AR RN AR AR RN AR AR AR R AN AR N RN AR R ERAEN

Watch: for-and approve-a 2F4 avthorization- request
FEEEEEEEEEEEREE
16-84T21 38 2!, "status':-"success’,  "apiVersion':

d2555700" |

(D 0| A3 E = MFAZ Microsoft AuthenticatorE A25t0] &=l Z1OZ JPEBILICt CHE SEHQ
MFAS X|YSIEE ATZEE $H0F & 2 UYSLICHOI: EIAE HIA|X|0f $AIE TE Ql2d),

StorageGRID 215 EZ2 £H0|| NS ELICL O|X| SSO7t AFEE|X| gb= B2 APIE A8t Wt S ALSHA|
CHE QEO EZE ME8E &+
SSO(Single Sign-On)7} 242tz 22 API AtE(PingFederate)

42 "SSO(Single Sign-On) 74 2 gf4sl" J2|11 PingFederateE SSO 384t=2
2 YHO API R**% 2 5510] Grid Management API EE= Tenant Management
SHL|C}.

SSO(Single Sign-On)7| EX3}tE 22 APIO| 2
0| X|&2 PingFederateZ SSO ID 22ALZ AIRSH= 2R X EL|Ct

AlZtst7| o
* StorageGRID AEAt I E0f| £ HEH2|0] M AHEXtS] SSO AFEZL O|E 1 A= E &1 AUSLICE

* HIE 22| APIO]| M| ASHH HIHE AF IDE 210 A0{OF L|Cf.

£ Z2I2ILICt storagegrid-ssoauth.py StorageGRID X oY ClAE 2|0 /= Python A3 ZE
(. /rpms Red Hat Enterprlse Linux &= CentOS2| 2 . /debs Ubuntu &= Debian, % 2| 22
. /vsphere VMware2| &<2).

° curl RO YIEZE 0

S HR =27 sdotH 23 &Y AZH0| ZabE = ASLICH TEat 22 LRI BEAIE = AFLICH A

valid SubjectConfirmation was not found on this Response.
(D oFlcunl Y2BRE CI2 ABAIL 4B B 4 YES BSHR YALICE

URL 2IZ2Y EX7t U= B2 O LFI BAIE £ JSLICH Unsupported SAML version.

- AF EZS Lo U YWY S StLtE MEPLICH

1l
-

FEELICE storagegrid-ssoauth.py Python A3EE. 2EHA| £ O|SgLILCE.
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° curl RFE AEELICE 3EAH 2 o|SELICt.

2. 2(E) M8dt2{= B storagegrid-ssoauth.py 23 EN|A Python QIE{ZZ|EHZ AIZEE MYstn
A =
= =

° SSO Yt "HUHFHLY"(PINGFEDERATE, @R 5)2f 2= HAS YA = ASLICL
SSO AHEX}

=]
° StorageGRID7} AX|2l =HQIQL|C} 0] 2 E &= PingFederateOf| AFRE|X| Q&L|CtH Bl Z2tO 2 SLt
Qlst= 7+ ol 21

o

o 0
O

o
C
I}
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- HA = H—1 =2
° StorageGRID2| FA|L|Ct

° HI'AE 22| APIOf| dN|A5tE = F2 HIHE A|F IDYILICE

python3 storagegrid-ssoauth.py
sso_method: pingfederate
saml_user: my-sso-username
saml_domain:

sg_address: storagegrid.example.com

tenant_account_id: 12345

Enter the user's SAML password:
e e o e

S e s e S e e e
StorageGRID Auth Token: 56eb@7bf-21f6-40b7-afob-5c6cacftb25e7

StorageGRID /5 EE2 &
CIE XN E2S ALY £

3. curl REE AFBI2{H Ot BAIE TEUAL.
a. 270l0f| et HaE MARL|CL
export SAMLUSER='my-sso-username'
export SAMLPASSWORD='my-password'

export TENANTACCOUNTID='12345"
export STORAGEGRID ADDRESS='storagegrid.example.com'

@ Grid Management API0]| HMH[ASI{™ 0 AsE AFERL|CH TENANTACCOUNTID.

b. MHEI 01Z URLS 2ro2{™ 0f| POST 2K S &3S A|Q “/api/v3/authorize-saml' X S £l 7}
JSON QIZE & H|7HefL|Ct.

0| oi|&|oll = TENANTACCOUNTIDO| CHSE MH =
python-m json.tool0l| TEE|0{ JSON 2AZE S XA

o

3 URLO Cig POST XS Ho FLICH 2=
FL|C}.

1ot
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curl -X POST "https://$STORAGEGRID ADDRESS/api/v3/authorize-saml" \
-H "accept: application/json™ -H "Content-Type: application/json"

--data "{\"accountId\": \"STENANTACCOUNTID\"}" | python -m
Jjson.tool

o| oMo SEol= URLE QIR E MHE URLO| ZEE|0] JLX|TH 7L JSON QAL AHE2 ZEE X
sl

Lod

"apiVersion": "3.0",

"data": "https://my-pf-baseurl/idp/SSO.saml2?...",
"responseTime": "2018-11-06T16:30:23.3552",
"status": "success"

(-

. & X &LLIC saMLRequest T HHO| AL2E SHO a2t

export SAMLREQUEST="https://my-pf-baseurl/idp/SSO.saml2?..."

- SEI FIIE UL SEE o2t

RESPONSE=S$ (curl -c - "SSAMLREQUEST")

echo "SRESPONSE" | grep 'input type="hidden" name="pf.adapterId"
id="pf.adapterId"'

. 'pf.adapterld' Zt2 WHEW T S o|FEfL|ct.

export ADAPTER='myAdapter'

echo "SRESPONSE" | grep 'base'

- ‘href 242 HEH(FH S2Al/ HAH) SEHE HlZELICH

export BASEURL='https://my-pf-baseurl’



echo "SRESPONSE" | grep 'form method="POST"'

g 'ZX[' g LHELHT:

export SSOPING='/idp/.../resumeSAML20/idp/SSO.ping’

h. Xt2f S} & 37| BLH7|:

curl -b <(echo "SRESPONSE") -X POST "S$BASEURLSSSOPING" \
--data "pf.username=$SAMLUSER&pf.pass=
SSAMLPASSWORD&pf .ok=clickedé&pf.cancel=&pf.adapterId=SADAPTER"

--include

i. 2 YEELICH saMLResponse AT ZEO|A:

export SAMLResponse='PHNhbWxwO1lJ1lc3BvbnN. ..lscDpSZXNwb25z2T4="

8 RelayState, HYE A™ IDE ME6IALI 32| E 22| APIO| 23215t2{H 02 ArEgL|C.

curl -X POST "https://$STORAGEGRID ADDRESS:443/api/saml-response" \
-H "accept: application/json" \
--data-urlencode "SAMLResponse=S$SSAMLResponse" \
--data-urlencode "RelayState=$TENANTACCOUNTID" \
| python -m json.tool

SHol= 15 EZ0| ZetEL|C}.

"apiVersion": "3.0",

"data": "56eb07bf-21f6-40b7-af0b-5c6cacfb25e7",
"responseTime": "2018-11-07T21:32:53.4862",
"status": "success"

a. 3E0 A5 EZS UHE 0|ELZE MEYLICI MYTOKEN.

19



export MYTOKEN="56eb07bf-21f6-40b7-af0b-5c6cacfb25e7"

O|H| & AT & USLICE MYTOKEN CHE 2H0|M = SSO7t AL E|X| gHe B APIE AHESH= Bt 1t
SARRLICE
S$SO(Single Sign-On)7t &dstEl 22 APIO|A 20H2EL|Ct

SSO(Single Sign-On)7t 2-d3tE Z@ J2|E 22| API E= EIHE 242 AP|01|A1 TI0HR3E7| 23l 2| AP
QX g Mot ghL|Ct. o] X|A2 PingFederateE SSO ID 337%; A g3t= 22 MEEL T

I.

.9
EQ

off 3t

Qs A XXE|o| tt 20+ T|0|X|0j| A 210+25}0] StorageGRID APIO| M 210k2e 4= JAELICL E=
StorageGRIDO||A| &3t StorageGRID H|0{2{ EZ0| 2R3t o 2T0t2(SLO)E EEZ|AHY £+ USLICH

1. MEE 23012 ™S MMote{H ENSIMAIR cookie "sso=true" SLOAPIZ

curl -k -X DELETE "https://$SSTORAGEGRID ADDRESS/api/v3/authorize" \
-H "accept: application/json" \

-H "Authorization: Bearer SMYTOKEN" \

--cookie "sso=true" \

| python -m json.tool

2702 URLO| gtstElL|C},

"apiVersion": "3.0",

"data": "https://my-ping-
url/idp/SLO.saml2?SAMLRequest=fZDNboMwEIRfhZ...HcQ%3D%3D",

"responseTime": "2021-10-12T22:20:30.839z2",

"status": "success"

2. 270} URLE MZEefLICt.

export LOGOUT REQUEST='https://my-ping-
url/idp/SLO.saml2?SAMLRequest=fZDNboMwEIRfhZ...HcQ%3D%3D"'

3. 2702 URLY| HE HLf SLOE EZ|H35t11 StorageGRIDZ CHA| 2|2 MBtLC},

curl --include "SLOGOUT REQUEST"
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302 SEO| gretElL|Ct. 2|C|HM 2|X|= API M & 20120]= HEE|X| &Lt

- T10 [Fo =1

HTTP/1.1 302 Found

Location: https://S$SSTORAGEGRID ADDRESS:443/api/saml-
logout?SAMLResponse=fVLLasMwEPwV07ss%...%23rsa-sha256

Set-Cookie: PF=QoKs...SgCC; Path=/; Secure; HttpOnly; SameSite=None

4. StorageGRID bearer token= A{H|StC}.
StorageGRID H|0{2{ EZ

cookie "sso=true" 0|(7f)
E0r2EL|CL.

| S5t akAlo

2 REFLICH 7
ke Fx| o1

torageGRIDONH

J

Motz 22 SSOE AFESHA| ¢i= A
oM AEXIE SSO HEH0

=2 I'J

0

curl -X DELETE "https://$STORAGEGRID ADDRESS/api/v3/authorize™ \
-H "accept: application/json" \

-H "Authorization: Bearer SMYTOKEN" \

--include

A204 No Content SE - AF2XI7| 2I0I2EUSS LIEFHLICE.

HTTP/1.1 204 No Content

APIS AE5I0 7|52 HIZ gL ot

02| Ee| APIZ A2} StorageGRID AlAHIS] SX 7|5 eHe| ulggere 4
QALICE 7150] HIZABHE| 2 ol 715 T RIS A2 23 4 gl HAS ORE T
2 glgLc,

o

| Zroi| CHaH

HIZdstE 7|5 AA”S AHE3HH StorageGRID A|AHIS| £EF 7|50 °”A1|*0fI| ot & :
MEXLEE= * RE M| A * Hot0] A= 22X IF0 et ALY 7158 A8 & Sl E o= RY
Y2 7SS HZEEe6h= AY I—IEf.

O] 7|50] oA RETX| Ol3li5taAH LIS AlLIE|2E 123l EHA|I2.

_Company A= HIFE A™E 48510 StorageGRID A|AHIS] AEZ|X| 82 QACiSH= MH|A SSRHLICE
S|A A YXEXIS| K| Hots HstT| (ol Aol HHEEl = XtAlo| X210 HIHE AFof| HMAY = SES
St gLt _

_S1A AL 12| B2l APIOJA DI BIZES AIAEE ALSSI0] O SEE D 4 YSLIC J2IE BHelTHU
API BE)OIA * HIAE 2E 2 W7 * 7SS §AX6| B LSISHORM BIAFAS ZE ABT Y

B0/ 22 18O et ABAIZ £ HEIn) ABI EIHE AHS| S5 NBA0 e Sas waie
QUE Bt 4 ALt

|



1. Grid Management API0]| Ci$t Swagger 2A{0f| BMATILICE. & HZSHIAIL "Grid Management APIE
AL LIt
= O
3. HIYE RE 25 HE 59| 7|52 H[ZM3}st2{H L33 Z0| APIZ 222 EH-LICE
{ "grid": {"changeTenantRootPassword": true} }
Q0| ARE|P HAE 2E o1 #1 7|50| HZHASHEILICH ALK} QO] A * HIUE 2E ot #17 *

e M| I Of & LIEHLEX] LOQEH HHES RE 2 E HEFSIE L A|Tdt= 2= API 70| "403 A+
FX|"Z Hofjghct.

H|ZtAMSHEl O &S CHA| A slst|Ct

=

712M0o=2 O2|= 22| APIE A5t H|Z2HtE 7|52 CHA| Aot 4= JELICEH O2L} H[ZHESHEl T 7t CHA|
SMSIE|X| U= 2 St2H * activateFeatures * 7|5 AHH|S H|ZAdstet & QELICE

activateFeatures * 7|2 CiA| 2dated &~ §IELICE 0] 7| s H|g2Melsl = 22 HgdelE
@ OHE 2= 7|sS CHA 2*“-‘&% A J|50| FRHoE & ICh &M E 7|52 S-6H 7|
X 2ol E2lshof gfL|Ct.
CHA|
1. Grid Management APIO| CH$t Swagger 2 A0 M| ABHL|CE.
2. 7|5 |2yt 2HEE #ELICH
3. BE 7|52 CHA| 2M3tsta{H CHS a0t 20| APIZ BEE2 EUMAIR.

{ "grid": null }

O ROl A=E|HHHE RE Ao HE 7|58 ZEet ZE 7|S0| ChA| 2-F=HELICE OIX| AFEXE
QAEMO| A0 * HHE RE & HE * 22| AT AIEIEﬁ AMEXOAH * RFE AMA * E=*HHE RE i
HE * o Heto] A= R HHES FE Ao HESH L A|=5H= EE AP 280 “:'-°”-|Ef.

ocood

O|H oflofl M= _ALL_DEACTED I|M7} et gotEL|Ct b 2-gotel YEHZ FX|=|0{0F ot= CHE
7150| HIZASIE A, PUT R0 BAIX O X|aof SLICt 0|2 Sof HIUE & o v
() 7lss i gssteln 32 590 7158 Al HiZAstsia® CFg PUT 258 BUHAIL.

{ "grid": { "alarmAcknowledgment": true } }
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ZHELICE of7]0f] MIZE BRE M 2lSt NetApp, Inc.2| AP MH S0 ¢l0|= O] HIO|HE AME, 37H, M4, +H,
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HA|El Ao 2 F|SHEIL|CH

AE H-
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