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Single Mailbox Recovery software has been developed, copyrighted, and licensed by Kroll
Ontrack, LLC. Use of the software is governed by the terms and conditions of the end user license
agreement contained within the software.

This manual should not be construed as any representation or warranty with respect to the
software named herein. Occasionally, changes or variations exist in the software that are not
reflected in the manual.

Generally, if such changes or variations are known to exist and affect the product significantly, a
release note or Read Me file will accompany the Administration Guide, or will be available on
the website. In that event, please read the release notes or Read Me file before using the
product.
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Introduction

Welcome to NetApp® Single Mailbox Recovery Administrative Server 8.0. This applicationis a
framework that can host centralized services to multiple clients and provide both client and
server support for Single Mailbox Recovery 8.0 and Single Mailbox Recovery ExtractWizard users.

Single Mailbox Recovery Administrative Serverincludes:

= Server Configuration: You can monitor the active connections and available services,
change ports, restart or stop server, and elect to be discovered in Active Directory.

= Mailbox Permissions Service: In order to reinforce your internal corporate security policies,
you canrestrict access in Single Mailbox Recovery 8.0 to mailboxes contained within
private EDB Exchange mailbox stores based on your authority.

= Application Auditing Service: Activities performed as part of Single Mailbox Recovery 8.0
and Single Mailbox Recovery ExtractWizard operations, as well as activities within Single
Mailbox Recovery Administrative Server, are logged as part of an "audit trail."

= Settings Service: Provides you the ability fo centrally administer the Single Maillbox
Recovery application's security preferences.

You can manage these services using the Single Mailbox Recovery Management Console,
which is the main interface for using this product.

The NetApp® Single Mailbox Recovery 8.0 Administrative Server Release Notes document
contains additional information about the Single Mailbox Recovery Administrative Server,
including:

m System requirements

m Upgrading from previous versions

m Technical support

Kroll Ontrack provides you with the following ways to get help for Single Mailbox Recovery
Administrative Server:

= Online Help

m Technical Support




Introduction

Online Help includes all of the information in the user guide and more, and it lets you quickly
access this information by using one of three tabs. The Contents tab offers a hierarchical view of
the contents of the user guide. The Search tab offers a full-text search of the user guide. The
Index tab offers a keyword-based way to get to specific topics.

To start online Help
Do one of the following:

m Onthe Help menu, click Contents.

m Pressthe F1key.

If you have questions or problems not answered in the user guide or the online Help, call our
Technical Support group. Whenreporting anissue, please include any information that might
help us diagnose the problem. The following details are offen the most helpful:

m The version of Single Mailbox Recovery Administrative Server you are using (on the Help
menu, click About).

m The versions of Windows that you are running.

= The version of Exchange Server that contained the Source EDB file.

m The circumstances and sequence of steps that led to the problem.

m The text of the error messages (if any appeared), and the contents of the Details window.

m Alist of other Windows programs that you were running when the error occurred.

This manual uses guidelines for commands available on the shortcut menu and in notes and tips.

You can access many of the same commands available on the menu bar by right-clicking the
mouse to display a shortcut menu. This manual seeks fo teach you how to use commands on the
menu bar, and does not always specify when you can use the shortcut menu. Once you
become familiar with Single Mailbox Recovery Administrative Server, the commands available
to you on the shortcut menu should become apparent.

The notes and tips in this user guide follow the guidelines offered in the Microsoft Manual of Style
for Technical Publications, 3rd Edition. Redmond, WA: Microsoft Press, 2004.




Chapter 1: Single Mailbox Recovery
Administrative Server

Overview

Single Mailbox Recovery Administrative Server activates mailbox permissions, centralizes
administration of certain application settings, and provides auditing services for Single Mailbox
Recovery and Single Mailbox Recovery ExtractWizard clients.

When you launch Single Mailbox Recovery 8.0, it attempts to connect to Single Mailbox
Recovery Administrative Serverif it is activated. Single Mailbox Recovery Administrative Server is
located automatically using a Service Connection Point (SCP) in the Active Directory, ora
server whose details have been manually provided by you.

After connecting to the server, Single Mailbox Recovery can utilize the services you have opted
to activate, including mailbox permissions service, application auditing service, or settings
service. These services are configured and monitored using the Single Mailbox Recovery
Management Console.

Looking at the Single Mailbox Recovery Management
Console

The Single Mailbox Recovery Management Console is the main user interface that allows you to
configure and monitor Single Mailbox Recovery Administrative Server and the installed services.
You can use the Single Mailbox Recovery Management Console to configure services and
determine whether or not they are active and therefore made available to clients.

Multiple clients can simultaneously use the services hosted by the server. At a minimum, it
supports 50 concurrent users.

Single Mailbox Recovery Administrative Server opens to the Single Mailbox Recovery
Management Console which contains a Server configuration button, the installed services
buttons, and configuration pages for each service.
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Menu Bar —— File Tools Help

Server Cﬂﬂﬁgljllﬁ'fiﬂﬂ | Active connections | Available services

Server _|| (] -
Configuration M Server machine name TTARGET \\\\\
20 Server address : TARGET1 _h_“'——-__._:_-.___\m B
Installed - W Peimissions Port number : 49,152 Service Activity Tabs
Services This serveris NOT advertised on Active Directory

Server up time : 00:15:47
Connections : 2

Server operation

Change advertising

Figure 1-1: Single Mailbox Recovery Management Console main window

Menu Bar

Inthe menu bar, the options of Plugin Activation and Deactivate plugins are available under the
Tools menu.

File | Tools | Help

Plugin activation...

A

Deactivate plugins. ..

I ~ 1 L

Figure 1-2: Plugin Activation/Deactive Plugins options

Plugin Activation

If you deactivate or skip a plugin during the Single Mailbox Recovery Administrative Server
finalization (on Single Mailbox Recovery Management Console first run), you can activate it with
the Plugin Activation menu item. Any deactivated/skipped plugins activate as aresult of
selecting this option.

After selecting this option, Single Mailbox Recovery Management Console checks to see if any
pluginis currently inactive. If the pluginis inactive, its finalization window appears.
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[l Single Mailbox Recovery Management Console

Audit Service Plugin First Run

Audit Store Roat Path

C:ADocuments and SettingstAall Usersvvbpplication Data'WetbpphSingle Mailbox Recovery

Adminiztrative Serveraudit Store oot

24 Hour Log Rollover Time

Server Local Time  O0:00; 00

[ Firizh ] [ Cancel ]
The Single Mailbox Recovery Management Console iz installing plugin ‘auditing Service’.
[ ] [ Skip ] [ Cancel l

Figure 1-3: Example of finalization window for Auditing

After you click Finish, Single Mailbox Recovery Management Console moves onto the next
inactive plugin (if there is one). Once all plugins are activated, a message appears stating that
Single Mailbox Recovery Administrative Server needs to be restarted for changes to take effect.

?/ The Single Mailbox Recovery Administrative Server needs to be restarted for the changes to take effect. This will
N

terminate all active connections. Do you want to do this?

I Yes I l No l

Figure 1-4: Confirm deactivation message

If you click Yes, the serverrestarts and the newly activated plugins are available, both for
configuration and management within Single Mailbox Recovery Management Console and for
client use.

If you click No, the server does not restart and the plugin(s) are not activated until the serveris
next restarted (for example, by clicking the Restart button on the server configuration page or by
rebooting the system). For more information, see "Server Operation” on page 10.

Deactivate Plugins

You can use the Deactivate Plugins menu item to deactivate any currently active plugins. The
act of deactivation removes the plugin from the Single Mailbox Recovery Management Console
so it cannot be configured or managed, and prevents client applications from using the service
they provide. After you select Deactivate Plugins from the Tools menu, the Plug-in deactivation
window appears.
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Plug-in deactivation

active plug-ins

Settings Repasitory
Auditing Service

Mailbox Permissions Contral

< IE

Uncheck the plug-ins that wou wank ko
deactivate

Figure 1-5: Plug-in deactivation window

Clear the plugin or plugins that you want to deactivate. After you click OK, a message appears
stating that Single Mailbox Recovery Administrative Server needs to be restarted for changes to
take effect.

If you click Yes, the serverrestarts and the deactivated plugin(s) are no longer available, either
for configuration/management or for client use. If you click No, the server does not restart and
the plugin(s) are not deactivated until the serveris next restarted (for example, by clicking the
Restart button on the server configuration page or by rebooting the system). For more
information, see "Server Operation" on page 10.

Plugin deactivation (skipping during finalization) can be useful if you determine you want one
service but not another. For example, your organization needs to audit activity, but does not
need to enforce access permissions for mailboxes contained within EDB files or centrally
administer application settings.

Single Mailbox Recovery Management Console First Run
Configuration

Afterinstallation, when Single Mailbox Recovery Management Console is run for the first time, it
will prompt you to finalize the installation.

If you click No, Single Mailbox Recovery Management Console closes and clients will not be
able to connect. If you click Yes, Single Mailbox Recovery Management Console finalizes each
of the plugins. For details on the finalization for Mailbox Permissions and Applications Auditing,
see "Mailbox Permissions Service First Run Configuration" on page 15 and "Audit Service First Run
Configuration" on page 56.

SMBR/SMAS Integration

When you launch Single Mailbox Recovery (SMBR), it attemptsto connect to Single Mailbox
Recovery Administrative Server (SMAS) if it is activated. The local SMBR client should have the
SMAS option enabledinitslicense key to search for the SMAS server.
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Note: Thisis alicense option that must be obtained through your Kroll Ontrack Sales
Representative or NetApp Account Representative.

SMAS can be installed and running; however, if the SMBR client does not locate the SMAS server,
then none of the SMAS server's functions are available to that SMBR client.

The administrator can choose to deploy the SMAS service in the following two ways:
1. SMAS service is advertised on the Active Directory

When the user selects the Active Directory (AD) to "advertise" the presence of the SMAS server,
SMBR will send an inquiry over the network and the AD will respond to the inquiry with the SMAS
server name and the port number.

SMAS islocated automatically by using a Service Connection Point (SCP) in the AD, or a server
whose details you have provided. The SCP is an AD object created to respond to SMBR and
SMAS server queries with the SMAS server name and listening port number. The AD SCP entry for
SMAS is under the SMAS server in ADSIEdit.

If the SMAS computeris not a domain controller, it appears under CN=Computers. If SMAS is
installed on the domain controller, it appears under CN=Domain Controllers.

The AD query looks for the keyword beginning with "SMASf669"
2. SMAS service is not advertised on the Active Directory
If the user selects fo not advertise over the AD, there is no entry in the AD.

In this case, when SMBR is launched, the user is prompted to enter the details fo create the
connection point manually. SMBR will then directly connect to the specified SMAS server name
and port number itself.

Automatic Server Connection 2%

i W% Mo useable server information was faund in Active Directory,
Sl Do you want to manage your connection paints?

Figure 1-6: In SMBR, the user is prompted to select one of the options.
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Connection Point Manager

[ Use Active Directory to locate server
Saryers advertised on Active Directary
address | po

Server address (name or IP address)
[Prutcezona-cH

Port number {1 to 65,535}

I~ Use Active Directary to locate server
Servers advertised on Active Directory

Address | port

My connections

Address Port | Source
PLUTOE2013-CH 49152  Marualy entered

Figure 1-8: In SMBR, the Connection Point Manager displays the newly entered values.
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Administrative Services

Single Mailbox Recovery is using the Following server and services:

Single Mailbox Recovery Administr ative Server
Server:  PLUTOEZ013-CH
Pork: 49152

Services

Auditing Service
Mailbo: Permissions Conkral
Settings Repositary

Figure 1-9: In SMBR, the entered serverresponds to the SMAS service request.

The advantage of advertising over the AD is that the local user does not need to know the SMAS
server and port information.

After connecting to the server, Single Mailbox Recovery can use the activated services,
including the mailbox permissions service, application auditing service, and settings service.
These services are configured and monitored using the Single Mailbox Recovery Management
Console.

The Server Configuration page is available by clicking the Server button in the main window of
Single Mailbox Recovery Administrative Server. The right pane contains three tabs that you can
use to configure the server, view the configuration settings, and monitor the activity of the
services.

The Server Configuration tab displays your server machine name, the server address, the port
number, whether the serveris advertised on Active Directory, the server up time (which displays
how long the Single Mailbox Recovery Administrative Server has been running in the current
session), and the number of connections.




Chapter 1: Single Mailbox Recovery Administrative Server

File  Tools  Help

Server configuration I.ﬁ.ctive connections | Available services

Server maching name @ JDOEMLT

E

o Server address ;| JdoelT. corp.acme,com

.‘l

Permizzions Port number : 49,152
This server is advertised on Active Directory
Server up time @ 00:10029

Connections : 2

Server operation

Change advertising
Auto Support

Enable Auto Support

Storage appliance: ||

Username |

Password |

Save

Figure 1-10: Server Configuration tab

Server Operation
The Server operation section allows you to change the current port, advertise on Active
Directory (AD), restart the server, or stop the server connection.

Change port

You can change the server connection port by clicking the Change port button. A confirmation
message appears if you have active connections.

Changing the port number only takes affect when the serverisrestarted.

Server Information

Server address (name or IP address)

Port number {0 to 65,535)

Figure 1-11: Server Information

If the serveris currently advertising on Active Directory, the port change immediately updates
the Service Connection Point (SCP).

10
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Note: In order to ensure correct operation of the Single Mailbox Recovery Administrative Server
and any Single Mailbox Recovery and Single Mailbox Recovery ExtractWizard clients, firewall
solutions must be configured to allow communication on the TCP port Single Mailbox Recovery
Administrative Serveris configured to use. The TCP port number can be configured via the Single
Mailbox Recovery Management Console.

Change Advertising

Upon the first run, the Single Mailbox Recovery Administrative Server asks you if the Single Mailbox
Recovery Administrative Server should be discoverable in Active Directory. You must have the
authority to update the Active Directory. With the Change advertising button, this setting can
be changed at any time.

A confirmation message appears if you change the setting.
Restart

You canrestart the server with the Restart button, which causes any connected clients to lose
their connections to the server and close down. You will be prompted to confirm this action.

Stop

You can terminate the connection to the server by clicking the Stop button. You will be
prompted to confirm this action. Once the serveris stopped, it cannot be connected to by
client applications, and therefore are unable to run. You can start the server again by launching
the Single Mailbox Recovery Management Console.

Auto Support (ASUP)
Use the Auto Support section to govern whether messages about the following Single Mailbox
Recovery Administrative Server tasks, when performed, are sent to a NetApp storage appliance:

m Start of the Management Console
m Abnormal exit of Management Console

Note: The NetApp storage appliance can be configured to automatically forward this to
NetApp.

m Start, restart and stop of the Single Mailbox Recovery Administrative Server service.

Enable Auto Support

Select this option to log Single Mailbox Recovery Administrative Server usage information and
customer configuration data to the NetApp storage appliance specified below.

Storage appliance

Enter the name or IP address of the NetApp storage appliance where the Auto Support
messages are logged.

Username

11
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Username for account with permissions required to log an ASUP message on the NetApp storage

appliance.

Password

Password for account with permissions required to log an ASUP message on the NetApp storage

appliance.

Active Connections Tab
The Active Connections tab shows the active connections to the server and allows you to
terminate selected connections.

Permizziohs

File  Tools Help

Server configuration|| Active connections nyailable services

Connections

(= jdoe@acme, com (corp,acme,com)
= JDOEOWHNLT
[=8 AS Management Console v1.0.0.1
1(127.0.0.1 - D0:08:24)
=-2{127.0.0.1 - D0:08:22)
Auditing Service
Mailbox Permissions Control
Server Configurator
=-3(127.0.0.1 - D0:08:22)
Auditing Service

[ Teminate connection l

Figure 1-12: Active Connections tab

Connections

The Active connections tree displays the user node, the name of the machine that you are
currently running on, the application you are connected to, the session number, and the Single
Mailbox Recovery Management Console plugins that are currently activated.

Terminate

You can break the connection to the server by clicking the Terminate connection button.

Refresh

You can update the information on the page by clicking the Refresh button.

Note: The information on the page is automatically refreshed every 10 seconds.

Available Services Tab

The Available Services tab lists all the installed services and shows which connections are
currently using them.

12
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d

File | Tools Help
———
| Server configuration | Active connections|| Available services

Services

E

[#]- Settings Repository

- Auditing Service

- Mailbox: Permissions Control
-- Server Configurator

)
)

“ Fermissions

Figure 1-13: Active Connections tab

Services
The Available services tab displays the same information as the Active connections tab, but it is
arranged by service.

Refresh
You can update the information on the page by clicking the Refresh button.

Note: The information on the page is automatically refreshed every 10 seconds.

13
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Single Mailbox Recovery Administrative Server provides you the ability to restrict access to
mailboxes contained within private Exchange mailbox stores to clients using Single Mailbox
Recovery. To assist you inreinforcing your corporate security policies, you can set permissions on
internal and external mailboxes to your forest, to groups or individuals, and in any configuration.

Permissions fall into one of five categories:

= Internal Mailboxes: These permissions apply to specific mailboxes that exist within the
current forest.

= External Mailboxes: These permissions apply to specific mailboxes that do not exist within
the current forest.

= Mailbox categories: These permissions apply to mailboxes according to their category.
= All Mailboxes: These permissions apply to all mailboxes.

m Refusals List: Any mailbox that does not find a match or are denied access end up in this
list.

Important: The Mailbox Permissions Service is supported for cases in which both server and client
systems are joined to domainsin the same forest (where domains have a two-way trust
relationship). The Mailbox Permission Service is not supported for scenarios in which the client
system(s) are operating in a different forest to the server.

Note: The Mailbox Permissions Service is able to control access to individual mailboxes
contained within offline Microsoft Exchange EDB data stores originating from Microsoft Exchange
5.5 and later. Please note that mailboxes contained within an EDB data store from Microsoft
Exchange 5.5 cannot be recognized as internal and will therefore always be treated as external.

The mailbox permissions service includes support for both:

1. Multi-domain environments—and —
2. Microsoft Exchange Server 2010 and later multi-tenant features, specifically:

a. /hosting deployments of Microsoft Exchange Server with Exchange Hosted
Organizations (Microsoft Exchange Server 2010SP1 only)

b. Address Book Policies

14
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The support for these features includes identifying the location of mailboxes, users, and groups,
and the ability to define rules to grant or deny permission to mailboxes associated with domains,
Microsoft Exchange Server hosted organizations, and Address Book Policies. This support allows
existing domain and multi-tenant configurations to be leveraged when creating permission rules
to grant or deny access to mailboxes opened by Single Mailbox Recovery.

When the permissions service plugin s first installed using the Single Mailbox Recovery
Management Console, a wizard appears allowing you to set up some inifial permission settings.
For more information, see "Using the Wizard" on page 48.

When a user in Single Mailbox Recovery attempts to access a mailbox contained within a private
Exchange mailbox store (EDB file), the access request processes through the permission settings
starting with Specific mailboxes (internal or external) and ending up with All mailboxes. Any user
denied access at every level or finds no match ends up in the Manage refusals tab. This
processing system is called a Permission Model.

Specific (Intemal) | Specific (Exdemal) | Mailbox categories | Al Manage refusals

Figure 2-1: Mailbox Permission tabs

The Permission Model is based on a 3-tier check. The permissions for a particular mailbox or
category contain alist of domain users and/or groups in the forest, each with a deny or allow
permission designation.

Tier 1

m Specific (Internal) mailbox permissions: These are mailboxes that are within the
Administrator's forest and are in the Active Directory. If permission settings exist for the
specific mailbox and the user, whether Deny or Allow, these determine whether
permission is granted or denied. If there is no match (deny or allow), the access request
goes to Mailbox Categories (Tier 2) permissions.

= Specific (External) mailbox permissions: These are mailboxes that are outside the forest
and are not in the Active Directory. If permission settings exist for the specific mailbox and
the user, whether Deny or Allow, these determine whether permission is granted or denied.
If there is no match (deny or allow), the accessrequest goes to Mailbox Categories (Tier 2)
permissions.

Tier2

15
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Mailbox Categories permissions: These are categories of mailboxes present in the
environment. Specific entries exist for the different categories of mailboxes that are
internal to the forest in which they are located (by the domain/sub-domain, Microsoft
Exchange Server 2010 SP1 Hosted Organization, or Microsoft Exchange Server 2010 SP2 and
later Address Book Policy). Specific entries also exist for general categories of mailboxes
that are internal and external to the forest. If permission settings exist in a category
matching the mailbox for the user, whether Deny or Allow, these settings are used fo
determine whether permission is granted or denied. If there is no match (Deny or Allow),
the accessrequest applies to All (Tier 3) mailboxes.

All mailboxes permissions: This is a catch-all listing of mailboxes that allows you to set
permissions for all mailboxes at one time. If permission settings exist for the user, whether
Deny or Allow, these will determine whether permission is granted or denied. If there is no
match or permission is denied, the mailbox goes to the Manage Refusals list.

File Tomls  Help /_\

Specific (Internal) | Specific (External) | Maibox categaries | Al Manage refusals

These pSMaigsions apply to specific mail L exist within twn.

_ \ Permission Model f
Internal mailboxes

MName Location GUID Add mailboz,.

Remove mailbo:x

Permizzsions

ey — N -

Mame Type i Allaw
& Deny
Add userfgroup. .. Remove userfgroup

Figure 2-2: Permission Model

16
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As the requested mailbox name moves through each tab, the accessrequest also processes
vertically through the Permissions settings in the Group or user section. The user requesting
access fo the mailbox moves through the list of domain users and/or groups in the forest from top
to bottom until a matchis found, to determine whether access has been allowed or denied.

File  Tools Help

Specific (Internal) | Specific (External) | Mailbox categories | Al Manage refusals

E

These permissions apply to specific mailboxes that exist in ‘edp.local’

£
Internal mailboxes
Location GUID Add mailbox...
—
3ron (MBron@acme, com) Dom:corp.acme,com  19daedd3-123a-45cf-6b70-592
:
ez ]
4 >
Permissions For mailbo: "MEron” in "Dom:corp.acme  com”
Group oF user Actions
Name Type Vertical Check Allgua
@Ape@acme.com {carp. acrme.comj User |:| Deny
'?u’ Eiog@ scme com {corp, acme.com ) User @
Any (Matches any user) Any
[ Add userfgroup... ] [Remove user/group ]

Figure 2-3: Vertical Permission Check

If the accessrequest finds a match, it stops searching and uses whatever permission setting is set
forits match.

Note: If there is a match further down the list in another group and the permission is a different
setting, the access request only uses the first hit of that match.

If the accessrequest does not find a match in one tier, it continues on through each tier and the
permissions settings for each tier. If there is no match in any tier or Group or user list, or it finds a
match and the permission settingis "Deny," it lands in the Manage Refusals list.

Any accessrequest that moves through the 3-tier check and was not matched at any level or

was matched and the permission setting is "Deny," the mailbox ends up in the Manage Refusals
list. Temporary or permanent permission can be set for any mailbox in the Manage Refusals list.
For more information, see "Manage Refusals Tab" on page 45.

17
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Examples of Use

Scenario #1

The Administrator sets the "Any" user permission setting on "Deny" in the All mailboxes tab. All
mailboxes are inaccessible as aresult.

Single Mailbox Recovery Management Consale I;Ii-
File  Tools  Help

| Specific {Internal) I Specific (External) I Mailbox categories | Al |Manage refusals |

These permissions apply to all mailboxes,

Permizsions raup ar user Actions

Mame Type i [ Al
Any (Matches any user) Ay @ Deny

| Add userfgroup... | |Rem0ve userfgroup |

Figure 2-4: All mailboxes are made inaccessible.

Figure 2-5: Allmailboxes are inaccessible.

The Administrator needs access to the DBuser2's mailboxin an EDB file. The DBuser2is internal to
the Administrator's forest, and access should only be provided to this mailbox, while all other
mailboxes remain inaccessible. He adds the DBuser2's mailboxinto the Specific (Internal)
mailbox list using the "Add Mailbox' button on that page. He then adds his user name to the users
and/or group list using the "Add user/group..." button and sets the permission to "Allow."

18



Chapter 2: Mailbox Permissions Service

Single Mailbox Recovery Management Console I;Ii-

Eile  Tools Help

Specific (Inkernal) |Specific (External) | Mailbox: categaries | all | Manage refusals |

These permissions apply to specific mailboxes that exist in 'PLUTO, com'

s |
[_.'..ﬁ
Internal maibaxes
Mame Location GUID Add mailboze, ..
'E-M A DBuser? (DEUser2@PLUTO.com) Dom:PLUTO.com  3cSc741F-2772-4a6e-9711-304ede0cfdéc
—
(Esocn ]
<] ] >
Permissions for selected mailbox
Group of user Ackions
Tame Type i Allow
Adrministr akor@PLUTO, cam 0 ] peny
| Add user/group. .. | | Remove userfgroup
| Clear all | | Reload | | Save

Figure 2-6: A specific internal mailbox is made accessible.

Since the DBuser2's mailbox s listed on the specific internals list and this is processed first, when
the Administrator uses Single Mailbox Recovery to open the EDB containing mailboxes from
within his forest, the DBuser2's mailboxis accessible while all other mailboxes are inaccessible.

-0 Sources M|l | From | Subject | Create Date | Status |

E@ source 1- DB1.EDBE [ DBuserl Fueciimportant.,  kon 3/23/201..
L1 DBuser]

=-%Eh DBuser?
----- [ Calendar

----- [0 Contacts

----- [ Inbox
----- & lournal
----- [ lunk Ermail

----- [ Sent ltermns

----- Tasks

----- @ DBuserd

----- @ HealthMailbox-PLUTOE2013-
----- @ HealthMailbox-PLUTOE2013-
----- @ Healthhailbox-PlutaE2013-1
----- '@ Healthhailbox-PlutoE2013-M

Figure 2-7: A specific internal mailbox is accessible.
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Scenario #2

The Administrator runs Single Mailbox Recovery and attempts to open an EDB containing a
mailbox belonging to DBuser2, an executive who isinternal fo the Administrator's forest. It is
inaccessible. It passes through the Specific Internal group or user listings and no matchiis found. It
then processes through the Mailbox Categories and no matchis found. It then moves to the All
tab and processes through the Group or users list and no matchis found. It ends up in the
Manage Refusals list.

m Single Mailbox Recovery Management Console - | =
Eile  Tools  Help
m | specific (Internal) | Specific (Externaly | Maibox categories [ all | Manage refusals
User Mame Malbiox ... ¥ Last Refused & M. G lul
-0 Administr sbor@PLUTO, com (PLUTO, com) HealthMailbox,.,  4/20/2015 2:43:44 AM CAPRO.., e098bb... PLUTO,
Administr sbor@PLUTO, com (PLUTO, com) DBuserl 4[20{2015 2:48:44 aM CAPROL., d93691...  PLUTO,
Adrinistr ator@PLUTO. com (PLUTO. com) DBuser3 4120/2015 Z:48:44 AM CAPRO... 243d80... PLUTO.
o Administr sbor@PLUTO, com (PLUTO, com) HealthMailbox,.,  4/20/2015 2:43:44 AM CAPROL., 11e377... PLUTO,
Administr sbor@PLUTO, com (PLUTO, com) HealthMailbox,.,  4/20/2015 2:43:44 AM CAPRO.., efilba.,.,  PLUTO,
decicichr 2k v@DIIITI"\ ca DT oot e =k il Alontonic 2adn. a4 sk FatdYs]aTat Obcarc, DLLIT
Adrninistr ator@PLUTO, com (PLUTO, com, DEuserz 4/20/2015 2:46:04 AM CHPRO.L.. 3c5c74... PLUTO
=]
m Administr sbor@PLUTO, com (PLUTO, com) HealthMailbox,,,  3/24/2015 2:14:52 AM CPro... dd38c4...  PLUTO,
Administr atar@PLUTO. com {PLUTO. com) HealthMailbosx...  3/24/2015 2:14:52 AM C\Pro...  &6fbdS...  PLUTO.
Administr ator@PLUTS, com (PLUTO, com) HealthMailbo:, . 3242015 2:14:52 AM CAPro...  e0d7es... PLUTO,
Administr sbor@PLUTO, com (PLUTO, com) HealthMailbox,.,  3/24/2015 2:14:51 AM Ci\Pro...  1faaSé...  PLUTO,
< m >

Figure 2-8: A specific internal mailbox is inaccessible.

The client using Single Mailbox Recovery is performing some transactions requiring that DBuser2's
mailbox be accessible. Since the Administrator does not want access to DBuser2's mailbox to be
permanent, the temporary accessis set for a day. The client performs his tasks on Single Mailbox

Recovery and when the time limit expires, DBuser2's mailbox automatically reverts back to being
inaccessible.
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File  Tools  Help

m | specific (Internal) | specific (External) | Maibox categories [ all | Manage refusals
User Mame Maibox ... ¥ Last Refused A M. G il
-0 Administr sbor@PLUTO, com (PLUTO, com) HealthMailbox,.,  4/20/2015 2:43:44 AM CAPRO.., e098bb... PLUTO,
Administr atar@PLUTO. com {PLUTO. com) DBuserl 4120/2015 2:48:44 AM CAPRC... d93891... PLUTO.
Administr ator@PLUTS, com (PLUTO, com) DBusers 4/20/2015 2:45:44 AM CAPRO.., 243dS80... PLUTO,
— Administr sbor@PLUTO, com (PLUTO, com) HealthMailbox,.,  4/20/2015 2:43:44 AM CAPROL., 11e377... PLUTO,
Administr sbor@PLUTO, com (PLUTO, com) HealthMailbox,.,  4/20/2015 2:43:44 AM CAPRO.., efilba.,.,  PLUTO,
Adrinistr ator@PLUTO. com (PLUTO. com) HealthMailbosx. .. 4/20/2015 2:48:44 &AM CAPRO... elbcaé... PLUTO.
Ad) £ UTo LL| N B i=H HPROL.. 3c5c74... PLUTO,
E—'"] A - Allow temporarily.., 2
Administr abor@PLUTO, com (PLL 2015 2:14:52 &AM CPro... dd3gc4...  PLUTO,
administrator@PLUTO, com (PLL] Allow permanently.., 2015 2:14:52 AM C\Pro...  B6fbdS...  PLUTO.
Administr abor@PLUTO, com (PLL Select all 2015 2:14:52 &AM CPro...  e0d?ef... PLUTO,
Administr abor@PLUTO, com (PLL 2015 2:14:51 AM Ci\Pro...  1faaSé...  PLUTO,
Select none
Refresh F5
(<] m e

| Clear &l || Reload || Save |

Figure 2-9: The specific internal mailbox is made accessible temporarily.

Howa long do wou wank the bemporary access ko last? Mote that the test is
only performed when the mailbox is opened.

) Half an hour

® an hour

O aday

() Until the datejtime specified below

| Monday , Aprl || 2:isz24sam 5

| Ok, | | Cancel |

Figure 2-10: The specific internal mailbox is made accessible temporarily.
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m Single Mailbox Recovery Management Console = | o [
File  Tools  Help
m | specific (Internal) | specific (External) | Maibox categories [ all | Manage refusals
User Mame Malbox ... ¥ Last Refused Access Grante... Mo
-0 Administrabor@PLUTO, com (PLUTO. com) HealthMailbox,.,  4f20/2015 2:43:44 AM CHUPRO.,,  e098t
Administrabor@PLUTO, com (PLUTO. com) DBuserl 4120{2015 2:458:44 AM CHUPRO.,, d936¢
Adrministrator@PLUTO. com (PLUTO.com) DBuser3 4i20/2015 2145144 AM CAPRO...  243dE
= Administrabor@PLUTO, com (PLUTO. com) HealthMailbox,.,  4f20/2015 2:43:44 AM CHUPRO.., 11e37
w Administrabor@PLUTO, com (PLUTO. com) HealthMailbox,.,  4f20/2015 2:43:44 AM CHUPRO... ef1ib
Adrminishrator@BLLITO com (PULTO corl HealtbMailbo 4)20/2015 2 4544 AM CARE enhes
@ Administrator@PLUTC, com (PLUTS, com) CBuserz 4120{2015 2:46:04 AM - 4/20/2015 3:53:09 &AM CPRO.,,  3c5C
m rinistr akor N==I11 (PLUTO.co?nJ Heal ailboz,,,  Sr24/2015 2145 A CPro,., ddaEse
Administrabor@PLUTO, com (PLUTO. com) HealthMailbox,.,  3f24/2015 2:14:52 AM CiPro...  66fbd
Adrministrator@PLUTO. com (PLUTO.com) HealthMailbosx... 3242015 2:14:52 AM CPro...  e0d7e
Administrabor@PLUTO, com (PLUTO. com) HealthMailbox,.,  3f24/2015 2:14:51 AM CiPro...  1faas
< mn >

Figure 2-11: The specific internal mailbox is made accessible temporarily.

Scenario #3

The Administrator sets permissions so that he is allowed access to all infernal mailboxes in the
Mailbox Category tab. When he runs Single Mailbox Recovery and opens an EDB containing
mailboxes from within the forest, Single Mailbox Recovery allows access to all mailboxes in this
EDB. When he opens an EDB containing mailboxes from another environment, Single Mailbox
Recovery denies access to all mailboxes in this EDB as they are external to the forest.
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m Single Mailbox Recovery Management Console = = -
File  Tools  Help
w | Specific {Internal) | Specific (External) | Maibox categories | all | Manage refusals |
These permissions apply to mailboxes according to their category,
£
Mailbox category
|Internal to forest v |
'g Auditing
Permissions for selected category
= Group or user Actions
(s ]| e G| Do
ﬁ’ndministrator@PLUTO.com (PLUTO,com)  User @ [ peny
| Add userfgroup. .. | | Remove userfgroup |
| Clear all | | Reload | | Save

Figure 2-12: All the mailboxes internal to the forest are made accessible.

2% Source 1- DE1.EDB

@ DBuserl
; @ DBuser?
@ DBuserd
-5 HealthMailbox-PLUTOE2013-
@ HealthMailbox-PLUTOE2(13-
@ Healthhailbox-PlutoE2013-MN
-7h HealthMailbox-PlutaE2013-N

Figure 2-13: All the mailboxes internal to the forest are accessible.

Scenario #4

The Administrator sets permissions so that he is allowed access to all external mailboxesin the
Mailbox Category tab. These are mailboxes that are outside the Administrator's forest. The

Administrator runs Single Mailbox Recovery and opens an EDB confaining mailboxes from within
the forest.

Single Mailbox Recovery denies access to all mailboxes in this EDB. The Administrator then opens
an EDB containing mailboxes from another environment. Single Mailbox Recovery allows access
to all mailboxes in this EDB as they are external to the forest.
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Single Mailbox Recovery Management Console I;Ii-

File  Tools  Help

| Specific {Internal) I Specific (External) | Mailboy categories | all | Manage refusals |

These permissions apply to maiboxes according to their categary.

Permizsioris

= o
iE

Mailbox cabegory

|External to Farest v |

(EL tudiing
Permissions for selected category
& Group of user Actions
(s ]| [rone G| | @ o

ﬁ’ Administrabor@PLUTO, com (PLUTO, com) User

@ |:| Deny

| Add userfgroup... | |Rem0ve userfigroup |

Figure 2-14: All the mailboxes that are external to the forest are made accessible.

| Source:

=]
% Source 1- DE1.EDE
----- "G DBuser]
----- @ DBuszer?
@ DBuszerd
----- @ Healthkailbox-PLUTOE2013-
----- @ Healthkailbox-PLUTOE2013-
----- @ Healthhdailbox-PlutaE2013-1
L @ Healthhdailbox-PlutaE2013-1

Figure 2-15: All the mailboxes that are external to the forest are accessible.

Scenario #5

The Administrator has freshly installed the Single Mailbox Recovery Administrative Server and has
no mailboxes permission rules defined. As aresult, all mailboxes are inaccessible. The
Administrator has Address Book Policies defined for a number of different groups within his
organization and has created group specific administrator users. Each group administrator
should be allowed access to the mailboxes within their group. For example, 'Group Administrator

ABP1' should be able to access mailboxes listed in the Global Address List (GAL) for the Address
Book Policy, 'ABP1".
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On the 'Mailbox categories' tab, the Administrator opens the Mailbox category list, selects
"Infernal to ABP 'ABP1" and then adds the 'Group Administrator ABP1' user name to the users
and/or group list by clicking "Add user/group..." and sets the permission to "Allow."

When the 'Group Administrator ABP1' user runs Single Mailbox Recovery and opens an EDB
containing mailboxes from the organization as a whole, only those mailboxes that are listed in
the ABP1 Address Book Policy GAL are accessible. All other mailboxes are not accessible. Since
no other mailbox permissions are defined when another user runs Single Mailbox Recovery and
opens the same EDB, no mailboxes can be accessed.

Scenario #6

The Administrator clears mailbox permissions. All mailboxes are inaccessible as aresult. The
Administrator's environment has deployed Microsoft Exchange Server 2010 with the '/hosting'
switch and has a number of Microsoft Exchange Server Hosted Organizations defined. The
Administrator has created hosted organization specific administrator users. Each hosted
organization administrator should be allowed access to the mailboxes within their hosted
organization. 'Hosted Organization 1 Administrator' should be able to access mailboxes from
'‘Hosted Organization 1' and 'Hosted Organization 2 Administrator' should be able to access
mailboxes from 'Hosted Organization 2'.

On the 'Mailbox categories' tab, the Administrator opens the Mailbox category list and selects
"Internal to organization 'Hosted Organization 1". He then adds the 'Hosted Organization 1
Administrator user name to the users and/or group list by clicking "Add user/group..." and sets
the permission to "Allow." He then repeats this process for 'Hosted Organization 2'.

When the 'Hosted Organization 1 Administrator' user runs Single Mailbox Recovery and opens an
EDB containing mailboxes from the environment as a whole, only the mailboxes from 'Hosted
Organization 1' can be accessed. All other mailboxes are denied. When the 'Hosted
Organization 2 Administrator' user runs Single Mailbox Recovery and opens that same EDB, only
those mailboxes that are from 'Hosted Organization 2' can be accessed; he cannot access
mailboxes from 'Hosted Organization 1' or anywhere else, just as 'Hosted Organization 1
Administrator' cannot access mailboxes from 'Hosted Organization 2.

The Specific (Internal) tab presents a list of known internal mailboxes. By selecting one from the
list, the permissions associated with that mailbox can be viewed and/or edited.
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File  Tools Help

Specfic (Intemal) | Specfic (Extemal) | Mailbox categories | Al Manage refusals

These permissions apply to specific mailboxes that exist within the cumrent domain.

E

]

1
Pemissioris Intermal mailboxes

Marme Location GUID Add mailbozx...

Remove mailbox

Name Type it Allow
Derry

=

Add user/group... Remove user/group

Figure 2-16: Specific (Internal) tab

The Location column provides information relating to the location of a mailbox. This columnis
present in the following:

m Specific (Internal) page
m Choose Internal Mailboxes dialog box

= Manage Refusals page

The location of a mailboxis determined in order of the following criteria:

1. Address book policy (ABP) with a Global Address List (GAL) that includes the mailbox
owner.

2. Hosted organization membership

3. Domain membership.
The association of an ABP takes precedence over membership of a hosted organization which
takes precedence over membership of a domain.

The location column consists of a prefix and location details in the form '<Location:><Details>" as
follows:

Abp: Mailbox owner is listed by the Global Address List of named address book policy or policies.
Org: Mailbox owner is a member of the named hosted organization.
Dom: Mailbox owneris a member of the named domain.

Forexample: 'Abp:ABP1', 'Org:HostedOrg1’, 'Dom:domain.com'.
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Adding a Mailbox

You can add a mailbox to the Internal mailbox list. This list is used to apply permissionsin the
Permissions for mailbox section.

You canfilter the list to help you in finding specific usersin alarge organization. The list is
populated with all of the live mailboxes found in the forest, along with theirlocation. You may
select one or more of these mailboxes to add to the list.

To add internal mailboxes

1.
2.

Click the Specific (Internal) tab.
Click Add Mailbox. The Choose Internal Mailboxes to Add window appears.

Choose Internal Mailboxes to Add

Filker
Namefiller| H Search l

b ailboxes within'domain.local'.

Mame Location GUID

Cancel

Figure 2-17: Choose Internal Mailboxes to Add
Enter a Name Filter and click Search. The list populates with mailboxes based on the filter
you entered.
Do one of the following:
« Click Allto select the whole list of mailboxes.
« Select mailboxes individually.
« Clear mailboxes list by clicking None.
Click OK. The Internal mailboxes list is populated with selected mailboxes.

Click Save.

Adding and Removing a User or Group

You can add a new group or user to the Group or user boxin the Permissions for Mailbox section.
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Pemmissions for Mailbox

Group or user Actions
Name Type i Allow
J} Deny

Add user/group ... Remaowve user/group

Figure 2-18: Add user/group button

To add a user or group

1. Click Add user/group. The Add Groups or Users window appears.

Add Groups or, Users
Filker
Object types Users Groups

Marme filter | | Search

Uzers and Groups Within domain.local

Hame Tupe

Ay user Cancel

Figure 2-19: Add Groups or Users window

2. Select orclear the Objecttypes you want to search, Users and/or Groups.
3. Do one of the following:
« Enter a Name filter to narrow down the list and click Search.

Note: Single Mailbox Recovery Administrative Serverinserts an "™"to create a wild card
search.

« Click Any user. The Add Groups and Users window closes and Any is listed in the Group
or user box.
4. Inthe populatedlist, do one of the following:
« Click Allto select the whole list of users and groups.
« Select users and groups individually.
« Clear users and groups list by clicking None.
5. Click OK.
6. Click Save.
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To remove a user or group

1. Select one or more groups or users by clicking once in the Group or user box. Multiple
groups or users can be selected using the Shift or Cirl key.

2. Click Remove user/group.

3. Click Save.

The Permissions for Mailbox sectionis used to set permissions for groups or users, add orremove
groups or users, or change the order on which they are processed through.

Permizzions for M ailbos “Administrator in "Dom:corp, acme com”
Group or uger Actionz
Allaw

MHame Type

=

ﬁi’ jd@acme. comicorp. acme.com) Lzer
m‘ﬁ«dministrators (corp.acme.com)  Group
m‘ Users {corp.acme.com’ Group

Add uzerdgroup... Remowe uger/group

Figure 2-20: Permissions for Mailbox section

Deny

=

Group or user
The Group or user box lists the Name of the group or user and the Type, Group or User.
To set permissions on a group or user
1. Click once on a group or user in the Group or user box.
Note: Multiple users can be selected by holding down the Shift key.

2. Select Allow or Deny under Actions.

Permizzionz for Mailbox “Adminiztrator' in Do corp, acme  com®

Group ar uzer Actions
M arne Type | O Allow
i jd@acre . o {Carp, aCrne Conm ) Deny

mhdministratnrs (Corp. acme.com ) Group
m IUzers {corp.acme.com) Group
[ Add uzerdgroup... ] [Hemnve Lserdgroup ]

Figure 2-21: Permissions applied to group or user

You can change the order of Groups or users using the up and down arrows. The order of the
group or user affects the orderin which the permission model processes. For example, in the
Figure below, if user "Administrator has the permission setting of "Allow" and the group "Any"is set
to "Deny," since "Administrator" is listed first, it will be "hit" first.
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Group or uzer Actiong
W
N arne Type inennsesn® -‘ﬁ'h'é‘"':'w
I' jdi@acme. com{carp, acme.com 3 User

Ay (Matches any user)

Ay

] Deny

m.ﬂ.dministlatms {corp.acme.com)  Group
on .. -

[ Add uzer/group... ] [Hemnve uzer/group ]

Figure 2-22: "Administrator"is listed first in Group or user box and the permission setting is "Allow."

In the next Figure, the group "Any" has been moved to the top of the list and is hit first. Any group
or user listed beneath"Any," even if the permission setting is "Allow," does not get hit since "Any"
was hit first and its setting is "Deny." Therefore, any group or user, no matter what the permission
setting, is denied permission to access.

Permizgzions for Mailbos “ddminiztrator'in "Dom;corp, acme  com”

Group or uger Actionz
N ame Type - L Adlaw
any (Matches any user) Ay a

ﬁi jd@acrne, com{corp. acme.cam’ | ser
m‘.&dministrators {corp.acme.com) Group
on .. -

| £

- Deny

l Add uzerdgroup... ] l Remowe uger/group l

Figure 2-23: The Group "Any"has been moved to the top of the list and the permission setting is
IIDeny'H

Specific (External) Tab

External Mailboxes are mailboxes not found within the Administrator's forest that are not detailed
in Active Directory. The Specific (External) mailboxes tab presents a list of known external
mailboxes. By selecting one from the list, the permissions associated with that mailbox can be
viewed and/or edited.
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7

Tools  Help

Specific {Irltemal}l Specific (Edemal) Failboxcategories Al Manage refusals

These permissions apply to specific mailboxes that do not exdst within the curent domain.

E

)
)

“ Fermissions

Extemal mailboxes

Name GUID File Add mailbozx...

Remove mailbox

Name Type it Allow
Derry

=

Add user/group... Remove user/group

Figure 2-24: Specific (External) tab

Adding a Mailbox

You can add external mailboxes to the External Mailboxlist. You can use this list to apply
permissions in the Permissions for mailbox section.

To add an external mailbox

1. Select the Specific (External) tab.

2. Click Add mailbox. The Select an EDB window appears.

Select an EDB

EDE File

|| | Browsze...

Log file directory

| | Browse...
Cancel

Figure 2-25: Select an EDB

3. Do one of the following:
» Browse for an EDB File.
« Browse for a Log file directory.

4. Click OK. The EDB file is opened. During this time a progress window appears:
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EDBE Parsing Progress

Scanning logfiles

(T |

Cancel

Figure 2-26: EDB Parsing Progress window

Upon completion of loading the EDB file, the Choose External Mailboxes to Add window
appears.

Choose External Mailboxes to Add

t ailboxes within 'ENGINEERING'.
M arme GUID
Kg3hjzZaaa EXCH2 R3b7c25e-9431 -4cab-a973-4cbB2eEdE TR
[1 Ka3hjzeaas EXCHZ 0261f0c5-3cb5-401 a-bEBc-e5 2980842477
[] Kg3hjzebaa EXCHZ bAb0d0aE+f26e-41 ee-987 c-bedd44 abfech
[1 Ka3hjzmaaa ExCHZ dda?e737-2f7 5-470a-9ce2-Heve2fI0eabb
[ kg3hjzuaaa EXCH2 12eb8b28-efad-476e-baB4-82197b27cbEn

[ & || Home |

I Ok l[ Cancel ]

Figure 2-27: Choose External Mailboxes to Add window

5. Do one of the following:

« Click Allto select the whole list of mailboxes.

« Select mailboxes individually.

o Clear mailboxlist by clicking None.
6. Click OK. The External mailboxes list is populated with selected mailboxes.
7. Click Save.

To remove an external mailbox

1. Select one ormore external mailbox(es) in the list.
2. Click Remove mailbox.

3. Click Save.
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Adding and Removing a User or Group
You can add a new group or user to the Group or user boxin the Permissions for Mailbox section.

Permissions For mailbox "JDoe" in "Dom, corp, acme, com”

Group or user Actions
Name Type i Allow
J} Deny

Add user/group ... Remaowve user/group

Figure 2-28: Add user/group button

To add a user or group

1. Click Add user/group. The Add Groups or Users window appears.

Add Groups or, Users
Filker
Object types Users Groups

Marme filter | | Search

Uzers and Groups Within domain.local

Hame Tupe

Ay user Cancel

Figure 2-29: Add Groups or Users window

2. Select orclear the Objecttypes you want to search, Users and/or Groups.
3. Do one of the following:
« Enter a Name filter to narrow down the list and click Search.

« Click Any user. The Add Groups and Users window closes and Any is listed in the Group
or user box.

4. Inthe populated list, do one of the following:
« Click Allto select the whole list of users and groups.
« Select users and groups individually.

« Clear users and groups list by clicking None.
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5. Click OK.
6. Click Save.

To remove a user or group
1. Select one ormore groups or users by clicking once in the Group or user box. Multiple
groups or users can be selected using the Shift or Cirl key.
2. Click Remove user/group.

3. Click Save.

The Permissions for Mailbox sectionis used to set permissions for groups or users, add orremove
groups or users, or change the order on which they are processed through.

Permizzions for Mailbox “Adminiztrator in "Donicorp,ache .com'”

Group or uzer Actiong
MHame Type ﬁ Allow
ﬁi’ jd@acme. comicorp. acme.com) Lzer Derny

m‘.&dministrators (corp.acme.com)  Group @
m‘ Users {corp.acme.com’ Group

Add uzerdgroup... Remowe uger/group

Figure 2-30: Permissions for Mailbox section
Group or user
The Group or user box lists the Name of the group or user and the Type, Group or User.
To set permissions on a group or user
1. Click once on a group or user in the Group or user box.
Note: Multiple users can be selected by holding down the Shift key.

2. Select Allow or Deny under Actions.

Permizzionz for Mailbox “Adminiztrator' in Do corp, acme , com®

Group or uger Actionz
M ame Type it [ dllow
i jd@acre . o {Carp, aCrne Conm ) ] Deny
m.ﬂ.dministlatms (corp. acme.com) Group

U zers (corp.acrne.conm ) Group

[ Add uzer/group... l [Hemnve uzer/group ]

Figure 2-31: Permissions applied to group or user
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Sorting the Permission Order

You can change the order of Groups or users by using the up and down arrows. The order of the
group or user affects the order in which the permission model processes. For example, in the next
Figure, if user "Administrator” has the permission setting of "Allow" and the group "Any"is set to
"Deny,"since "Administrator”is listed first, it will be "hit" first.

Fermizzions for b ailbos “Administrator in "Dom:corp, acme , com”

Group or uzer Actiong
N arne Type inennsesn® -‘ﬁ'h'é‘"':'w
I' jd@acme. comicorp. acme.com)  User I:‘ Dreny
Ay (Matches any user) Ary —
mhdministratnrs {corp.acme.com)  Group 3
o . - —
[ Add uzer/group... ] [ Remove uzer/group ]

Figure 2-32: "Administrator"is listed first in Group or user box and the permission setting is "Allow."

In the next Figure, the group "Any" has been moved to the top of the list and is hit first. Any group
or user listed beneath"Any," even if the permission setting is "Allow," does not get hit since "Any"
was hit first and its setting is "Deny." Therefore, any group or user, no matter what the permission
setting, is denied permission to access.

Permiszions for Mailbos “ddministratar in "Dom;icorp, acme  com”

Group or uger

Actions

M arme

Anvy (Matches any user)

Type

Ay

T [ alow

ﬁi jd@acrne, com{corp. acme.cam’ | ser
m‘.&dministrators {corp.acme.com) Group
o . -

£

[T

- Deny

[ Add uzer/group. .. ] [ Remowe uzer/group l

Figure 2-33: The Group "Any"has been moved fo the top of the list and the permission setting is
IIDeny‘ll

Mailbox Categories Tab

Using the Mailbox Categories tab, you can set permissions o mailboxes categorized by their
location. For more information about locations, see "Location Column” on page 2é.

The mailbox categories available in a specific environment are dependent on the configuration
and deployed featuresin that environment. Operation in a multi-domain forest or when multi-
tenant features like Address Book Policies and Exchange Hosted Organizations are in use will
affect the categories listed.
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File

Tools  Help

Tl ————
Specific (Intemal) | Specific {Exlemal} All Manage refusals

These permissions apply mailboxes according to their category.

s |
ﬁ ﬁ Permizsions Mailbox category
IInternaI ko Forest ﬂ
Internal ko Foresk
Actions
Foare ] o™ :
Name Type ﬁ Allow
mﬂccourrt Operators (corp. acrme.conm ) Group @ Deny
ﬂ' jd@acme, com {corp, acme.com) ser

Remove user/group
l Clear all ” Reload ” Save

Figure 2-34: Mailbox categories tab

Select the Mailbox Category to which you want the permission to apply from the following:

Internal o ABP 'xxx': Referenced by this specific Address Book Policy Global Address List.
Internal to any ABP: Referenced by any Address Book Policy Global Address List.

Internal to organization 'xxx': Member of a specific Microsoft Exchange Server hosted
organization.
Internal to any organization: Member of any Microsoft Exchange Server hosted

organization.

Internal to domain 'xxx' but not configured in an ABP or organization: Member of a specific
domain, but not referenced by an Address Book Policy Global Address List or member of a
Microsoft Exchange Server hosted organization.

Internal to forest but not configured in an ABP or organization: Member of any domainin
the forest, but not referenced by an Address Book Policy Global Address List or member of
a Microsoft Exchange Server hosted organization.

Internal to forest: Member of any domainin the forest.

External to forest: Member of a domain outside the forest.

You can add a new group or user to the Group or user box to the selected category.
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Internal ko Forest

Group or user Actions
Mame | Type 15 Alow
& Dermy
[ Add user/group... ] Remove user/group

Figure 2-35: Add user/group button

To add a user or group

1. Click Add user/group. The Add Groups or Users window appears.

Add Groups or, Users
Filker
Object types Uzers Groups

Marme filter | | Search

Uzers and Groups YWithin Darnicorp. acme . com

Hame Tupe

Ay uzer Cancel

Figure 2-36: Add Groups or Users window

2. Select orclear the Objecttypes you want to search, Users and/or Groups.
3. Do one of the following:
« Enter a Name filter to narrow down the list and click Search.

« Click Any user. The Add Groups and Users window closes and Any is listed in the Group
or user box.

4. Inthe populatedlist, do one of the following:
« Click Allto select the whole list of users and groups.
« Select users and groups individually.

« Clear users and groups list by clicking None.
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5. Click OK.
6. Click Save.

To remove a user or group

1. Select one ormore groups or users by clicking once in the Group or user box. Multiple
groups or users can be selected using the Shift or Cirl key.

2. Click Remove user/group.

3. Click Save.

In common with all controls within the Mailbox Permissions service that list users and groups
informationis displayed in a standardized form designed to disambiguate.

Users are identified by their User Principal Name (UPN) followed by additional informationin
parenthesis. The UPN is used to disambiguate and ensure the user can be uniquely identified. In
parenthesis following the user name additional information is provided as follows:
m '<UPN> (<domain.name,<Loc:><LocationName>)' - where
o <UPN>is the User Principal Name (e.g. user@domain.com)
« <domain.name>is the domain where the useris defined (e.g. domain.com).
o <Loc:><LocationName> can be:
o Org:<Exchange Hosted Org Name>
o Abp:<Assigned ABP>
« e.g.john.doe@company.com (corp.company.com)
« e.g.administrator@orgl.com (hosted.local,Org:orgl)

e €.g. administrator@domain.local (domain.local,Abp:Abp_1)

Groups are identified by their name followed by additional information in parenthesis. The
additional informationis used to disambiguate and ensure the group can be uniquely identified.
In parenthesis following the user name additional information is provided as follows:
m '<Group name> (<info>)'
« <Group name>is the name of group.

« Where <info>can be:
o The domain where the useris defined (e.g. domain.com).

o 'Well known SID' - In multi-domain environments this is shown when the group is
aninbuilt security group identified by a well-known SID. Each domain will likely
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have its own instance of a well-known group so Single Mailbox Recovery
Administrative Server aggregates them into asingle object to avoid confusion.

o The special 'Any' group provided to match any user will display as'Any
(Matches any user)'
o €.g. Administrators (corp.company.com)
« e.g. Account Operators (Well known SID)

« e.g.Any (Matches any user)

Note: If permissions are set for a user or group and that user or group is later deleted it will no
longer be recognized. In this scenario the user/group name will be: '<user/group name> (Ext:)".

You can use this section to set permissions for groups or users, add orremove groups or Users, or
change the order on which they are processed through.

Group or user
The Group or user box lists the Name of the group or user and the Type, Group or User.

Internal to Forest

Group or uzer Actions
Mame Type ir Al
ﬁ jd@acme.com {corp.acme,cam ) User Deny

§ admiristrators (corp.acme.com) Group &
ﬁ? 1% ([@ACME, COM {Corp, &CIE, cam ) Uzer
mUSE'S (Corp. acme.com ) Group

Add uzer/group... Rermove uzer/group

Figure 2-37: Permission for the category "Internal to forest" (any mailbox that is a member of any
domain in the forest)

To set permissions on a group or user

1. Click once on a group or user in the Group or user box.

Note: Multiple users can be selected by holding down the Shift key.

2. Select Allow or Deny under Actions.
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Internal to Forest

Group of user Actions
Name Type L5k :n
ﬁ jd@acrne, comm (corp, acrme, cam Uzer  Jaas=® P @ [] Deny
m‘.&dministrators (corp.acme.com}) Group
ﬁ 1% @acme, com (Corp, acme. com ) Uszer
m‘Users {corp.acme.com) Group

[ Add user/group... ] [ Remove uger/group l

Figure 2-38: Permissions applied to group or user

Sorting the Permission Order

You can change the order of Groups or users by using the up and down arrows. The order of the
group or user affects the orderin which the permission model processes. For example, in the next
Figure, if user "Administrator” has the permission setting of "Allow" and the group "Any"is set to
"Deny,"since "Administrator”is listed first, it will be "hit" first.

Internal ko Foresk

Group of user Actions
MName Type L ieesseend oﬁﬂh Allow
|i jd@acrne. carm (Corp. SCme, com ) [ Dery
m‘.&dministrators {corp.acme.com) Group
ﬁi 1% [@ACE, Comm (Corp. 3Cme, Conm ) Uzer
i Users (corp.acme.com) Group

[ Add uzer/group... ] [ Remaove uzer/group ]

Figure 2-39: The "Administrator" useris at the top of the list and the Actionisset to "Allow"
permission.

In the next Figure, the group "Any" has been moved to the top of the list and is hit first. Any group
or user listed beneath"Any," even if the permission setting is "Allow," does not get hit since "Any"
was hit first and its setting is "Deny." Therefore, any group or user, no matter what the permission
setting, is denied permission fo access.
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Internal ko Forest

Group or uger Actions
Name Type i [ Ao
Ay (Matches any user) Ay sssssssssssssaan -@ Dreny
ﬁ BF@corp.acme, comicorp.acme.com)  User
m‘.&dministrators (corp.acme.com) Group
ﬁi CMiDcarp. acme, comicarp.acme.comy  Lleer
{5 U sers (corp.acme.com) Group
[ Add uzer/group... ] [ Remaove uzer/group ]

Figure 2-40: The Group "Any"has been moved to the top of the list and the Actionisset to "Deny"
permission.

All Mailboxes Tab

All Mailboxes is a general mailbox category that allows permissions to be set at a highlevel (e.g.,
allow a user or group to access any mailbox).

File Tools Help

| Specific (Intemal) | Specific (Edemal) | Mailbox categories ] Al | Manage refusals |

These permissions apply to all mailboxes.

Fermiszions Group or user Actions
Name Type ﬁ Alow
Deny

=

Remove user/group
Clear all ” Reload ” Save

Figure 2-41: All mailboxes tab

Adding and Removing a User or Group

You can add a new group or user to the Group or user boxin the All mailboxes tab.
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These permissions apply to all mailboxes.

Group or user Actions
Mame Type ﬁ Allow
@ Deny

Add user/group... Remove user/group

Figure 2-42: Add user/group button

To add a user or group

1. Click Add user/group. The Add Groups or Users window appears.

Add Groups or, Users
Filker
Object types Users Groups

Marme filter | | Search

Uzers and Groups YWithin Darnicorp. acme . com

Hame Tupe

Ay user Cancel

Figure 2-43: Add Groups or Users window

2. Select orclear the Objecttypes you want to search, Users and/or Groups.
3. Do one of the following:
o Enter a Name filter to narrow down the list and click Search.

« Click Any user. The Add Groups and Users window closes and Any is listed in the Group
or user box.

4. Inthe populatedlist, do one of the following:
« Click Allto select the whole list of users and groups.

« Select users and groups individually.
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« Clear users and groups list by clicking None.
5. Click OK.
6. Click Save.

To remove a user or group

1. Select one or more groups or users by clicking once in the Group or user box. Multiple
groups or users can be selected using the Shift or Cirl key.

2. Click Remove user/group.
3. Click Save.

You can use this section to set permissions for groups or users, add orremove groups or Users, or
change the order on which they are processed through.

Group or user

The Group or user box lists the Name of the group or user and the Type, Group, or User.

These permiszsions apply ta all mailboxes.

Group or uger Actions
Name Type G Allovy
§} EF@corp. acme. comicorp.acme com) Liser : Deny

mhdministratnrs (corp.acme.com) Group &
ﬁ‘ CY@carp, acme.cam{carp, acme.cam)  Llger

mUsers (corp.acme,cam) Group

Add uzer/group... Remove uzer/group

Figure 2-44: Group or user box
To set permissions on group or user
1. Click once on a group or user in the Group or user box.
Note: Multiple users can be selected by holding down the Shift key.

2. Select Allow or Deny under Actions.
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These permiszsions apply ta all mailboxes.

Group or uger Actions

Mame Type ﬁ O Allow

"5» Deny

[ Add uzer/group... ] [ Remaove uzer/group ]

Figure 2-45: Permissions applied to group or user

Sorting the Permission Order

You can change the order of Groups or users by using the up and down arrows. The order of the
group or user affects the order in which the permission model processes. For example, in the next
Figure, if user "Administrator" has the permission setting of "Allow" and the group "Any"is set to
"Deny,"since "Administrator”is listed first, it will be "hit" first.

Group or uzer Actiohz
Name Type .""“"_"__,_,.....- uﬁ’ﬁ i
ﬁi jd@acme. com (corp.acme.com)  User - |:| Deny
lm‘»é«clministrators {carp.acme.cam)  Group
ﬁi' 15 @acme,com (corp.acme,com) User
§f Users (corp.acme.com) Group
Any (Makches any user) By

[ Add uzer/group... ] [Hemnve uzer/group ]

Figure 2-46: The "Administrator"is at the top of the list and the Actionis set to "Allow" permission.

In the next Figure, the group "Any" has been moved to the top of the list and is hit first. Any group
or user listed beneath "Any," even if the permission setting is "Allow," does not get hit since "Any"

was hit first and its setting is "Deny." Therefore, any group or user, no matter what the permission
setting, is denied permission fo access.
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Group or uzer Actions
MHame Type ﬁ [ allow
any (Matches any user) Apy sssssssssssssssssszssss a @ Deny
ﬁ e @acrie, corm (Corp. aCme, conm ) User
Administrators (Corp.acme, com’) Group
Is@acme.com (corp.acme.comy  User
|dgerg (COrp.acme.com) Group
[ Add uzer/group... ] [Hemnve uzer/group ]

Figure 2-47: The Group "Any"has been moved to the top of the list and the Actionis set to "Deny"
permission.

Manage Refusals Tab

You can change the permission setting on a mailbox that has failed access attempts either
through a "Deny" permission setting or by not finding a match. The server maintains a list of all the
failed mailbox access attempts. These are listed in the Manage refusals tab of the Single Mailbox
Recovery Management Console.

File Tools Help

Specific (Intemal) | Specffic (Edtemal) | Mailbox categories | Al Manage refusals

User Name Mailbox Display Mame ¥ Llast Refused Access Granted Until

E

b1

e -
a“ Fermiszions

[
|

Refresh

Clear all ][ Reload ][ Save

Figure 2-48: Manage refusals tab

The Manage refusals tab displays the following information:

m User Name: Name of the user that attempted the access.

= Mailbox Display Name: Name of the mailbox on which access was attempted.
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m Last Refused: Date and time of the last failed attempt.

m Access Granted Until: Date and time up to which access will be allowed.
= Mailbox File: The path to the file where the mailbox originated.

m GUID: The unique identification of the mailbox.

= Mailbox Location: The location of the mailbox. For more information, see "Location

Column" on page 2é.

There are two ways you can allow a refused mailbox access. A refusal can be temporarily
allowed or permanently allowed.

Permanently allowing a refusal involves generating a permission entry for that access attempt.
Temporarily allowing arefusal requires that the user indicate the duration of the access.
To allow a refusal

1. Inthe Manage Refusals tab, right-click a user name. A shortcut menu appears.

2. Do one of the following:

o On the shortcut menu, click Permanently allow. The mailbox moves to the appropriate
tab.

e Onthe shortcut menu, click Temporarily allow.

File  Tools  Help

w Specific [Internal] | Specific [External] | Mailbox categories || Al Manage refusals
Uzer Mame Mailbox Dizplay M arme ¥ Last Refuzed Accezz G
G-l rs@ace.comiCorp.ace.com)  Bln3wevoaa POy 10/26/2007 54121 PM

—

b Pemissions | | |rs@ace.com(corp.ace.com)  Bindwyvaaa POy 10/25/2007 5:41:21 PM
rS@ace,comCOMpL ace.Com)  Bip3wydaaa POy 10/25/2007 5. 41p=—=
rEi@ace, com{Corp, a0, com )

I$(@ace com{Corp, ace, com}

E

rs@arce comicorp.ace.com’  Blndweedaa PC
: — rs@ace.comioorp.ace.comy  Bln3wfkaa POy
Blings rs@arce comicorp.ace.com’  Blndwye3naa PC

Allovs permanantly...

rs@ace.com{corp.ace.com)  Bln3wieaa PCL .
re@ace.com{corp.ace.com)  Bln3wy3daa PC Select nons
rsi@ace comi{oorp.ace.com)  Blndwvnaaa PC Refrech F5

rs@ace,comicorp.ace.com)  Bln3wy3jaa PO
rs@ace,comiCorp.ace.com)  Bindwyfoaa PCY  10/26/2007 541:19 PM

rs@ace,com{Corp.ace.com)  Bin3wy3caa POV 10/25/2007 5:41:19 PM
rfiara A COFR A0S SOt P wRini A2 P ANM2RE2NNT R-A1-19 Phd

4 *

l Clear all ” Reload H Save l

Figure 2-49: Right-click the mailbox to give temporary or permanent permission
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« The Choose duration of temporary allow window appears.

Choose duration of temporary allow

How long do you want the temporany access to last? Mate that the test iz only
performed when the mailbox iz opened.

) Half an hour
() An hour

) & day
) Until the datetime specified below

Thursday . Novembe % L1720 P %

Ok ] [ Cancel

Figure 2-50: Choose the duration of temporary refusal allow

3. Ifyouselected Temporarily allow, select one of the following:
« Half an hour
« Anhour
« Aday

« Unfil the date/time specified below (Using the drop-down arrows, select the date and
tfime you want the temporary access to end.)

4, Click OK. The time and date of the temporary access appearsin the Access Granted Until

column.
Specific [Intermal] | Specific [External] | Mailbox categories | All Manage refusals
zer Mame b ailbio Dizplay Marme ¥ Last Refuzed Accezz Granted Ut

rs@are.com(corp.ace.comy Bln3wwwosa PC2003 10/25/2007 5:41:21 PM
Is@ace.com(Corp.ace.com) Bin3wyyaaa PC2003 10425/2007 5:471:21 P
Is@ace com(EOrp. a0 COM) B1n3wydaaa PC2003 10/25/2007 5:41:21 P 11/8/2007 52516 PM
Te@ace.com(COrp.ace.comy [ [ser © 105252007 541021 P
rs@ace.com{COFpL A0, COMY B p3wyfpaa PC2003 10/25/2007 5:41:21 PM
re@ace.com(COrp.ACe.Comy B p3wyydaa PC2003 10/25/2007 5:41:20 PM
iIs@ace.comicorp.ace.comy Bindwyikaa PC2003  10/25/2007 5:41:20 PM 11/8/2007 53703 P
rsi@ace com{oorp.ace.com) Blndww3naa PC2003 10/26/2007 54120 PM

Figure 2-51: The Temporarily Allow date and time appearsin the Access Granted Until
column

5. Click Save.

The Clear all, Reload, and Save buttons are located on the bottom edge of the Single Mailbox
Recovery Management Console.
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You can use the Clear all button to clear out all the mailboxes and settings in the Single Mailbox
Recovery Management Console.

The Reload button loads the stored permissions set which removes any changes made since the
last Save.

The Save button saves the current (modified) permissions set. You need to click Save to activate
any changes made to the permission settings.

You can set the inifial permissions for your organization using a wizard which opens when the
permissions plugin is being installed. These settings can be modified later from the Permissions
tabs.

1. Click Wizard on the main window of Single Mailbox Recovery Administrative Server. The
wizard opens with a Welcome page.

[id Single Mailbox Recovery Management Console g@@

Welcome to the mailbox pemissions initial configuration wizard

You can use this wizard to set up an initial set of mailboo permissions
for your organisation. These pemissions can be modified later from
the pemissions service corfigurator page

By default access to any mailbox is denied to all users. You can safely
use this wizard to set specific user and mailbox access rights.
Mailboxes and users not specified here will nat have any access
when the wizard has completed.

Figure 2-52: Welcome page

2. Click Next. The second page of the wizard used for specifically denying access to
everyone appears.
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[id Single Mailbox Recovery Management Console Q@E|

lse this page to indicate which mailboxes you want to specifically dery
access to for evenyone. This takes precedence over any other ights.

<< Previous ] [ Mend ==

Figure 2-53: Deny access for everyone

Note: This page of the wizard can offer protection to mailboxes the Administrator does not
want anyone to access. The Administrator should ensure any sensitive orimportant
mailboxes are listed here. For example, the CEO's mailboxin Example #1 at "Examples of
Use"onpage 18.

3. Click Add to list which mailboxes you want to specifically deny access for everyone. The
Choose Internal Mailboxes to Add window appears.

Choose Internal Mailboxes to Add

Filker
M arme filker
Mailboxes Wwithin 'domain.local'.
MName Location EUID A
[ %G5 Asdmin {Admin1@ace.com) {corp.ace.com) claclci7-c2ed-4a
b Admin2 {Admin2 @ace.comy (COFp.ACe.Com) Biabfd72-5a04d-486
[0 S Admin? (Admin3@acs.com) (20rp-ace.com) 2111df95-94b1 497
[ 9EA Admin 4 {Admind @ ace.com) (Carp.ace.com) 3a28c606-e0eb-4ct
[ <EhAdminG {AdminG @ace.comy (COFp.ace.com) d00a0fda-9800-435
[ L A Y L R 1]
< >
[ & || Nome |
[ Ok ] l Cancel l

Figure 2-54: Choose Internal Mailboxes

4. Enter a Name filter to narrow down the list and click Search.
5. Inthe populated list, do one of the following:

« Click Allto select the whole list of mailboxes.
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o Select mailboxes individually.
» Clear mailboxlist by clicking None.
6. Click OK.
« Use the Remove option to delete any mailboxes from the list.
« Click Clear to delete the entire list from the page.

7. Click Next. The add access to infernal mailboxes page of the wizard appears.

[id Single Mailbox Recovery Management Console g@@]

|Uze this page to indicate which users and groups will have access to
mailboxes that are intemal to your forest.

< Previous ] [ Ment =

Figure 2-55: Access to internal mailboxes

Note: This page of the wizard is there to allow access to any other mailboxes in the forest,
with the exception of the mailboxes chosen on the second page of the wizard. Those users
will have access to all other mailboxes internal to the forest. The Administrator should
ensure only those users or groups specifically authorized to use Single Mailbox Recovery
and access company mailboxeslocated in the EDB files are listed.

8. Click Add to list users and groups that will have access to the mailboxes internal to your
forest. The Add Groups or Users window appears.
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Add Groups or Users
Filker
Object types Uzers Groups

Marme filter | | Search

Usgers and Groups Within domain. local

MHame Type

Ay uzer Cancel

Figure 2-56: Add Groups or Users

Select orclear the Object types you want to search, Users and/or Groups.
Do one of the following:
« Enter a Name filter to narrow down the list and click Search.

« Click Any user. The Add Groups and Users window closes and Any is listed in the Group
or user box.

Inthe populated list, do one of the following:
« Click Allto select the whole list of mailboxes.
« Select mailboxes individually.
« Clear mailboxlist by clicking None.
Click OK.
« Use the Remove option to delete any mailboxes from the list.
« Click Clearto delete the entire list from the page.

Click Next. The add access to external mailboxes page in the wizard appears.
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[id Single Mailbox Recovery Management Console g@g|

Use this page to indicate which users and groups will have access to
mailboxes that are external to wour forest,

<« Previous ] [ Meadt ==

Figure 2-57: Access to external mailboxes

Important: This page of the wizard allows access to any mailboxes external to the forest at
your choosing. In a large organization, the email system may be distributed along
operational or geographic lines and therefore a mailbox external to the Administrator's
forest may still be internal to the organization as a whole. Carefully select users you want to
have access to mailboxes external to your forest. An optionis to leave this list empty and
specifically add mailboxes later.

14. Click Add to list users and groups that will have access to mailboxes that are external to
your forest. The Add Groups or Users window appears.

Filker

Object types Uzers Groups

M arme filker
Usgers and Groups Within domain. local

MHame Type

Figure 2-58: Add Groups or Users
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15. Select or clear the Object types you want to search, Users and/or Groups.
16. Do one of the following:
« Enfer a Name filter fo narrow down the list and click Search.

« Click Any user. The Add Groups and Users window closes and Any is listed in the Group
or user box.

17. Inthe populated list, do one of the following:
» Click Allto select the whole list of mailboxes.
« Select mailboxes individually.
» Clear mailboxlist by clicking None.
18. Click OK.
« Use the Remove option to delete any mailboxes from the list.
« Click Clearto delete the entire list from the page.

19. Click Next. The initial configuration of mailbox access permissions is complete.

[id Single Mailbox Recovery Management Console g@@

Initial configuration of mailbox access pemissions is complete. You can
madify these settings at any time using the Single Mailbox Recoveny
Management Console.

[ <« Previous ] [ Finish

Figure 2-59: Mailbox Access Permissions complete

20. Click Finish.

Note: These settings can be modified at alatertime. If you use the wizard to modify the
settings later, any previous settings are cleared. A message appears stating that running
the wizard will clear all the existing permissions.
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Confirmation

\;:) Running the Wizard will dear all the existing permissions. Are you sure you want to run it?

L Yes ] [ Mo

Figure 2-60: Confirmation message to clear all existing permission settings.

Terminate
You can break the connection to the server by clicking the Terminate connection button.

54



Chapter 3: Application Auditing Service

Overview

The Application Auditing Service is a service plugin that you can load into Single Mailbox
Recovery Management Console. It is used to generate audit log files which record actions
performed by users. Audit log files are protected so that tampering is detected.

Activities performed in Single Mailbox Recovery and Single Mailbox Recovery ExtractWizard, as
well as the Single Mailbox Recovery Management Console and Mailbox Permissions Service, are
logged as part of an audit trail.

Audit log files contain audit entries which are grouped by session. A session encompasses the
actions performed by a particular user on a particular machine using a particular application.

Types of Activities that are Logged

Activities performed by users are logged as a single stand alone activity or as part of alarger
fransaction process activity. Both client and server associated activities are logged.

= Stand alone Activities: For example, clicking "Next" on a wizard page.

= Transaction Activities: Activities that are logged as a pair of entries, the first entry of the
pair specifying what is about to happen, and the second entry of the pair specifying the
result. For example, copying a folder containing 50 sub-folders and 1000 messages and
pasting them to a target file. The copying process of each message is not logged, only the
initial copy and result of the copy operation as a whole are logged.

Client Activities that are Logged

All activities affecting the source or target store are logged. In addition, all activities that affect
what is viewable by you on the screen are logged.

In Single Mailbox Recovery and Single Mailbox Recovery ExtractWizard, the types of activities
logged are those initiated from the userinterface, command line interface, and Data Wizard.

See "Activities to be Logged" on page 70 for a list of Client acfivities that are logged.

Server-Side Activities that are Logged

On the server side, activities are logged for the Server, Mailbox Permissions Service, and the
Single Mailbox Recovery Management Console.

See "Activities to be Logged" on page 70 for a list of Server-Side activities that are logged.
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When the audif service plugin is first installed using the Single Mailbox Recovery Management
Console, a configuration screen allows you to change the audit store root path and the 24-hour
log rollover time. For more information, see "Configuration Tab" on page 62.

[Id Single Mailbox Recovery Management Console Q@@
Audit Service Plugin First Fiun

Audit Store oot Path

CADocuments and Settingzubll Usgershdpplication DatahMetdpphSingle Mailbox Becoyvery

Administrative Serverdudit Store Roots

24 Hour Log Rallover Tine
Server Local Time  00: 0000

l Firish ] l Cancel l
The Single Mailbox B ecovery Management Conzole iz ingtalling plugin 'buditing Service'
[ ] [ Skip ] I Cancel l

Figure 3-1: Audit Service First Run

The "Skip" button can be used to skip finalization of the current plugin. If a plugin's finalization is
skipped, it will not be available for configuration in the Single Mailbox Recovery Management
Console and its service not provided to clients, asit is deactivated. Skipped plugins can be
activated using the Plug-in Activation command on the Tools menu item at any time after
finalization.

After finalizing (or Skipping) each plugin, you are prompted as to whether you want to advertise
in Active Directory.

Active Directory Services Advertising

g/ Do vou want the server to be advertised using Active Directory Services?

[ Yes J[ Mo ” Cancel ]

Figure 3-2: Active Directory Advertising message
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For more information, see "Server Operation” on page 10.

Manage Logs Tab

In the audit log file main window, you are presented with the directory free of log files. You can
view, copy, validate, and delete audit logs. When you select "View Log," the log is first verified,
and then displays in a browser window.

File  Tools Help
Manage Logs |Cnnﬁgumtion|

E

= I C\Documents and Settings || /1 2008_03_04@21_26_28@ xml
==y Administrative Server

=) 2008_03_04@20 ¢

2008_03_04@21_

)

.-.ﬁ
Permizziohs

I _Single Mailbox Re:
{3 AS Management Conso

21/ i) >

View Log Copy Log Validate Log Delete Log Refresh

Figure 3-3: Manage Logs fab

Note: The date and time used to form the name of the folder and log file are based on UTC
(GMT+0), not local time.

Log Directory Tree

Note: A session log's folder name is determined by using client application name (e.g. Single
Mailbox Recovery) followed by the date and time the session started (in UTC - GMT+0, not local
time-zone). In cases when two clients connect within the same second, the folder name of the
second connection will be suffixed with alower case letter "a.' If a third connection occurred
within the same second it would be suffixed with "b'and so on.

Audit Logs

The right pane displays the audit session logs.

s Iftheicon at the beginning of the log is A and/or the log file name has a"@" at the end, it

indicates the session is still running and therefore the log isincomplete.
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s [ftheiconis IJ, it indicates the sessionis complete.

Note: A session log's name is determined using the date and time the session started (in UTC -
GMT+0, not local time-zone) with an .xml file extension. Over time, log files will grow and so in
order to prevent logs from growing so large that they become unwieldy, new ‘rollover'logs are
created. The naming convention for these ‘rolloverlogs'is the original date and time name with
a "_1'suffix for the first rolloverlog, a *_2' suffix for the second rolloverlog, and so on.

You can update the information on the page by clicking the Refresh button.

You can open an audit log by selecting alog in the right pane and clicking the View Log button.
It opens after a validation is performed. If the validation fails, the log is still viewable but a warning
message is displayed.

Single Mailbox Recovery Audit Session

Detailed Report

File Data

A Previous Next File End
This File File File Reason
C:\Documents and Settings\All Users\Application
Data\Single Mailbox Recovery Administrative Server\Audit no file no file Session
Store Root\Administrative Serveri2008_03_04@20_42_00 Ended
\2008_03_04@20_42_00.xml
Session Data

. . Session

Application User Machine . .
Name Name Name Session Start Time Session End Time E::son

Administrative . Cj!psed -
Figure 3-4: Audit Session sample
Session Data

This section includes:

= Application Name: The name of the application or service being audited (for example,
Single Mailbox Recovery).
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m User Name: Name of the userlogged in and running the application. The user name is the
Unigue Principal Name (UPN) of the user with the domain name in parenthesis; for

example, user.name@location.com (domain.local).
= Machine Name: The network name for the computer.

= Session Start Time: Start of the Single Mailbox Recovery Administrative Server Audit Session
for that application.

= Session End Time: End of the Single Mailbox Recovery Administrative Server Audit Session
for that application.

= Session End Reason: The reason the session was ended: "Closed - Client Closed Session,”
the application closed: "Closed - Connection Lost," the connection failed unexpectedly
(for example, network failure).

Activity Data

Total Activity Entries 39

Activity Id: 1

Server Client . Action Transaction

Time Time  [Action Modifier  Id
A5 8:42:00 The Single Mailbox Recovery

20:42:00 PM Administrative Server has started. Standalone |0

Parameter Name Parameter Value

Service Auditing Semvice (1)

Service Mailbox Permissions Control (2)

Service Server Configurator (3)

Server is finalised True

Server connection port 49152

Server is advertised on ADS False

Activity Id: 2

Server Time Client Time Action Action Modifier Transaction Id
20:42:00 8:42:00 PM |Connection started |Standalone 0

Parameter Name Parameter Value

Figure 3-5: Activity Datain the Audit Log

Activity Data

This section logs:
= Total Activity Entries: The total number of activities entered by the user.
= Activity Id: Sequential number assigned to user activity.

= ServerTime: The time of day according fo the server.

m ClientTime: The time of day according to the client.
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m Action: The type of activity based on the audit activities listed in Appendix A: Activities to
be Logged.

= Action Modifier: Either Stand alone or Transaction. See "Activities to be Logged” on page
70.

= Transaction Id: Sequential number assigned to the fransactional activity. A Transactional
Id of "0" indicates a stand alone activity.

m Parameter Name: The type of parameter being audited.

» Parameter Value: The value of the type of parameter being audited.

Show Summary Report

You canrequest a Summary Report of the entire audit session by clicking the Show Summary
Report buttonlocated at the bottom of the audit log.

Address 127.0.0.1

Server connection 1D 5

Client application name AS Management Console v1.0.0.1

Activity Id: 38

Server Time Client Time Action Action Modifier Transaction Id
21:26:27 9:26:27 PM Terminating all connections |Stop 1

No parameters

Activity Id: 39

Server Time Client Time Action Action Modifier Transaction Id
21:26:27 9:26:27 PM Server is shutting down. |Standalone 0

No parameters

[ Show Summary Report ]

Figure 3-6: Show Summary Report

The Summary Report displays the same header information as the audit log.
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Single Mailbox Recovery Audit Session

Summary Report

File Data

This File

C:\Documents and Settings\All Users\Application
Data\Single Mailbox Recovery Administrative Server\Audit
Store RootAdministrative Server'2008 03 04@20 42 00
\2008_03_04@20_42_00.xml

Session Data

Application User Machine

Name Name Name Session Start Time

Administrative .
Figure 3-7: Summary Report

Previous Next File End
File File Reason

no file no file

Session End Time

Session
Ended

Session
End
Reason

Closed -

T hant

The Activity Data list displays every tfransaction in the audit session describing the basics of each

activity.
Activity Data

Total Activity Entries 39

Actiia S I pc =

1 aouze0 S4200 [TheSnolemaiborReconsh | stangane
2 20:42:00 E:';IIIE:OO Connection started Standalone
3 20:42:03 E:&E:O:S Connection started Standalone
4 20:42:03 gﬁz:OS Open service session Standalone
5 20:42:03 22;2203 Open service session Standalone
6 2004203 §:.4.2:03 Onen senvice session Standalone

Figure 3-8: Activity Data in Summary Report

Transaction
Id

0

0

The Copy Log button copies the log file to an alternate location that you designate. It does not

create or maintain alink tfo the file.
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Validate Log

The Validate Log button displays the result of the validation of the file. If the validation fails, the
log still displays but with a warning message.

Delete Log

The Delete Log button deletes alogfile.

Configuration Tab

The Configuration tfab allows you to set or edit the audit store root path and the 24-hour log
rollover time.

File Tools Help

Manage Logs | Configuration

Audit Store Root Path

E

)

“ Permizsions C:\Documents and Settinas Al Users’\Aooligation
Data*Single Mailbox Recovery Administrative
Server\Audit Store Root

24 Hour Log Rollover Time
Server Local Time  00:00:00

Figure 3-9: Configuration tab

Audit Store Root Path

You can change the location where the audit logs are stored in the Audit Store Root Path
section.
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To change the audit store root path

1. Click Change. The Browse For Folder window is displayed.

Browse For Folder

@ Desklop 4‘\
[+ 'B My Documents
[+ 'j My Compuker
53] 'Q Py Metwork Places

3} Recvcle Bin

I 7-25-2006 Update

I Admin

ljfl Images B
@ [ Data
# [[T) PCTest Data

A T— o et '

[ Make Mew Folder ] [ (] 4 ] [ Cancel ]

Figure 3-10: Select a different root path

2. Click OK. A Change audit service store root message appears.

Auditing Service

The audit log root configuration change has been stored and will take effect when the Single Mailbox Recovery
Administrative Server next starts.

[ OK ] [ Cancel ]

Figure 3-11: Change audit service store root confirmation

3. Click OK. The Audit Store Root Path change takes effect the next time the serveris
restarted. This can be achieved using the Restart button on the Server configuration page.
For more information, see "Server Operation” on page 10.

Until the serverisrestarted, a warning message appears.
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File Tools Help

Manage Logs | Configuration

Audit Store Root Path

E

]

s
“ Permizziohs
CA\Documents and Settings WMy Documents®,

24 Hour Log Rollover Time
Server Local Time  00:00:00

Waming: Configuration changes have been made which will take effect on next server restart.

Figure 3-12: Example of warning message

This setting allows you fo set the fime of day the audit log rolls overinto a new day.

To change the 24-hour log rollover time

1. Click Change. The Audit Service - Change 24 Hour Log Rollover Time window appears.

Audit Service - Change 24 Hour, Log Rollover Time

() Midnight Server Local Time Semrver Local Time

() Specified Server Local Time ||:||:|;|:||:|;|:|E| 3
) Specified UTC Time

[ 1]8 H Cancel ]

Figure 3-13: Change 24-Hour Log Rollover Time

2. Select one of the following:

« Midnight Server Local Time: Selecting this option automatically sets the rollover fime to
midnight in the local time of the serverlocation.

. Specified Server Local Time: Selecting this option allows you to set the local time of
the server to which you want the auditf logs to rollover.

. Specified UTC Time: Selecting this option allows you to set the rollover time for the
audit logs based on the Greenwich Universal time instead of the serverlocal time.
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3. Change the Server Local Time, if desired.

4. Click OK. A Single Mailbox Recovery Administrative Server Auditing Service message
appears.

Auditing Service

i The audit log root configuration change has been stored and will take effect when the Single Mailbox Recovery
' Administrative Server next starts.

[ OK H Cancel l

Figure 3-14: Audit log roll time configuration change message

5. The 24-Hour Log Rollover Time change takes affect the next time the serveris restarted.
You can do this by using the Restart button on the Server configuration page. Until the
serverisrestarted, a warning message appears. For more information, see "Server
Operation" on page 10.

File  Tools Help

Manage Logs | Cenfiguration

Audtt Store Root Path

Fermizsions
C:\Documents and Settings My Documents®,

24 Hour Log Rollover Time
Server Local Time  00:00:00

Waming: Configuration changes have been made which will take effect on next server restart.

Figure 3-15: Example of warning message
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Overview

The Settings Service is a service plugin that you can load info Single Mailbox Recovery
Management Console. It is used to centrally administer security preferencesin the Single
Mailbox Recovery application.

The Security tab on the Preference dialog boxin Single Mailbox Recovery controls the level of
information available to the user when restoring mailboxes and governs the tasks that person
can perform. The Settings service on Single Mailbox Recovery Administrative Server enables you
to centrally administer and lock the default security values on the Security tab for certain users or
groups.

File  Tools Help

”)

E

[ <Default User = hd ]

o
'ﬁ“ P Default Settings
Application

[Sing\e Mailbox Recavery

1l

Auditing Application Settings (Double Click to Edit)
Mame Yalue Type Description
bRreviewslowed True  Boolean | Allow preview of messages.
bTargetPlus False Boolean | Enable tamper proof target,
bTransferBCC False Boolean | Allow Bee field to be included when restaring ar searching message:
bEnableMessageliews True  Boolean | Enable Message Yiews.
bshowInaccessibleMailboxes Trug  Boolean | List inaccessible maiboxes,
bShowRecoverableltems False Boolean | Show Recoverable Items (Exchange Server 20100,
brultiTenancyEnabled False  Boolean | Enable Multi-Tenant Suppart,
brMultiTenancyEnforcelsersetting False Boolean | Enforce ABP or Hosted Organization For current user,
bMultiTenancyShowlnresolvedMailboxesSetting  False  Boolean | Show deleted or unrecognized mailboxes.

Optione  Security ]Wamlngs]

v Allow preview of messages

[~ Enable Tamper-Proof Target

r Allow Bee field to be included when restoring ear All

or searching messages

¥ Enable Message Views
[¥ List inaccessible mailboxes
[~ Show Recoverable Items (Exchange Server 2010)
[~ Enable Multi-Tenant Support
-
-

oK Cancel ‘ | Help |

Figure 4-1: Security Settings centrally administered from the Settings service

Setting the Security Values

The Settings page enables you to centrally administer and lock the default security valuesin
Single Mailbox Recovery for users or groups.
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To set the security values

1. Inthe leftf pane, click Settings.

File  Tools

Permissions

[ duditing

Help

Chapter 4: Settings Service

User

[ <Default User >

-

Default Settings
Application

Remove

[Sing\e Mailbox Recovery

™

Application Settings {Double Click to Edit)

Kame

bPreviewalowed

bTargetPlus

bTransferBCC
bEnableMeszageiiews
bshowInaccessibleMailboxes
bShowRecoverableltems
bMultiTenancyEnabled
BMultiTenancyEnforcelser Setting

Yalue

True
False
False
True
True
False
False
False

brultiTenancyshowlnresolvediMailboxesSetting  False

Type

Boolean
Boolean
Boalean
EBoolean
Boolzan
Boolean
Boolean
Boalean
EBoolean

Description

Allovs preview of messages.

Enable tamper proof target,
Allows Biee field ko be included
Enable Message Wiews,

List inaccessible maiboxes.

Show Recoverable Ikems (Exchange Server 20100,

Enable Mulki-Tenant Suppart,

Enforce ABP or Hosted Organization For current user,

Show deleted or unrecognize:

m

when restoring or searching messages,

d mailboxes.

Figure 4-2: Settings page

2. Inthe User box, select the user or group you want to assign the default security values.

Note: Click Add to add users using the Add Groups or Users dialog box. For more
information, see "Adding or Removing a User or Group" on page 68.

Note: Selecting <Default User> displays the settings used by default when no settings are

provided for the user or group.

3. Inthe Application box, the default value "Single Mailbox Recovery"is selected.

4. Inthe Application Settings list, double-click the security setting you want to change for the

selected user, group, or <Default User>.

5. Inthe Setting Editor dialog box, view the Name and Information of the selected security

setting.
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TMarme

Previewdllowed

Inforrmation

Allovs preview of messages.,
& boolean value {True or False)

Value

True j

ik I Cancel

Figure 4-3: Setting Editor dialog box

6. Inthe Value field, do one of the following:
m Select True to activate the setting.
m Select False to de-activate the setting.
7. Click OKto set the Value in the Application Settings list.
8. If you want to change additional security values, repeat steps 4 through 7.

Note: You can click Clear All to return the Application Settings to the default security
values or click Reload to return the Application Settings to the most recently saved
security values for the selected user.

9. When you have completed the setting the security values for the selected User, click
Save.

You can add a group or user to the User box on the Settings page with the Add Groups or Users
dialog box.
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To add a user or group

1. Onthe Seftings page to the right of the User box, click Add.

Add Groups or Users

— Filker
Object types V' Users ¥ Groups

Marne Filker I Search |

Ilsers and Groups Within 'D2. local

MName: | Tvpe |

ok | Cancel I

Add Groups or Users dialog box
2. Inthe Add Groups or Users dialog box, use the Filter group to select or clear the Objects
types you want to search: Users and/or Groups.
3. Do one of the following:
m Enter a name filter to narrow the list and click Search.
m Click Search and view all the selected object types within the forest.
4. Inthe populatedlist, do one of the following:
m Double-click the group or user you want fo add.

m Select the group or user you want fo add and click Ok.
The selected group or user appearsin the User Box on the Settings page.
To remove a user or group

m Onthe Settings page, use the User box to select the user or group you want toremove
and click Remove.

The selected group or user clears from the User Box on the Settings page. For more information,
see "A note on user and group naming and identification” on page 38.
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All activities affecting the source or target store are logged. In addition, all activities that affect
what is viewable by you on the screen are logged.

In Single Mailbox Recovery and Single Mailbox Recovery ExtractWizard, the types of activities
logged are those initiated from the user interface, the command line interface, and Data
Wizard.

This list displays any action taken on the Single Mailbox Recovery user interface that isrecorded
in the Application Audit Service.

Session End: Single Mailbox Recovery is shutting down.
Open Datastore: A datastore (source or target) is about to be opened.

Open Target Exchange Server: A farget exchange server was opened. The audit
parameters vary depending if the connection is made to asingle mailbox or all mailboxes.

Paste Messages: Messages are pasted from a source intfo a target, either by a prior copy
to the clipboard or by a drag and drop.

Select Folder: A folder node in the tree is selected.
Paste Folder: A folderis pasted from a source into a targeft.
Delete Folder: Delete afolderin a target.

Delete Message: Delete a message in a target. If multiple messages are selected and
deleted, there will be one audit entry for each.

Delete Source From Content Analysis Store (CAS): Delete a source from a target CAS. If
multiple sources are selected and deleted, there will be one audit entry for each.

Rename Folder: Rename a folderin a target.
New Folder: Create a new folderin a target.

Preferences Changed: The application preferences have been changed. There are three
separate property pages of preferences. If a preference on one page changes, the new
values of all of the preferences on that same page are audited. All three pages are
audited under the same audit action, however the parameters associated with the audit
action vary depending on which page was changed.

Export Messages: Messages are exported from a source into afile.

Export Folder: A folder is exported from a source to afile.
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Integrity Check: Performs an integrity check a folderin asource.

Create Reports Started: "Generate Reports' was clicked on the "Create Reports" dialog.
The audit parameters vary slightly depending on the date selections.

Create Reports Finished: The "Create Reports" dialog operation completed.
Report Saved: The report created using "Create Reports' dialog was saved to file.

Find Start: "Find Now" was clicked on the "Find In Source" dialog. This has two different sets of
audit parameters depending on if we are searching in previous search results. When
searching in previous results, the search subfolders and search folder paths parameters are
omitted.

Find Complete: The "Find In Source" dialog find operation completed.
Find Criteria Saved: The find criteria were saved to file.

Save Search Results: The find report was saved to file. This actually saves two files, a
summary report and a detailed report. The filenames to save to are automatically
generated. A separate audit entry is made for each as either may fail.

Message View Launched: Launch the message view window in one of three possible view
types.

Tree Datastore Expanded: A datastore root node in the free is expanded.
Datastore Closed: A datastore is closed.
Expand Folder Tree: A folder node in the tree is expanded.

View Message: The content of a message has been viewed, either from the message
window or the message preview pane.

View Attachment: A message attachment was viewed.
Save Attachment: A message attachment was saved.

Wizard Page Activated: A wizard page was activated. This applies to both the Data Wizard
and the Mailbox Creation Wizard.

Wizard Button Clicked: A button on a wizard page was activated. This applies to both the
Data Wizard and the Mailbox Creation Wizard. For all buttons, there are always three audit
parameters (wizard name, page name, button name), as shown below.

Session Start from Command Line: Single Mailbox Recovery is starting up in command line
mode.

List Mailboxes: The mailboxesin a source are listed via command line switches.

Paste Folder: A folderis pasted from a source into a farget via command line switches.
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Export Folder: A folderis pasted form a source to a file via command line switches.
Integrity Check: Integrity check a folderin a source via command line switches.

Command Line Processed: The command line was processed (thisis a transaction audit
that surrounds command line processing and can return useful error information if the
command line parameters were invalid).

Data Wizard page activations are audited. Thisrecords the wizard name and the wizard page
name as parameters. Data Wizard button clicks are audited. This records the wizard name, the
wizard page name and the wizard button name as parameters. This audits all button clicks with
the exception of the "Next" button. The "Next" button clicks are treated as a special case. Each
Data Wizard page is provided with a dedicated function to audit its "Next" button click.

This list displays any action taken in Single Mailbox Recovery ExtractWizard that isrecorded in the
Application Audifing Service.

Single Mailbox Recovery ExtractWizard Start Up: Single Mailbox Recovery ExtractWizard is
starting up.

Single Mailbox Recovery ExtractWizard Exit: Single Mailbox Recovery ExtractWizard is
shutting down.

Wizard Page Activated: A wizard page was activated.

Wizard Button Clicked: A button on a wizard page was activated. For all buttons, there are
always two audit parameters (wizard page name, button name), as shown below. For the
"Next" button, there may be additional audit parameters, specific to the wizard page. The
specific cases are also shown below.

o Choose Method Page Next Button Clicked: Extira parameters for "Next" button, Choose
Method Page, direct method

« Choose Source Page Next Button Clicked: Extra parameters for "Next" button, Choose
Source Page, disk

« Choose Connection Parameters Page Next Button Clicked: Extra parameters for "Next"
button, Choose Connection Parameters Page, exchange2kx

o Choose Tape Device Page Next Button Clicked: Occurs between Choose Source
page and Catalog Options page when user selects tape and more than one tape
device exists on their system.

» Catalog Options Page Next Button Clicked: Exira parameters for "Next" button,
Catalog Options Page
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« Catalog Progress Page Next Button Clicked: Extra parameters for "Next" button,
Catalog Progress Page

« Info Store File Selection Page Next Button Clicked: Extra parameters for "Next" button,
Info Store File Selection Page

« Info Store Destination Page Next Button Clicked: Extra parameters for "Next" button, Info
Store Destination Page

Extraction Progress Page Next Button Clicked: Second to last page of wizard.
Emulation Progress Page Next Button Clicked: Second to last page of wizard.

Extraction Results Page Activated: Last page of wizard (Note: It logs additional information
on page activation, not on Next/Finish button click). Logs the same information as is
displayedin the results page. If extracted, thisincludes a listing of which files were
successful/failed.

On the serverside, activities are logged for the Server, Mailbox Permissions Service, and the
Single Mailbox Recovery Management Console.

This list displays any action taken on the connected server that isrecorded in the Application
Auditing Service.

Server start-up: Start of the Single Mailbox Recovery Administrative Server.
Server shutdown: End of the Single Mailbox Recovery Administrative Server.

Terminating Connections: This fransactional action occurs when the server is about to start
terminating a number of connections and when it completes the process.

Terminating a Single Connection: This action occurs when the server closes a connection.

Write a Service Message: This action occurs when a service requests that a message be
written to the server audit log.

Open a Service: This action occurs when a client hasrequested access fo a service.

Disconnect from a Service: This action occurs when a service session is being closed. Note
that sessions can be closed because the client has indicated that it no longer needs them
or because the server (perhaps at the request of the Single Mailbox Recovery
Management Console) has chosen to terminate the session.

Stop the Server: This occurs when the serveris stopping.
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Register a Client: This action occurs when a new client has established a connectionto the

server.

Unregister a Client: This action occurs when the server has finished communicating with a
client. This can either be at the client'srequest or because the server (perhaps at the
request of the Single Mailbox Recovery Management Console) has chosen to terminate
the connection.

Change Server Configuration: This action occurs when arequest fo change the server
configuration has been processed.

This list displays any action taken in the Mailbox Permissions Service that isrecorded in the
Application Auditing Service.

Permissions Have Been Read: This action occurs whenever the configurator or the service
load permissions settings from disk.

Permissions Have Been Retired: This action occurs when the service reloads the permissions
set because the MC has told it to. It keeps arecord of the outgoing permissions set.

Permissions Have Been Updated: This action occurs when the service reloads the
permissions set because the MC has told it fo. It keeps arecord of the incoming
permissions set.

Permissions Test Performed: This action occurs on the service when a client requests a

permissions test, i.e. wants fo know if they should open a mailbox.

Permissions Have Been Written: This action occurs when the service writes the current
permissions set to disk because the MC has told it to. It keeps arecord of the newly read
permissions set.

Permissions Have Changed: This action occurs when the configurator has written the
current permission set to disk and those permissions are now in effect for clients. In other
words it occurs when the user clicks the "save" button.

A Refusal Has Been Converted Into a Temporary Allow: This action occurs when the
configurator has just converted arefusal info a temporary allow.

A Refusal Has Been Converted Into a Permanent Allow: This action occurs when the
configurator has just converted arefusal into a permanent allow.

Permissions Auditing Has Ended: This action occurs when the service is shutting down.
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This list displays any action taken in the Settings Service that isrecorded in the Application
Settings Service.

Settings have been loaded: This action occurs when the Settings service loads the settings.

A setting has been read and returned to the client application: This action occurs when a
client applicationrequests a setting.

m The seftings service is closing: This action occurs when the Settings service closes.

This list displays any action taken in the Single Mailbox Recovery Management Console user
interface thatisrecorded in the Application Auditing Service.

Console Start: This action occurs when the Single Mailbox Recovery Management Console
isready for normal operation.

Console End: This action occurs when the Single Mailbox Recovery Management Console
is shutting down.

Server Restarted: This action occurs after the server has been restarted and a connection
re-established to it.

First-time Run: This action occurs when the Single Mailbox Recovery Management Console
has just completed first-time run functionality.

Deactivate Plug-ins: This action occurs when the Single Mailbox Recovery Management
Console is deactivating one or more plugins.

Settings have been loaded: This action occurs when the Settings service loads the settings.

A user or group has been added: This action occurs when the Settings service adds a user
or group.

The settings for a group or user have beenremoved: This action occurs when the Settings
service removes a user or group.

A setting has been changed: The action occurs when the Settings service changes a
setting.

Settings have been saved: This action occurs when the Settings service saves the settings.

Settings have been cleared: This action occurs when the Settings service clears the
setfings.

75



Appendix A: Activities to be Logged

Server Configuration Plug-In
This list displays any action taken in the Server Configuration page that isrecorded in the
Application Auditing Service.
= Terminate Connection: This action occurs when the user chooses to terminate a
connection.
m Set Server Port: This action occurs when the user changes the server port.

= Set Active Directory Advertising: This action occurs when the user changes whether or not
the serveris advertised on Active Directory.
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Glossary

ABP

Any User

Client

Exchange
Hosted

Organization(or
Hosted
Organization)

Multiplicity

Address Book Policies. A feature that allows users to restrict the
users and mailboxes they can view when sending emails in an
environment using Microsoft Exchange Server 2010 SP2 and later.
Users can be assigned ABPs. ABPsinclude a Global Address List
(GAL) that defines the mailboxes a user assigned an ABP can

view.

Any Useris a special entity. This matches against any user
regardless of group or name. It is used to terminate further
permission checking. This must always be the last entryina
permission list.

The Client is the software making use of services being hosted on
the Server. Note that the Single Mailbox Recovery Management
Console acts as a client of the Server to achieve its tasks.

An organizational unit created in an environment that has
deployed Microsoft Exchange Server 2010 SP1 or SP2 using the
/hosting switch (Hosting Mode). Users and associated mailboxes
createdin a hosted organization can only see other users and
mailboxes created in the same hosted organization.

It is pointless to have a user or group appear explicitly fwice within
asingle list. You can implicitly match with one or more groups
that are listed but a user or group can only be specifically
mentioned once.
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Multi-Tenancy
Support

Server

Service

Glossary

Supportincluded in Single Mailbox Recovery and Single Mailbox
Recovery Administrative Server for multi-tenant deployments of
Microsoft Exchange Server 2010 and Iater. Specifically support is
provided for environments that are utilizing the Microsoft
Exchange Server 2010SP1, SP2 Hosting Mode or Microsoft
Exchange Server 2010 SP2 and later Address Book Policy feature.
Support includes the ability to limit the source and target
mailboxes a user can access based on Exchange Hosted
Organizations or Address Book Policies.

Forinformation regarding Hosting Mode using the "/hosting"
switch, see

http://technet.microsoft.com/en-us/library/ff923272.aspx
and

http://social.technet.microsoft.com/wiki/contents/articles/1110.
exchange-2010-sp 1-information-for-hosted-service-providers.aspx.

Forinformation regarding Address Book Policies, see
http://technet.microsoft.com/en-us/library/hh529948.aspx

and
http://technet.microsoft.com/en-us/library/hh529916.aspx.

This is an application running on aremote machine. It manages
the connection with the client and hosts multiple services. A

server package is a self-contained chunk of information being
exchanged between the client and the server

This is a plugin module that the serverloads. A service package is
information being exchanged between a client and an
individual service.
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