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APIls REST do Unified Manager

As APls REST para o Active IQ Unified Manager estio listadas nesta se¢cdo, com base
em suas categorias.

Vocé pode visualizar a pagina de documentagéo on-line da sua instancia do Unified Manager que inclui os
detalhes de cada chamada da APl REST. Este documento n&o repete os detalhes da documentagao online.
Cada chamada de API listada ou descrita neste documento inclui apenas as informagdes necessarias para
localizar a chamada na pagina de documentagéo. Depois de localizar uma chamada de API especifica, vocé
pode revisar os detalhes completos dessa chamada, incluindo os parametros de entrada, formatos de saida,
codigos de status HTTP e tipo de processamento de solicitagéo.

As seguintes informagdes sdo incluidas para cada chamada de APl em um fluxo de trabalho para ajudar a
localizar a chamada na pagina de documentagao:

» Categoria

As chamadas de API sédo organizadas na pagina de documentagao em areas ou categorias relacionadas a
funcionalidade. Para localizar uma chamada de API especifica, role até o final da pagina e clique na
categoria de API aplicavel.

* Verbo HTTP (chamar)

O verbo HTTP identifica a agéo realizada em um recurso. Cada chamada de API é executada por meio de
um unico verbo HTTP.

e Caminho

O caminho determina o recurso especifico que a acdo usa como parte da execugdo de uma chamada. A
string do caminho é anexada a URL principal para formar a URL completa que identifica o recurso.

Gerenciar objetos de armazenamento em um data center
usando APIs

As APIs REST sob o datacenter A categoria permite que vocé gerencie os objetos de
armazenamento no seu data center, como clusters, nds, agregados, VMs de
armazenamento, volumes, LUNs, compartilhamentos de arquivos e namespaces. Essas
APls estéo disponiveis para consultar a configuragdo dos objetos, enquanto algumas
delas permitem que vocé execute as operagdes de adicionar, excluir ou modificar esses
objetos.

A maioria dessas APIs sao chamadas GET que fornecem agregagéao entre clusters com suporte para
filtragem, classificacédo e paginagéo. Ao executar essas APlIs, elas retornam dados do banco de dados.
Portanto, os objetos recém-criados precisam ser descobertos pelo proximo ciclo de aquisigéo para
aparecerem na resposta.

Se quiser consultar os detalhes de um objeto especifico, vocé precisa inserir o ID exclusivo desse objeto para
visualizar seus detalhes. Por exemplo, para obter informagdes de métricas e analises dos objetos de
armazenamento, consulte"Visualizando métricas de desempenho” .


concept_metrics_apis.html

curl -X GET "https://<hostname>/api/datacenter/cluster/clusters/4c6bf721-
2e3f-11e9-a3e2-00a0985badbb" -H "accept: application/json" -H

"Authorization:

Basic <Base64EncodedCredentials>"

Os comandos CURL, exemplos, solicitagdes e respostas as APIs estao disponiveis na sua
(D interface de API do Swagger. Vocé pode filtrar e ordenar os resultados por parametros

especificos, conforme indicado no Swagger. Essas APIs permitem filtrar os resultados para

objetos de armazenamento especificos, como cluster, volume ou VM de armazenamento.

APls para objetos de armazenamento em seu data center

verbo HTTP

GET

GET

GET

Caminho

/datacenter/cluster/cluste
rs

/datacenter/cluster/cluste
rs/{key}

/datacenter/cluster/licens
ing/licenses
/datacenter/cluster/licens
ing/licenses/ {key}

/datacenter/cluster/nodes

/datacenter/cluster/nodes/
{key}

Descrigao

Vocé pode usar este método para
visualizar os detalhes dos clusters
ONTAP no data center. AAPI
retorna informagdes, como o
endereco IPv4 ou IPv6 do cluster,
informacdes sobre o nd, como
integridade do no, capacidade de
desempenho e par de alta
disponibilidade (HA), e indica se o
cluster € All SAN Array.

Retorna os detalhes das licencas
instaladas nos clusters do seu data
center. Vocé pode filtrar seus
resultados com base nos critérios
necessarios. Informacdes como
chave de licenga, chave de cluster,
data de expiracao e escopo da
licenca sdo retornadas. Vocé pode
inserir uma chave de licenga para
recuperar os detalhes de uma
licenca especifica.

Vocé pode usar este método para
visualizar os detalhes dos nés no
data center. Vocé pode visualizar
informacdes sobre o cluster, a
integridade do no, a capacidade de
desempenho e o par de alta
disponibilidade (HA) do né.



verbo HTTP

GET

GET

GET

GET

Caminho

/datacenter/protocols/cifs
/shares

/datacenter/protocols/cifs
/shares/{key}

/datacenter/protocols/nfs/
export-policies

/datacenter/protocols/nfs/
export-policies/{key}

/datacenter/storage/aggreg
ates

/datacenter/storage/aggreg
ates/{key}

/datacenter/storage/luns

/datacenter/storage/luns/ {
key}

Descrigdo

Vocé pode usar este método para
visualizar os detalhes dos
compartilhamentos CIFS no data
center. Além dos detalhes do
cluster, SVM e volume,
informacgdes sobre a Lista de
Controle de Acesso (ACL) também
séo retornadas.

Vocé pode usar este método para
visualizar os detalhes das politicas
de exportacao para 0s servigos
NFS suportados.

Vocé pode consultar as politicas de
exportagado de um cluster ou VM de
armazenamento e reutilizar a
chave da politica de exportacao
para provisionar
compartilhamentos de arquivos
NFS. Para obter mais informacdes
sobre como atribuir e reutilizar
politicas de exportagdo em cargas
de trabalho, consulte
“Provisionando compartilhamentos
de arquivos CIFS e NFS”.

Vocé pode usar esse método para
visualizar a colegao de agregados
no data center ou um agregado
especifico para provisionar cargas
de trabalho neles ou monitorar.
Informagdes como detalhes do
cluster e do no, capacidade de
desempenho usada, espago
disponivel e usado e eficiéncia de
armazenamento sao retornadas.

Vocé pode usar este método para
visualizar a colegao de LUNs em
todo o data center. Vocé pode
visualizar informacdes sobre o
LUN, como detalhes do cluster e
do SVM, politicas de QoS e
igroups.



verbo HTTP

GET

GET

GET

Caminho

/datacenter/storage/qgos/po
licies

/datacenter/storage/qgos/po
licies/{key}

/datacenter/storage/gtrees

/datacenter/storage/gtrees
/{key}

/datacenter/storage/volume
s

/datacenter/storage/volume
s/{key}

Descrigdo

Vocé pode usar este método para
visualizar os detalhes de todas as
politicas de QoS aplicaveis aos
objetos de armazenamento no data
center. Informagdes como detalhes
do cluster e do SVM, detalhes da
politica fixa ou adaptavel e numero
de objetos aplicaveis a essa
politica séo retornadas.

Vocé pode usar este método para
visualizar os detalhes do gtree no
data center para todos os volumes
FlexVol ou FlexGroup .
Informacdes como detalhes do
cluster e do SVM, FlexVol volume e
politica de exportacao sao
retornadas.

Vocé pode usar este método para
visualizar a colegao de volumes no
data center. Informacdes sobre os
volumes, como detalhes do SVM e
do cluster, QoS e politicas de
exportacdo, e se o volume é do
tipo leitura-gravagao, protegao de
dados ou compartilhamento de
carga, séo retornadas.

Para volumes FlexVol e FlexClone
, vocé pode visualizar as
informagdes sobre os respectivos
agregados. Para um volume
FlexGroup , a consulta retorna a
lista de agregados constituintes.



verbo HTTP

GET

POST

DELETE

PATCH

Caminho

/datacenter/protocols/san/
igroups

/datacenter/protocols/san/
igroups/{key}

Descrigdo

Vocé pode atribuir grupos
iniciadores (igroups) autorizados a
acessar destinos LUN especificos.
Se houver um igroup existente,
vocé podera atribui-lo. Vocé
também pode criar igroups e
atribui-los aos LUNSs.

Vocé pode usar esses métodos
para consultar, criar, excluir e
modificar igroups, respectivamente.

Pontos a serem observados:

» "POST: Ao criar um igroup,
vocé pode designar a VM de
armazenamento a qual deseja
atribuir acesso.

"DELETE: Vocé precisa
fornecer a chave igroup como
um parametro de entrada para
excluir um igroup especifico.
Se vocé ja atribuiu um igroup a
um LUN, n&o podera excluir
esse igroup.

* "PATCH:"Vocé precisa fornecer
a chave igroup como um
parametro de entrada para
modificar um igroup especifico.
Vocé também deve inserir o
imovel que deseja atualizar,
juntamente com seu valor.



verbo HTTP Caminho Descrigdo

GET /datacenter/svm/svms Vocé pode usar esses métodos
para visualizar, criar, excluir e
POST /datacenter/svm/svms/ {key} modificar Maquinas Virtuais de
Armazenamento (VMs de
DELETE armazenamento).

» "POST:"Vocé deve inserir o
objeto de VM de
armazenamento que deseja
criar como um parametro de
entrada. Vocé pode criar uma
VM de armazenamento
personalizada e, em seguida,
atribuir as propriedades
necessarias a ela.

* 'DELETE: Vocé precisa
fornecer a chave da VM de
armazenamento para excluir
uma VM de armazenamento
especifica.

PATCH

* "PATCH:"Vocé precisa fornecer
a chave da VM de
armazenamento para modificar
uma VM de armazenamento
especifica. Vocé também
precisa inserir as propriedades
que deseja atualizar,
juntamente com seus valores.

@ Pontos a serem observados:

Se vocé tiver habilitado o provisionamento de carga de trabalho baseado em SLO em seu ambiente, ao criar a
VM de armazenamento, certifique-se de que ela ofereca suporte a todos os protocolos necessarios para
provisionar LUNs e compartilhamentos de arquivos nelas, por exemplo, CIFS ou SMB, NFS, FCP e iSCSI. Os
fluxos de trabalho de provisionamento podem falhar se a VM de armazenamento nao oferecer suporte aos
servigos necessarios. E recomendavel que os servigcos para os respectivos tipos de cargas de trabalho
também sejam habilitados na VM de armazenamento.

Se vocé tiver habilitado o provisionamento de carga de trabalho baseado em SLO em seu ambiente, ndo
podera excluir a VM de armazenamento na qual as cargas de trabalho de armazenamento foram
provisionadas. Quando vocé exclui uma VM de armazenamento na qual um servidor CIFS ou SMB foi
configurado, esta APIl também exclui o servidor CIFS ou SMB, juntamente com a configuragao local do Active
Directory. No entanto, o nome do servidor CIFS ou SMB continua na configuragdo do Active Directory que
vocé deve excluir manualmente do servidor do Active Directory.

APIs para elementos de rede em seu data center

As seguintes APIs na categoria datacenter recuperam informagdes sobre as portas e interfaces de rede em
seu ambiente, especificamente as portas FC, interfaces FC, portas Ethernet e interfaces IP.



verbo HTTP

GET

GET

GET

GET

Caminho

/datacenter/network/ethern
et/ports

/datacenter/network/ethern
et/ports/{key}

/datacenter/network/fc/int
erfaces

/datacenter/network/fc/int
erfaces/{key}

/datacenter/network/fc/por
ts

/datacenter/network/fc/por
ts/{key}

/datacenter/network/ip/int
erfaces

/datacenter/network/ip/int
erfaces/{key}

Descrigdo

Recupera informacdes sobre todas
as portas Ethernet no seu
ambiente de data center. Com uma
chave de porta como parametro de
entrada, vocé pode visualizar as
informacdes dessa porta
especifica. Informagdes, como
detalhes do cluster, dominio de
transmisséo, detalhes da porta,
como estado, velocidade e tipo, e
se a porta esta habilitada, sdo
recuperadas.

Vocé pode usar este método para
visualizar os detalhes das
interfaces FC no seu ambiente de
data center. Com uma chave de
interface como parametro de
entrada, vocé pode visualizar as
informacdes dessa interface
especifica. Informacdes, como
detalhes do cluster, detalhes do n6
inicial e detalhes da porta inicial,
sao recuperadas.

Recupera informacgdes sobre todas
as portas FC usadas nos nos do
seu ambiente de data center. Com
uma chave de porta como
parametro de entrada, vocé pode
visualizar as informacgdes dessa
porta especifica. Informacdes
como detalhes do cluster,
descri¢cao da porta, protocolo
suportado e estado da porta sdo
recuperadas.

Vocé pode usar este método para
visualizar os detalhes das
interfaces IP no seu ambiente de
data center. Com uma chave de
interface como parametro de
entrada, vocé pode visualizar as
informacdes dessa interface
especifica. Informagdes como
detalhes do cluster, detalhes do
IPspace, detalhes do n¢ inicial e se
o failover esta habilitado séo
recuperadas.



Acesse APIs ONTAP por meio de acesso proxy

As APIs de gateway oferecem a vantagem de usar as credenciais do Active 1Q Unified
Manager para executar APIs REST do ONTAP e gerenciar objetos de armazenamento.
Essas APIs estdo disponiveis quando o recurso APl Gateway € habilitado na interface da
Web do Unified Manager.

As APIs REST do Unified Manager oferecem suporte apenas a um conjunto selecionado de agdes a serem
executadas nas fontes de dados do Unified Manager, ou seja, clusters ONTAP . Vocé pode aproveitar os
outros recursos por meio das APIs ONTAP . As APIs de gateway permitem que o Unified Manager seja uma
interface de passagem para encapsular todas as solicitagbes de AP| a serem executadas em clusters ONTAP
que ele gerencia, sem precisar efetuar login em cada cluster de data center individualmente. Ele funciona
como um unico ponto de gerenciamento para executar as APIs nos clusters ONTAP gerenciados pela sua
instancia do Unified Manager. O recurso APl Gateway permite que o Unified Manager seja um Unico plano de
controle a partir do qual vocé pode gerenciar varios clusters ONTAP , sem precisar fazer login neles
individualmente. As APIs de gateway permitem que vocé permanecga conectado ao Unified Manager e
gerencie os clusters ONTAP executando operagdes da APl REST do ONTAP .

@ Todos os usuarios podem executar uma consulta usando a operagdo GET. Os administradores
de aplicativos podem executar todas as operagdes REST do ONTAP .

O gateway atua como um proxy para encapsular as solicitagbes de APIl, mantendo o cabecgalho e o corpo das
solicitagdes no mesmo formato das APIs ONTAP . Vocé pode usar suas credenciais do Unified Manager e
executar operagdes especificas para acessar e gerenciar os clusters ONTAP sem passar credenciais de
cluster individuais. Ele continua gerenciando a autenticagéo e o gerenciamento do cluster, mas redireciona as
solicitacoes de API para serem executadas diretamente no cluster especifico. A resposta retornada pelas APls
€ a mesma que a resposta retornada pelas respectivas APls REST do ONTAP executadas diretamente do
ONTAP.

verbo HTTP Caminho (URL) Descrigcao

GET /gateways Este método GET recupera a lista
de todos os clusters gerenciados
pelo Unified Manager que
suportam chamadas ONTAP
REST. Vocé pode verificar os
detalhes do cluster e optar por
executar outros métodos com base
no UUID do cluster ou no
identificador exclusivo universal
(UUID).

As APIs de gateway
recuperam apenas
os clusters
suportados pelo

(i) ontaP950u
posterior e
adicionados ao
Unified Manager por
HTTPS.



verbo HTTP

GET
POST
DELETE
PATCH

OPTIONS(n&o disponivel no
Swagger)

HEAD(n&o disponivel no Swagger)

Caminho (URL)

/gateways/{uuid}/{path}

O valor de {uuid}
deve ser substituido
pelo UUID do cluster
no qual a operacgéao
REST deve ser
executada. Além
disso, certifique-se
de que o UUID seja
do cluster suportado
pelo ONTAP 9.5 ou
posterior e
adicionado ao
Unified Manager por
HTTPS. {path} deve
ser substituido pelo
URL REST do
ONTAP . Vocé deve
remover /api/ da
URL.

Entenda o tunelamento do APl Gateway

Descrigdo

Esta € uma API proxy de ponto
unico, que suporta operagdes
POST, DELETE, PATCH e GET
para todas as APIs REST do
ONTAP . Nenhuma restricao se
aplica a nenhuma API, desde que
seja suportada pelo ONTAP. A
funcionalidade de tunelamento ou
proxy nao pode ser desabilitada.

O opTIONS O método retorna
todas as operagdes suportadas por
uma API REST ONTAP . Por
exemplo, se uma APl ONTAP
suporta apenas o GET operagao,
executando o OPTIONS meétodo
usando esta API de gateway
retorna GET como resposta. Este
método ndo é suportado no
Swagger, mas pode ser executado
em outras ferramentas de API.

O oPTIONS O método determina
se um recurso esta disponivel.
Esta operacéo pode ser usada
para visualizar os metadados sobre
um recurso nos cabecalhos de
resposta HTTP. Este método néo é
suportado no Swagger, mas pode
ser executado em outras
ferramentas de API.

As APIs de gateway permitem que vocé gerencie objetos ONTAP por meio do Unified Manager. O Unified
Manager gerencia os clusters e os detalhes de autenticagéo e redireciona as solicitagdes para o ponto de
extremidade REST do ONTAP . AAPI do gateway transforma a URL e o Hypermedia como o mecanismo do
estado do aplicativo (HATEOAS) vincula o cabegalho e o corpo da resposta com a URL base do gateway da
API. AAPI do gateway atua como a URL base do proxy a qual vocé anexa a URL REST do ONTAP e executa
o ponto de extremidade REST do ONTAP necessario.

Para que uma API ONTAP seja executada com sucesso por meio do gateway de API, a API
@ deve ser suportada pela versdo do cluster ONTAP no qual esta sendo executada. Executar uma
API que nao é suportada no cluster ONTAP nao retorna nenhum resultado.

Neste exemplo, a APl do gateway (URL base do proxy) é: /gateways/{uuid}/

A API ONTAP adotada é: /storage/volumes . Vocé precisa adicionar a URL REST da APl ONTAP como

valor para o parametro de caminho.



@ Ao adicionar o caminho, certifique-se de ter removido o “/” symbol at the beginning of the URL.
For the APl /storage/volumes, adicionar storage/volumes.

O URL anexado é: /gateways/{uuid}/storage/volumes

Ao executar o GET operacgédo, a URL gerada € a seguinte:
GEThttps://<hostname\>/api/gateways/<cluster UUID\>/storage/volumes

O /api atag da URL REST do ONTAP é removida na URL anexada e a da API do gateway é mantida.

Exemplo de comando cURL

curl -X GET "https://<hostname>/api/gateways/l1cd8a442-86dl-11e0-aelc-
9876567890123 /storage/volumes" -H "accept: application/hal+json" -H
"Authorization: Basic <Base64EncodedCredentials>"

A API retorna a lista de volumes de armazenamento nesse cluster. O formato de resposta € o mesmo que
vocé recebe quando executa a mesma API do ONTAP. Os cédigos de status retornados sao os codigos de
status ONTAP REST.

Definir escopo da API

Todas as APIs tém um contexto definido dentro do escopo do cluster. As APIs que operam com base em VMs
de armazenamento também tém o cluster como escopo, ou seja, as operagdes da APl sdo executadas em
uma VM de armazenamento especifica dentro de um cluster gerenciado. Quando vocé executa o
/gateways/{uuid}/{path} API, certifique-se de inserir o UUID do cluster (UUID da fonte de dados do
Unified Manager) para o cluster no qual vocé executa a operagéo. Para definir o contexto para uma VM de
armazenamento especifica dentro desse cluster, insira a chave da VM de armazenamento como o parametro
X-Dot-SVM-UUID ou o0 nome da VM de armazenamento como o paradmetro X-Dot-SVM-Name. O parametro é
adicionado como filtro no cabegalho da string e a operagéo é executada dentro do escopo dessa VM de
armazenamento dentro desse cluster.

Exemplo de comando cURL
curl -X GET "https://<hostname>/api/gateways/e4f33f90-f75f-11e8-9ed9-
00a098e3215f/storage/volume”™ -H "accept: application/hal+json"™ -H "X-Dot-

SVM-UUID: d9c33ec0-5b61-11e9-8760-00a098e3215f"
-H "Authorization: Basic <Base64EncodedCredentials>"

Para obter mais informagées sobre o uso de APls REST do ONTAP , consultehttps://docs.netapp.com/us-
en/ontap-automation/index.html["Automacao de API REST ONTAP"]

Executar tarefas administrativas usando APIs

Vocé pode usar as APIs sob 0 administration categoria para modificar configuragdes
de backup, verificar as informacdes do arquivo de backup e certificados de cluster, e
também gerenciar clusters ONTAP como fontes de dados do Active 1Q Unified Manager .
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@ Vocé deve ter a fungao de Administrador do Aplicativo para executar essas operagoes. Vocé
também pode usar a interface da Web do Unified Manager para definir essas configuragdes.

verbo HTTP

GET

PATCH

GET

Caminho

/admin/backup-settings

/admin/backup-settings

/admin/backup-file-info

Descricao

Vocé pode usar o GET método para
visualizar as configuragdes do
agendamento de backup definido
no Unified Manager por padrao.
Vocé pode verificar o seguinte:

* Se a programagao esta
habilitada ou desabilitada

* Frequéncia do backup
agendado (diaria ou semanal)

» Hora do backup

* Numero maximo de arquivos
de backup que devem ser
mantidos no aplicativo

O horario do backup esta no fuso
horario do servidor.

As configuragdes de backup do
banco de dados estéo disponiveis
no Unified Manager por padrao, e
vocé nao pode criar um
agendamento de backup. No
entanto, vocé pode usar o PATCH
meétodo para modificar as
configuragdes padréo.

Um arquivo de despejo de backup
€ gerado sempre que O
agendamento de backup é
modificado para o Unified Manager.
Vocé pode usar este método para
verificar se o arquivo de backup foi
gerado de acordo com as
configuragdes de backup
modificadas e se as informacgdes
no arquivo correspondem as
configuragdes modificadas.

11



verbo HTTP

GET

GET

POST

PATCH

DELETE

Caminho

/admin/datasource-
certificate

/admin/datasources/cluster
S

/admin/datasources/cluster
s/ {key}

Gerenciar usuarios usando APIs

Descrigdo

Vocé pode usar este método para
visualizar o certificado da fonte de
dados (cluster) do armazenamento
confiavel. A validacao do
certificado é necessaria antes de
adicionar um cluster ONTAP como
uma fonte de dados do Unified
Manager.

Vocé pode usar o GET método para
recuperar os detalhes das fontes
de dados (clusters ONTAP )
gerenciadas pelo Unified Manager.

Vocé também pode adicionar um
novo cluster ao Unified Manager
como uma fonte de dados. Para
adicionar um cluster, vocé precisa
saber seu nome de host, nome de
usuario e senha.

Para modificar e excluir um cluster
gerenciado como uma fonte de
dados pelo Unified Manager, use a
chave de cluster ONTAP .

Vocé pode usar as APIs no security categoria para controlar o acesso do usuario a
objetos de cluster selecionados no Active 1Q Unified Manager. Vocé pode adicionar
usuarios locais ou usuarios de banco de dados. Vocé também pode adicionar usuarios
ou grupos remotos que pertencem a um servidor de autenticagcdo. Com base nos
privilégios das funcdes que vocé atribui aos usuarios, eles podem gerenciar os objetos
de armazenamento ou visualizar os dados no Unified Manager.

@ Vocé deve ter a funcado de Administrador do Aplicativo para executar essas operacdes. Vocé
também pode usar a interface da Web do Unified Manager para definir essas configuragdes.

As APIs sob 0 security categoria usa o pardmetro users, que € o nome do usuario, e ndo o parametro key
como identificador exclusivo para a entidade do usuario.

12



verbo HTTP Caminho Descrigdo

GET /security/users Vocé pode usar esses métodos
para obter detalhes dos usuarios
POST /security/users ou adicionar novos usuarios ao

Unified Manager.

Vocé pode adicionar funcoes
especificas aos usuarios com base
em seus tipos de usuario. Ao
adicionar usuarios, vocé deve
fornecer senhas para o usuario
local, o usuario de manutengao e o
usuario do banco de dados.

GET /security/users/{name} O método GET permite que vocé
recupere todos os detalhes de um

PATCH usuario, como nome, endereco de
e-mail, fungao e tipo de

DELETE autorizagdo. O método PATCH

permite que vocé atualize os
detalhes. O método DELETE
permite que vocé remova o
usuario.

Visualizar métricas de desempenho usando APIs

O Active 1Q Unified Manager fornece um conjunto de APIs sob 0 /datacenter
categoria que permite visualizar os dados de desempenho dos seus clusters e objetos de
armazenamento em um data center. Essas APIs recuperam os dados de desempenho
de diferentes objetos de armazenamento, como clusters, nés, LUNs, volumes,
agregados, VMs de armazenamento, interfaces FC, portas FC, portas Ethernet e
interfaces IP.

O /metrics e /analytics As APIs fornecem diferentes visbes das métricas de desempenho, usando as
quais vocé pode detalhar diferentes niveis dos seguintes objetos de armazenamento no seu data center:

» aglomerados

* nos

* VMs de armazenamento

* agregados

* volumes

* LUNs

* Interfaces FC

» Portas FC

* Portas Ethernet

13



* Interfaces IP

A tabela a seguir faz uma comparagéao entre os /metrics € /analytics APls com relagdo aos detalhes

dos dados de desempenho recuperados.

Métricas

Detalhes de desempenho para um unico objeto. Por
exemplo, o
/datacenter/cluster/clusters/{key}/metr
ics AAPI exige que a chave do cluster seja inserida
como parametro de caminho para recuperar as
métricas desse cluster especifico.

Exemplo de métricas de desempenho para um objeto
de armazenamento com base no parametro de
intervalo de tempo para recuperacao.

Detalhes basicos do objeto sédo recuperados, como
detalhes de um noé ou cluster.

Contadores acumulados, como minimo, maximo, 95°
percentil e valores médios de desempenho ao longo
de um periodo de tempo, sdo recuperados para um
unico objeto, como contadores de leitura, gravagao,
total e outros.

14

Analise

Detalhes de desempenho para varios objetos do
mesmo tipo em um data center. Por exemplo, o
/datacenter/cluster/clusters/analytics A
API recupera as métricas coletivas de todos os
clusters em um data center.

O valor agregado de alto nivel de desempenho para
um determinado tipo de objeto de armazenamento
por um determinado periodo (acima de 72 horas).

Nenhum detalhe especifico é recuperado.

Um unico valor agregado ¢é exibido para todos os
objetos do mesmo tipo.



Métricas Analise

O intervalo de tempo e os dados de amostra séo Acima de 72 horas. A duracgao durante a qual esta
baseados no seguinte cronograma: O intervalo de amostra é calculada é representada no formato
tempo para os dados. Exemplos podem ser 1h, 12h, padrao ISO-8601.

1d, 2d, 3d, 15d, 1s, 1m, 2m, 3m, 6m. Vocé obtém

amostras de 1 hora se o intervalo for maior que 3 dias

(72 horas); caso contrario, sdo amostras de 5

minutos. O periodo para cada intervalo de tempo é o

seguinte:

* 1h: Métricas da hora mais recente amostradas
em 5 minutos.

* 12h: Métricas das ultimas 12 horas amostradas
em 5 minutos.

» 1d: Métricas do dia mais recente amostradas ao
longo de 5 minutos.

» 2d: Métricas dos ultimos 2 dias amostradas ao
longo de 5 minutos.

» 3d: Métricas dos ultimos 3 dias amostradas em 5
minutos.

e 15d: Métricas dos ultimos 15 dias amostradas em
1 hora.

* 1 semana: métricas da semana mais recente
amostradas ao longo de 1 hora.

* 1m: Métricas do més mais recente amostradas ao
longo de 1 hora.

e 2m: Métricas dos ultimos 2 meses amostradas ao
longo de 1 hora.

* 3m: Métricas dos ultimos 3 meses amostradas ao
longo de 1 hora.

e 6m: Métricas dos ultimos 6 meses amostradas ao
longo de 1 hora.

Valores disponiveis: 1h, 12h, 1d, 2d, 3d, 15d, 1w,
1m, 2m, 3m, 6m

Valor padréo: 1h

Exemplo de saida para APIs de métricas

Por exemplo, 0 /datacenter/cluster/nodes/{key}/metrics AAPI recupera os seguintes detalhes
(entre outros) para um no:

@ O percentil 95 no valor resumido indica que 95% das amostras coletadas no periodo tém um
valor de contador menor que o valor especificado como percentil 95.
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}
I

"start time":

"iops": {
"local": {
"other": 100.53,
"read": 100.53,
"total": 100.53,
"write": 100.53
br
"other": 100.53,
"read": 100.53,
"total": 100.53,
"write": 100.53
br
"latency": {
"other": 100.53,
"read": 100.53,
"total": 100.53,
"write": 100.53
br
"performance capacity": {
"available iops percent": O,
"free percent": O,
"system workload percent": O,
"used percent": O,
"user workload percent": 0
br
"throughput": {
"other": 100.53,
"read": 100.53,
"total": 100.53,
"write": 100.53

by

"timestamp": "2018-01-01T12:00:00-04

"utilization percent": 0

"summary": {
"iops": {
"local iops": {
"other": {
"95th percentile": 28,
"avg": 28,
"max": 28,
"min": 5

by

"2018-01-01T12:00:00-04

: 00",

: 00",



" read" .

"95th percentile":

" avg
"max" :
"min":
by
"total":

"95th percentile":

" avg
"max" :

"min":
br

"write":

"95th percentile":

"avg
"max":
"min":
}
}I

Exemplo de saida para APIs de analise

Por exemplo, o0 /datacenter/cluster/nodes/analytics AAPI recupera os seguintes valores (entre

{

28,
28,
5

{

28,
28,
5

{

28,
28,
5

outros) para todos os nds:

28,

28,

28,
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{ "iops": 1.7471,
"latency": 60.0933,
"throughput": 5548.4678,
"utilization percent": 4.8569,
"period": 72,
"performance capacity": {
"used percent": 5.475,
"available iops percent": 168350
br
"node": {
"key": "37387241-8b57-11e9-8974-
00a098e0219%a:type=cluster node,uuid=95f94e8d-8b4e-11e9-8974-00a098e0219%a",

"uuid": "95f94e8d-8b4e-11e9-8974-00a098e0219%a",
"name": "ocum-infinity-01",
" links": {
"self": {
"href": "/api/datacenter/cluster/nodes/37387241-8b57-11e9-8974-

00a098e0219%a:type=cluster node,uuid=95f94e8d-8b4e-11e9-8974-00a098e0219%a™"
}
}
by
"cluster": {
"key": "37387241-8b57-11e9-8974-
00a098e0219%a:type=cluster,uuid=37387241-8b57-11e9-8974-00a098e0219%a",
"uuid": "37387241-8b57-11e9-8974-00a098e0219%a",

"name": "ocum-infinity",
" links": {
"self": {
"href": "/api/datacenter/cluster/clusters/37387241-8b57-11e9-

8974-00a098e0219%a:type=cluster,uuid=37387241-8b57-11e9-8974-00a098e0219a"
bo

" links": {
"self": {
"href": "/api/datacenter/cluster/nodes/analytics"

}
}y

Lista de APIs disponiveis

A tabela a seguir descreve 0 /metrics e /analytics APIs em detalhes.

As métricas de IOPS e desempenho retornadas por essas APIs sédo valores duplos, por
exemplo 100.53 . Nao ha suporte para filtrar esses valores flutuantes pelos caracteres pipe (|)
e curinga (%).
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Verbo HTTP

GET

GET

GET

GET

Caminho

/datacenter/cluster/cluste
rs/{key}/metrics

/datacenter/cluster/cluste
rs/analytics

/datacenter/cluster/nodes/
{key}/metrics

/datacenter/cluster/nodes/
analytics

Descrigdo

Recupera dados de desempenho
(amostra e resumo) para um

cluster especificado pelo parametro

de entrada da chave do cluster.
Informacdes como a chave do
cluster e o UUID, intervalo de

tempo, IOPS, taxa de transferéncia

e numero de amostras sdo
retornadas.

Recupera métricas de
desempenho de alto nivel para
todos os clusters em um data
center. Vocé pode filtrar seus
resultados com base nos critérios
necessarios. Valores como IOPS
agregado, taxa de transferéncia e
periodo de coleta (em horas) sdo
retornados.

Recupera dados de desempenho
(amostra e resumo) para um no
especificado pelo parametro de
entrada da chave do né.
Informagdes como o UUID do né,
intervalo de tempo, resumo do
IOPS, taxa de transferéncia,

laténcia e desempenho, nimero de
amostras coletadas e porcentagem

utilizada sao retornadas.

Recupera métricas de
desempenho de alto nivel para
todos os nés em um data center.
Vocé pode filtrar seus resultados
com base nos critérios
necessarios. Informagdes, como
chaves de no e cluster, e valores,
como |IOPS agregado, taxa de
transferéncia e periodo de coleta
(em horas) sao retornados.
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Verbo HTTP

GET

GET

GET

GET

20

Caminho

/datacenter/storage/aggreg
ates/{key}/metrics

/datacenter/storage/aggreg
ates/analytics

/datacenter/storage/luns/ {
key}/metrics

/datacenter/storage/volume
s/{key}/metrics

/datacenter/storage/luns/a
nalytics

/datacenter/storage/volume
s/analytics

Descrigdo

Recupera dados de desempenho
(amostra e resumo) para um
agregado especificado pelo
parametro de entrada da chave de
agregacao. Informagdes como
intervalo de tempo, resumo do
IOPS, laténcia, taxa de
transferéncia e capacidade de
desempenho, nimero de amostras
coletadas para cada contador e
porcentagem utilizada séo
retornadas.

Recupera métricas de
desempenho de alto nivel para
todos os agregados em um data
center. Vocé pode filtrar seus
resultados com base nos critérios
necessarios. Informagdes, como
chaves agregadas e de cluster, e
valores, como |IOPS agregado,
taxa de transferéncia e periodo de
coleta (em horas) sao retornados.

Recupera dados de desempenho
(amostra e resumo) para um LUN
ou um compartilhamento de
arquivo (volume) especificado pelo
parametro de entrada do LUN ou
da chave de volume. Informagdes
como o resumo do minimo,
maximo e média de IOPS de
leitura, gravacao e total, laténcia e
taxa de transferéncia, além do
numero de amostras coletadas
para cada contador, s&o
retornadas.

Recupera métricas de
desempenho de alto nivel para
todos os LUNs ou volumes em um
data center. Vocé pode filtrar seus
resultados com base nos critérios
necessarios. Informacdes, como
chaves de cluster e VM de
armazenamento, e valores, como
IOPS agregado, taxa de
transferéncia e periodo de coleta
(em horas) sao retornados.



Verbo HTTP

GET

GET

GET

Caminho

/datacenter/svm/svms/ {key}
/metrics

/datacenter/svm/svms/analy
tics

/datacenter/network/ethern
et/ports/{key}/metrics

Descrigdo

Recupera dados de desempenho
(amostra e resumo) para uma VM
de armazenamento especificada
pelo parametro de entrada da
chave da VM de armazenamento.
Resumo do IOPS com base em
cada protocolo suportado, como
nvmf, fcp, iscsi, enfs,a
taxa de transferéncia, a laténcia e
0 numero de amostras coletadas
sao retornados.

Recupera métricas de
desempenho de alto nivel para
todas as VMs de armazenamento
em um data center. Vocé pode
filtrar seus resultados com base
nos critérios necessarios.
Informagbes como UUID da VM de
armazenamento, IOPS agregados,
laténcia, taxa de transferéncia e
periodo de coleta (em horas) sdo
retornadas.

Recupera as métricas de
desempenho para uma porta
Ethernet especifica especificada
pelo parametro de entrada da
chave da porta. Quando um
intervalo (intervalo de tempo) é
fornecido a partir do intervalo
suportado, a API retorna os
contadores acumulados, como
valores minimos, maximos e
meédios de desempenho ao longo
do periodo de tempo.
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Verbo HTTP

GET

GET

GET

22

Caminho

/datacenter/network/ethern
et/ports/analytics

/datacenter/network/fc/int
erfaces/{key}/metrics

/datacenter/network/fc/int
erfaces/analytics

Descrigdo

Recupera as métricas de
desempenho de alto nivel para
todas as portas Ethernet no seu
ambiente de data center.
Informacdes como chave do cluster
e do no, UUID, taxa de
transferéncia, periodo de coleta e
porcentagem de utilizagdo das
portas sao retornadas. Vocé pode
filtrar o resultado pelos parametros
disponiveis, como chave de porta,
porcentagem de utilizagdo, nome
do cluster e do n6, UUID e assim
por diante.

Recupera as métricas de
desempenho para uma interface
FC de rede especifica especificada
pelo parametro de entrada da
chave de interface. Quando um
intervalo (intervalo de tempo) é
fornecido a partir do intervalo
suportado, a API retorna os
contadores acumulados, como
valores minimos, maximos e
meédios de desempenho ao longo
do periodo de tempo.

Recupera as métricas de
desempenho de alto nivel para
todas as portas Ethernet no seu
ambiente de data center.
Informagdes como o cluster e a
chave da interface FC e UUID, taxa
de transferéncia, IOPS, laténcia e
VM de armazenamento séo
retornadas. Vocé pode filtrar o
resultado pelos parametros
disponiveis, como o nome e 0
UUID da interface do cluster e do
FC, VM de armazenamento, taxa
de transferéncia e assim por
diante.



Verbo HTTP

GET

GET

GET

Caminho

/datacenter/network/fc/por
ts/{key}/metrics

/datacenter/network/fc/por
ts/analytics

/datacenter/network/ip/int
erfaces/{key}/metrics

Descrigdo

Recupera as métricas de
desempenho para uma porta FC
especifica especificada pelo
parametro de entrada da chave da
porta. Quando um intervalo
(intervalo de tempo) é fornecido a
partir do intervalo suportado, a API
retorna os contadores acumulados,
como valores minimos, maximos e
meédios de desempenho ao longo
do periodo de tempo.

Recupera as métricas de
desempenho de alto nivel para
todas as portas FC no seu
ambiente de data center.
Informagdes como chave do cluster
e do no, UUID, taxa de
transferéncia, periodo de coleta e
porcentagem de utilizagao das
portas sao retornadas. Vocé pode
filtrar o resultado pelos parametros
disponiveis, como chave de porta,
porcentagem de utilizagdo, nome
do cluster e do nd, UUID e assim
por diante.

Recupera as métricas de
desempenho para uma interface IP
de rede, conforme especificado
pelo parametro de entrada da
chave da interface. Quando um
intervalo (intervalo de tempo) é
fornecido a partir do intervalo
suportado, a API retorna
informagdes, como o numero de
amostras, contadores acumulados,
taxa de transferéncia e o numero
de pacotes recebidos e
transmitidos.
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Verbo HTTP Caminho Descrigdo

GET /datacenter/network/ip/int Recupera as métricas de

erfaces/analytics desempenho de alto nivel para
todas as interfaces IP de rede no
seu ambiente de data center.
Informagdes como o cluster e a
chave da interface IP e UUID, taxa
de transferéncia, IOPS e laténcia
sao retornadas. Vocé pode filtrar o
resultado pelos parametros
disponiveis, como o nome do
cluster e da interface IP, UUID,
IOPS, laténcia, taxa de
transferéncia e assim por diante.

Ver trabalhos e detalhes do sistema

Vocé pode usar o jobs APl sob 0 management-server categoria para visualizar os
detalhes de execucdo de operagdes assincronas. O system APl sob 0 management -
server A categoria permite que vocé visualize os detalhes da instdncia no seu ambiente
do Active 1Q Unified Manager .

Ver empregos

No Active 1Q Unified Manager, operagdes como adicionar e modificar recursos sdo executadas por invocagoes
de API sincronas e assincronas. Invocag¢des agendadas para execugao assincrona podem ser rastreadas por
um objeto Job criado para essa invocagado. Cada objeto Job tem uma chave exclusiva para identificagao.
Cada objeto Job retorna o URI do objeto Job para vocé acessar e acompanhar o progresso do trabalho. Vocé
pode usar esta API para recuperar os detalhes de cada execugéo.

Ao usar esta API, vocé pode consultar todos os objetos Job do seu data center, incluindo dados historicos.
Consultar todos os trabalhos, por padrao, retorna os detalhes dos ultimos 20 trabalhos acionados por meio da
interface da Web e da API. Use os filtros integrados para visualizar trabalhos especificos. Vocé também pode
usar a chave Job para consultar os detalhes de um trabalho especifico e executar o proximo conjunto de
operagdes nos recursos.

Categoria verbo HTTP Caminho Descrigao
servidor de PEGAR /management- Retorna os detalhes de
gerenciamento server/jobs todos os trabalhos. Sem

nenhuma ordem de
classificagao, o ultimo
objeto Job enviado é
retornado no topo.
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Categoria verbo HTTP Caminho Descrigao

servidor de PEGAR /management- Retorna os detalhes do
gerenciamento server/jobs/{key} objeto Job especifico.

Insira a chave de trabalho
do objeto Trabalho para
visualizar os detalhes
especificos desse
trabalho.

Ver detalhes do sistema

Ao usar o /management-server/systemAPI, vocé pode consultar os detalhes especificos da instancia do
seu ambiente do Unified Manager. A API retorna informagdes sobre o produto e os servigos, como a versao
do Unified Manager instalada no seu sistema, UUID, nome do fornecedor, sistema operacional do host e o
nome, a descrigao e o status dos servigos em execugao na instancia do Unified Manager.

Categoria verbo HTTP Caminho Descrigao
servidor de PEGAR /management- Nenhum parametro de
gerenciamento server/system entrada é necessario para

executar esta API. Os
detalhes do sistema da
instancia atual do Unified
Manager s&o retornados
por padrao.

Gerencie eventos e alertas usando APlIs

O events, alerts, e scripts APIs sob 0o management-server categoria permite
que vocé gerencie os eventos, alertas e scripts associados aos alertas no seu ambiente
do Active 1Q Unified Manager .

Ver e modificar eventos

O Unified Manager recebe os eventos gerados no ONTAP para os clusters monitorados e gerenciados pelo
Unified Manager. Ao usar essas APIs, vocé pode visualizar os eventos gerados para seus clusters, resolvé-los
e atualiza-los.

Ao executar o GET método para 0 /management-server/events API, vocé pode consultar os eventos no
seu data center, incluindo dados histéricos. Use os filtros incorporados, como nome, nivel de impacto, area de
impacto, gravidade, estado, nome do recurso e tipo de recurso, para visualizar eventos especificos. Os
parametros de tipo de recurso e area retornam informagdes sobre o objeto de armazenamento no qual o
evento ocorreu, e a area de impacto retorna as informagdes sobre o problema para o qual o evento é gerado,
como disponibilidade, capacidade, configuracéo, seguranga, prote¢cdo e desempenho.

Ao executar a operagcdo PATCH para esta API, vocé pode habilitar o fluxo de trabalho de resolugéo para o

evento. Vocé pode atribuir um evento a si mesmo ou a outro usuario e confirmar o recebimento do evento. Ao
executar as etapas nos recursos para resolver o problema que acionou o evento, vocé pode usar esta API
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para marcar o evento como resolvido.

Para mais informacdes sobre eventos, consulte"Gerenciar eventos" .

Categoria

servidor de
gerenciamento

servidor de
gerenciamento

Gerenciar alertas

verbo HTTP
PEGAR

CORRECAO

Caminho

/management -
server/events
/management—
server/events/{key}

management-
server/events/{key}

Descrigdo

Quando vocé executa o
meétodo Get ALL, o corpo
da resposta consiste nos
detalhes de todos os
eventos no seu data
center. Ao recuperar 0os
detalhes do evento por
uma chave especifica,
vocé pode visualizar os
detalhes de um evento
especifico e executar o
proximo conjunto de
operagdes nos recursos.
O corpo da resposta
consiste nos detalhes
desse evento.

Execute esta API para
atribuir um evento ou
alterar o estado para
reconhecido ou resolvido.
Vocé também pode usar
esse método para atribuir
o evento a vocé mesmo
ou a outro usuario. E uma
operagao sincrona.

Os eventos sédo gerados automatica e continuamente. O Unified Manager gera um alerta somente quando um
evento atende a determinados critérios de filtro. Vocé pode selecionar os eventos para os quais os alertas

devem ser gerados. Ao usar 0 /management-server/alerts API, vocé pode configurar alertas para enviar
notificagdes automaticamente quando eventos especificos ou eventos de certos tipos de gravidade ocorrerem.

Para obter mais informagbes sobre alertas, consulte"Gerenciar alertas" .
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Categoria

servidor de
gerenciamento

servidor de
gerenciamento

servidor de
gerenciamento

verbo HTTP
PEGAR

PUBLICAR

PATCH e DELETE

Caminho

/management-—
server/alerts
/management-
server/alerts/{key}

/management-—
server/alerts

management-
server/events/{key}

Descrigdo

Consulte todos os alertas
existentes no seu
ambiente ou um alerta
especifico, usando a
chave de alerta. Vocé
pode visualizar as
informagdes sobre os
alertas gerados em seu
ambiente, como a
descricao do alerta, a
acgao, o ID de e-mail para
o qual a notificagéo é
enviada, o evento e a
gravidade.

Este método permite
adicionar alertas para
eventos especificos. Vocé
deve adicionar o nome do
alerta, o recurso fisico ou
I6gico, ou o evento no
qual o alerta é aplicavel,
se o alerta esta habilitado
e se vocé esta emitindo
traps SNMP. Vocé pode
adicionar detalhes
adicionais para os quais
deseja gerar o alerta,
como a agao, o ID do e-
mail de notificagéo, os
detalhes do script, caso
esteja adicionando um
script de alerta, e assim
por diante.

Vocé pode usar esses
meétodos para modificar e
excluir alertas
especificos. Vocé pode
modificar diferentes
atributos, como descrigao,
nome e habilitar e
desabilitar o alerta. Vocé
pode excluir um alerta
quando ele nao for mais
necessario.
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Ao selecionar um recurso para adicionar um alerta, observe que selecionar um cluster como
recurso nao seleciona automaticamente os objetos de armazenamento dentro desse cluster.

@ Por exemplo, se vocé criar um alerta para todos os eventos criticos de todos os clusters,
recebera alertas somente para eventos criticos do cluster. Vocé nao recebera alertas para
eventos criticos em nds, agregados e assim por diante.

Gerenciar scripts

Ao usar 0 /management-server/scripts API, vocé também pode associar um alerta a um script que é
executado quando um alerta é disparado. Vocé pode usar scripts para modificar ou atualizar automaticamente
varios objetos de armazenamento no Unified Manager. O script esta associado a um alerta. Quando um
evento dispara um alerta, o script € executado. Vocé pode carregar scripts personalizados e testar sua
execugao quando um alerta for gerado. Vocé pode associar um alerta ao seu script para que ele seja
executado quando um alerta for gerado para um evento no Unified Manager.

Para mais informagdes sobre scripts, consulte"Gerenciar scripts” .

Categoria verbo HTTP Caminho Descricao
servidor de PEGAR /management- Use esta API para
gerenciamento server/scripts consultar todos os scripts

existentes em seu
ambiente. Use o filtro
padrédo e ordene por
operagdes para visualizar
apenas scripts

especificos.
servidor de PUBLICAR /management- Use esta API para
gerenciamento server/scripts adicionar uma descrigéo

ao script e carregar o
arquivo de script
associado a um alerta.

Gerencie cargas de trabalho usando APIs

As APIs descritas aqui abrangem varias fun¢des de administragcdo de armazenamento,
como visualizar cargas de trabalho de armazenamento, criar LUNs e compartilhamentos
de arquivos, gerenciar niveis de servigo de desempenho e politicas de eficiéncia de
armazenamento e atribuir politicas em cargas de trabalho de armazenamento.

Visualize cargas de trabalho de armazenamento usando APIs

As APIs listadas aqui permitem que voceé visualize uma lista consolidada de cargas de
trabalho de armazenamento para todos os clusters ONTAP no seu data center. As APIs
também fornecem uma visao resumida do numero de cargas de trabalho de
armazenamento provisionadas no seu ambiente do Active 1Q Unified Manager e suas
estatisticas de capacidade e desempenho (IOPS).
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Exibir cargas de trabalho de armazenamento

Vocé pode usar o método a seguir para visualizar todas as cargas de trabalho de armazenamento em todos
os clusters do seu data center. Para obter informagdes sobre como filtrar a resposta com base em colunas
especificas, consulte a documentagao de referéncia da API disponivel na sua instancia do Unified Manager.

Categoria verbo HTTP Caminho

provedor de armazenamento PEGAR /storage-
provider/workloads

Exibir resumo das cargas de trabalho de armazenamento

Vocé pode usar o método a seguir para avaliar a capacidade usada, a capacidade disponivel, o IOPS usado,
o IOPS disponivel e o niumero de cargas de trabalho de armazenamento gerenciadas por cada Nivel de
Servigo de Desempenho. As cargas de trabalho de armazenamento exibidas podem ser para qualquer LUN,
compartilhamento de arquivos NFS ou compartilhamento CIFS. A API fornece uma visado geral das cargas de
trabalho de armazenamento, uma visao geral das cargas de trabalho de armazenamento provisionadas pelo
Unified Manager, uma visdo geral do data center, uma visao geral do espaco total, usado e disponivel e IOPS
no data center, em termos dos Niveis de Servico de Desempenho atribuidos. As informacdes recebidas em
resposta a esta API| sdo usadas para preencher o painel na interface do usuario do Unified Manager.

Categoria verbo HTTP Caminho

provedor de armazenamento PEGAR /storage-
provider/workloads—summary

Gerenciar endpoints de acesso usando APls

Vocé precisa criar pontos de extremidade de acesso ou interfaces logicas (LIFs), que séo
necessarios para provisionar maquinas virtuais de armazenamento (SVMs), LUNs e
compartilhamentos de arquivos. Vocé pode visualizar, criar, modificar e excluir os pontos
de extremidade de acesso para SVMs, LUNs ou compartilhamentos de arquivos no seu
ambiente do Active IQ Unified Manager .

Exibir pontos de extremidade de acesso

Vocé pode visualizar uma lista dos pontos de extremidade de acesso no seu ambiente do Unified Manager
usando o seguinte método. Para consultar uma lista de pontos de extremidade de acesso de um SVM, LUN
ou compartilhamento de arquivos especifico, vocé precisa inserir o identificador exclusivo do SVM, LUN ou
compartilhamento de arquivos. Vocé também pode inserir a chave exclusiva do ponto de extremidade de
acesso para recuperar os detalhes do ponto de extremidade de acesso especifico.

Categoria verbo HTTP Caminho
provedor de armazenamento PEGAR /storage-provider/access-
endpoints

/storage-provider/access-
endpoints/{key}
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Adicionar pontos de extremidade de acesso

Vocé pode criar pontos de extremidade de acesso personalizados e atribuir propriedades necessarias a eles.
Vocé deve inserir os detalhes do ponto de extremidade de acesso que deseja criar como parametros de
entrada. Vocé pode usar esta API, o System Manager ou o ONTAP CLI para criar um ponto de extremidade de
acesso em cada no. Enderecos IPv4 e IPv6 sdo suportados para criagcdo de pontos de extremidade de
acesso.

Vocé deve configurar seu SVM com um numero minimo de pontos de extremidade de acesso
@ por no para o provisionamento bem-sucedido de LUNs e compartilhamentos de arquivos. Vocé

deve configurar seu SVM com pelo menos dois pontos de extremidade de acesso por nd, um

compativel com o protocolo CIFS e/ou NFS e outro compativel com o protocolo iSCSI ou FCP.

Categoria verbo HTTP Caminho
provedor de armazenamento PUBLICAR /storage-provider/access-
endpoints

Excluir pontos de extremidade de acesso

Vocé pode excluir um ponto de extremidade de acesso especifico usando o seguinte método. Vocé precisa
fornecer a chave do ponto de extremidade de acesso como um parametro de entrada para excluir um ponto
de extremidade de acesso especifico.

Categoria verbo HTTP Caminho

provedor de armazenamento EXCLUIR /storage-provider/access-
endpoints/{key}

Modificar pontos de extremidade de acesso

Vocé pode modificar um ponto de extremidade de acesso e atualizar suas propriedades usando o seguinte
meétodo. Vocé precisa fornecer a chave do ponto de extremidade de acesso para modificar um ponto de
extremidade de acesso especifico. Vocé também precisa inserir a propriedade que deseja atualizar,
juntamente com seu valor.

Categoria verbo HTTP Caminho

provedor de armazenamento CORRECAO /storage-provider/access-
endpoints/{key}

Gerenciar mapeamento do Active Directory usando APIs

Vocé pode usar as APIs listadas aqui para gerenciar mapeamentos do Active Directory
no SVM que sao necessarios para provisionar compartilhamentos CIFS nos SVMs. Os
mapeamentos do Active Directory precisam ser configurados para mapear as SVMs com
o ONTAP.
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Exibir mapeamentos do Active Directory

Vocé pode visualizar os detalhes de configuragdo dos mapeamentos do Active Directory para uma SVM
usando o seguinte método. Para visualizar os mapeamentos do Active Directory em uma SVM, vocé precisa
inserir a chave SVM. Para consultar os detalhes de um mapeamento especifico, vocé deve inserir a chave de
mapeamento.

Categoria verbo HTTP Caminho

provedor de armazenamento PEGAR /storage-provider/active-
directories-mappings

/storage-provider/active-
directories-mappings/{key}

Adicionar mapeamento do Active Directory

Vocé pode criar mapeamentos do Active Directory em uma SVM usando o seguinte método. Vocé deve inserir
os detalhes do mapeamento como parametros de entrada.

Categoria verbo HTTP Caminho

provedor de armazenamento PUBLICAR /storage-provider/active-
directories-mappings

Gerenciar compartilhamentos de arquivos usando APIs

Vocé pode usar 0 /storage-provider/file-shares API para visualizar, adicionar,
modificar e excluir os volumes de compartilhamento de arquivos CIFS e NFS no seu
ambiente de data center.

Antes de provisionar os volumes de compartilhamento de arquivos, certifique-se de que o SVM tenha sido
criado e provisionado com os protocolos suportados. Se vocé estiver atribuindo Niveis de Servigo de
Desempenho (PSLs) ou Politicas de Eficiéncia de Armazenamento (SEPs), durante o provisionamento, os
PSLs ou SEPs deverao ser criados antes de criar os compartilhamentos de arquivos.

Ver compartilhamentos de arquivos

Vocé pode usar o método a seguir para visualizar os volumes de compartilhamento de arquivos disponiveis no
seu ambiente do Unified Manager. Quando vocé adiciona um cluster ONTAP como uma fonte de dados no
Active 1Q Unified Manager, as cargas de trabalho de armazenamento para esses clusters sdo adicionadas
automaticamente a sua instancia do Unified Manager. Esta API recupera os compartilhamentos de arquivos
automaticamente e os adiciona manualmente a sua instancia do Unified Manager. Vocé pode visualizar os
detalhes de um compartilhamento de arquivo especifico executando esta API com a chave de
compartilhamento de arquivo.

31



Categoria verbo HTTP Caminho
provedor de armazenamento PEGAR /storage-provider/file-

shares

/storage-provider/file-
shares/{key}

Adicionar compartilhamentos de arquivos

Vocé pode usar o seguinte método para adicionar compartilhamentos de arquivos CIFS e NFS no seu SVM.
Vocé deve inserir os detalhes do compartilhamento de arquivos que deseja criar como parametros de entrada.
Vocé néao pode usar esta API para adicionar volumes FlexGroup .

Categoria verbo HTTP Caminho
provedor de armazenamento PUBLICAR /storage-provider/file-
shares

Dependendo se os parametros da lista de controle de acesso (ACL) ou os parametros da
politica de exportagdo sao fornecidos, compartilhamentos CIFS ou compartilhamentos de

@ arquivos NFS sao criados. Se vocé nao fornecer os valores para os parametros da ACL, os
compartilhamentos CIFS nao serdo criados e os compartilhamentos NFS serao criados por
padrao, fornecendo acesso a todos.

Criando volumes de prote¢ao de dados: Quando vocé adiciona compartilhamentos de arquivos ao seu
SVM, o tipo de volume que é montado, por padrao, € rw (leitura-escrita). Para criar volumes de protecao de
dados (DP), especifique dp como o valor para o type parametro.

Excluir compartilhamentos de arquivos

Vocé pode usar o seguinte método para excluir um compartilhamento de arquivo especifico. Vocé precisa
inserir a chave de compartilhamento de arquivos como um parametro de entrada para excluir um
compartilhamento de arquivo especifico.

Categoria verbo HTTP Caminho

provedor de armazenamento EXCLUIR /storage-provider/file-
shares/{key}

Modificar compartilhamentos de arquivos

Vocé pode usar o seguinte método para modificar um compartilhamento de arquivos e atualizar suas
propriedades.

Vocé precisa fornecer a chave de compartilhamento de arquivos para modificar um compartilhamento de
arquivos especifico. Além disso, vocé precisa inserir o imével que deseja atualizar, juntamente com seu valor.

@ Observe que vocé pode atualizar apenas uma propriedade em uma unica invocagao desta API.
Para multiplas atualizacdes, vocé precisa executar esta API quantas vezes quiser.
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Categoria verbo HTTP Caminho

provedor de armazenamento CORRECAO /storage-provider/file-
shares/{key}

Gerenciar LUNs usando APIs

Vocé pode usar 0 /storage-provider/luns API para visualizar, adicionar, modificar
e excluir LUNs no seu ambiente de data center.

Antes de provisionar os LUNSs, certifique-se de que o SVM tenha sido criado e provisionado com os protocolos
suportados. Se vocé estiver atribuindo Niveis de Servigo de Desempenho (PSLs) ou Politicas de Eficiéncia de
Armazenamento (SEPs), durante o provisionamento, os PSLs ou SEPs deverao ser criados antes de criar o
LUN.

Exibir LUNs

Vocé pode usar o seguinte método para visualizar os LUNs no seu ambiente do Unified Manager. Quando
vocé adiciona um cluster ONTAP como uma fonte de dados no Active 1Q Unified Manager, as cargas de
trabalho de armazenamento para esses clusters sao adicionadas automaticamente a sua instancia do Unified
Manager. Esta API recupera todos os LUNs automaticamente e os adiciona manualmente a sua instancia do
Unified Manager. Vocé pode visualizar os detalhes de um LUN especifico executando esta APl com a chave
LUN.

Categoria verbo HTTP Caminho
provedor de armazenamento PEGAR /storage-provider/luns
/storage-

provider/luns/{key}

Adicionar LUNs
Vocé pode usar o seguinte método para adicionar LUNs as suas SVMs.

Categoria verbo HTTP Caminho

provedor de armazenamento PUBLICAR /storage-provider/luns

Na sua solicitacdo cURL, se vocé fornecer um valor para o parametro opcional

@ volume_name_tag na entrada, esse valor sera usado ao nomear o volume durante a criagao do
LUN. Esta tag permite pesquisar o volume facilmente. Se vocé fornecer a chave de volume na
solicitacdo, a marcagao sera ignorada.

Excluir LUNs

Vocé pode usar o seguinte método para excluir um LUN especifico. Vocé precisa fornecer a chave LUN para
excluir um LUN especifico.
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Se vocé tiver criado um volume no ONTAP e entao provisionado LUNs por meio do Unified
@ Manager nesse volume, quando vocé excluir todos os LUNs usando esta API, o volume
também sera excluido do cluster ONTAP .

Categoria verbo HTTP Caminho

provedor de armazenamento EXCLUIR /storage-
provider/luns/{key}

Modificar LUNs

Vocé pode usar o seguinte método para modificar um LUN e atualizar suas propriedades. Vocé precisa
fornecer a chave LUN para modificar um LUN especifico. Vocé também precisa inserir a propriedade LUN que
deseja atualizar, juntamente com seu valor. Para atualizar matrizes LUN usando esta API, vocé deve revisar
as recomendacdes em “Recomendacdes para usar as APIs”.

@ Vocé pode atualizar apenas uma propriedade em uma unica invocagao desta API. Para
multiplas atualizagbes, vocé precisa executar esta API quantas vezes quiser.

Categoria verbo HTTP Caminho

provedor de armazenamento CORRECAO /storage-
provider/luns/{key}

Gerencie os niveis de servigo de desempenho usando APIs

Vocé pode visualizar, criar, modificar e excluir Niveis de Servico de Desempenho usando
as APls do provedor de armazenamento no seu Active 1Q Unified Manager.

Ver niveis de servigo de desempenho

Vocé pode usar o método a seguir para visualizar os Niveis de Servico de Desempenho para atribui-los as
cargas de trabalho de armazenamento. A API lista todos os Niveis de Servigco de Desempenho definidos pelo
sistema e criados pelo usuario e recupera os atributos de todos os Niveis de Servico de Desempenho. Se
quiser consultar um Nivel de Servigo de Desempenho especifico, vocé precisa inserir o ID exclusivo do Nivel
de Servico de Desempenho para recuperar seus detalhes.

Categoria verbo HTTP Caminho

provedor de armazenamento PEGAR /storage-

provider/performance-
service-levels

/storage-

provider/performance-
service-levels/{key}
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Adicionar niveis de servigo de desempenho

Vocé pode usar o método a seguir para criar Niveis de Servigco de Desempenho personalizados e atribui-los
as suas cargas de trabalho de armazenamento se os Niveis de Servigo de Desempenho definidos pelo
sistema nao atenderem aos objetivos de nivel de servigo (SLOs) necessarios para as cargas de trabalho de
armazenamento. Insira os detalhes do Nivel de Servigo de Desempenho que vocé deseja criar. Para as
propriedades do IOPS, certifique-se de inserir um intervalo valido de valores.

Categoria verbo HTTP Caminho

provedor de armazenamento PUBLICAR /storage-

provider/performance-
service-levels

Excluir niveis de servigo de desempenho

Vocé pode usar o seguinte método para excluir um Nivel de Servigo de Desempenho especifico. Nao é
possivel excluir um Nivel de Servigo de Desempenho se ele estiver atribuido a uma carga de trabalho ou se
for o unico Nivel de Servigo de Desempenho disponivel. Vocé precisa fornecer o ID exclusivo do Nivel de
Servico de Desempenho como um parametro de entrada para excluir um Nivel de Servigo de Desempenho
especifico.

Categoria verbo HTTP Caminho

provedor de armazenamento EXCLUIR /storage-

provider/performance-
service-levels/{key}

Modificar os niveis de servigo de desempenho

Vocé pode usar o seguinte método para modificar um Nivel de Servigo de Desempenho e atualizar suas
propriedades. Nao é possivel modificar um Nivel de Servico de Desempenho definido pelo sistema ou
atribuido a uma carga de trabalho. Vocé precisa fornecer o ID exclusivo do para modificar um Nivel de Servigo
de Desempenho especifico. Vocé também deve inserir a propriedade IOPS que deseja atualizar, juntamente
com um valor valido.

Categoria verbo HTTP Caminho

provedor de armazenamento CORRECAO /storage-

provider/performance-
service-levels/{key}

Visualizar recursos agregados com base nos niveis de servigo de desempenho

Vocé pode usar o0 método a seguir para consultar os recursos agregados com base nos Niveis de Servigo de
Desempenho. Esta API retorna a lista de agregados disponiveis no seu data center e indica os recursos em
termos de Niveis de Servico de Desempenho que podem ser suportados nesses agregados. Ao provisionar
cargas de trabalho em um volume, vocé pode visualizar a capacidade de um agregado de oferecer suporte a
um Nivel de Servigo de Desempenho especifico e provisionar cargas de trabalho com base nessa
capacidade. Sua capacidade de especificar o agregado esta disponivel somente quando vocé provisiona uma
carga de trabalho usando APlIs. Esta funcionalidade nao esta disponivel na interface web do Unified Manager.
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Categoria verbo HTTP Caminho

provedor de armazenamento PEGAR /storage-

provider/aggregate-
capabilities

/storage-
provider/aggregate-
capabilities/ {key}

Gerencie politicas de eficiéncia de armazenamento usando APIs

Vocé pode visualizar, criar, modificar e excluir Politicas de Eficiéncia de Armazenamento
usando as APIs do provedor de armazenamento.

Observe os seguintes pontos:

» Nao é obrigatério atribuir uma Politica de Eficiéncia de Armazenamento ao criar uma carga
de trabalho no Unified Manager.

* Nao é possivel cancelar a atribuicdo de uma Politica de Eficiéncia de Armazenamento de
@ uma carga de trabalho depois que uma politica é atribuida a ela.

» Se uma carga de trabalho tiver algumas configuragdes de armazenamento especificadas
em volumes ONTAP , como desduplicagdo e compactagao, essas configuragcées poderao
ser substituidas pelas configuragdes especificadas na Politica de Eficiéncia de
Armazenamento que vocé aplica ao adicionar as cargas de trabalho de armazenamento no
Unified Manager.

Ver politicas de eficiéncia de armazenamento

Vocé pode usar o método a seguir para visualizar as Politicas de Eficiéncia de Armazenamento antes de
atribui-las as cargas de trabalho de armazenamento. Esta API lista todas as Politicas de Eficiéncia de
Armazenamento definidas pelo sistema e criadas pelo usuario e recupera os atributos de todas as Politicas de
Eficiéncia de Armazenamento. Se quiser consultar uma Politica de Eficiéncia de Armazenamento especifica,
vocé precisa inserir o ID exclusivo da politica para recuperar seus detalhes.

Categoria verbo HTTP Caminho
provedor de armazenamento PEGAR /storage-provider/storage-

efficiency-policies

/storage-provider/storage-
efficiency-policies/{key}

Adicionar politicas de eficiéncia de armazenamento

Vocé pode usar o método a seguir para criar Politicas de Eficiéncia de Armazenamento personalizadas e
atribui-las as suas cargas de trabalho de armazenamento se as politicas definidas pelo sistema néo
atenderem aos requisitos de provisionamento para suas cargas de trabalho de armazenamento. Insira os
detalhes da Politica de Eficiéncia de Armazenamento que vocé deseja criar, como parametros de entrada.
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Categoria verbo HTTP Caminho

provedor de armazenamento PUBLICAR /storage-provider/storage-
efficiency-policies

Excluir politicas de eficiéncia de armazenamento

Vocé pode usar o seguinte método para excluir uma Politica de Eficiéncia de Armazenamento especifica. Nao
€ possivel excluir uma Politica de Eficiéncia de Armazenamento se ela estiver atribuida a uma carga de
trabalho ou se for a unica Politica de Eficiéncia de Armazenamento disponivel. Vocé precisa fornecer o ID
exclusivo da Politica de Eficiéncia de Armazenamento como um parametro de entrada para excluir uma
Politica de Eficiéncia de Armazenamento especifica.

Categoria verbo HTTP Caminho

provedor de armazenamento EXCLUIR /storage-provider/storage-
efficiency-policies/{key}

Modificar politicas de eficiéncia de armazenamento

Vocé pode usar o seguinte método para modificar uma Politica de Eficiéncia de Armazenamento e atualizar
suas propriedades. Nao é possivel modificar uma Politica de Eficiéncia de Armazenamento definida pelo
sistema ou atribuida a uma carga de trabalho. Vocé precisa fornecer o ID exclusivo da Politica de Eficiéncia
de Armazenamento para modificar uma Politica de Eficiéncia de Armazenamento especifica. Além disso, vocé
precisa fornecer a propriedade que deseja atualizar, juntamente com seu valor.

Categoria verbo HTTP Caminho

provedor de armazenamento CORRECAO /storage-provider/storage-
efficiency-policies/{key}
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