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Gerenciar clusters

E possivel gerenciar os clusters do ONTAP usando o Unified Manager para monitorar,
adicionar, editar e remover clusters.

Como funciona o processo de descoberta de cluster

Depois de adicionar um cluster ao Unified Manager, o servidor descobre os objetos do
cluster e os adiciona ao banco de dados. Entender como funciona o processo de
descoberta ajuda vocé a gerenciar os clusters da sua organizacao e seus objetos.

O intervalo de monitorizagéo para a recolha de informagdes de configuragao do cluster € de 15 minutos. Por
exemplo, depois de adicionar um cluster, leva 15 minutos para exibir os objetos de cluster na IU do Unified
Manager. Esse periodo de tempo também é verdadeiro ao fazer alteragdes em um cluster. Por exemplo, se
vocé adicionar dois novos volumes a um SVM em um cluster, vera esses novos objetos na IU apds o proximo
intervalo de polling, que pode ser de até 15 minutos.

A imagem a seguir ilustra o processo de descoberta:
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Depois que todos os objetos de um novo cluster forem descobertos, o Unified Manager comecara a coletar
dados histéricos de desempenho dos 15 dias anteriores. Essas estatisticas sdo coletadas usando a
funcionalidade de coleta de continuidade de dados. Esse recurso fornece mais de duas semanas de
informacdes de desempenho para um cluster imediatamente apos ser adicionado. Apds a concluséo do ciclo
de coleta de continuidade de dados, os dados de desempenho do cluster em tempo real sdo coletados, por
padréo, a cada cinco minutos.



Como a coleta de dados de desempenho de 15 dias € intensiva em CPU, sugere-se que vocé
alterne a adi¢éo de novos clusters para que as pesquisas de coleta de continuidade de dados
nao sejam executadas em muitos clusters ao mesmo tempo.

Ver a lista de clusters monitorados

Vocé pode usar a pagina Configuracéo de cluster para exibir seu inventario de clusters.
Vocé pode exibir detalhes sobre os clusters, como nome ou endereco IP e status de
comunicagao.

Antes de comecar
Tem de ter a fungado Operador, Administrador de aplicacdes ou Administrador de armazenamento.

Passo
1. No painel de navegacao esquerdo, cligue em Gerenciamento de armazenamento > Configuragao do
cluster.

Todos os clusters no ambiente de storage gerenciado pelo Unified Manager séo exibidos. A lista de
clusters é classificada pela coluna nivel de gravidade do estado de coleta. Vocé pode clicar em um
cabecalho de coluna para classificar os clusters por diferentes colunas.

Adicionar clusters

Vocé pode adicionar um cluster ao Active IQ Unified Manager para que vocé possa
monitorar o cluster. Isso inclui a capacidade de obter informacgdes de cluster, como
integridade, capacidade, desempenho e configuracéo do cluster, para que vocé possa
encontrar e resolver quaisquer problemas que possam ocorrer.

Antes de comecgar
* Vocé deve ter a fungdo Administrador do aplicativo ou a fungao Administrador do armazenamento.

» Vocé deve ter as seguintes informacgoes:

> O Unified Manager da suporte a clusters ONTAP on-premises, ONTAP Select, Cloud Volumes ONTAP.
> Vocé deve ter o nome do host ou o endereco IP de gerenciamento de cluster (IPv4 ou IPv6) para o
cluster.

Ao usar o nome do host, ele deve ser resolvido para o endereco IP de gerenciamento de cluster para o
LIF de gerenciamento de cluster. Se vocé usar um LIF de gerenciamento de nds, a operagao falhara.

o Tem de ter o nome de utilizador e a palavra-passe para aceder ao cluster.
Essa conta deve ter a fungdo admin com acesso ao aplicativo definido como ontapi, console e http.

> Vocé deve saber o numero da porta para se conetar ao cluster usando o protocolo HTTPS
(normalmente a porta 443).
o O cluster deve estar executando o software ONTAP versao 9.9 ou superior.

> Vocé precisa ter espago adequado no servidor do Unified Manager. Vocé é impedido de adicionar um
cluster ao servidor quando mais de 90% de espaco ja estiver consumido.



o Vocé tem os certificados necessarios:

Certificado SSL (HTTPS): Este certificado pertence ao Unified Manager. Um certificado SSL (HTTPS)
autoassinado padrao é gerado com uma nova instalagéo do Unified Manager. A NetApp recomenda
que vocé o atualize para um certificado assinado pela CA para obter uma melhor seguranga. Se o
certificado do servidor expirar, vocé devera regenera-lo e reiniciar o Unified Manager para que os
servigos incorporem o novo certificado. Para obter mais informagdes sobre como regenerar o
certificado SSL, "Gerando um certificado de seguranca HTTPS"consulte .

Certificado EMS: Este certificado é de propriedade do Unified Manager. Ele é usado durante a
autenticacao para notificacdes EMS recebidas do ONTAP.

Certificados para comunicagado TLS mutua: Usados durante a comunicagao TLS mutua entre o
Unified Manager e o ONTAP. A autenticagdo baseada em certificado € ativada para um cluster, com
base na versdo do ONTAP. Se o cluster que executa a versdo do ONTAP for inferior a 9,5, a
autenticacdo baseada em certificado néo esta ativada.

A autenticacdo baseada em certificado n&do sera ativada automaticamente para um cluster, se vocé
estiver atualizando uma versédo mais antiga do Unified Manager. No entanto, vocé pode ativa-lo
modificando e salvando os detalhes do cluster. Se o certificado expirar, vocé deve regenera-lo para
incorporar o novo certificado. Para obter mais informagdes sobre como visualizar e regenerar o
certificado, "Edicao de clusters"consulte .

o Vocé pode adicionar um cluster a partir da IU da Web e a autenticacdo baseada em
certificado é ativada automaticamente.

> Vocé pode adicionar um cluster por meio da CLI do Unified Manager, a autenticagao
baseada em certificado ndo esta habilitada por padréo. Se vocé adicionar um cluster
usando a CLI do Unified Manager, sera necessario editar o cluster usando a IU do
Unified Manager. Vocé pode ver "Comandos de CL| do Unified Manager compativeis"
para adicionar um cluster usando a CLI do Unified Manager.

@ o Se a autenticagdo baseada em certificado estiver ativada para um cluster e vocé fizer o
backup do Unified Manager de um servidor e restaurar para outro servidor do Unified
Manager onde o nome de host ou o enderecgo IP forem alterados, o monitoramento do
cluster podera falhar. Para evitar a falha, edite e salve os detalhes do cluster. Para obter
mais informacdes sobre como editar os detalhes do cluster, "Edicao de
clusters"consulte .

> No nivel do cluster, a interface Active 1Q adiciona duas novas entradas de grupo de
usuarios para o método de autenticagao "cert".

+ Certificados de cluster: Este certificado € de propriedade da ONTAP. N&o é possivel adicionar um
cluster ao Unified Manager com um certificado expirado e, se o certificado ja tiver expirado, vocé deve
regenera-lo antes de adicionar o cluster. Para obter informagdes sobre a geragao de certificados, consulte
o artigo da base de conhecimento (KB) "Como renovar um certificado auto-assinado do ONTAP na
interface do utilizador do System Manager" .

* Uma unica instancia do Unified Manager pode dar suporte a um numero especifico de nés. Se vocé
precisar monitorar um ambiente que exceda a contagem de nds com suporte, instale uma instancia
adicional do Unified Manager para monitorar alguns dos clusters. Para exibir a lista de contagem de nos
suportados, consulte "Guia de praticas recomendadas do Unified Manager".

Passos

1. No painel de navegacao esquerdo, clique em Gerenciamento de armazenamento > Configuragao do
cluster.


https://docs.netapp.com/pt-br/active-iq-unified-manager/config/task_generate_an_https_security_certificate_ocf.html
https://docs.netapp.com/us-en/active-iq-unified-manager/events/reference_supported_unified_manager_cli_commands.html
https://kb.netapp.com/Advice_and_Troubleshooting/Data_Storage_Software/ONTAP_OS/How_to_renew_an_SSL_certificate_in_ONTAP_9
https://kb.netapp.com/Advice_and_Troubleshooting/Data_Storage_Software/ONTAP_OS/How_to_renew_an_SSL_certificate_in_ONTAP_9
https://www.netapp.com/media/13504-tr4621.pdf

2. Na pagina Configuracao de cluster, clique em Add.

3. Na caixa de dialogo Adicionar cluster, especifique os valores conforme necessario e clique em Enviar.

4. Na caixa de dialogo autorizar host, clique em Exibir certificado para exibir as informacdes do certificado
sobre o cluster.

5. Clique em Sim.

Depois de salvar os detalhes do cluster, vocé pode ver o certificado de comunicagcéo TLS mutua para um

cluster.

Se a autenticagdo baseada em certificado ndo estiver ativada, o Unified Manager verificara o certificado
somente quando o cluster for adicionado inicialmente. O Unified Manager nao verifica o certificado de
cada chamada de API para o ONTAP.

Depois que todos os objetos de um novo cluster forem descobertos, o Unified Manager comegara a coletar
dados histéricos de desempenho dos 15 dias anteriores. Essas estatisticas sdo coletadas usando a
funcionalidade de coleta de continuidade de dados. Esse recurso fornece mais de duas semanas de
informacdes de desempenho para um cluster imediatamente apos ser adicionado. Apds a concluséo do ciclo
de coleta de continuidade de dados, os dados de desempenho do cluster em tempo real sdo coletados, por
padrao, a cada cinco minutos.

* Acoleta de 15 dias de dados de desempenho exige muito da CPU. A NetApp recomenda

que vocé escalone a adigao de novos clusters para que as pesquisas de coleta de
continuidade de dados nao sejam executadas em muitos clusters ao mesmo tempo. Além
disso, se voceé reiniciar o Unified Manager durante o periodo de coleta de continuidade de
dados, a coleta sera interrompida e vocé vera lacunas nos graficos de desempenho para o
periodo ausente.

Quando vocé adiciona um cluster ONTAP com a versé&o 9.14.1 ou posterior, a comunicagéo
ocorre por meio do recurso do agente de nuvem. O ONTAP cria automaticamente um
usuario de conta de servigo interno com privilégios somente leitura (por exemplo, clus-
agent-xxxx). O Unified Manager para de coletar dados desses clusters se 0 clus-agent 0
usuario é excluido.

Se receber uma mensagem de erro que nao pode adicionar o cluster, verifique se existem os
seguintes problemas:

» Se os relogios nos dois sistemas nao estiverem sincronizados e a data de inicio do

certificado HTTPS do Unified Manager for posterior a data no cluster. Vocé deve garantir
que os reldgios sao sincronizados usando NTP ou um servigo similar.

» Se o cluster tiver atingido o nimero maximo de destinos de notificagdo EMS, o enderego do

Unified Manager nao podera ser adicionado. Por predefinicdo, apenas podem ser definidos
20 destinos de notificagdo EMS no cluster.

Informacgoes relacionadas

"Adicionando usuarios"

"Visualizar a lista de cluster e os detalhes"

"Instalando um certificado HTTPS assinado e retornado pela CA"


https://docs.netapp.com/pt-br/active-iq-unified-manager/config/task_add_users.html
https://docs.netapp.com/pt-br/active-iq-unified-manager/health-checker/task_view_cluster_list_and_details.html
https://docs.netapp.com/pt-br/active-iq-unified-manager/config/task_install_ca_signed_and_returned_https_certificate.html#example-certificate-chain

Editar clusters

Vocé pode modificar as configuragdes de um cluster existente, como nome do host ou
enderecgo IP, nome de usuario, senha e porta, usando a caixa de dialogo Editar cluster.

Antes de comecgar
Vocé deve ter a fungdo Administrador do aplicativo ou a fungao Administrador do armazenamento.

@ A partir do Unified Manager 9,7, os clusters podem ser adicionados apenas usando HTTPS.

Passos

1. No painel de navegacao esquerdo, clique em Gerenciamento de armazenamento > Configuragao do
cluster.

2. Na pagina Configuracao de cluster, selecione o cluster que deseja editar e clique em Editar.

3. Na caixa de didlogo Editar Cluster, modifique os valores conforme necessario. Se vocé tiver modificado
os detalhes de um cluster adicionado ao Unified Manager, podera exibir os detalhes do certificado para
comunicacao TLS mutua, com base na versdo do ONTAP. Para obter mais informacdes sobre a versao do
ONTAP, "Certificados para comunicacao TLS mutua"consulte . Vocé pode ver os detalhes do certificado
clicando em Detalhes do certificado. Se o certificado tiver expirado, clique no botdo regenerar para
incorporar o novo certificado.

4. Clique em Enviar.

5. Na caixa de dialogo autorizar host, clique em Exibir certificado para exibir as informagdes do certificado
sobre o cluster.

6. Clique em Sim.
Informacgoes relacionadas
"Adicionando usuarios"

"Visualizar a lista de cluster e os detalhes"

Remover clusters

Vocé pode remover um cluster do Unified Manager usando a pagina Configuragao de
cluster. Por exemplo, vocé pode remover um cluster se a descoberta de cluster falhar ou
quando quiser desativar um sistema de storage.

Antes de comecgar

Vocé deve ter a fungdo Administrador do aplicativo ou a fungdo Administrador do armazenamento.

Esta tarefa remove o cluster selecionado do Unified Manager. Depois que um cluster € removido, ele ndo é
mais monitorado. A instancia do Unified Manager registrada com o cluster removido também n&o € registrada
do cluster.

A remocgao de um cluster também exclui todos os objetos de armazenamento, dados historicos, servigos de
armazenamento e todos os eventos associados do Unified Manager. Essas alteragdes séao refletidas nas
paginas de inventario e nas paginas de detalhes apds o préximo ciclo de coleta de dados.

Passos


https://docs.netapp.com/pt-br/active-iq-unified-manager/config/task_add_users.html
https://docs.netapp.com/pt-br/active-iq-unified-manager/health-checker/task_view_cluster_list_and_details.html

1. No painel de navegacao esquerdo, clique em Gerenciamento de armazenamento > Configuragao do
cluster.

2. Na pagina Configuragao do cluster, selecione o cluster que deseja remover e clique em Remover.

3. Na caixa de didlogo Remover fonte de dados, clique em Remover para confirmar a solicitagcdo de
remocao.

Informacgoes relacionadas
"Adicionando usuarios"

"Visualizar a lista de cluster e os detalhes"

Redescubra clusters

E possivel redescobrir manualmente um cluster a partir da pagina Configuracdo do
cluster para obter as informacgdes mais recentes sobre a integridade, o status do
monitoramento e o status do desempenho do cluster.

Vocé pode redescobrir manualmente um cluster quando quiser atualizar o cluster, como aumentando o
tamanho de um agregado quando houver espago insuficiente, e deseja que o Unified Manager descubra as
alteracoes feitas.

Quando o Unified Manager é emparelhado com o OnCommand Workflow Automation (WFA), o
emparelhamento aciona a reaquisicdo dos dados armazenados em cache pelo WFA.

Passos

1. No painel de navegacao esquerdo, clique em Gerenciamento de armazenamento > Configuragao do
cluster.

2. Na pagina Configuracgao de cluster, clique em redescobrir.

O Unified Manager redescobre o cluster selecionado e exibe o status de integridade e desempenho mais
recente.

Informagoes relacionadas

"Visualizar a lista de cluster e os detalhes"


https://docs.netapp.com/pt-br/active-iq-unified-manager/config/task_add_users.html
https://docs.netapp.com/pt-br/active-iq-unified-manager/health-checker/task_view_cluster_list_and_details.html
https://docs.netapp.com/pt-br/active-iq-unified-manager/health-checker/task_view_cluster_list_and_details.html
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