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Armazenamento

Listar classes de armazenamento

Vocé pode listar as classes de armazenamento disponiveis.

Passo 1: Selecione a nuvem

Execute o fluxo de trabalho "Liste as nuvens" e selecione a nuvem na qual vocé estara trabalhando.

Passo 2: Selecione o cluster

Execute o fluxo de trabalho "Liste os clusters" e selecione o cluster.

Etapa 3: Listar as classes de armazenamento de um cluster especifico

Execute a seguinte chamada de API REST para listar as classes de armazenamento de um cluster e nuvem
especificos.

Método HTTP e endpoint
Essa chamada de APl REST usa o método e o endpoint a seguir.

Método HTTP Caminho

OBTER /Accounts/(account_id)/topology/v1/clouds/<CLOUD_ID>/clusters/<CLUSTER_ID>/storageCl
asses

Curl exemplo: Retorna todos os dados para todas as classes de armazenamento

curl --request GET \

--location

"https://astra.netapp.io/accounts/SACCOUNT ID/topology/vl/clouds/<CLOUD ID
>/clusters/<CLUSTER ID>/storageClasses" \

--include \

--header "Accept: */*" \

--header "Authorization: Bearer $SAPI TOKEN"

Exemplo de saida JSON

"items": [
{
"type": "application/astra-storageClass",
"version": "1.1",
"id": "4bacbb3c-0727-4f58-b13c-3a2a0690af89",
"name": "ontap-basic",
"provisioner": "csi.trident.netapp.io",

"available": "eligible",
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"allowVolumeExpansion": "true",

"reclaimPolicy": "Delete",

"volumeBindingMode": "Immediate",

"isDefault": "true",

"metadata": {
"createdBy": "system",
"creationTimestamp": "2022-10-26T05:16:192",
"modificationTimestamp": "2022-10-26T05:16:192",
"labels": []

"type": "application/astra-storageClass",
"version": "1.1",

"id": "150fe657-4a42-47a3-abcb6-5dafba3de8bf",
"name": "thin",

"provisioner": "kubernetes.io/vsphere-volume",
"available": "ineligible",
"reclaimPolicy": "Delete",
"volumeBindingMode": "Immediate",
"metadata": {
"createdBy": "system",
"creationTimestamp": "2022-10-26T04:46:082",
"modificationTimestamp": "2022-11-04T14:58:192",
"labels": []
}
"type": "application/astra-storageClass",
"version": "1.1",

"id": "7c6a5c58-6a0d-4cb6-98a0-8202ad2de74a",
"name": "thin-csi",
"provisioner": "csi.vsphere.vmware.com",
"available": "ineligible",
"allowVolumeExpansion": "true",
"reclaimPolicy": "Delete",
"volumeBindingMode": "WaitForFirstConsumer",
"metadata": {
"createdBy": "system",
"creationTimestamp": "2022-10-26T04:46:172",
"modificationTimestamp": "2022-10-26T04:46:172",
"labels": []

"type": "application/astra-storageClass",



"version": "1.1",
"id": "7010ef09-92a5-4c90-a5e5-3118e02dc9%a7",
"name": "vsim-san",
"provisioner": "csi.trident.netapp.io",
"available": "eligible",
"allowVolumeExpansion": "true",
"reclaimPolicy": "Delete",
"volumeBindingMode": "Immediate",
"metadata": {
"createdBy": "system",
"creationTimestamp": "2022-11-03T18:40:032",
"modificationTimestamp": "2022-11-03T18:40:032",
"labels": []

Listar backends de armazenamento
Vocé pode listar os backends de armazenamento disponiveis.

Execute a seguinte chamada de API REST.

Método HTTP e endpoint
Essa chamada de APl REST usa o método e o endpoint a seguir.

Método HTTP Caminho
OBTER /Accounts/_id/topology/v1/storageBackends

Curl exemplo: Retorna todos os dados para todos os backends de armazenamento

curl --request GET \

--location

"https://astra.netapp.io/accounts/$ACCOUNT ID/topology/vl/storageBackends"
\

--include \

--header "Accept: */*" \

--header "Authorization: Bearer SAPI TOKEN"



Exemplo de saida JSON

"items": [
{
"backendCredentialsName": "10.191.77.177",
"backendName": "myinchunhcluster-1",
"backendType": "ONTAP",
"backendVersion": "9.8.0",
"configVersion": "Not applicable",
"health": "Not applicable",
"id": "46467cl6-1585-4b71-8e7f-f0bc5f£f9dalsb",
"location": "nalab2",
"metadata": {
"createdBy": "4c483a7e-207b-4£f9a-87b7-799a4629d7c8",
"creationTimestamp": "2021-07-30T14:26:192",
"modificationTimestamp": "2021-07-30T14:26:192"
by
"ontap": {
"backendManagementIP": "10.191.77.177",
"managementIPs": [
"10.191.77.177",
"10.191.77.179"
]

by

"protectionPolicy": "Not applicable",
"region": "Not applicable",

"state": "Running",

"stateUnready": [],

"type": "application/astra-storageBackend",
"version": "1.0",

"zone": "Not applicable”

Habilite pools de ANF dinamicos para clusters
autogerenciados

Ao fazer backup de uma aplicagado gerenciada em um cluster privado no local que tenha
um back-end de storage do ANF, vocé precisa ativar o recurso Dynamic ANF Pools. Isso
é feito fornecendo um ID de assinatura para usar ao expandir e contratar os pools de
capacidade.



Os pools de ANF dinamicos sao recursos das aplicagcoes gerenciadas pelo Astra que usam um
back-end de storage do Azure NetApp Files (ANF). Ao fazer backup dessas aplicagdes, o Astra

@ expande e contrai automaticamente os pools de capacidade aos quais os volumes persistentes
pertencem por um fator de 1,5. Isso garante que haja espaco suficiente para o backup sem
incorrer em uma carga permanente adicional. Consulte "Backups de aplicativos do Azure" para
obter mais informagoes.

Etapa 1: Adicione o identificador de assinatura do Azure

Execute a seguinte chamada de API REST.

@ Vocé precisa atualizar o exemplo de entrada JSON conforme apropriado para o seu ambiente,
incluindo o ID de assinatura e o valor base64 para o responsavel pelo servigo.

Método HTTP e endpoint
Essa chamada de APl REST usa o método e o endpoint a seguir.

Método HTTP Caminho

POST /accounts/_id/core/v1/credentials
Curl exemplo

curl --request POST \

--location

"https://astra.netapp.io/accounts/SACCOUNT ID/core/vl/credentials" \
--include \

--header "Content-Type: application/astra-credential+json"

—-—header "Accept: */*" \

--header "Authorization: Bearer $SAPI TOKEN" \

--data @JSONinput
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Exemplo de entrada JSON

"keyStore": {

"privKey": "SGkh",
"pubKey": "UGhpcyCpcyBhbiBleGFtcGxlLg==",
"base64":

"fwogICAgImFwcElkIjogIjY4ZmSiODFiLTYOYWYtNDAjNC04ZjUzLWE2NDA1ZTUzMGZkZCIsC
1AgICA1Z2GlzcGxheUShbWUiOiAic3AtYXNOCmMEtLZGV2LXFhIiwKICAgICJuYW11IjogImhOdHA
6Ly9zcClhc3RyYS1kZXYtcWEiLA0ogICAgInBhc3N3b3JkIjogIllLQThREkIIVVIkZWZYMOpST
WJ1lLnpUeFBleVEOUNNwTG9DcUJjazA1iLA0gICAGINR1IbmFUdCI6ICIWMTEjZGY2Yy03NTEYLTQ
3MDUtYJI0ZS03NzIxYWZkOGNhMzciLAogICAgInNl1YnNjcmlwdGlvbklkIjogImIyMDAXNTVML
TAWMWEtNDNiZS04N2J1LTN1ZGR1ODNhY2VmNCIKfQ=="

by

"name": "myCert",
"type": "application/astra-credential",
"version": "1.1",
"metadata": {
"labels": [
{
"name": "astra.netapp.io/labels/read-only/credType",
"value": "service-account"
by
{
"name": "astra.netapp.io/labels/read-only/cloudName",
"value": "OCP"
b
{
"name": "astra.netapp.io/labels/read-only/azure/subscriptionID",

"value": "b212156f-001a-43be-87be-3edde83acef5"

Passo 2: Adicione um balde, se necessario

Vocé deve adicionar um bucket ao aplicativo gerenciado, se necessario.

Passo 3: Faca um backup do aplicativo gerenciado

Execute o fluxo de "Crie uma copia de segurancga para uma aplicacao"trabalho . O pool de capacidade onde o
volume persistente original esta presente ira expandir e diminuir automaticamente.

Etapa 4: Revise o log de eventos

Os eventos de atividade sao registados durante a copia de seguranca. Execute o fluxo de trabalho "Liste as
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notificacoes" para exibir as mensagens.
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