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Comece agora

Antes de comecar

Vocé pode se preparar rapidamente para comecar a usar a APl REST do Astra Control
revisando as etapas abaixo.

Ter credenciais de conta Astra

Vocé precisara de credenciais Astra para fazer login na interface de usuario da Web Astra e gerar um token de
API. Com o Astra Control Center, vocé gerencia essas credenciais localmente. Com o Astra Control Service,
as credenciais da conta sdo acessadas pelo servico Auth0.

Familiarize-se com os conceitos basicos do Kubernetes

Vocé deve estar familiarizado com varios conceitos basicos do Kubernetes. Consulte "Conceitos basicos do
Kubernetes" para obter mais informacoes.

Rever conceitos REST e implementagao

Certifiqgue-se de consultar "Implementacao principal do REST"informacdes sobre conceitos REST e detalhes
sobre como a APl REST do Astra Control foi projetada.

Obtenha mais informagoes
Vocé deve estar ciente dos recursos de informagdes adicionais, conforme sugerido no "Recursos adicionais".

Obtenha um token de API

Vocé precisa obter um token da API Astra para usar a APl REST do Astra Control.

Visao geral
Um token de API identifica o chamador para o Astra e deve ser incluido em todas as chamadas da APl REST.

 Vocé precisa gerar um token de API usando a interface de usuario da Web Astra.

* O procedimento para gerar um token € o mesmo para ambos os modelos de implantagao do Astra.
Somente o URL usado para acessar o Astra € diferente.

* Aidentidade do usuario carregada com o token e as permissdes associadas sao determinadas pelo
usuario que criou o token.

* O token deve ser incluido no Authorization cabegalho de solicitagdo HTTP.
* Um token nunca expira depois que ele é criado.

* Vocé pode revogar um token na interface de usuario da Web Astra.

Informacgdes relacionadas
* "Revogar um token de API"

Crie um token da API Astra

As etapas a seguir descrevem como criar um token da API Astra.

Antes de comecar


https://docs.netapp.com/pt-br/astra-automation/rest-core/rest_web_services.html
https://docs.netapp.com/pt-br/astra-automation/information/additional_resources.html
https://docs.netapp.com/pt-br/astra-automation/additional/revoke_token.html

Vocé precisa de credenciais para uma conta Astra.

Sobre esta tarefa

Essa tarefa gera um token de API na interface Web do Astra. Vocé também deve recuperar o ID da conta que
também é necessario ao fazer chamadas de API.

Passos
1. Faga login no Astra usando suas credenciais de conta da seguinte maneira:
o Astra Control Service: "htips://astra.netapp.io”
o Astra Control Center: Use o URL do seu ambiente local, conforme estabelecido durante a instalagcéo
2. Clique no icone de figura no canto superior direito da pagina e selecione Acesso a API.
3. Clique em Generate API token na pagina e, em seguida, cligue em Generate API token na janela pop-
up.
4. Clique no icone para copiar a string de token para a area de transferéncia e salva-la no editor.

5. Copie e salve o ID da conta que esta disponivel na mesma pagina.

Depois de terminar

Quando vocé acessa a API REST do Astra Control por meio de curl ou uma linguagem de programacgao, vocé
deve incluir o token portador da APl no cabegalho da solicitagdo HTTP Authorization.

Sua primeira chamada de API

Vocé pode emitir um comando curl simples na CLI da estac&o de trabalho para comecar
a usar a APl REST Astra Control e confirmar sua disponibilidade.

Antes de comecgar

O utilitario curl deve estar disponivel na estagao de trabalho local. Vocé também deve ter um token de APl e o
identificador de conta associado. Consulte "Obtenha um token de API" para obter mais informagdes.

Curl exemplo

O seguinte comando curl recupera uma lista de usuarios Astra. Forneca a CONTA_ID apropriada e
API_TOKEN conforme indicado.

curl --request GET \

--location "https://astra.netapp.io/accounts/SACCOUNT ID/core/vl/users" \
-—include \

--header "Content-Type: application/json" \

--header "Accept: */*" \

--header "Authorization: Bearer SAPI TOKEN"


https://astra.netapp.io

Exemplo de saida JSON

"items": [
[
"David",
"Anderson",
"844ec6234-11e0-49ea-8434-a992a6270ecl"
1y
[
"Jane",
"Cohen",
"2a3e227c-fda7-4145-a86c-ed9%9aal0l183a6c"
]

1y
"metadata": {}

Conceitos basicos do Kubernetes

Ha varios conceitos do Kubernetes que séo relevantes ao usar a APl REST do Astra.

Objetos

Os objetos mantidos em um ambiente Kubernetes sdo entidades persistentes que representam a configuragéo
do cluster. Esses objetos descrevem coletivamente o estado do sistema, incluindo a carga de trabalho do
cluster.

Namespaces

Namespaces fornecem uma técnica para isolar recursos em um unico cluster. Essa estrutura organizacional é
util ao dividir os tipos de trabalho, usuarios e recursos. Objetos com um escopo namespace precisam ser
exclusivos dentro do namespace, enquanto aqueles com um escopo cluster devem ser exclusivos em todo o
cluster.

Etiquetas

Os rétulos podem ser associados aos objetos Kubernetes. Eles descrevem atributos usando pares de chave-
valor e podem impor uma organizagao arbitraria no cluster que pode ser Util para uma organizagao, mas estéao
fora da operacao principal do Kubernetes.

Prepare-se para usar os fluxos de trabalho

Vocé deve estar familiarizado com a organizagao e o formato dos workflows do Astra
antes de usa-los em uma implantagao ao vivo.



Introducgao

Um workflow € uma sequéncia de uma ou mais etapas necessarias para realizar uma tarefa ou objetivo
administrativo especifico. Cada etapa em um fluxo de trabalho do Astra Control € uma das seguintes:

* Chamada de API REST (com detalhes como exemplos curl e JSON)
* Invocacao de outro fluxo de trabalho Astra

« Tarefa relacionada diversos (como tomar uma decisédo de projeto necessaria)

Os fluxos de trabalho incluem as etapas principais e os parametros necessarios para realizar cada tarefa. Eles
fornecem um ponto de partida para personalizar seu ambiente de automacao.

Um fluxo de trabalho pode conter apenas uma etapa. Esses fluxos de trabalho de etapa unica

@ séo formatados de forma ligeiramente diferente dos fluxos de trabalho que contém varias
etapas. Por exemplo, o nome explicito da etapa é removido. A acdo ou operacao deve ser clara
com base no titulo do fluxo de trabalho.

Categorias de fluxo de trabalho

Ha duas grandes categorias de workflows do Astra disponiveis com base no seu modelo de implantagéo. Se
vocé estiver usando o Astra Control Center, comece com os workflows de infraestrutura e prossiga para os
workflows de gerenciamento. Ao usar o Astra Control Service, vocé costuma ir diretamente aos workflows de
gerenciamento.

@ As amostras curl nos fluxos de trabalho usam o URL para Astra Control Service. Vocé precisa
alterar o URL ao usar o Astra Control Center no local, conforme apropriado para seu ambiente.

Workflows de infraestrutura

Esses workflows lidam com a infraestrutura Astra, incluindo credenciais, buckets e back-ends de storage. Elas
sdo necessarias com o Astra Control Center, mas na maioria dos casos também podem ser usadas com o
Astra Control Service. Os fluxos de trabalho concentram-se nas tarefas necessarias para estabelecer e
manter um cluster gerenciado do Astra.

Fluxos de trabalho de gerenciamento

Vocé pode usar esses fluxos de trabalho depois de configurar um cluster gerenciado. Os workflows de
gerenciamento se concentram em operagdes de suporte e protegéo de aplicativos, como backup, restauragéo
e clonagem de um aplicativo.

Parametros de entrada comuns

Os parametros de entrada descritos abaixo sdo comuns a todas as amostras curl usadas para ilustrar uma
chamada de API REST.

Como esses parametros de entrada sao universalmente necessarios, eles nao sao descritos

@ mais detalhadamente nos fluxos de trabalho individuais. Se forem utilizados parametros de
entrada adicionais para um exemplo de curl especifico, estes sdo descritos na secgao
parametros de entrada adicionais.



Parametros do caminho

O caminho do endpoint usado com cada chamada de API REST inclui os seguintes parametros. Consulte
também "Formato de URL"para obter mais informacdes.

ID da conta

Esse € o valor UUIDv4 que identifica a conta Astra onde a operacéao da API € executada. "Obtenha um
token de API"Consulte para obter mais informagdes sobre como localizar o ID da sua conta.

Cabecalhos de solicitagao

Existem varios cabecgalhos de solicitagdo que vocé pode precisar incluir dependendo da chamada da API
REST.

Autorizagao
Todas as chamadas de API nos fluxos de trabalho precisam de um token de API para identificar o usuario.

Vocé deve incluir o token no Authorization cabegalho da solicitagdo. Consulte "Obtenha um token de
API" para obter mais informagdes sobre como gerar um token de API.

Tipo de conteudo

Com as solicitagdes HTTP POST e PUT em que JSON ¢ incluido no corpo da solicitagéo, vocé deve
declarar o tipo de Midia com base no recurso Astra. Por exemplo, vocé pode incluir o cabecalho Content-
Type: application/astra-appSnap+json ao criar um snapshot para um aplicativo gerenciado.

Aceitar

Vocé pode declarar o tipo de Midia especifico do conteldo esperado na resposta com base no recurso
Astra. Por exemplo, vocé pode incluir o cabegalho Accept: application/astra-appBackup+json
ao listar os backups de um aplicativo gerenciado. No entanto, para simplificar, as amostras curl nos fluxos
de trabalho aceitam todos os tipos de Midia.

Apresentagao de tokens e identificadores

O token API e outros valores de ID usados com os exemplos curl s&o opacos sem significado discernivel. E
assim, para melhorar a legibilidade das amostras, os valores reais de token e ID ndo sdo usados. Em vez
disso, palavras-chave reservadas menores sao usadas que tem varios beneficios:

* As amostras curl e JSON sdo mais claras e faceis de entender.

» Como todas as palavras-chave usam o mesmo formato com colchetes e letras maiusculas, vocé pode
identificar rapidamente o local e o conteudo a ser inserido ou extraido.

* Nenhum valor € perdido porque os parametros originais ndo podem ser copiados e usados com uma
implantagdo real.

As variaveis sado formatadas para uso em um ambiente de shell Bash. Cada variavel comega com um sinal de
dolar e é incluida em aspas duplas, conforme necessario. Isso os torna reconheciveis ao Bash. Maiusculas
sdo usadas consistentemente para os nomes.

Aqui estdo algumas das palavras-chave reservadas comuns usadas nos exemplos curl. Esta lista ndo é
exaustiva e palavras-chave adicionais sdo usadas conforme necessario. Seu significado deve ser 6bvio com
base no contexto.


https://docs.netapp.com/pt-br/astra-automation/rest-core/url_format.html

Palavra-chave Tipo Descrigédo

CONTA_ID Caminho O valor UUIDv4 identificando a conta onde a operagéo da APl é
executada.

API_TOKEN Colhedor O token do portador identificando e autorizando o chamador.

APP_ID Caminho O valor UUIDv4 identificando o aplicativo para a chamada API.

Usando os exemplos com Bash

Se vocé usar os exemplos de cURL de fluxo de trabalho diretamente, vocé deve atualizar as variaveis que
eles contém com os valores apropriados para o seu ambiente. Vocé pode editar manualmente os exemplos ou
confiar no shell Bash para fazer a substituicdo por vocé, como descrito abaixo.

@ Uma vantagem de usar o Bash € que vocé pode definir os valores da variavel uma vez em uma
sessao de shell em vez de uma vez por comando curl.

Passos
1. Abra o shell Bash fornecido com Linux ou sistema operacional semelhante.

2. Defina os valores da variavel incluidos no exemplo curl que vocé deseja executar. Por exemplo:
$API TOKEN=SGgpXHecotM8PLxzIlgbztA4k3 eX4UCa842hOXHBFA=

3. Copie o exemplo curl da pagina de fluxo de trabalho e cole-o no terminal shell.
4. Pressione ENTER para executar as seguintes tarefas:
a. Substitua os valores da variavel que vocé definir.

b. Execute o comando curl.

Referéncia de API online

Acesse a documentacao de referéncia da APl Astra

Vocé pode acessar os detalhes das chamadas da APl REST do Astra Control, incluindo
os métodos HTTP, parametros de entrada e respostas. Essa referéncia completa é util ao
desenvolver aplicativos de automacéo usando a API REST.

Antes de comecgar

Vocé precisa de credenciais para fazer login na interface de usuario da Web Astra para sua implantagdo. O
procedimento para acessar a documentacao de referéncia € o mesmo para o Astra Control Service e o Astra
Control Center. Apenas o URL é diferente. Nao é necessario um token de API para acessar e visualizar o
documento de referéncia

Passos
1. Faga login no Astra usando suas credenciais de conta da seguinte maneira:

o Astra Control Service: "htips://astra.netapp.io”
o Astra Control Center: Use o URL do seu ambiente local, conforme estabelecido durante a instalagcéo

2. Clique no icone de figura no canto superior direito da pagina e selecione Acesso a API.


https://astra.netapp.io

3. Na parte superior da pagina, clique no URL exibido em Documentagao da API.

Resultado

A pagina Swagger € iniciada em uma nova janela ou guia. Aviso o URL inclui o ID da conta para a conta com
a qual vocé entrou.

O que se segue?

Vocé pode opcionalmente executar uma chamada de API a partir da pagina Swagger. Consulte "Emitir uma
chamada de APl REST do Astra" para obter mais informacgdes.

Emitir uma chamada de APl REST do Astra

Vocé pode emitir uma chamada da API REST do Astra Control na pagina de
documentacao de referéncia da API.

Antes de comecgar

Vocé precisa fazer login no Astra e acessar a pagina de referéncia da API. Consulte "Acesse a documentacao
de referéncia da AP| Astra" para obter mais informagdes. Vocé também precisa de um token para usar a API
REST. "Obtenha um token de API"Consulte para obter detalhes sobre como gerar um token de API.

Passos
1. Na parte superior da pagina de referéncia da API, clique em autorizar.

2. Copie e cole o valor do token da APl no campo na janela pop-up e clique em autorizar e, em seguida,
clique em Fechar.

3. Role a pagina para baixo e abra a chamada de API desejada.
4. Clique com o botao direito em Experimente.

5. Role para baixo dentro da mesma chamada de API. Fornega os valores de parametros necessarios e
cliqgue em execute para emitir a chamada.

Resultado

A chamada API é executada e o codigo de status HTTP é exibido.
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