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Monitorar a integridade do aplicativo e do cluster

Exibir um resumo da integridade do aplicativo e do cluster

Selecione o Dashboard para ver uma visualizagao de alto nivel de seus aplicativos,
clusters, back-ends de armazenamento e sua integridade.

Estes ndo sdo apenas numeros estaticos ou status - vocé pode detalhar de cada um. Por exemplo, se os
aplicativos nao estiverem totalmente protegidos, vocé pode passar o Mouse sobre o icone para identificar
quais aplicativos ndo estédo totalmente protegidos, o que inclui um motivo.

Mosaico de aplicagoes
O bloco Applications ajuda vocé a identificar o seguinte:

* Quantas aplicagbes vocé esta gerenciando atualmente com o Astra.
* Se esses aplicativos gerenciados estao saudaveis.

* Se os aplicativos estéo totalmente protegidos (eles séo protegidos se os backups recentes estiverem
disponiveis).

* O numero de aplicativos que foram descobertos, mas ainda ndo sao gerenciados.
Idealmente, esse numero seria zero porque vocé gerenciaria ou ignoraria aplicativos depois que eles

forem descobertos. E entdo vocé monitoraria o numero de aplicativos descobertos no Dashboard para
identificar quando os desenvolvedores adicionam novos aplicativos a um cluster.

Blocos de clusters

O bloco clusters fornece detalhes semelhantes sobre a integridade dos clusters que vocé esta gerenciando
usando o Astra Control Center, e vocé pode detalhar para obter mais detalhes da mesma forma que pode com
um aplicativo.

Azulejo dos backends de armazenamento

O bloco Storage Backends fornece informagdes para ajuda-lo a identificar a integridade dos backends de
armazenamento, incluindo:

* Quantos backends de armazenamento sdo gerenciados

» Se esses backends gerenciados sao saudaveis

» Se os backends estao totalmente protegidos

* O numero de backends que sao descobertos, mas ainda ndo sao gerenciados.

Visualize a integridade do cluster e gerencie classes de
armazenamento

Depois de adicionar clusters a serem gerenciados pelo Astra Control Center, € possivel
exibir detalhes sobre o cluster, como localizagao, nés de trabalho, volumes persistentes
e classes de storage. Vocé também pode alterar a classe de storage padrao para



clusters gerenciados.

Exibir integridade e detalhes do cluster

E possivel exibir detalhes sobre o cluster, como sua localizag&o, os nés de trabalho, volumes persistentes e
classes de storage.

Passos

1.
2.

Na IU do Astra Control Center, selecione clusters.

Na pagina clusters, selecione o cluster cujos detalhes deseja exibir.

Se um cluster ainda estiver removed no estado de cluster e a conetividade de rede parecer
saudavel (tentativas externas de acessar o cluster usando APIs do Kubernetes sdo bem-
@ sucedidas), o kubeconfig que vocé forneceu ao Astra Control pode ndo ser mais valido. Isto
pode dever-se a rotagao ou expiragao do certificado no cluster. Para corrigir esse problema,
atualize as credenciais associadas ao cluster no Astra Control usando o "AP| Astra Control".

3. Veja as informagdes nas guias Visao geral, armazenamento e atividade para encontrar as informagdes

que voceé esta procurando.
> Visao geral: Detalhes sobre os nds de trabalho, incluindo seu estado.

o Storage: Os volumes persistentes associados a computacgao, incluindo a classe de armazenamento e
o estado.

o Atividade: Mostra as atividades relacionadas ao cluster.

Vocé também pode exibir informagdes de cluster a partir do Astra Control Center Dashboard.

@ Na guia clusters em Resumo de recursos, vocé pode selecionar os clusters gerenciados, que

o levam a pagina clusters. Depois de acessar a pagina clusters, siga as etapas descritas
acima.

Altere a classe de armazenamento padrao

Vocé pode alterar a classe de armazenamento padréo para um cluster. Quando o Astra Control gerencia um
cluster, ele controla a classe de storage padréo do cluster.

@ Nao altere a classe de armazenamento usando comandos kubectl. Em vez disso, utilize este

procedimento. O Astra Control revertera as alteracoes se feitas usando kubectl.

Passos

1.
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Na IU da Web do Astra Control Center, selecione clusters.

Na pagina clusters, selecione o cluster que deseja alterar.

Selecione a guia armazenamento.

Selecione a categoria Storage classes.

Selecione o menu agdes para a classe de armazenamento que vocé deseja definir como padrao.

Selecione Definir como padrao.


https://docs.netapp.com/us-en/astra-automation

Veja a saude e os detalhes de um aplicativo

Depois de comegar a gerenciar uma aplicagao, o Astra Control fornece detalhes sobre a
aplicacao que permite identificar seu status de comunicacéao (se o Astra Control pode se
comunicar com a aplicagéo), seu status de protecgéo (se ele esta totalmente protegido em
caso de falha), os pods, storage persistente e muito mais.

Passos
1. Na IU do Astra Control Center, selecione Applications e, em seguida, selecione o nome de um aplicativo.

2. Reveja as informacgoes.

Estado da aplicagao
Fornece um status que reflete se o Astra Control pode se comunicar com a aplicagao.

o Status da protegao do aplicativo: Fornece um status de quao bem o aplicativo esta protegido:

= Totalmente protegido: O aplicativo tem um agendamento de backup ativo e um backup bem-
sucedido com menos de uma semana de idade

= Parcialmente protegido: O aplicativo tem um agendamento de backup ativo, um agendamento
de snapshot ativo ou um backup ou snapshot bem-sucedido

= Desprotegido: Aplicativos que n&o estao totalmente protegidos ou parcialmente protegidos.

Vocé nao pode estar totalmente protegido até ter um backup recente. Isso € importante porque
os backups sdo armazenados em um armazenamento de objetos longe dos volumes
persistentes. Se uma falha ou acidente apagar o cluster e seu armazenamento persistente,
entdo voceé precisa de um backup para recuperar. Um instantdneo ndo permitiria que vocé se
recuperasse.

> Visdo geral: Informagdes sobre o estado dos pods associados ao aplicativo.

> Proteg¢ao de dados: Permite configurar uma politica de protegao de dados e visualizar os
instantaneos e backups existentes.

o Storage: Mostra os volumes persistentes no nivel do aplicativo. O estado de um volume
persistente é da perspetiva do cluster do Kubernetes.

o Recursos: Permite verificar quais recursos estdo sendo copiados e gerenciados.

o Actividade: Mostra as atividades relacionadas com a aplicacao.

Vocé também pode visualizar informagdes de aplicativos a partir do Astra Control

@ Center Dashboard. Na guia aplicativos em Resumo de recursos, vocé pode
selecionar os aplicativos gerenciados, que o levam a pagina aplicativos. Depois de
acessar a pagina aplicativos, siga as etapas descritas acima.
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