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Referéncia

Politicas no SnapCenter comparadas com aquelas no
NetApp Backup and Recovery

Ha algumas diferencas entre as politicas usadas no SnapCenter e aquelas usadas no
NetApp Backup and Recovery que podem afetar o que vocé vé apds importar recursos e
politicas do SnapCenter.

Niveis de programacao
O SnapCenter usa os seguintes niveis de agendamento:

* Por hora: Varias horas e minutos com quaisquer horas (0-23) e quaisquer minutos (0-60).
» Diariamente: Opcéao de repetir a cada numero definido de dias, por exemplo, a cada 3 dias.

» Semanal: de domingo a segunda-feira, com a opgao de realizar um snapshot no primeiro dia da semana
ou em varios dias da semana.

* Mensal: de janeiro a dezembro, com opg¢éo de apresentacdo em dias especificos ou em varios dias de
cada més, por exemplo, nodia 7.
O NetApp Backup and Recovery usa os seguintes niveis de agendamento, que sdo ligeiramente diferentes:
* Por hora: executa instantdneos somente em intervalos de 15 minutos, por exemplo, intervalos de 1 hora
ou 15 minutos menores que 60.

» Diariamente: Horas do dia (0-23) com horario de inicio, por exemplo, as 10:00, com opg¢ao de execugéo a
cada tantas horas.

« Semanal: Dia da semana (domingo a segunda-feira) com opgao de apresentacédo em 1 dia ou em varios
dias. Isso é o mesmo que o SnapCenter.

* Mensal: Datas do més (0-30) com hora de inicio em varias datas do més.

* Anual: Mensal. Isso corresponde ao mensal do SnapCenter.

Varias politicas no SnapCenter com o0 mesmo nivel de agendamento

Vocé pode atribuir varias politicas com o0 mesmo nivel de agendamento a um recurso no SnapCenter. No
entanto, o NetApp Backup and Recovery ndo oferece suporte a varias politicas em um recurso que usa a
mesma camada de agendamento.

Exemplo: Se vocé usar trés politicas (para Dados, Log e Log de snapshots) no SnapCenter, apds a migracao
do SnapCenter, o NetApp Backup and Recovery usara uma Unica politica em vez de todas as trés.

Agendas diarias importadas do SnapCenter

O NetApp Backup and Recovery ajusta os agendamentos do SnapCenter da seguinte forma:

* Se 0 agendamento do SnapCenter for definido como menor ou igual a 7 dias, o NetApp Backup and
Recovery definira 0 agendamento como semanal. Alguns instantaneos sdo pulados durante a semana.

Exemplo: Se vocé tiver uma politica diaria do SnapCenter com um intervalo de repetigéo de 3 dias a partir



de segunda-feira, o NetApp Backup and Recovery definira o agendamento para semanalmente as
segundas, quintas e domingos. Alguns dias serao pulados porque nao sao exatamente a cada 3 dias.

« Se 0 agendamento do SnapCenter for definido para mais de 7 dias, o NetApp Backup and Recovery
definira o agendamento como mensal. Alguns instantaneos seréo ignorados durante 0 més.

Exemplo: Se vocé tiver uma politica diaria do SnapCenter com um intervalo de repetigdo de 10 dias a
partir do dia 2 do més, o NetApp Backup and Recovery, apos a migragao, definira o agendamento como
mensal nos dias 2, 12 e 22 do més. O NetApp Backup and Recovery pulara alguns dias no més seguinte.

Cronogramas horarios importados do SnapCenter

As politicas horarias do SnapCenter com intervalos de repeticdo maiores que uma hora sdo convertidas em
uma politica diaria no NetApp Backup and Recovery.

Qualquer politica horaria com intervalos repetidos que nao sejam um fator de 24 (por exemplo, 5, 7, etc.)
pulara alguns instantaneos em um dia.

Exemplo: Se vocé tiver uma politica horaria do SnapCenter com um intervalo de repeti¢cdo a cada 5 horas,
comegando a 1h, o NetApp Backup and Recovery (apds a migragao) definira a programagao como diaria com
intervalos de 5 horas a 1h, 6h, 11h, 16h e 21h. Algumas horas serao ignoradas, depois das 21:00 deve ser
2:00 da manha para repetir a cada 5 horas, mas sera sempre 1:00 da manha.

Retencédo de logs de politicas do SnapCenter

Se vocé tiver um recurso no SnapCenter com varias politicas, o NetApp Backup and Recovery usara a
seguinte ordem de prioridade para atribuir o valor de retencéo de log:

» Para "Backup completo com politica de backup de log" mais politicas "somente log" no SnapCenter, o
NetApp Backup and Recovery usa o valor de retengéo da politica somente log.

» Para as politicas "Backup completo somente com log" e "Completo e log" no SnapCenter, o NetApp
Backup and Recovery usa o valor de retengdo somente log.

» Para "Backup completo e log" mais "Backup completo" no SnapCenter, o NetApp Backup and Recovery
usa o valor de retencao "Backup completo e log".

» Se vocé tiver apenas um backup completo no SnapCenter, o NetApp Backup and Recovery nao habilitara
o backup de log.

Retencao de backup de log

O SnapCenter oferece suporte a varios valores de retencao para politicas em um recurso. O NetApp Backup
and Recovery suporta apenas um valor de retengéo por recurso.

Contagem de retencao de politicas do SnapCenter

Se vocé tiver um recurso com protegcédo secundaria habilitada no SnapCenter com varios volumes de origem,
varios volumes de destino e varios relacionamentos SnapMirror , o NetApp Backup and Recovery usara
apenas a contagem de reteng¢ao da primeira politica.

Exemplo: Se vocé tiver uma politica do SnapCenter com uma contagem de retengéo de 5 e outra politica com
uma contagem de retencéo de 10, o NetApp Backup and Recovery usara a contagem de retengéo de 5.



Rétulos SnapMirror de politicas SnapCenter

O SnapCenter mantém os rétulos do SnapMirror para cada politica apds a migragédo, mesmo que o nivel seja
alterado.

Exemplo: Uma politica horaria do SnapCenter pode mudar para diaria no NetApp Backup and Recovery. No
entanto, os rétulos do SnapMirror permanecem os mesmos apos a migragao.

Funcgoes de gerenciamento de identidade e acesso (IAM) do
NetApp Backup and Recovery

O NetApp Backup and Recovery emprega o Identity and Access Management (IAM) para
controlar o acesso que cada usuario tem a recursos e acoes especificos.

Para saber mais sobre as fungdes do IAM especificas do NetApp Backup and Recovery, consulte "Funcgoes de
NetApp Backup and Recovery no NetApp Console" .

Restaurar dados de configuracao do NetApp Backup and
Recovery em um site escuro

Ao usar o NetApp Backup and Recovery em um site sem acesso a Internet, conhecido
como modo privado, os dados de configuracido do NetApp Backup and Recovery séo
copiados para o bucket StorageGRID ou ONTAP S3 onde seus backups estdo sendo
armazenados. Se vocé tiver um problema com o sistema host do agente do Console,
podera implantar um novo agente do Console e restaurar os dados criticos do NetApp
Backup and Recovery .

@ Este procedimento se aplica somente aos dados de volume ONTAP .

Quando vocé usa o NetApp Backup and Recovery em um ambiente SaaS com o agente do Console
implantado no seu provedor de nuvem ou no seu proprio host conectado a Internet, o sistema faz backup e
protege todos os dados de configuragao importantes na nuvem. Se vocé tiver um problema com o agente do
Console, crie um novo agente do Console e adicione seus sistemas. Os detalhes do backup sao restaurados
automaticamente.

Existem dois tipos de dados que sao copiados:

* Banco de dados de NetApp Backup and Recovery - contém uma listagem de todos os volumes, arquivos
de backup, politicas de backup e informagdes de configuragao.

* Arquivos de catalogo indexados - contém indices detalhados usados para a funcionalidade de pesquisa e
restauracao, tornando suas pesquisas muito rapidas e eficientes ao procurar dados de volume que vocé
deseja restaurar.

E feito backup desses dados uma vez por dia & meia-noite, e no maximo 7 cdpias de cada arquivo sdo retidas.
Se o agente do Console estiver gerenciando varios sistemas ONTAP locais, os arquivos de NetApp Backup
and Recovery serao armazenados no bucket do sistema que foi ativado primeiro.

Nenhum dado de volume € incluido no banco de dados do NetApp Backup and Recovery ou
nos arquivos do Catalogo Indexado.


https://docs.netapp.com/us-en/console-setup-admin/reference-iam-backup-rec-roles.html
https://docs.netapp.com/us-en/console-setup-admin/reference-iam-backup-rec-roles.html

Restaurar dados de NetApp Backup and Recovery para um novo agente do
Console

Se o seu agente do Console local parar de funcionar, vocé precisara instalar um novo agente do Console e
restaurar os dados do NetApp Backup and Recovery para o novo agente do Console.

Vocé precisara executar as seguintes tarefas para retornar seu sistema NetApp Backup and Recovery a um
estado de funcionamento:
* Instalar um novo agente do Console
* Restaurar o banco de dados de NetApp Backup and Recovery
* Restaurar os arquivos do catalogo indexado
* Redescubra todos os seus sistemas ONTAP locais e sistemas StorageGRID na interface de usuario do
NetApp Console

Depois de verificar se o sistema esta funcionando, crie novos arquivos de backup.

O que vocé vai precisar

Vocé precisara acessar os backups de banco de dados e indice mais recentes do bucket StorageGRID ou
ONTAP S3 onde seus arquivos de backup estao sendo armazenados:

* Arquivo de banco de dados MySQL do NetApp Backup and Recovery

Este arquivo esta localizado no seguinte local no bucket netapp-backup-<GUID>/mysql backup/, e
€ chamado CBS_ DB Backup <day> <month> <year>.sql.

* Arquivo zip de backup do catalogo indexado

Este arquivo esta localizado no seguinte local no bucket netapp-backup-<GUID>/catalog backup/,
e € chamado Indexed Catalog DB Backup <db name> <day> <month> <year>.zip.

Instalar um novo agente de console em um novo host Linux local

Ao instalar um novo agente do Console, baixe a mesma versao de software do agente original. Alteragdes no
banco de dados do NetApp Backup and Recovery podem fazer com que versdes mais recentes do software
nao funcionem com backups de bancos de dados antigos. Vocé pode "atualize o software do agente do
Console para a versao mais atual apds restaurar o banco de dados de backup" .

1. "Instale o agente do Console em um novo host Linux local"

2. Efetue login no Console usando as credenciais de usuario administrador que vocé acabou de criar.

Restaurar o banco de dados de NetApp Backup and Recovery

1. Copie o backup do MySQL do local de backup para o novo host do agente do Console. Usaremos o0 nome
de arquivo de exemplo "CBS_DB_Backup_23_05_2023.sql" abaixo.

2. Copie o backup para o contéiner Docker do MySQL usando um dos seguintes comandos, dependendo se
vocé estiver usando um contéiner Docker ou Podman:

docker cp CBS DB Backup 23 05 2023.sgl ds mysqgl 1:/.


https://docs.netapp.com/us-en/console-setup-admin/task-upgrade-connector.html
https://docs.netapp.com/us-en/console-setup-admin/task-upgrade-connector.html
https://docs.netapp.com/us-en/console-setup-admin/task-quick-start-private-mode.html

podman cp CBS DB Backup 23 05 2023.sgl ds mysqgl 1:/.

3. Entre no shell do contéiner MySQL usando um dos seguintes comandos, dependendo se vocé estiver

usando um contéiner Docker ou Podman:

docker exec -it ds mysgl 1 sh

podman exec -it ds mysgl 1 sh

No shell do contéiner, implante o "env".

5. Vocé precisara da senha do banco de dados MySQL, entao copie o valor da chave

"MYSQL_ROOT_PASSWORD".

Restaure o banco de dados MySQL do NetApp Backup and Recovery usando o seguinte comando:

mysgl -u root -p cloud backup < CBS DB Backup 23 05 2023.sqgl

. Verifique se o NetApp Backup and Recovery MySQL DB foi restaurado corretamente usando os seguintes

comandos SQL:

mysgl -u root -p cloud backup

Digite a senha.

mysgl> show tables;
mysgl> select * from volume;

9. Certifique-se de que os volumes exibidos sejam os mesmos que existiam em seu ambiente original.

Restaurar os arquivos do catalogo indexado

1.

Copie o arquivo zip de backup do Catalogo Indexado (usaremos o nome de arquivo de exemplo
"Indexed_Catalog_DB_Backup_catalogdb1_23 05 2023.zip") do local de backup para o novo host do
agente do Console na pasta "/opt/application/netapp/cbs".

Descompacte o arquivo "Indexed_Catalog DB _Backup_catalogdb1 23 05 2023.zip" usando o seguinte
comando:

unzip Indexed Catalog DB Backup catalogdbl 23 05 2023.zip -d catalogdbl

Execute o comando Is para garantir que a pasta "catalogdb1" foi criada com as subpastas "changes" e
"snapshots" abaixo.



Descubra seus clusters ONTAP e sistemas StorageGRID

1. "Descubra todos os sistemas ONTAP on-prem"que estavam disponiveis no seu ambiente anterior. Isso
inclui o sistema ONTAP que vocé usou como servidor S3.

2. "Descubra seus sistemas StorageGRID".

Configurar os detalhes do ambiente StorageGRID

Adicione os detalhes do sistema StorageGRID associado aos seus sistemas ONTAP conforme eles foram
configurados na configuragéo original do agente do Console usando o "APIs do NetApp Console" .

As informacgdes a seguir se aplicam a instalagdes em modo privado a partir do NetApp Console 3.9.xx. Para
versdes mais antigas, use o seguinte procedimento: "DarkSite Cloud Backup: backup e restauracao de
MySQL e catalogo indexado" .

Vocé precisara executar essas etapas para cada sistema que estiver fazendo backup de dados no
StorageGRID.

1. Extraia o token de autorizagédo usando a seguinte API oauth/token.

curl 'http://10.193.192.202/0auth/token' -X POST -H 'Accept:
application/json' -H 'Accept-Language: en-US,en;g=0.5' -H 'Accept-
Encoding: gzip, deflate' -H 'Content-Type: application/json' -d '
{"username":"admin@netapp.com", "password":"Netapp@l23", "grant type":"pas
sword"}

S 0

Embora o enderecgo IP, o nome de usuario € as senhas sejam valores personalizados, 0 nome da conta
nado €. O nome da conta é sempre "account-DARKSITE1". Além disso, 0 nome de usuario deve usar um
nome no formato de e-mail.

Esta API retornara uma resposta como a seguinte. Vocé pode recuperar o token de autorizagéo conforme
mostrado abaixo.

{"expires in":21600, "access token":"eyJhbGci0iJSUzI1INiIsInR5cCI6IkpXVCIs
ImtpZCI6IjJIMGFiZjRiIn0eyJzdWIiOiJvY2NtYXV0aHwxIiwiYXVkIjpbImhO0dHBz018vY
XBpLmNsb3VkLm51dGFwcC57b201XSwiaHROcDovL2Nsb3VkIm51dGFwcC57b20vZnVsbFouY
W1lTjoiYWRtaW4iLCJodHRwO18vY2xvdWQubmVOYXBwLmNvbS91bWFpbCI6ImFkbWluQG51d
GFwcC5]Jb20iLCIzY29WwZSI6ImIwZWSpZCBwemOmaWx1IiwiaWFO0IjoxNjcyNzM2MDIzLCJle
HAiOJE2NzI3NTc2MjMsImlzcyIl 6ImhOdHAGLYy9vY2NtYXV0aDo4NDIwLyJ9CJIJtRpRDY23Pok
yLglif67bmgnMcYxdCvBOY-ZUYWzhrWbbY hqUH4T-
114v_pNDsPyNDyWqHaKizThdjjHYHxm56vTz Vdn4NgjaBDPwNOKANC6Z88WALlcJ4WRQQ]Sy
kODNDmrv5At fO9HHpO-xVMyHqywZ4nNFalMvAh4xESc5]foKOZc—
I0QdWm4F4LHpMzs4gFzCYthTuSKLYtgSTUrZB81l-0o-ipvrOgSoliwleHXZJJV-
UsWun9daNgiYd wX-4WWJViGEnDzzwOKfUoUoelFg3ch--7JFkF1-
rrXDOjklsUMumN3WHVOuspl PgBESHACJPrEBmOValSZcUbiA" }

2. Extraia o ID do sistema e o X-Agent-Id usando a API tenancy/external/resource.


https://docs.netapp.com/us-en/storage-management-ontap-onprem/task-discovering-ontap.html#discover-clusters-using-a-connector
https://docs.netapp.com/us-en/storage-management-storagegrid/task-discover-storagegrid.html
https://docs.netapp.com/us-en/console-automation/index.html
https://community.netapp.com/t5/Tech-ONTAP-Blogs/DarkSite-Cloud-Backup-MySQL-and-Indexed-Catalog-Backup-and-Restore/ba-p/440800
https://community.netapp.com/t5/Tech-ONTAP-Blogs/DarkSite-Cloud-Backup-MySQL-and-Indexed-Catalog-Backup-and-Restore/ba-p/440800

curl -X GET

http://10.193.192.202/tenancy/external /resource?account=account-
DARKSITEl -H 'accept: application/json' -H 'authorization: Bearer
eyJhbGciOiJSUZzI1INiIsSINR5cCI6IkpXVCISImtpZCI6IjIIMGFiZjRiIn0eyJzdWIi01idvY
2NtYXV0aHwxIiwiYXVkIjpbImh0dHBz01i8vYXBpLmNsb3VkIm51dGFwecC57b20iXSwiaHROC
DovLZ2Nsb3VkLm51dGFwcC53b20vZnVsbFIuYW11IjoiYWRtaW4iLCJodHRwO18vY2xvdWQub
mVOYXBwILmMNVLS 91 bWEFpbCI6ImEFkbW1uQGS51dGFwcC53b201LCIzY29wZSTI6ImOwWZWS5pZCBwC
m9maWx1IiwiaWFO0IjoxNjcyNzIyNzEzLCJleHAiOjE2NzI3NDQzMTMsImlzcyI6ImhOdHAGL
yIvYZNtYXV0aDo4NDIwLyJ9X cQF8xttD0-S7sU2uph2cdu kN-
fLWpdJJIX98HODWPpVUitLcxV28 sQhuopjWobozPelNISET7KvMgcoXc5kLDyX-
yEOfHOgr4XgkdswjWcNvw2rRkFzjHpWrETgfgAMkZcAukV4DHuxogHWh6 -

DggBINgPZT8A szHinud5WOHJSc4AaT0zC-
sp81GagMahPf0KcEFVyjbBL4krOewgKHGFo 7ma 4mF39B1LCJj7Vc2XvUdOwCaJvDMjwpl9-
KbZgmmBX9vDnYp7SSxC1hHIJRDStcFgJLdJHtowweNH2829Ks JEGBTTcBAO8SvVIDECENH GAx
wSgMT3zUfwaOimPw'

Esta API retornara uma resposta como a seguinte. O valor em "resourceldentifier" denota o
WorkingEnvironment Id e o valor em "agentld" denota x-agent-id.

[{"resourceldentifier":"OnPremWorkingEnvironment-

PMtZNDOM", "resourceType" :"ON PREM", "agentId":"vB 1xShPpBtUosjD7wfBlLIhgD
gIPAOwclients", "resourceClass":"ON PREM", "name":"CBSFAS8300-01-

02", "metadata":"{\"clusterUuid\": \"2cb6cbd4b-dc07-11lec-9114-
d039ea931e09\"}", "workspaceIds": ["workspace2wKYjTy9"], "agentIds": ["vB 1x
ShPpBtUosjD7wfBl1LIhgDgIPAOwclients"] }]

3. Atualize o banco de dados do NetApp Backup and Recovery com os detalhes do sistema StorageGRID
associado aos sistemas. Certifique-se de inserir o Nome de Dominio Totalmente Qualificado do
StorageGRID, bem como a Chave de Acesso e a Chave de Armazenamento, conforme mostrado abaixo:



curl -X POST 'http://10.193.192.202/account/account-—
DARKSITEl/providers/cloudmanager cbs/api/vl/sg/credentials/working-
environment/OnPremWorkingEnvironment-pMtZNDOM' \

> —--header 'authorization: Bearer
eyJhbGciOiJSUzZIINiIsInR5cCI6IkpXVCIsImtpZCI6IjJIMGFiZjRiIn0eyJzdWIiOiJvy
2NtYXV0aHwxIiwiYXVKkIjpbImh0dHBz01i8vYXBpLmNsb3VkIm51dGFwcC57b20iXSwiaHROC
DovL2Nsb3VkILm51dGEFwcC5)b20vZnVsbFOuYW11IjoiYWRtaW4iLCJodHRwO18vY2xvdWQub
mVOYXBwLmNvbS91bWFpbCI6ImEFkbWluQG51dGEFwecC5)jb201iLCIzY29wZSI6Im9wZWSpZCBwe
m9maWx1IiwiaWF0IjoxNjcyNzIyNzEzZLCJ1leHALiOJE2NZzI3NDQzMTMsImlzcyI6ImhOdHAGL
yIOVY2NtYXV0aDo4NDIwLyJO9X cQF8xttD0-S7sUZ2uphZ2cdu kN-
fLWpdJJIX98HODWPpVUitLcxV28 sQhuopjWobozPelNISE7KvMgcoXc5kLDyX—
yEOfHOgr4XgkdswiWcNvw2rRkFz JHpWrETgfgAMkZcAukV4DHuxogHWh6—

DggBINgPZT8A szHinud5WOHJ9c4AaT0zC-
sp8lGagMahPf0KcFVyjbBL4krOewgKHGFo 7ma 4mF39B1LCj7Vc2XvUdOwCaJvDMjwpl9-
KbzZgmmBX9vDnYp7SSxC1lhHIJRDStcFgJLAJHtowweNH2829Ks JEGBTTcBAO8SvVIDtCctNH GAx
wSgMT3zUfwaOimPw' \

> --header 'x-agent-id: vB_ 1xShPpBtUosjD7wfBlLIhgDgIPAOwclients' \

> -d
> { "storage-server" : "sr630ipl5.rtp.eng.netapp.com:10443", "access-
key": "2ZMYOAVASS5E70MCNH9", "secret-password":

"uk/61kd4Lj1XQ0FnzSzP/T0zR4ZQ1G0wlxgWsB" }'

Verifique as configuragoes de NetApp Backup and Recovery

1. Selecione cada sistema ONTAP e clique em Exibir backups ao lado do servigo de backup e recuperagao
no painel direito.

Vocé devera ver todos os backups criados para seus volumes.
2. No Painel de restauragao, na segao Pesquisar e restaurar, clique em Configuragdes de indexagao.

Certifigue-se de que os sistemas que tinham a Catalogacao Indexada habilitada anteriormente
permanegam habilitados.

3. Na pagina Pesquisar e restaurar, execute algumas pesquisas de catalogo para confirmar se a restauragao
do catalogo indexado foi concluida com sucesso.

Camadas de armazenamento de arquivo AWS compativeis
com o NetApp Backup and Recovery

O NetApp Backup and Recovery oferece suporte a duas classes de armazenamento de
arquivamento S3 e a maioria das regioes.

@ Para alternar entre as versdes da interface de usuario do NetApp Backup and Recovery ,
consulte"Mudar para a interface de usuario anterior do NetApp Backup and Recovery" .


br-start-switch-ui.html

Classes de armazenamento de arquivamento S3 com suporte para NetApp Backup
and Recovery

Quando os arquivos de backup sao criados inicialmente, eles sdo armazenados no armazenamento S3
Standard. Esta camada é otimizada para armazenar dados acessados com pouca frequéncia; mas isso
também permite que vocé os acesse imediatamente. Apds 30 dias, os backups passam para a classe de
armazenamento S3 Standard-Infrequent Access para economizar custos.

Se seus clusters de origem estiverem executando o ONTAP 9.10.1 ou superior, vocé podera optar por dividir
os backups em camadas no armazenamento S3 Glacier ou S3 Glacier Deep Archive apés um determinado
numero de dias (normalmente mais de 30 dias) para otimizar ainda mais os custos. Vocé pode definir isso
como "0" ou de 1 a 999 dias. Se vocé definir como "0" dias, ndo podera altera-lo posteriormente para 1-999
dias.

Os dados nessas camadas nao podem ser acessados imediatamente quando necessario e exigirdo um custo
de recuperagao mais alto, entdo vocé precisa considerar com que frequéncia precisara restaurar dados
desses arquivos de backup arquivados. Consulte a se¢cao nesta pagina sobre restauragdo de dados do
armazenamento de arquivo.

» Se vocé nao selecionar nenhuma camada de arquivamento em sua primeira politica de backup ao ativar o
NetApp Backup and Recovery, 0 S3 Glacier sera sua unica opgao de arquivamento para politicas futuras.

» Se vocé selecionar S3 Glacier na sua primeira politica de backup, podera mudar para a camada S3
Glacier Deep Archive para futuras politicas de backup para esse cluster.

» Se vocé selecionar S3 Glacier Deep Archive na sua primeira politica de backup, essa camada sera a
unica camada de arquivamento disponivel para futuras politicas de backup para esse cluster.

Observe que, ao configurar o NetApp Backup and Recovery com esse tipo de regra de ciclo de vida, vocé nao
deve configurar nenhuma regra de ciclo de vida ao configurar o bucket na sua conta da AWS.

"Saiba mais sobre as classes de armazenamento S3".

Restaurar dados do armazenamento de arquivo

Embora armazenar arquivos de backup mais antigos em armazenamento de arquivo seja muito mais barato
do que o armazenamento Standard ou Standard-IA, acessar dados de um arquivo de backup em
armazenamento de arquivo para operacgdes de restauracao levara mais tempo e custara mais dinheiro.

Quanto custa restaurar dados do Amazon S3 Glacier e do Amazon S3 Glacier Deep Archive?

Ha 3 prioridades de restauragao que vocé pode escolher ao recuperar dados do Amazon S3 Glacier e 2
prioridades de restauracéo ao recuperar dados do Amazon S3 Glacier Deep Archive. O S3 Glacier Deep
Archive custa menos que o S3 Glacier:

Camada de arquivo Restaurar Prioridade e Custo
Alto Padrao Baixo
Geleira S3 Recuperacédo mais Recuperagao mais lenta, Recuperac¢ao mais lenta,
rapida, custo mais alto menor custo menor custo
Arquivo S3 Glacier Recuperagao mais Recuperacédo mais lenta,
Deep rapida, custo mais alto menor custo

Cada método tem uma taxa diferente de recuperacéo por GB e por solicitagdo. Para obter precos
detalhados do S3 Glacier por regido da AWS, visite o "Pagina de precos do Amazon S3" .


https://aws.amazon.com/s3/storage-classes/
https://aws.amazon.com/s3/pricing/

Quanto tempo levara para restaurar meus objetos arquivados no Amazon S3 Glacier?
Ha 2 partes que compdem o tempo total de restauragéo:

* Tempo de recuperacao: O tempo para recuperar o arquivo de backup do arquivo morto e coloca-lo no
armazenamento padréo. As vezes, isso é chamado de periodo de "reidratacao". O tempo de
recuperacgao é diferente dependendo da prioridade de restauragéo escolhida.

Camada de arquivo Restaurar prioridade e tempo de recuperagao

Alto Padrao Baixo
Geleira S3 3-5 minutos 3-5 horas 5-12 horas
Arquivo S3 Glacier Deep 12 horas 48 horas

* Tempo de restauragao: O tempo para restaurar os dados do arquivo de backup no armazenamento
padrao. Desta vez ndo é diferente da operacgao tipica de restauragao diretamente do armazenamento
padrdo, quando ndo se usa uma camada de arquivamento.

Para obter mais informagdes sobre as op¢des de recuperagdo do Amazon S3 Glacier e do S3 Glacier
Deep Archive, consulte "Perguntas frequentes da Amazon sobre essas classes de armazenamento” .

Camadas de acesso ao arquivo do Azure com suporte ao
NetApp Backup and Recovery

O NetApp Backup and Recovery oferece suporte a uma camada de acesso de
arquivamento do Azure e a maioria das regides.

@ Para alternar entre as versdes da interface de usuario do NetApp Backup and Recovery ,
consulte"Mudar para a interface de usuario anterior do NetApp Backup and Recovery" .

Camadas de acesso do Azure Blob com suporte para NetApp Backup and
Recovery

Quando os arquivos de backup sao criados inicialmente, eles sdo armazenados na camada de acesso Cool.
Esta camada é otimizada para armazenar dados que sao acessados com pouca frequéncia, mas que podem
ser acessados imediatamente quando necessario.

Se seus clusters de origem estiverem executando o ONTAP 9.10.1 ou superior, vocé podera optar por dividir
os backups em camadas do armazenamento Cool para o Azure Archive apds um determinado numero de dias
(normalmente mais de 30 dias) para otimizar ainda mais os custos. Os dados nesta camada n&o podem ser
acessados imediatamente quando necessario e exigirdo um custo de recuperagado mais alto, entdo vocé
precisa considerar com que frequéncia pode precisar restaurar dados desses arquivos de backup arquivados.
Consulte a segao nesta pagina sobre restauragéo de dados do armazenamento de arquivo.

Observe que, ao configurar o NetApp Backup and Recovery com esse tipo de regra de ciclo de vida, vocé nao
deve configurar nenhuma regra de ciclo de vida ao configurar o contéiner na sua conta do Azure.

"Saiba mais sobre as camadas de acesso do Azure Blob".
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br-start-switch-ui.html
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Restaurar dados do armazenamento de arquivo

Embora armazenar arquivos de backup mais antigos no armazenamento de arquivo seja muito mais barato do
gue no armazenamento frio, acessar dados de um arquivo de backup no Azure Archive para operacoes de
restauragao levara mais tempo e custara mais dinheiro.

Quanto custa restaurar dados do Arquivo do Azure?
Ha duas prioridades de restauragcédo que vocé pode escolher ao recuperar dados do Arquivo do Azure:

+ Alto: Recuperagao mais rapida, custo mais alto
* Padrao: Recuperagao mais lenta, menor custo

Cada método tem uma taxa diferente de recuperacéao por GB e por solicitacdo. Para obter precos
detalhados do Azure Archive por regiao do Azure, visite o "Pagina de precos do Azure" .

@ A alta prioridade nao é suportada ao restaurar dados do Azure para sistemas StorageGRID .

Quanto tempo levara para restaurar meus dados arquivados no Arquivo do Azure?
Existem 2 partes que compdem o tempo de restauracao:

* Tempo de recuperagao: o tempo para recuperar o arquivo de backup arquivado do Azure Archive e
coloca-lo no armazenamento frio. As vezes, isso € chamado de periodo de "reidratagdo”. O tempo de
recuperagao é diferente dependendo da prioridade de restauragéo escolhida:

o Alto: <1 hora
o Padrao: < 15 horas

* Tempo de restauragao: O tempo para restaurar os dados do arquivo de backup no armazenamento
Cool. Desta vez nao é diferente da operagéo tipica de restauragéo diretamente do armazenamento
Cool, quando nao se usa uma camada de arquivamento.

Para obter mais informagdes sobre as opg¢des de recuperagédo do Azure Archive, consulte "estas perguntas
frequentes do Azure" .

Camadas de armazenamento de arquivo do Google
compativeis com o NetApp Backup and Recovery

O NetApp Backup and Recovery oferece suporte a uma classe de armazenamento de
arquivamento do Google e a maioria das regides.

@ Para alternar entre as versdes da interface de usuario do NetApp Backup and Recovery ,
consulte"Mudar para a interface de usuario anterior do NetApp Backup and Recovery" .

Classes de armazenamento de arquivamento do Google com suporte para NetApp
Backup and Recovery

Quando os arquivos de backup sao criados inicialmente, eles sdo armazenados no armazenamento Padréo.
Esta camada é otimizada para armazenar dados acessados com pouca frequéncia; mas isso também permite
gue voceé os acesse imediatamente.
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Se o seu cluster local estiver usando o ONTAP 9.12.1 ou superior, vocé podera optar por colocar backups
mais antigos em camadas no armazenamento Archive na interface do NetApp Backup and Recovery apds um
determinado numero de dias (normalmente mais de 30 dias) para otimizar ainda mais os custos. Os dados
nessa camada exigirao um custo de recuperagéo mais alto, entdo vocé precisa considerar com que frequéncia
precisara restaurar dados desses arquivos de backup arquivados. Consulte a se¢do nesta pagina sobre
restauragéo de dados do armazenamento de arquivo.

Observe que, ao configurar o NetApp Backup and Recovery com esse tipo de regra de ciclo de vida, vocé nao
deve configurar nenhuma regra de ciclo de vida ao configurar o bucket na sua conta do Google.

"Saiba mais sobre as classes de armazenamento do Google".

Restaurar dados do armazenamento de arquivo

Embora armazenar arquivos de backup mais antigos no armazenamento de arquivo seja muito mais barato do
qgue o armazenamento padrao, acessar dados de um arquivo de backup no armazenamento de arquivo para
operacgdes de restauracao levara um pouco mais de tempo e custara mais dinheiro.

Quanto custa restaurar dados do Google Archive?

Para obter pregos detalhados do Google Cloud Storage por regiéo, visite o "Pagina de precos do Google
Cloud Storage" .

Quanto tempo levara para restaurar meus objetos arquivados no Google Archive?
Ha 2 partes que compdem o tempo total de restauracgao:

* Tempo de recuperagao: O tempo para recuperar o arquivo de backup do Archive e coloca-lo no
armazenamento padrédo. As vezes, isso é chamado de periodo de "reidratagdo”. Ao contrario das
solugdes de armazenamento "mais frias" fornecidas por outros provedores de nuvem, seus dados
ficam acessiveis em milissegundos.

* Tempo de restauragao: O tempo para restaurar os dados do arquivo de backup no armazenamento
padrao. Desta vez nao é diferente da operacéo tipica de restauracéo diretamente do armazenamento
padrdo, quando ndo se usa uma camada de arquivamento.
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O produto descrito neste manual pode estar protegido por uma ou mais patentes dos EUA, patentes
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LEGENDA DE DIREITOS LIMITADOS: o uso, a duplicagéo ou a divulgagéo pelo governo estéo sujeitos a
restricdes conforme estabelecido no subparagrafo (b)(3) dos Direitos em Dados Técnicos - Itens Nao
Comerciais no DFARS 252.227-7013 (fevereiro de 2014) e no FAR 52.227- 19 (dezembro de 2007).

Os dados aqui contidos pertencem a um produto comercial e/ou servigo comercial (conforme definido no FAR
2.101) e sao de propriedade da NetApp, Inc. Todos os dados técnicos e software de computador da NetApp
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contrario no presente documento, nao é permitido usar, divulgar, reproduzir, modificar, executar ou exibir os
dados sem a aprovagao prévia por escrito da NetApp, Inc. Os direitos de licenga pertencentes ao governo dos
Estados Unidos para o Departamento de Defesa estéo limitados aos direitos identificados na clausula
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Informagoes sobre marcas comerciais
NETAPP, o logotipo NETAPP e as marcas listadas em http://www.netapp.com/TM sao marcas comerciais da

NetApp, Inc. Outros nomes de produtos e empresas podem ser marcas comerciais de seus respectivos
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