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Referéncia

Privilégios necessarios do vCenter para NetApp Disaster

Recovery

Para que o NetApp Disaster Recovery execute seus servigcos, a conta vCenter deve ter
um conjunto minimo de privilégios vCenter. Esses privilégios incluem registrar e cancelar
o registro de datastores, iniciar e parar maquinas virtuais (VMs) e reconfigurar VMs.

A tabela a seguir lista todos os privilégios necessarios para que o NetApp Disaster Recovery interfira com um

cluster vCenter.

Tipo Nome do privilégio
(vSphere cliente)

Datastore = Datastore.Config

Datastore.Delete

Datastore.Rename
Pasta Folder.Create

Pasta.Delete

Folder.Rename

Rede Network.Assign
Network.Config

Nome do privilégio (API) Descrigao

Configurar datastore Permite configurar um datastore.

Remover datastore Permite remover um repositorio de
dados.

Renomear datastore Permite renomear um datastore.

Criar pasta Permite criar uma nova pasta.

Excluir pasta Permite excluir uma pasta. Requer
privilégio tanto no objeto quanto em seu
pai.

Renomear pasta Permite modificar o nome de uma
pasta.

Atribuir rede Permite atribuir uma rede a uma VM.

Configurar Permite configurar uma rede.



Tipo

Configuraga
ode
maquina
virtual

Convidado
da maquina
virtual

Nome do privilégio
(vSphere cliente)

VirtualMachine.Config.Adv
ancedConfig

VirtualMachine.Config.Set
tings

VirtualMachine.Config.CP
UCount

VirtualMachine.Config.Me
mory

VirtualMachine.Config.Re
source

VirtualMachine.Config.Re
name

VirtualMachine.Config.Edit
Device

VirtualMachine.Config.Rel
oadFromPath

VirtualMachine.Config.Re
setGuestinfo

VirtualMachine.GuestOper
ations.ModifyAliases

VirtualMachine.GuestOper
ations.QueryAliases

VirtualMachine.GuestOper
ations.Modificar

VirtualMachine.GuestOper
ations.Executar

VirtualMachine.GuestOper
ations.Consulta

Nome do privilégio (API) Descrigao

Configuracdo avangada  Permite adicionar ou modificar
parametros avangados no arquivo de
configuragéo da VM.

Alterar configuragdes Permite alterar as configuragdes gerais
da maquina virtual.

Alterar contagem de CPU Permite alterar o numero de CPUs
virtuais.

Alterar memoria Permite alterar a quantidade de
memoria alocada a VM.

Alterar recurso Permite alterar a configuracéo de
recursos dos nos de VM em um pool de
recursos.

Renomear Permite renomear uma VM ou modificar
suas notas.

Modificar configuragdes  Permite alterar as propriedades de um
do dispositivo dispositivo existente.

Recarregar do caminho Permite alterar o caminho de
configuracdo de uma VM, preservando
sua identidade.

Redefinir informacdes do  Permite editar as informacgdes do
convidado sistema operacional convidado para
uma VM.

Modificacao do alias da Permite modificar o alias da VM.
operagao guest

Consulta de alias de Permite consultar o alias de uma VM.
operagao de guest

Modificagdes na operagdo Permite operagdes de modificagao,

do guest incluindo transferir um arquivo para a
VM.

Execugao do programa de Permite executar um aplicativo dentro

operagao guest da VM.

Consultas de operagbes  Permite consultar o sistema operacional

de guest convidado. As operagdes incluem listar
arquivos.



Tipo

Interacao
com
maquina
virtual

Provisionam
ento de
maquina
virtual

Configuraca
o do servico
de maquina
virtual

Nome do privilégio
(vSphere cliente)

VirtualMachine.Interact.An
swerQuestion

VirtualMachine.Interact.Po
werOff

VirtualMachine.Interact.Po
werOn

VirtualMachine.Interact.To
olslInstall

VirtualMachine.Inventory.
CreateFromExisting

VirtualMachine.Inventory.
Create

VirtualMachine.Inventory.
Register

VirtualMachine.Inventory.
Delete

VirtualMachine.Inventory.
Unregister

VirtualMachine.Provisionin
g.Clone

VirtualMachine.Provisionin
g.Personalizacéo

VirtualMachine.Provisiona
mento.ModifyCustSpecs

VirtualMachine.Provisiona
mento.ReadCustSpecs

VirtualMachine.Namespac
e.Query

VirtualMachine.Namespac
e.ReadContent

Nome do privilégio (API)

Responder a pergunta

Desligar

Ligar

Instalagdo do VMware
Tools

Criar a partir de existente

Criar novo

Cadastre-se

Remover

Cancelar registro

Clonagem de maquina
virtual

Personalizar convidado

Modificar especificacéo de
personalizacao

Leia as especificacbes de
personalizacéo

Consultar configuragoes
de servico

Leia a configuragéo do
Servico

Descrigao

Permite resolver problemas durante
transi¢cdes de estado da maquina virtual
ou erros de tempo de execucgao.

Permite desligar uma maquina virtual
ligada.

Permite ligar ou retomar uma VM.

Permite montar/desmontar o instalador
do VMware Tools.

Permite clonagem ou implantacao de
uma maquina virtual a partir de um
modelo.

Permite criar uma VM e alocar recursos.

Permite adicionar uma VM existente a
um inventario.

Permite excluir uma maquina virtual e
seus arquivos. Requer privilégios tanto
no objeto quanto em seu pai.

Permite cancelar o registro de uma
maquina virtual. Essa permissao requer
privilégios tanto no objeto quanto em
seu pai.

Permite a clonagem de uma maquina
virtual e a alocacgéo de recursos.

Permite a personalizacao do sistema
operacional convidado da maquina
virtual.

Permite criar, modificar ou excluir
especificagoes de personalizagao.

Permite a leitura de uma especificacao
de personalizagao para uma maquina
virtual.

Permite recuperar uma lista de servigos
de VM.

Permite recuperar a configuracdo de
servico da maquina virtual existente.



Tipo Nome do privilégio Nome do privilégio (APl) Descrigao
(vSphere cliente)
Instantaneo VirtualMachine.State.Crea Criar instantaneo Permite criar um instantaneo do estado
da maquina teSnapshot atual da maquina virtual.
virtual

VirtualMachine.State.Rem Remover snapshot
oveSnapshot

VirtualMachine.State.Ren Renomear snapshot
ameSnapshot

VirtualMachine.State.Rev Reverter para o snapshot
ertToSnapshot

Permite remover um instantaneo.

Permite renomear um snapshot ou
atualizar sua descrigéo.

Permite reverter a maquina virtual para
o estado de um determinado snapshot.

Alternar agentes do Console ao usar o NetApp Disaster
Recovery

O NetApp Console suporta o uso de varios agentes de console em um unico ambiente
de trabalho. Utilizar varios agentes de console pode ser util para manter o acesso aos
recursos enquanto se realiza manutengdo em outro agente de console ou caso um
agente de console apresente falha. Como cada agente do Console possui um
identificador unico, a troca inadequada de agentes do Console pode comprometer a
disponibilidade de recursos em um ambiente de trabalho.

Antes de comecar

* Vocé deve terAdicionou pelo menos dois agentes de console ao seu ambiente de trabalho. .

* Ambos os agentes do Console devem conter os mesmos clusters ONTAP .

Passos

1. Em Recuperagao de Desastres, selecione Sites.

2. Vocé precisa alterar o agente do console tanto para o vCenter de origem quanto para o de destino.
Identifique os vCenters que deseja modificar. Selecione o menu de agdes do vCenter e, em seguida,
Editar.

Sites (4) Q

B8 DemoCnPremSite_1

) 2300~ ” : . @
(&) Hestthy Datastores Resaurce groups Agent
Edit
Refresh

s DemaCloudsite_1 Add / Edit subnet |

Celete
= veentersdd n 3

0 (<) hme

3. Selecione o0 agente do console que deseja usar no menu suspenso € insira novamente seu nome de
usuario e senha do vCenter. Selecione Salvar.


https://docs.netapp.com/pt-br/data-services-disaster-recovery/../get-started/dr-prerequisites.html#create-the-netapp-console-agent

Edit vCenter server

Enter connection details for the vCenter senver that is accessible from the Console Agent.

Site Console Agent
DemoOnPremsite_1 ‘ hmodragsconn Ecor4 |
ShivaOnPrermConnDemo
vCerter IP address hmodragsconnectord
a30-vesalb.ehcdo.com | DRaasTest |
viCenter user name viCenter password

Use self-signed certificates i
[_| Enable scheduled discovery

Cancel

4. Repita os passos 2 e 3 para cada vCenter adicional que vocé deseja modificar.

5. No vCenter que vocé modificou, atualize-o para que o novo agente do Console seja detectado. Repita
este passo para cada vCenter que vocé modificou.

6. Em Recuperacgao de Desastres, navegue até Planos de replicagao.

7. ldentifique os planos de replicagéo que deseja usar para retomar os fluxos de trabalho. Selecione o menu
de agdes ... Em seguida, atualize os recursos. Vocé pode acompanhar o status das tarefas em
Monitoramento de tarefas.

Mais informacoes

+ "Saiba mais sobre os agentes do Console"

Use a NetApp Disaster Recovery com o Amazon EVS

Introdugao ao NetApp Disaster Recovery usando o Amazon Elastic VMware
Service e o Amazon FSx for NetApp ONTAP

Cada vez mais, os clientes tém se tornado mais dependentes de infraestruturas
virtualizadas para cargas de trabalho de computagao de produgédo, como aquelas
baseadas no VMware vSphere. A medida que essas maquinas virtuais (VMs) se


https://docs.netapp.com/us-en/console-setup-admin/task-install-agent-on-prem.html

tornaram mais criticas para seus negocios, os clientes precisam protegé-las dos mesmos
tipos de desastres que seus recursos de computacao fisica. As solugdes de recuperacao
de desastres (DR) oferecidas atualmente sdo complexas, caras e exigem muitos
recursos. A NetApp, maior provedora de armazenamento usada para infraestruturas
virtualizadas, tem interesse em garantir que as VMs de seus clientes sejam protegidas
da mesma forma que protegemos dados hospedados em armazenamento ONTAP de
qualquer tipo. Para atingir esse objetivo, a NetApp criou o servigo NetApp Disaster
Recovery .

Um dos principais desafios de qualquer solugéo de DR é gerenciar o custo incremental de compra,
configuragéo e manutencao de recursos adicionais de computacao, rede e armazenamento apenas para
fornecer uma infraestrutura de replicagéo e recuperagao de DR. Uma opg¢ao popular para proteger recursos
virtuais criticos no local € usar recursos virtuais hospedados na nuvem como infraestrutura de replicagao e
recuperacdo de DR. A Amazon é um exemplo de uma solucado que pode fornecer recursos econdmicos e
compativeis com infraestruturas de VM hospedadas NetApp ONTAP .

A Amazon langou seu Amazon Elastic VMware Service (Amazon EVS), que habilita o VMware Cloud
Foundation dentro de sua nuvem privada virtual (VPC). O Amazon EVS oferece a resiliéncia e o desempenho
da AWS, juntamente com o software e as ferramentas familiares da VMware, permitindo que os Amazon EVS
vCenters sejam integrados como uma extenséo da sua infraestrutura virtualizada local.

Embora o Amazon EVS venha com recursos de armazenamento incluidos, o uso de armazenamento nativo
pode reduzir sua eficacia para organizagdes com cargas de trabalho pesadas de armazenamento. Nesses
casos, a combinagdo do Amazon EVS com o Amazon FSx for NetApp ONTAP (Amazon FSxN) pode fornecer
uma solugdo de armazenamento mais flexivel. Além disso, ao usar solu¢gées de armazenamento NetApp
ONTAP no local para hospedar sua infraestrutura VMware, usar o Amazon EVS com o FSx para ONTAP
significa que vocé obtém os melhores recursos de protecao e interoperabilidade de dados entre suas
infraestruturas no local e hospedadas na nuvem.

Para obter informacgdes sobre o Amazon FSx for NetApp ONTAP, consulte "Introducéo ao Amazon FSx for
NetApp ONTAP" .

Visdo geral da solugao de NetApp Disaster Recovery usando Amazon EVS e
Amazon FSs para NetApp ONTAP

O NetApp Disaster Recovery € um servigo de valor agregado hospedado no ambiente de
software como servico do NetApp Console , que depende da arquitetura principal do
NetApp Console . Varios componentes principais compdem o servigo DR para protecao
do VMware no Console.

Para uma visao geral completa da solugao NetApp Disaster Recovery , consulte"Saiba mais sobre o NetApp
Disaster Recovery para VMware" .

Se vocé quiser proteger suas maquinas virtuais VMware locais hospedadas no Amazon AWS, use o servigo
para fazer backup no Amazon EVS com o Amazon FSx for NetApp ONTAP .

A figura a seguir mostra como o servico funciona para proteger suas VMs com o Amazon EVS.

Visao geral da NetApp Disaster Recovery usando Amazon EVS e FSx para
ONTAP


https://docs.aws.amazon.com/fsx/latest/ONTAPGuide/getting-started.html
https://docs.aws.amazon.com/fsx/latest/ONTAPGuide/getting-started.html
../get-started/dr-intro.html
../get-started/dr-intro.html
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. O Amazon EVS é implantado em sua conta em uma unica configuragao de Zona de Disponibilidade (AZ) e

dentro da sua Nuvem Privada Virtual (VPC).

. Um sistema de arquivos FSx para ONTAP ¢é implantado na mesma AZ que a implantagdo do Amazon

EVS. O sistema de arquivos se conecta ao Amazon EVS diretamente por meio de uma Elastic Network
Interface (ENI), uma conexao de peer VPC ou um AmazonTransit Gateway.

. O agente do NetApp Console estd instalado na sua VPC. O agente do NetApp Console hospeda varios

servigos de gerenciamento de dados (chamados agentes), incluindo o agente NetApp Disaster Recovery
que gerencia a recuperagao de desastres da infraestrutura VMware em seus datacenters fisicos locais e
em seus recursos hospedados na Amazon AWS.

. O agente NetApp Disaster Recovery se comunica com seguranga com o servigo hospedado na nuvem do

NetApp Console para receber tarefas e distribui essas tarefas para as instdncias de armazenamento
vCenter e ONTAP apropriadas no local e hospedadas na AWS.

. Crie um plano de replicagdo usando o console de interface do usuario hospedado na nuvem do NetApp

Console , indicando as VMs que devem ser protegidas, a frequéncia com que essas VMs devem ser
protegidas e os procedimentos que precisam ser executados para reiniciar essas VMs no caso de um
failover do site local.

. O plano de replicagédo determina quais datastores do vCenter estao hospedando as VMs protegidas € os

volumes ONTAP que estdo hospedando esses datastores. Se ainda ndo houver volumes no cluster FSx
for ONTAP , o NetApp Disaster Recovery os criara automaticamente.

. Um relacionamento SnapMirror € criado para cada volume ONTAP de origem identificado para cada FSx

de destino para o volume ONTAP hospedado no ONTAP e um cronograma de replicagao é criado com
base no RPO fornecido pelo usuario no plano de replicagao.

. Em caso de falha do site principal, um administrador inicia um processo de failover manual no NetApp

Console e seleciona um backup para usar como ponto de restauragéo.

. O agente NetApp Disaster Recovery ativa o FSx para volumes de prote¢ao de dados hospedados no

ONTAP .

O agente registra cada volume FSx for ONTAP ativado no Amazon EVS vCenter, registra cada VM
protegida no Amazon EVS vCenter e inicia cada uma de acordo com as regras predefinidas contidas no



plano de replicagao.

Instalar o agente do NetApp Console para NetApp Disaster Recovery

Um agente do NetApp Console permite que vocé conecte suas implantagdes do NetApp
Console a sua infraestrutura para orquestrar solugbes com seguranga em ambientes
AWS, Azure, Google Cloud ou locais. O agente do Console executa as agbes que 0
NetApp Console precisa realizar para gerenciar sua infraestrutura de dados. O agente do
Console consulta constantemente a camada de software como servigo NetApp Disaster
Recovery em busca de quaisquer agdes que precise executar.

Para NetApp Disaster Recovery, as acdes executadas orquestram clusters VMware vCenter e instancias de
armazenamento ONTAP usando APls nativas para cada servigo respectivo, a fim de fornecer protegdo para
VMs de produgédo em execugao em um local on-premises. Embora o agente do Console possa ser instalado
em qualquer local da sua rede, recomenda-se instalar o agente do Console no site de recuperagao de
desastres para NetApp Disaster Recovery. A instalagdo no site de recuperagédo de desastres garante que, em
caso de falha do site primario, a interface do usuario do NetApp Console mantenha sua conexado com o
agente do Console e possa orquestrar o processo de recuperagao dentro desse site de recuperagao de
desastres.

Instalagao

» Para usar o NetApp Disaster Recovery, instale o agente do NetApp Console no modo padrado. Para saber
mais sobre os tipos de instalacdo do agente do NetApp Console, visite "Saiba mais sobre os modos de
implantagao do NetApp Console".

Os passos especificos de instalagdo do agente do Console dependem do seu tipo de implantagédo. Consulte
"Saiba mais sobre os agentes do Console" para mais informacoes.

O método mais simples para instalar o agente do Console com Amazon AWS é usar o AWS
Marketplace. Para obter detalhes sobre a instalagdo do agente do Console usando o AWS
Marketplace, consulte "Crie um agente do NetApp Console a partir do AWS Marketplace".

Configurar o NetApp Disaster Recovery para Amazon EVS

Visao geral da configuragao do NetApp Disaster Recovery para Amazon EVS

Depois de instalar o agente do NetApp Console , vocé precisa integrar todos os recursos
de armazenamento ONTAP e VMware vCenter que participarao do processo de
recuperacgao de desastres com o NetApp Disaster Recovery.

* "Pré-requisitos para Amazon EVS com NetApp Disaster Recovery"

« "Adicionar matrizes de armazenamento ONTAP ao NetApp Disaster Recovery"
+ "Habilitar a NetApp Disaster Recovery para Amazon EVS"

+ "Adicionar sites do vCenter ao NetApp Disaster Recovery"

+ "Adicionar clusters do vCenter ao NetApp Disaster Recovery"


https://docs.netapp.com/us-en/console-setup-admin/concept-modes.html
https://docs.netapp.com/us-en/console-setup-admin/concept-modes.html
https://docs.netapp.com/us-en/console-setup-admin/concept-agents.html
https://docs.netapp.com/us-en/console-setup-admin/task-install-connector-aws-marketplace.html

Pré-requisitos para Amazon EVS com NetApp Disaster Recovery

Certifique-se de revisar e atender aos requisitos para configurar Amazon EVS com
NetApp Disaster Recovery.

Pré-requisitos

* Revise o "Pré-requisitos gerais para NetApp Disaster Recovery".

» Crie uma conta de usuario do vCenter com os privilégios especificos do VMware necessarios para que o
NetApp Disaster Recovery execute as operagbes necessarias.

E recomendéavel que vocé néo utilize a conta de administrador padrao
"administrator@vsphere.com". Em vez disso, vocé deve criar uma conta de usuario

@ especifica do NetApp Disaster Recovery em todos os clusters vCenter que participardao do
processo de recuperacao de desastres. Para obter uma lista dos privilégios especificos
necessarios, consulte "Privilégios do vCenter necessarios para NetApp Disaster Recovery".

« Certifique-se de que todos os datastores do vCenter que hospedardo VMs protegidas pela NetApp

Disaster Recovery estejam localizados em recursos de storage NetApp ONTAP.

O Disaster Recovery oferece suporte a NFS e VMFS em iSCSI (e ndo FC) ao usar Amazon FSx no
NetApp ONTAP. Embora o Disaster Recovery ofereca suporte a FC, Amazon FSx for NetApp ONTAP n&o

oferece.

« Certifique-se de que seu Amazon Exchange Virtual Server vCenter esta conectado a um Amazon FSx for
NetApp ONTAP storage cluster.

« Certifique-se de que as ferramentas VMware estejam instaladas em todas as VMs protegidas.

+ Certifique-se de que sua rede local esteja conectada a sua rede VPC da AWS usando um método de
conexao aprovado pela Amazon. Recomenda-se o uso de AWS Direct Connect, AWS Private Link ou AWS

Site-to-Site VPN.

» Analisar e garantir a conformidade com os requisitos de conexao e porta para Exchange Virtual Server
com NetApp Disaster Recovery:

Fonte
Amazon FSxN
ONTAP local

Agente do NetApp
Console

Agente do NetApp
Console

Agente do NetApp
Console

Destino Porta

ONTAP local TCP 11104, 11105, ICMP
Amazon FSxN TCP 11104, 11105, ICMP
ONTAP local TCP 443, somente ICMP
Amazon FSxN TCP 441, somente ICMP

vCenter (local, Exchange 443
Virtual Server), host ESXi
(local, Exchange Virtual
Server)

Detalhes
SnapMirror
SnapMirror

Chamadas de API

Chamadas de API

Chamadas de AP,
execucgao de script

Adicione matrizes locais ao sistema NetApp Console para Amazon EVS com NetApp Disaster

Recovery

Antes de usar o NetApp Disaster Recovery, vocé deve adicionar instancias de



armazenamento locais e hospedadas na nuvem ao sistema NetApp Console .

Vocé precisa fazer o seguinte:

+ Adicione matrizes locais ao seu sistema NetApp Console .

 Adicione instancias do Amazon FSx for NetApp ONTAP (FSx para ONTAP) ao seu sistema NetApp
Console .

Adicionar matrizes de armazenamento locais ao sistema NetApp Console

Adicione recursos de armazenamento ONTAP local ao seu sistema NetApp Console .

1. Na pagina Sistemas do NetApp Console , selecione Adicionar sistema.

= FINetApp  console

+ Add 1 1B Table view
Systoms

2 42047 e
Provisioned Ca

:::::::

2. Na pagina Adicionar sistema, selecione o cartdo On-Premises.

10

pacity



Organization Project
= FINetApp  console o g

Add System Choose a Location
L aws ) =
3. Selecione Discover no cartdo On-Premises ONTAP .
= MNetARD ok |
Add System

aws s

Microsoft Azure Amazon Web Services ‘Google Cloud Platform

Select Type

4. Na pagina Descobrir Cluster, insira as seguintes informacoes:
a. O endereco IP da porta de gerenciamento do cluster do array ONTAP
b. O nome de usuario do administrador
c. A senha do administrador

5. Selecione Descobrir na parte inferior da pagina.



"= ANetA cowe g < s g200
Discover Cluster X
©
‘ [ oeon |
6. Repita as etapas 1 a 5 para cada matriz ONTAP que hospedara os armazenamentos de dados do
vCenter.
Adicionar instancias de armazenamento do Amazon FSx for NetApp ONTAP ao sistema NetApp Console
Em seguida, adicione um Amazon FSx for NetApp ONTAP ao seu sistema NetApp Console .
1. Na péagina Sistemas do NetApp Console , selecione Adicionar sistema.
= FINetApp  console : 'm - 2 8 0 06
R Systems © Enable Services
2 42047 i

12



2. Na pagina Adicionar sistema, selecione o cartdo Amazon Web Services.

= PINetApp  Console o

rganization )
LOD_1t11317698 11317698

Add System

Choose a Location

= aws Fa) =

Microsoft Azure Amazon Web Services Google Cloud Platform On-Premises

3. Selecione o link Descobrir existente no cartdo Amazon FSx para ONTAP .

= P NetApp Console LOD_t11317698 11317698
Add System Choose a Location
F— -
Select Type
(©) cownmsonmra — e B
——

4. Selecione as credenciais € a regiao da AWS que hospeda a instancia do FSx para ONTAP .
5. Selecione um ou mais sistemas de arquivos FSx para ONTAP a serem adicionados.

6. Selecione Descobrir na parte inferior da pagina.

13



FINetApp Bluexr @D ( Q Bluexpsearch )

& Discover an existing Amazon ONTAP

Us East (N. Virginia) | us-east-1 -

FSx for ONTAP file system (0)

O Name % | subnetip | Management address % | Deploymentmodel % | Tags

7. Repita as etapas 1 a 6 para cada instancia do FSx for ONTAP que hospedara os armazenamentos de
dados do vCenter.

Adicione o servigo NetApp Disaster Recovery a sua conta do NetApp Console para Amazon EVS

O NetApp Disaster Recovery € um produto licenciado que deve ser adquirido antes de
poder ser usado. Existem varios tipos de licencas e varias maneiras de adquiri-las. Uma
licenga Ihe da o direito de proteger uma quantidade especifica de dados por um periodo
de tempo especifico.

Para obter mais informagoes sobre as licengas do NetApp Disaster Recovery , consulte"Configurar
licenciamento para NetApp Disaster Recovery" .

Tipos de licenga

Existem dois tipos principais de licenga:

* A NetApp oferece uma"Licenca de teste de 30 dias" que vocé pode usar para avaliar o NetApp Disaster
Recovery usando seus recursos ONTAP e VMware. Esta licencga fornece 30 dias de uso para uma
quantidade ilimitada de capacidade protegida.

» Compre uma licenga de produgéao se quiser protegdo de DR além do periodo de teste de 30 dias. Esta
licenga pode ser adquirida nos marketplaces de qualquer um dos parceiros de nuvem da NetApp, mas
para este guia, recomendamos que vocé compre sua licenga de marketplace para o NetApp Disaster
Recovery usando o Amazon AWS Marketplace. Para saber mais sobre como comprar uma licenga através
do Amazon Marketplace, consulte"Assine pelo AWS Marketplace" .

Dimensione suas necessidades de capacidade de recuperagao de desastres

Antes de comprar sua licenga, vocé deve entender quanta capacidade de armazenamento ONTAP vocé
precisa proteger. Uma das vantagens de usar o armazenamento NetApp ONTAP ¢ a alta eficiéncia com que a
NetApp armazena seus dados. Todos os dados armazenados em um volume ONTAP — como VMs que
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hospedam datastore VMware — sdo armazenados de maneira altamente eficiente. O ONTAP adota trés tipos
de eficiéncia de armazenamento por padrao ao gravar dados no armazenamento fisico: compactagao,
desduplicacao e compressao. O resultado liquido € uma eficiéncia de armazenamento entre 1,5:1 e 4:1,
dependendo dos tipos de dados armazenados. Na verdade, a NetApp oferece uma "garantia de eficiéncia de
armazenamento” para determinadas cargas de trabalho.

Isso pode ser benéfico para vocé porque o NetApp Disaster Recovery calcula a capacidade para fins de
licenciamento depois que todas as eficiéncias de armazenamento do ONTAP s&o aplicadas. Por exemplo,
digamos que vocé provisionou um armazenamento de dados NFS de 100 terabytes (TiB) no vCenter para
hospedar 100 VMs que vocé deseja proteger usando o servigo. Além disso, vamos supor que quando os
dados sao gravados no volume ONTAP , as técnicas de eficiéncia de armazenamento aplicadas
automaticamente resultam no consumo de apenas 33 TiB por essas VMs (eficiéncia de armazenamento de
3:1). O NetApp Disaster Recovery precisa ser licenciado apenas para 33 TiB, ndo 100 TiB. Isso pode ser um
beneficio muito grande para o custo total de propriedade da sua solu¢gado de DR quando comparado a outras
solugdes de DR.

Passos

1. Para determinar a quantidade de dados que esta sendo consumida em cada volume que hospeda um
armazenamento de dados VMware a ser protegido, determine o consumo de capacidade no disco
executando o comando ONTAP CLI para cada volume: volume show-space -volume < volume
name > -vserver < SVM name >.

Por exemplo:

clusterl::> volume show-space
Vserver : vm-nfs-dsl

Volume : wvolO0

Feature Used Used5%
User Data 163.4MB 3%
Filesystem Metadata 172KB 0%
Inodes 2.93MB 0%
Snapshot Reserve 292 .9MB 5%
Total Metadata 185KB 0%
Total Used 459.4MB 8%
Total Physical Used 166.4MB 3%

2. Anote o valor Total Fisico Usado para cada volume. Essa é a quantidade de dados que o NetApp
Disaster Recovery precisa proteger e € o valor que vocé usara para determinar quanta capacidade precisa
licenciar.

Adicionar sites no NetApp Disaster Recovery para Amazon EVS

Antes de proteger sua infraestrutura de VM, identifique quais clusters do VMware
vCenter estdo hospedando as VMs a serem protegidas e onde esses vCenters estdo
localizados. O primeiro passo € criar um site para representar os datacenters de origem
e destino. Um site € um dominio de falha ou um dominio de recuperacéo.

Vocé precisa criar o seguinte:
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* Um site para representar cada datacenter de producao onde seus clusters vCenter de producao residem

» Um site para seu datacenter em nuvem Amazon EVS/ Amazon FSx for NetApp ONTAP

Crie sites locais

Crie um site de produgao do vCenter.

Passos

1. Na barra de navegacgao esquerda do NetApp Console , selecione Protegdo > Recuperagao de

desastres.

2. Em qualquer pagina do NetApp Disaster Recovery, selecione a opgao Sites.

= M NetApp console

Sites (0) View sites
Replication plans 4 ®o Ao
Down Iss
Re e group:
Job monitoring O O
Resource grouy P @ Protected VM
View v

Failovers Failbacks

3. Na opcgéo Sites, selecione Adicionar.
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= w if Organization Project v =

= M NetApp console LOD_rt11317698 111317698

Disaster Recovery

Dashboard
Sites Q

Job monitoring

4. Na caixa de dialogo Adicionar site, fornega um nome de site.
5. Selecione “No local” como local.

6. Selecione Adicionar.

= A Organization Project %
- I Net. Console LOD_rt11317698 11317698

Add site

Asite is 3 collection of vCenter servers, either on-premises or in the cloud.

Site

I MyOnPremisesSite

Location

‘ On-prem

Se vocé tiver outros sites de producao do vCenter, podera adiciona-los usando as mesmas etapas.
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Crie sites na nuvem da Amazon

Crie um site de DR para o Amazon EVS usando o Amazon FSx for NetApp ONTAP .

1. Em qualquer pagina do NetApp Disaster Recovery, selecione a opgao Sites.

= FINetApp comsole otiaie, || dien g 8 0 6
Disaster Recovery e
I Dashboard
Sites (0) View sites Replication plans (0) View plans Activity (Lsst 12 hours) View all jobs
Replication plans @0 ®o Ao @o ®o
] n [ Ready Fail
Resource groups
Job monitoring O O O
D Resource groups. @ Protected VMs @ Unprotected VMs
View View View
0 0 0 0
Failovers Failbacks @ Test failovers @ Migrations
2. Na opgéo Sites, selecione Adicionar.
= FINetApp comole Sy e T 2 8 @ O

| -~

== MyOnPremisesSite
Replication plans

Job monitoring

3. Na caixa de didlogo Adicionar site, fornega um nome de site.
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4. Selecione "AWS-EVS" como Local.

5. Selecione Adicionar.

= s Organization Project - =
P NetApp console LOD_rt11317698. 11317638 - ‘ o 9

Resultado
Agora vocé tem um site de produgao (origem) e um site de DR (destino) criados.

Adicionar clusters locais e do Amazon EVS vCenter no NetApp Disaster Recovery

Com os sites criados, agora vocé adiciona seus clusters do vCenter a cada site no
NetApp Disaster Recovery. Quando criamos cada site, indicamos cada tipo de site. Isso
informa ao NetApp Disaster Recovery qual tipo de acesso é necessario para os vCenters
hospedados em cada tipo de site. Uma das vantagens do Amazon EVS é que n&o ha
diferenciagao real entre um Amazon EVS vCenter e um vCenter local. Ambos exigem as
mesmas informacdes de conexao e autenticagao.

Etapas para adicionar um vCenter a cada site
1. Na opcao Sites, selecione Adicionar vCenter para o site desejado.
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v 2
FINetApp console OD_1t11317638 n‘::"'

== MyOnPremisessite

Add vCenter
ource groups

aws  EVS_DR Site

2. Na caixa de dialogo Adicionar servidor vCenter, selecione ou fornega as seguintes informagdes:

a.
b.

O agente do NetApp Console hospedado na sua VPC da AWS.
O endereco IP ou FQDN do vCenter a ser adicionado.

Se for diferente, altere o valor da porta para a porta TCP usada pelo gerenciador de cluster do
vCenter.

O nome de usuario do vCenter para a conta criada anteriormente que sera usada pelo NetApp
Disaster Recovery para gerenciar o vCenter.

. A senha do vCenter para o nome de usuario fornecido.

. Se sua empresa usa uma Autoridade de Certificagdo (CA) externa ou o vCenter Endpoint Certificate

Store para obter acesso aos seus vCenters, desmarque a caixa de selecdo Usar certificados
autoassinados. Caso contrario, deixe a caixa marcada.

3. Selecione Adicionar.
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= M NetApp console

Add vCenter server

for the vCenter server that ible from the Console Agent.
Console Agent

- £111317698-onpremConnector

wi

il run automatically once every 24 hours. This can be edited
red manually at any time.

Crie planos de replicagao para o Amazon EVS

Criar planos de replicagao na visado geral do NetApp Disaster Recovery

Depois de ter vCenters para proteger no site local e ter um site Amazon EVS configurado
para usar o Amazon FSx for NetApp ONTAP que vocé pode usar como um destino de
DR, vocé pode criar um plano de replicacao (RP) para proteger qualquer conjunto de
VMs hospedadas no cluster vCenter dentro do seu site local.

Para iniciar o processo de criagdo do plano de replicagao:
1. Em qualquer tela do NetApp Disaster Recovery , selecione a opgao Planos de replicagao.
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Organization v Project v

— =
= FINetApp  console LoD_t11317698 11317698 s 8 06

Disaster Recovery =
@

Dashboard

=8 MyOnPremisesSite ®
Replication plans 1

=

12168031 s s o © rams6se-onpremcomnector ®

© v

Resource groups

Job monitoring

aws  EVS_DR Site ®
192168032 1 3 0 (©) 1317698-onpremConnector @
2. Na pagina Planos de replicacao, selecione Adicionar.
= FINetApp console [ S N :]
Disaster Recovery (3“1

Dashboard )
Replation lns R

Sites.
Name ~ | complisnce status S| planstatus 2 | Protected site Resource groups o | Failoversie 2 i

Replication plans
No data

Resource groups

Job monitoring

Isso abre o assistente Criar plano de replicacao.

Continuar com"Assistente para criacao de plano de replicagdo Etapa 1" .
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Crie um plano de replicagao: Etapa 1 - Selecione vCenters no NetApp Disaster Recovery

Primeiro, usando o NetApp Disaster Recovery, fornega um nome de plano de replicacao
e selecione os vCenters de origem e destino para a replicagao.

1. Insira um nome exclusivo para o plano de replicagao.
Somente caracteres alfanuméricos e sublinhados (_) sao permitidos para nomes de planos de replicagao.

2. Selecione um cluster vCenter de origem.
3. Selecione um cluster vCenter de destino.

4. Selecione Avangar.

(1]
»
®
[+

= Organization Project “
= FINetApp  console LOD_rt11317698 11317698
Disastar Recoiery Add replication plan © \centerservers  (2) Appications  (3) Resource mapping

Dashboard Replication plan > Add plan

vCenter servers
Provide the plan name and select the source and target vCenter servers
Repli Pl

esou s
Replication plan name
Job monitorin 9 £VS_DR_Plan

Cance

Continuar com"Assistente para criar plano de replicacao Etapa 2" .

Criar um plano de replicacao: Etapa 2 - Selecionar recursos de VM no NetApp Disaster Recovery
Selecione as maquinas virtuais a serem protegidas usando o NetApp Disaster Recovery.
Existem varias maneiras de selecionar VMs para protegao:

» Selecionar VMs individuais: clicar no botdo Maquinas virtuais permite que vocé selecione VMs
individuais para proteger. Conforme vocé seleciona cada VM, o servigo a adiciona a um grupo de recursos
padrao localizado no lado direito da tela.

» Selecionar grupos de recursos criados anteriormente: Vocé pode criar grupos de recursos
personalizados com antecedéncia usando a opgao Grupo de recursos no menu NetApp Disaster Recovery
. Isso ndo é um requisito, pois vocé pode usar os outros dois métodos para criar um grupo de recursos
como parte do processo de plano de replicacéo. Para obter detalhes, consulte "Crie um plano de
replicagao” .
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+ Selecionar datastores inteiros do vCenter: se vocé tiver muitas VMs para proteger com este plano de
replicagao, pode nao ser tao eficiente selecionar VMs individuais. Como o NetApp Disaster Recovery usa
replicagdo SnapMirror baseada em volume para proteger as VMs, todas as VMs que residem em um
armazenamento de dados serao replicadas como parte do volume. Na maioria dos casos, vocé deve fazer
com que o NetApp Disaster Recovery proteja e reinicie quaisquer VMs localizadas no armazenamento de
dados. Use esta opcao para informar ao servigo para adicionar quaisquer VMs hospedadas em um
armazenamento de dados selecionado a lista de VMs protegidas.

Para esta instrugao guiada, selecionamos todo o armazenamento de dados do vCenter.

Passos para acessar esta pagina
1. Na pagina Plano de replicagao, continue para a segao Aplicativos.

2. Revise as informagdes na pagina Inscrigdes que é aberta.

S FINetApp comsde Gomnes e B 8 @ O
Disaster Recovery Add replication plan () vcenterservers @) Applications (3) Resource mapping

Dashboard Replication plan > Add plan

Applications
the source vCenter

Select the applications on ter that you want to replicate.
Replication plans

@ 192.168.0.31 @ 192.168.0.32
@) wmyonpremisessite £VS_DR Site

Etapas para selecionar o armazenamento de dados ou armazenamentos de dados:

1. Selecione Datastores.
2. Marque as caixas de selegcéo ao lado de cada armazenamento de dados que vocé deseja proteger.

3. (Opcionalmente) Renomeie o grupo de recursos para um nome adequado selecionando o icone de lapis
ao lado do nome do grupo de recursos.

4. Selecione Avangar.

Continuar com"Assistente para criar plano de replicacéo Etapa 3" .

Criar um plano de replicacao: Etapa 3 - Mapear recursos no NetApp Disaster Recovery

Depois de ter uma lista de VMs que vocé deseja proteger usando o NetApp Disaster
Recovery, fornegca o mapeamento de failover e as informagdes de configuragdo da VM
para usar durante um failover.
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Vocé precisa mapear quatro tipos principais de informacgdes:

* Recursos de computacgao

* Redes virtuais

* Reconfiguragdo de VM

* Mapeamento de armazenamento de dados

Cada VM requer os trés primeiros tipos de informacdes. O mapeamento do armazenamento de dados é
necessario para cada armazenamento de dados que hospeda as VMs a serem protegidas.

As sec¢bes com o icone de cuidado (& ) exigem que vocé fornega informagdes de mapeamento.

A sec¢do marcada com o icone de verificagao ( ) foram mapeados ou tém mapeamentos padrao.
Revise-0s para ter certeza de que a configuragdo atual atende aos seus requisitos.

Passos para acessar esta pagina
1. Na pagina Plano de replicagao, continue para a segcdo Mapeamento de recursos.

2. Revise as informagdes na pagina Mapeamento de recursos que ¢ aberta.

= P NetApp Console
Disaster Recovery Add replication plan (@) veentersevers  (2) Applications @) Resource mapping () Review
Dashboard Replication plan > Add plan

Resource mapping
Specify how resources map from the source to the target.

192168031 @ 192168.0.32

Use same mappings for failover and test mappings
Failover mappings

Compute resources /A Mapping required
Virtual networks /A Mapping required

Virtual machines © Mapped

3. Para abrir cada categoria de mapeamentos necessarios, selecione a seta para baixo (v) ao lado da segao.

Mapeamento de recursos de computagao

Como um site pode hospedar varios datacenters virtuais e varios clusters vCenter, vocé precisa identificar em
qual cluster vCenter recuperar as VMs no caso de um failover.

Etapas para mapear recursos de computagao
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1. Selecione o datacenter virtual na lista de datacenters localizados no site de DR.

2. Selecione o cluster para hospedar os datastores e VMs na lista de clusters dentro do datacenter virtual
selecionado.

3. (Opcional) Selecione um host de destino no cluster de destino.
Esta etapa ndo € necessaria porque o NetApp Disaster Recovery seleciona o primeiro host adicionado ao
cluster no vCenter. Nesse ponto, as VMs continuam a ser executadas naquele host ESXi ou o VMware
DRS move a VM para um host ESXi diferente, conforme necessario, com base nas regras do DRS
configuradas.

4. (Opcional) Fornega o nome de uma pasta de nivel superior do vCenter para colocar os registros de VM.

Isso € para suas necessidades organizacionais e nao € obrigatério.

= FINetApp  console

Disaster Recovery Add replication plan (@) veentersevers () Applications @) Resource mapping () Review
Dashboard Replication plan > Add plan

Resource mapping
Specify how resources map from the source to the target.

192.168.031 192.168.0.32

Use same mappings for failover and test mappings

Torget datacenter Target cluster Target host (optional) Target VM folder (optional)

T— T —
P— © Mapped

Datastores /\ Mapping required

Mapear recursos de rede virtual

Cada VM pode ter uma ou mais NICs virtuais conectadas a redes virtuais dentro da infraestrutura de rede do
vCenter. Para garantir que cada VM esteja conectada corretamente as redes desejadas ao reiniciar no site de
DR, identifique em quais redes virtuais do site de DR essas VMs serdo conectadas. Faga isso mapeando cada
rede virtual no site local para uma rede associada no site de DR.

Selecione qual rede virtual de destino mapear cada rede virtual de origem

1. Selecione o segmento de destino na lista suspensa.

2. Repita a etapa anterior para cada rede virtual de origem listada.
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= Organization 2
= FINetApp console g?, 11317698 11131765

Disaster Recovery Add replication plan (©) veenter servers ) Applications  (€)) Resource may pping (1) Review

Dashboard Replication plan > Add plan

ource mapping

Specify how resources map from the source to the target.

192168031 192:168.0.32
MyOnPremisesSite EVS_DR Site

Use same mappings for failover and test mappings

Compute resources @) Mapped

Virtual networks

Source virtual LAN Target segment

VM Network I .
ol .

Datacenter2

Virtual machines © Mapped

VM Network
Datacenter2
Datastores A\ Mapping required

Definir opgoes para reconfiguragdo de VM durante failover

Cada VM pode exigir modificagcdes para funcionar corretamente no site do DR vCenter. A se¢ao Maquinas
virtuais permite que vocé fornega as alteragbes necessarias.

Por padrao, o NetApp Disaster Recovery usa as mesmas configuragdes para cada VM usadas no site local de

origem. Isso pressupde que as VMs usardo o mesmo endereco IP, CPU virtual e configuragdo de DRAM
virtual.

Reconfiguragao de rede

Os tipos de enderecos IP suportados sao estaticos e DHCP. Para enderecos IP estaticos, vocé tem as
seguintes configuracdes de IP de destino:

* Igual a origem: como o0 nome sugere, 0 servigo usa 0 mesmo enderego IP na VM de destino que foi

usado na VM no site de origem. Isso requer que vocé configure as redes virtuais que foram mapeadas na
etapa anterior para as mesmas configuragdes de sub-rede.

Diferente da origem: O servigo fornece um conjunto de campos de endereco IP para cada VM que deve
ser configurado para a sub-rede apropriada usada na rede virtual de destino, que vocé mapeou na segao
anterior. Para cada VM, vocé deve fornecer um endereco IP, mascara de sub-rede, DNS e valores de
gateway padréo. Opcionalmente, use a mesma mascara de sub-rede, DNS e configuragbes de gateway
para todas as VMs para simplificar o processo quando todas as VMs estiverem conectadas a mesma sub-
rede.

Mapeamento de sub-rede: esta opgao reconfigura o endereco IP de cada VM com base na configuragao
CIDR da rede virtual de destino. Para usar esse recurso, certifique-se de que cada rede virtual do vCenter
tenha uma configuragéo CIDR definida dentro do servigo, conforme alterado nas informagdes do vCenter

na pagina Sites.

Depois de configurar sub-redes, o mapeamento de sub-redes usa 0 mesmo componente de unidade do

endereco IP para a configuragdo da VM de origem e de destino, mas substitui o componente de sub-rede do
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enderecgo IP com base nas informagdes CIDR fornecidas. Este recurso também requer que as redes virtuais
de origem e de destino tenham a mesma classe de endereco IP (0 /xx componente do CIDR). Isso garante
que haja enderecos IP suficientes disponiveis no site de destino para hospedar todas as VMs protegidas.

Para esta configuragao do EVS, assumimos que as configuragdes de IP de origem e destino sdo as mesmas
e ndo exigem nenhuma reconfiguragao adicional.

Faca alterag6es na reconfiguragcédo das configuragoes de rede
1. Selecione o tipo de enderecamento IP a ser usado para VMs com failover.

2. (Opcional) Fornega um esquema de renomeagéo de VM para VMs reiniciadas, fornecendo um valor de
prefixo e sufixo opcional.

= FINetApp console

Disaster Recovery Add replication plan () venter servers (2) Applications © resource mapping (@) Review

Virtual networks @ Mapped

nal  Target VM suffix

Preview: Sample VM name

Source VM Operating system CPUs RAM Boot order Boot delay(mins
between 0 and 10)

Scripts Credentials

EVS_DR _Plan_ResourceGroup1

it A e . 2 e : o =] Nere Not required

Linud A unu 1 2 GiB H 5 (m] None & Not required

Linux3 A tinux 1 ] Gig 2 5 (m] None Not required
1-30f3 1

Reconfiguragao de recursos de computagao de VM

Ha varias opgbes para reconfigurar recursos de computagéo de VM. O NetApp Disaster Recovery oferece
suporte a alteragao do numero de CPUs virtuais, da quantidade de DRAM virtual e do nome da VM.

Especifique quaisquer alteragées de configuragdao da VM

1. (Opcional) Modifique o numero de CPUs virtuais que cada VM deve usar. Isso pode ser necessario se 0s
hosts do cluster DR vCenter néo tiverem tantos nucleos de CPU quanto o cluster vCenter de origem.

2. (Opcional) Modifique a quantidade de DRAM virtual que cada VM deve usar. Isso pode ser necessario se
os hosts do cluster DR vCenter nao tiverem tanta DRAM fisica quanto os hosts do cluster vCenter de
origem.
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= I NetApp

Console

Add replication plan

gt ol © Mapped

© Mapped

Virtual networks

Virtual machines

1P address type

Static

(] Use the same credentils for all s

[[] Use the same script for all VMs

Target VM prefix Optional ~ Target VM suffix

Operating system CPUS RAM

EVS DR _Plan_ResourceGroup1

Ut A uns i S

Boot order

Organization
LOD 111317638

© rescucemapping (@) Revien

Preview: Sample VM name

1-30f3

Credentials

Not required

Not required

Not required

Ordem de inicializagao

O NetApp Disaster Recovery oferece suporte a uma reinicializagao ordenada de VMs com base em um campo
de ordem de inicializagdo. O campo Ordem de inicializagdo indica como as VMs em cada grupo de recursos
sdo iniciadas. As VMs com o mesmo valor no campo Ordem de inicializagao inicializam em paralelo.

Modificar as configuragées da ordem de inicializagao

1. (Opcionalmente) Modifique a ordem em que vocé gostaria que suas VMs fossem reiniciadas. Este campo
aceita qualquer valor numérico. O NetApp Disaster Recovery tenta reiniciar VMs que tém o mesmo valor
numeérico em paralelo.

2. (Opcionalmente) Fornega um atraso a ser usado entre cada reinicializagédo da VM. O tempo ¢ injetado
apos a reinicializacdo desta VM ser concluida e antes das VMs com o proximo numero de ordem de
inicializacdo mais alto. Este numero esta em minutos.
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= Organization Project v
= FINetApp  console o g

- g 8200

Disaster Recovery Add replication plan (©) vcentersenvers  (2) Applications @) Resource mapping 4) Review

Conpiia TesouEe @ Mapped

Resource groups Virtual networks (© Mapped

Virtual machines

1P address type Target IP

Static - Same as source

(] Usethesame cedentils or al Wi

[ Use the same script for all VMs

Target VM prefix Optional ~ Target VM suffix

Preview: Sample VM name

‘‘‘‘‘ wm Operating system cpus RAM Boot order Boot delay(mins reate application Scripts Credentials
between 0 and 10) brsistent replicas @
15_DR_Plan_ResourceGroup1
- A e : 2 s : o 0 Nore Not required
4 A 1 2 Gig 3 5 0 None 2 Not required
A tna : 2 s 2 G ) 0 Nore Not required
n . e !
.

Operagoes personalizadas do sistema operacional convidado

O NetApp Disaster Recovery oferece suporte a execugao de algumas operagdes de sistema operacional
convidado para cada VM:

* O NetApp Disaster Recovery pode fazer backups consistentes de aplicativos de VMs que executam
bancos de dados Oracle e Microsoft SQL Server.

» O NetApp Disaster Recovery pode executar scripts personalizados definidos adequados para o sistema
operacional convidado de cada VM. A execugéao desses scripts requer credenciais de usuario aceitaveis
para o sistema operacional convidado, com amplos privilégios para executar as operagdes listadas no
script.

Modificar as operagdes personalizadas do sistema operacional convidado de cada VM

1. (Opcional) Marque a caixa de selecao Criar réplicas consistentes de aplicativos se a VM estiver
hospedando um banco de dados Oracle ou SQL Server.

2. (Opcional) Para executar a¢des personalizadas no sistema operacional convidado como parte do
processo de inicializagdo, carregue um script para qualquer VM. Para executar um unico script em todas
as VMs, use a caixa de sele¢ao destacada e preencha os campos.

3. Certas alteragdes de configuragéo exigem credenciais de usuario com permissdes adequadas para
executar as operagdes. Fornega credenciais nos seguintes casos:

o Um script sera executado dentro da VM pelo sistema operacional convidado.

o E necessario executar um snapshot consistente com o aplicativo.

30



Organization Project -
LOD_rt11317698 11317698

= M NetApp console

L)
»
[
o

Disaster Recovery Add replication plan (©) veenterservers () Applications @) Resource mapping  (3) Review

Compute resources @ Mapped

Resource groups Virtual networks © Mapped

Virtual machines

1P address type Target IP

Static Same as source

[ Use the same credentials for all VMs

(] Use the same scrpt for all VMs

Target VM prefix Optional  Target VM suffix Optional

Preview: Sample VM name

‘‘‘‘‘ wm Operating system cpus RAM Boot order Boot delay(mins
between 0 and 10)

Credentials

'S DR Plan_ResourceGroup1

ut A tinux i 2 Gig 1 0

-~ B s i S : o o Nore Not required

w3 A tinx 1 2 Gig i 0 O None 2 Not required

Armazenamentos de dados de mapas

A etapa final na criagdo de um plano de replicagéo é identificar como o ONTAP deve proteger os
armazenamentos de dados. Essas configuracdes definem o objetivo do ponto de recuperagédo (RPO) dos
planos de replicagao, quantos backups devem ser mantidos e onde replicar os volumes ONTAP de
hospedagem de cada armazenamento de dados do vCenter.

Por padrao, o NetApp Disaster Recovery gerencia seu proprio agendamento de replicagdo de snapshots; no
entanto, opcionalmente, vocé pode especificar que gostaria de usar o agendamento de politica de replicagéo
existente do SnapMirror para prote¢ao do repositorio de dados.

Além disso, vocé pode personalizar opcionalmente quais LIFs de dados (interfaces logicas) e politica de
exportacao usar. Se vocé nao fornecer essas configuragoes, o NetApp Disaster Recovery usara todos os LIFs
de dados associados ao protocolo apropriado (NFS, iSCSI ou FC) e usara a politica de exportagéo padrao
para volumes NFS.

Para configurar o mapeamento do armazenamento de dados (volume)

1. (Opcional) Decida se vocé deseja usar um agendamento de replicagdo ONTAP SnapMirror existente ou se
deseja que o NetApp Disaster Recovery gerencie a protegéo de suas VMs (padrao).

2. Forneca um ponto de partida para quando o servico deve comecar a fazer backups.

3. Especifique com que frequéncia o servigo deve fazer um backup e replica-lo no cluster Amazon FSx for
NetApp ONTAP de destino de DR.

4. Especifique quantos backups histéricos devem ser mantidos. O servico mantém o mesmo numero de
backups no cluster de armazenamento de origem e de destino.

5. (Opcional) Selecione uma interface logica padrao (LIFs de dados) para cada volume. Se nenhuma opgao
for selecionada, todos os LIFs de dados no SVM de destino que suportam o protocolo de acesso ao
volume serao configurados.

6. (Opcional) Selecione uma politica de exportagédo para qualquer volume NFS. Se néo for selecionado, a
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politica de exportagdo padrao sera usada

= P NetApp Console Organizati Project ~

rganization
LOD 1111317688 11317698

Disaster Recovery Add replication plan (©) weentersenvers () Applications @) Resource mapping  (4) Review

Dashboard

Faoves meppingi ;
sites
Computa resources © Mapped
Resource group
Virtual networks © Mapped
Job monitoring
Virtual machines © Mapped

Datastores

F‘ 12 v ;|00 v || Am~ o

Source datastore Target datastore

nfs1 (svm0infs1) System svM Destination volume name

Preferred NFS LIF Export policy

erred NFS LIF Select export poli

Continuar com"Assistente para criar plano de replicacdo Etapa 4" .

Criar um plano de replicacao: Etapa 4 - Verificar as configuragées no NetApp Disaster Recovery

Depois de adicionar as informacgdes do plano de replicacdo no NetApp Disaster
Recovery, verifique se as informacdes inseridas estao corretas.

Passos

1. Selecione Salvar para revisar suas configuragoes antes de ativar o plano de replicagéo.

Vocé pode selecionar cada guia para revisar as configuragoes e fazer alteragbes em qualquer guia
selecionando o icone de lapis.

Revisao das configuragdes do plano de
replicacéo
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= Organization Project .

=  FINetApp comsoke & 8 06
Add replication plan () veenterservers () Applications (¥ Resource mapping © review

DDDDDDDDD Replication plan > Add pk

Review

Sites
Review and add the replication plan.
Replication plans
192.168.0.31 192.168.0.32

Plan details

,,,,,,,,,,,

m

2. Quando estiver satisfeito com todas as configuragdes, selecione Adicionar plano na parte inferior da tela.

Continuar com"Verifique o plano de replicacao” .

Verifique se tudo esta funcionando no NetApp Disaster Recovery

Depois de adicionar o plano de replicacédo no NetApp Disaster Recovery, vocé retorna a
pagina Planos de replicagao, onde pode visualizar seus planos de replicacéo e seus
status. Vocé deve verificar se o plano de replicagao esta no estado Saudavel. Caso
contrario, vocé deve verificar o status do plano de replicagao e corrigir quaisquer
problemas antes de prosseguir.

Figura: Pagina de planos de
replicacéo
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— Organization Project v -
= FINetApp console S a7} 5 200 0

Dashboard
Replicaton lns (1) o e -

Sites
Name ~ | Compliance status S | Planstatus S | Protected site Resource groups o | Failoversite |

I plication pl.
EVS_DR Plan @) Healthy (©) Ready

O NetApp Disaster Recovery executa uma série de testes para verificar se todos os componentes (cluster
ONTAP, clusters vCenter e VMs) estédo acessiveis e no estado adequado para que o servigo proteja as VMs.
Isso € chamado de verificagdo de conformidade e € executado regularmente.

Na pagina Planos de replicagao, vocé pode ver as seguintes informacgoes:

» Status da ultima verificacdo de conformidade

* O estado de replicagdo do plano de replicagéo

* O nome do site protegido (fonte)

 Alista de grupos de recursos protegidos pelo plano de replicagao

* O nome do site de failover (destino)

Execute operagoes de plano de replicagao com o NetApp Disaster Recovery

Use o NetApp Disaster Recovery com Amazon EVS e Amazon FSx for NetApp ONTAP
para executar as seguintes operacodes: failover, failover de teste, atualizar recursos,
migrar, tirar um snapshot agora, desabilitar/habilitar plano de replicagao, limpar
snapshots antigos, reconciliar snapshots, excluir plano de replicagao e editar
agendamentos.

Falha

A principal operagao que vocé pode precisar executar € aquela que vocé espera que nunca acontega: fazer
failover para o datacenter de DR (destino) no caso de uma falha catastréfica no site de produgéo local.

O failover & um processo iniciado manualmente.

Etapas para acessar a operacgao de failover
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1. Na barra de navegacgao esquerda do NetApp Console , selecione Protegdo > Recuperagao de
desastres.

2. No menu NetApp Disaster Recovery , selecione Planos de replicagao.

Etapas para executar um failover
1. Na pagina Planos de replicagao, selecione a opgao Ag¢des do plano de replicagao sss .

2. Selecione Fail over.

= Organization Project - -
= WINGtARR consle St 1 Smimes e g 20 O
Disaster Recovery
View payment methods ‘ @®
Dashboard
Replication plans (1) a e [NIEZEEN

Name ~ | Compliance status S Planstats 2 | protectedsite Resource groups 2 | Failoversite |

RP_DRAAS @) Healthy (©) Ready DemoOnPremsite_1 RG2,RG1, RG4 DemoCloudsite_1

Test failover

Migrate
Edit schedules

Take snapshot now
Disable

Clean up old snapshots

Reconcile snapshots

Delete

3. Se o site de produgéo (protegido) nao estiver acessivel, selecione um instantaneo criado anteriormente
como sua imagem de recuperagao. Para fazer isso, selecione Selecionar.

4. Selecione o backup a ser usado para a recuperacao.

5. (Opcional) Selecione se deseja que o NetApp Disaster Recovery force o processo de failover,
independentemente do estado do plano de replicacdo. Isso s6 deve ser feito como ultimo recurso.

6. (Opcional) Selecione se deseja que o NetApp Disaster Recovery crie automaticamente um relacionamento
de protecao reversa apos a recuperacao do site de producao.

7. Digite a palavra “Failover” para confirmar que vocé deseja prosseguir.

8. Selecione Failover.
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= FINetApp  Console

Organization Project v
Simulated-Org. Simulated-Proj

Failover: RP_DRAAS

N Warning; Failng over

willdisrupt client access to the data in DemoOnPremsSite 1 di

to DemoCloudsite 1 DR Site.

Snapshot copy for volume recovery O Take snapshot now  ® Select

Selecta batch of snapshots for

/A Warning: Allchanges made after the

Batches (5)

© sertemier

September

September

September

September

24,2025 at 930 AM

r 24,2025 at 9:30 AM

24, 2025 at 930 AM

24,2025 at 930 AM

24,2025 at 930 AM

1-50f5 <« <15 »

Teste de failover

Um failover de teste € semelhante a um failover, exceto por duas diferengas.

* O site de produgéo ainda esta ativo e todas as VMs continuam operando conforme o esperado.

» A protecao do NetApp Disaster Recovery das VMs de produgao continua.

2 @ ©

Isso é feito usando volumes nativos do ONTAP FlexClone no site de destino. Para saber mais sobre failover
de teste, consulte"Fazer failover de aplicativos para um site remoto | Documentagao da NetApp" .

As etapas para executar um failover de teste séo idénticas as usadas para executar um failover real, exceto
que vocé usa a operagao Test failover no menu de contexto do plano de replicagéo.

Passos

1. Selecione a opc¢ao Agdes do plano de replicagao sss .

2. Selecione Testar failover no menu.

36


../use/failover.html

= FINetApp  Console Farrrilig [l 5 20 O

Simulated-Org Simuaed-Proj =

isaster Recovery
Viewpayment methods | (D)

Dashboard
Replicatonplans () E—
Sites
Name. ~ | Compliancestatus S Planstatus o | Protectedsite | Resource groups S | Failoversite |
I Replication plans
RP_DRAAS (@) Healthy () Ready DemoOnPremsite_1 RG2, RG1, RG4 DemoCloudsite_1 [cD)

Resource groups View plan details

Job monitoring Run compliance check

Refresh resources

Test failover

Migrate
Edit schedules

Take snapshot now

Disable

. Decida se vocé deseja obter o estado mais recente do ambiente de produgao (Tirar um instantaneo agora)
ou usar um backup de plano de replicagéo criado anteriormente (Selecionar)

. Se vocé escolheu um backup criado anteriormente, selecione o backup a ser usado para a recuperagao.
. Digite a palavra “Test failover” para verificar se vocé deseja prosseguir.

. Selecione Testar failover.

_ Oguizaion v | it~ -
= FINetApp console ENITD Stz 0y Simiated i g 20 O
Test failover: RP_DRAAS

/N Warnings Tis tet will create 6 VMs inthe sie DemCloudsite_1. Th test won' affect th site
DemoOnPremsSite 1.

recovery O Take
i i lan.
apshots i

/\ Warning: All changes made after the

Selecta batch of snapshots for

Batches (5)

@  september 24,2025 at 930 AM
September 24, 2025 at 9:30 AM
September 24, 2025 at 9:30 AM
September 24, 2025 at 9:30 AM

September 24, 2025 at 9:30 AM

1-50f5 < 1)

Enter Test failover to confi

=

o
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Execute uma verificagdao de conformidade

As verificagbes de conformidade sdo executadas a cada trés horas, por padrdo. A qualquer momento, vocé
pode querer executar manualmente uma verificagdo de conformidade.

Passos

1. Selecione a opcgao *A¢des™ sss ao lado do plano de replicacao.

2. Selecione a opgado Executar verificagdo de conformidade no menu Agbes do plano de replicagéo:

= M NetApp Console ".'?",l’"‘"" v ”T“‘:‘.; . ~

Replication plans (1) Q

Plan status 2 | Protectedsite Resource groups 2 | Failoversite

RP_DRAAS ©) Healthy (©) Ready DemoOnPremsite 1 RG2, RG1, RG4. DemoCloudsite 1

Edit schedules
Take snapshot now

Disable

3. Para alterar a frequéncia com que o NetApp Disaster Recovery executa verificagdes de conformidade
automaticamente, selecione a opgéo Editar agendamentos no menu A¢des do plano de replicacao.

Atualizar recursos

Sempre que voceé fizer alteragdes na sua infraestrutura virtual — como adicionar ou excluir VMs, adicionar ou
excluir datastores ou mover VMs entre datastores — sera necessario executar uma atualizacao dos clusters
do vCenter afetados no servico NetApp Disaster Recovery . O servigo faz isso automaticamente uma vez a
cada 24 horas por padrdo, mas uma atualizagdo manual garante que as informacgdes mais recentes da
infraestrutura virtual estejam disponiveis e sejam levadas em consideragao para protecéo de DR.

Ha dois casos em que uma atualizagdo € necessaria:

» Atualizacdo do vCenter: execute uma atualizagdo do vCenter sempre que VMs forem adicionadas,
excluidas ou movidas para fora de um cluster do vCenter:

» Atualizacdo do plano de replicagéo: execute uma atualizagé&o do plano de replicagdo sempre que uma VM
for movida entre armazenamentos de dados no mesmo cluster vCenter de origem.
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Name ~ | Compliance status S| Planstatus

RP_DRAAS (@) Healthy (©) Ready

Migrar

Organization Project v
s:malewyg Sunjua!ed—PxOJ : '0 0 O

Viewpayment methods | (D)

Protected site Resource groups o | Failoversite |

DemoOnPremsite_1 RG2,RG1, RG4 DemoCloudsite 1

View plan details

Test failover

Migrate
Edit schedules

Take snapshot now

Disable

Embora o NetApp Disaster Recovery seja usado principalmente para casos de recuperagéo de desastres, ele
também pode permitir movimentagdes unicas de um conjunto de VMs do site de origem para o site de destino.
Isso poderia ser para uma migracéo planejada para um projeto de nuvem ou poderia ser usado para evitar
desastres — como mau tempo, conflitos politicos ou outros possiveis eventos catastréficos temporarios.

1. Selecione a opgao *Agbes™ ss# ao lado do plano de replicagao.

2. Para mover as VMs em um plano de replicagao para o cluster Amazon EVS de destino, selecione Migrar

no menu Ac¢des do plano de replicacao:
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= FINetApp  Console ij;',’:;‘f;;g‘ ;’:ﬁed,mv = 20O O

Dashboard
Replicatin plans 1 R— ]

Name ~ | Compliance status S Planstatus 2 | Protectedsite Resource groups 2 | Failoversite |

Re.DRAAS © Ready Demoonpremsie 1 RG2,RG1, RGe Democioudsite 1

Test failover

Migrate
Edit schedules
Take snapshot now

Disable

3. Insira informagdes na caixa de dialogo Migrar.

Tire uma foto agora

A qualgquer momento, vocé pode tirar um instantadneo imediato do plano de replicacdo. Este instantaneo esta
incluido nas considerag¢des de NetApp Disaster Recovery definidas pela contagem de retencao de
instantadneos do plano de replicagao.

1. Selecione a opgao *Acgbes™ ### ao lado do plano de replicagao.

2. Para tirar um instantaneo imediato dos recursos do plano de replicagéo, selecione Tirar instantaneo
agora no menu Agdes do plano de replicagao:
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= FINetApp  Console rganization Project v = 250 ©

or
Simulated-Org. Simulated-Proj =

Replication plans (1)

Name ~ | Compliance status S Planstatus 2 | Protectedsite Resource groups 2 | Failoversite |

Re.DRAAS © Ready Demoonpremsie 1 RG2,RG1, RGe Democioudsite 1 o

Test failover

Desabilitar ou habilitar o plano de replicagao

Pode ser necessario interromper temporariamente o plano de replicagao para executar alguma operagéo ou

manutencao que possa impactar o processo de replicacao. O servigo fornece um método para parar € iniciar a
replicacao.

1. Para interromper temporariamente a replicacéo, selecione Desativar no menu A¢des do plano de
replicagao.

2. Para reiniciar a replicagao, selecione Ativar no menu Agbes do plano de replicagéo.

Quando o plano de replicagao esta ativo, o comando Ativar fica esmaecido. Quando o plano de replicagao
€ desabilitado, o comando Desabilitar fica esmaecido.
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= FINetApp  Console ij;‘,’:;‘f;;g‘ ;’:ﬁed,mv = 20O O

Disaster Recovery

Dashboard

Replication plans (1) Q
Sites
Name A | Compliance status s Plan status. & Protected site Resource groups S | Failoversite |
Rp DRARS © Healthy @ ready DemoOnpremsite. 1 RG2,RG1, Re4 DemoCloudsite 1 =

Resource groups View plan details

Run cor

Job monitoring

Refresh

Test failover

Fail over

Migrate

Edit schedules

Take snapshot now

Disable

Clean up old snapshots
Reconcile snapshots

Delete

Limpar instantaneos antigos

Talvez vocé queira limpar instantaneos mais antigos que foram retidos nos sites de origem e destino. Isso
pode acontecer se a contagem de retengcéo de snapshots do plano de replicagao for alterada.
1. Selecione a opgao *A¢des™ sss ao lado do plano de replicacao.

2. Para remover esses instantdneos mais antigos manualmente, selecione Limpar instantaneos antigos no
menu Agdes do plano de replicagéo.

= Organization + Project v =
= FINetApp console Saedony i s 20 0
Disaster Recovery .
View payment methods ®
Dashboard
Replcaton plns (1) PY—
Sites
Name ~ | Compliance status S | Plansttus 2 | Protectedsite Resource groups, S| Failoversite |
RP_DRAAS ©) Healthy (©) Ready DemoCnPremsite_1 RG2, RG1, RG4 DemoCloudsite_1 D)
Resource groups View plan details
sob oritoring Run compliance check

Refresh resources

Test failover

Migrate
Edit schedules
Take snapshot now

Disable

Clean up old snapshots

Reconcile snapshots

Delete
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Reconciliar instantaneos

Como o servigo orquestra instantaneos de volume ONTAP , é possivel que um administrador de
armazenamento ONTAP exclua instantaneos diretamente usando o ONTAP System Manager, a CLI do
ONTAP ou as APIs REST do ONTAP sem o conhecimento do servigco. O servigo exclui automaticamente todos
0s snapshots na origem que ndo estao no cluster de destino a cada 24 horas. No entanto, vocé pode fazer

isso sob demanda. Esse recurso permite que vocé garanta que os instantédneos sejam consistentes em todos
os sites.

1. Selecione a opgao *Agbes™ »s# ao lado do plano de replicagao.

2. Para excluir instantaneos do cluster de origem que néo existem no cluster de destino, selecione
Reconciliar instantaneos no menu A¢des do plano de replicacéo.

= FINetApp  Console :f:‘:f;“f;gv ;’:jﬁed,wv g 200 O

\ View payment methods \ ®

Replcation plans 1 CR— |

Name A | Compliancestatus S Planstatus S| Protectedsite

Resource groups 5 | Failoversite |

RP_DRAAS ©) Healthy. (©) Ready DemoOnPremsite_1 RG2, RG1, RG4 DemoCloudsite_1 D)

Edit schedules

Take snapshot now

Disable

Excluir plano de replicagcao
Se o plano de replicacdo nao for mais necessario, vocé podera exclui-lo.

1. Selecione a opgao *A¢des™ sss ao lado do plano de replicacao.

2. Para excluir o plano de replicacéo, selecione Excluir no menu de contexto do plano de replicagao.
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= FINetApp  Console ij;‘,’:;‘f;;g‘ ;’:ﬁed,mv = 20O O

Disaster Recovery

Dashboard

Replication plans (1) Q
Sites
Name A | Compliance status s Plan status. & Protected site Resource groups S | Failoversite |
Rp DRARS © Healthy @ ready DemoOnpremsite. 1 RG2,RG1, Re4 DemoCloudsite 1

Resource groups View plan details

Run cor

Job monitoring

Refresh

Test failover
Fail over

Migrate

Edit schedules

Take snapshot now
Disable

Clean up old snapshots

Reconcile snapshots

Delete

Editar agendamentos

Duas operagbes sao executadas automaticamente em um cronograma regular: failovers de teste e
verificacbes de conformidade.
1. Selecione a opgao *A¢des™ sss ao lado do plano de replicacao.

2. Para alterar esses agendamentos para qualquer uma dessas duas operagdes, selecione Editar
agendamentos para o plano de replicacéo.

= Organization + Project v =
= FINetApp console Saedony i s 20 0
Disaster Recovery .
View payment methods ®
Dashboard
Replcaton plns (1) PY—
Sites
Name ~ | Compliance status S | Plansttus 2 | Protectedsite Resource groups, S| Failoversite |
RP_DRAAS ©) Healthy (©) Ready DemoCnPremsite_1 RG2, RG1, RG4 DemoCloudsite_1 D)

Resource groups View plan details

Job monitoring Run compliance check

Refresh resources

Test failover

Migrate

Edit schedules

Take snapshot now

Disable
Clean up old snapshots

Reconcile snapshots

Delete
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Alterar intervalo de verificagao de conformidade

Por padrao, as verificagdes de conformidade sdo realizadas a cada trés horas. Vocé pode alterar isso para
qualquer intervalo entre 30 minutos e 24 horas.

Para alterar esse intervalo, altere o campo Frequéncia na caixa de dialogo Editar agendamentos:

= FINetApp  Console

Edit schedules: EVS_DR_Plan

on a recurring basis. Enter how often these actions should ocur.

Test failover

[ Run test failovers on a schedule @

Agendar failovers de testes automatizados

Os failovers de teste sao executados manualmente por padrao. Vocé pode agendar failovers de teste
automaticos, o que ajuda a garantir que seus planos de replicagao funcionem conforme o esperado. Para
saber mais sobre o processo de failover de teste, consulte"Teste o processo de failover" .

Etapas para agendar failovers de teste
1. Selecione a opgao *Agbes* ss# ao lado do plano de replicagao.

Selecione Executar failover.
Marque a caixa de selegdo Executar failovers de teste conforme uma programacgao.
(Opcional) Marque a opgao Usar instantaneo sob demanda para failover de teste agendado.

Selecione um tipo de intervalo no menu suspenso Repetir.

S T

Selecione quando executar o failover de teste

a. Semanal: selecione o dia da semana

b. Mensal: selecione o dia do més
7. Escolha a hora do dia para executar o teste de failover
8. Escolha a data de inicio.

9. Decida se vocé deseja que o servigo limpe automaticamente o ambiente de teste e por quanto tempo vocé
gostaria que o ambiente de teste fosse executado antes que o processo de limpeza comegasse.
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10. Selecione Salvar.

_ ogmion ~ ot o
MINetAPp Comsole @D iy St g 20 ©

Edit schedules: EVS_DR_Plan

Compliance checks and test failovers run on a recurring basis. Enter how often these actions should occur.

Compliance check
Frequency (min)

180

Test failover
Run test failovers on a schedule @
[J Use on-demand snapshot for scheduled test failover [IEA8

Repeat

Weekly b ‘

Day of the week

Saturday - ‘

Start date.

- ‘ ‘ 2025-09-23

Automatically cleanup [10_| minutes after test failover @
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produtos descritos neste documento, exceto conforme expressamente acordado por escrito pela NetApp. O
uso ou a compra deste produto ndo representam uma licenca sob quaisquer direitos de patente, direitos de
marca comercial ou quaisquer outros direitos de propriedade intelectual da NetApp.

O produto descrito neste manual pode estar protegido por uma ou mais patentes dos EUA, patentes
estrangeiras ou pedidos pendentes.

LEGENDA DE DIREITOS LIMITADOS: o uso, a duplicagéo ou a divulgagéo pelo governo estéo sujeitos a
restricdes conforme estabelecido no subparagrafo (b)(3) dos Direitos em Dados Técnicos - Itens Nao
Comerciais no DFARS 252.227-7013 (fevereiro de 2014) e no FAR 52.227- 19 (dezembro de 2007).

Os dados aqui contidos pertencem a um produto comercial e/ou servigo comercial (conforme definido no FAR
2.101) e sao de propriedade da NetApp, Inc. Todos os dados técnicos e software de computador da NetApp
fornecidos sob este Contrato sdo de natureza comercial e desenvolvidos exclusivamente com despesas
privadas. O Governo dos EUA tem uma licenga mundial limitada, irrevogavel, ndo exclusiva, intransferivel e
nao sublicenciavel para usar os Dados que estdo relacionados apenas com o suporte e para cumprir 0s
contratos governamentais desse pais que determinam o fornecimento de tais Dados. Salvo disposi¢ao em
contrario no presente documento, nao é permitido usar, divulgar, reproduzir, modificar, executar ou exibir os
dados sem a aprovagao prévia por escrito da NetApp, Inc. Os direitos de licenga pertencentes ao governo dos
Estados Unidos para o Departamento de Defesa estéo limitados aos direitos identificados na clausula
252.227-7015(b) (fevereiro de 2014) do DFARS.

Informagoes sobre marcas comerciais
NETAPP, o logotipo NETAPP e as marcas listadas em http://www.netapp.com/TM sao marcas comerciais da

NetApp, Inc. Outros nomes de produtos e empresas podem ser marcas comerciais de seus respectivos
proprietarios.
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