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Gerenciar SNMP
Pode configurar o SNMP (Simple Network Management Protocol) no cluster.

Você pode selecionar um solicitante SNMP, selecionar qual versão do SNMP usar, identificar o usuário do
modelo de segurança baseado no usuário SNMP (USM) e configurar traps para monitorar o cluster SolidFire.
Você também pode visualizar e acessar arquivos de base de informações de gerenciamento.

Você pode usar endereços IPv4 e IPv6.

Detalhes SNMP

Na página SNMP do separador Cluster (Cluster), pode visualizar as seguintes
informações.

• MIBs SNMP

Os ficheiros MIB que estão disponíveis para visualização ou transferência.

• * Configurações gerais do SNMP*

Pode ativar ou desativar o SNMP. Depois de ativar o SNMP, pode escolher qual versão utilizar. Se estiver
a utilizar a versão 2, pode adicionar requestores e, se estiver a utilizar a versão 3, pode configurar
utilizadores USM.

• * Configurações de intercetação SNMP*

Você pode identificar quais armadilhas você deseja capturar. Você pode definir o host, a porta e a cadeia
de carateres da comunidade para cada destinatário da armadilha.

Configurar um solicitante SNMP

Quando o SNMP versão 2 está ativado, pode ativar ou desativar um solicitante e
configurar os solicitadores para receber pedidos SNMP autorizados.

1. Clique em Cluster › SNMP.

2. Em General SNMP Settings, clique em Yes para ativar o SNMP.

3. Na lista versão, selecione versão 2.

4. Na seção requestors, insira as informações Community String e Network.

Por padrão, a cadeia de carateres da comunidade é pública e a rede é localhost. Você pode
alterar essas configurações padrão.

5. Opcional: para adicionar outro solicitante, clique em Add a Requestor e insira as informações
Community String e Network.

6. Clique em Salvar alterações.
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Encontre mais informações

• Configurar traps SNMP

• Exibir dados de objeto gerenciado usando arquivos da base de informações de gerenciamento

Configurar um utilizador SNMP USM

Ao ativar o SNMP versão 3, tem de configurar um utilizador USM para receber pedidos
SNMP autorizados.

1. Clique em Cluster > SNMP.

2. Em General SNMP Settings, clique em Yes para ativar o SNMP.

3. Na lista versão, selecione versão 3.

4. Na secção USM Users, introduza o nome, a palavra-passe e a frase-passe.

5. Opcional: para adicionar outro usuário USM, clique em Adicionar um usuário USM e insira o nome, a
senha e a senha.

6. Clique em Salvar alterações.

Configurar traps SNMP

Os administradores de sistema podem usar traps SNMP, também chamados de
notificações, para monitorar a integridade do cluster SolidFire.

Quando os traps SNMP estão ativados, o cluster SolidFire gera traps associados a entradas de log de eventos
e alertas de sistema. Para receber notificações SNMP, você precisa escolher os traps que devem ser gerados
e identificar os destinatários das informações da armadilha. Por padrão, não são geradas armadilhas.

1. Clique em Cluster > SNMP.

2. Selecione um ou mais tipos de traps na seção SNMP Trap Settings que o sistema deve gerar:

◦ Armadilhas de falha do cluster

◦ Armadilhas de falha resolvidas pelo cluster

◦ Armadilhas de eventos de cluster

3. Na seção destinatários da armadilha, insira as informações do host, da porta e da cadeia de carateres
da comunidade para um destinatário.

4. Opcional: Para adicionar outro destinatário de armadilha, clique em Adicionar um destinatário de
armadilha e insira informações de cadeia de carateres de host, porta e comunidade.

5. Clique em Salvar alterações.

Exibir dados de objeto gerenciado usando arquivos da base
de informações de gerenciamento

Você pode exibir e baixar os arquivos da base de informações de gerenciamento (MIB)
usados para definir cada um dos objetos gerenciados. O recurso SNMP oferece suporte
ao acesso somente leitura aos objetos definidos no SolidFire-StorageCluster-MIB.
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Os dados estatísticos fornecidos no MIB mostram a atividade do sistema para o seguinte:

• Estatísticas de cluster

• Estatísticas de volume

• Volumes por estatísticas da conta

• Estatísticas dos nós

• Outros dados, como relatórios, erros e eventos do sistema

O sistema também suporta o acesso ao arquivo MIB que contém os pontos de acesso de nível superior
(OIDS) para os produtos SF-Series.

Passos

1. Clique em Cluster > SNMP.

2. Em MIBs SNMP, clique no arquivo MIB que você deseja baixar.

3. Na janela de download resultante, abra ou salve o arquivo MIB.
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