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Gerenciamento de scripts

Vocé pode usar scripts para modificar ou atualizar automaticamente varios objetos de
armazenamento no Unified Manager. O script esta associado a um alerta. Quando um
evento aciona um alerta, o script € executado. Vocé pode carregar scripts personalizados
e testar sua execugédo quando um alerta € gerado.

Como os scripts funcionam com alertas

Vocé pode associar um alerta ao script para que o script seja executado quando um
alerta for gerado para um evento no Unified Manager. Vocé pode usar os scripts para
resolver problemas com objetos de armazenamento ou identificar quais objetos de
armazenamento estdo gerando os eventos.

Quando um alerta é gerado para um evento no Unified Manager, um e-mail de alerta é enviado aos
destinatarios especificados. Se vocé associou um alerta a um script, o script sera executado. Vocé pode obter
os detalhes dos argumentos passados para o script a partir do e-mail de alerta.

O script usa os seguintes argumentos para execugao:

* -eventlID

* -eventName

* -eventSeverity

* -~eventSourcelD

* -eventSourceName
* -eventSourceType
®* -eventState

* -eventArgs

Vocé pode usar os argumentos em seus scripts e coletar informacdes de eventos relacionados ou modificar
objetos de armazenamento.

Exemplo para obter argumentos de scripts

print "S$ARGV[0] : SARGV[1]\n"
print "SARGVI[7] : SARGV[8]\n"

Quando um alerta é gerado, este script € executado e a seguinte saida é exibida:

-eventID : 290
-eventSourceID : 4138



Adicionando scripts

Vocé pode adicionar scripts no Unified Manager e associar os scripts a alertas. Esses
scripts sdo executados automaticamente quando um alerta € gerado e permitem obter
informagdes sobre objetos de armazenamento para os quais o evento € gerado.

Antes de comecar

* Vocé deve ter criado e salvo os scripts que deseja adicionar ao servidor do Unified Manager.

* Os formatos de arquivo suportados para scripts sdo Perl, Shell, PowerShell e .bat arquivos.

o Para scripts Perl, Perl deve ser instalado no servidor Unified Manager. Se o Perl foi instalado apos o
Unified Manager, vocé deve reiniciar o servidor do Unified Manager.

o Para scripts do PowerShell, a politica de execugao apropriada do PowerShell deve ser definida no
servidor para que os scripts possam ser executados.

Se o script criar arquivos de log para acompanhar o andamento do script de alerta, vocé
deve garantir que os arquivos de log n&o sejam criados em qualquer lugar na pasta de
instalagéo do Unified Manager.

* Vocé deve ter a funcdo Administrador do OnCommand ou Administrador do armazenamento.

Sobre esta tarefa

Vocé pode fazer upload de scripts personalizados e reunir detalhes do evento sobre o alerta.

Passos

1. Na barra de ferramentas, clique em E} e, em seguida, clique em Scripts no menu Gerenciamento a
esquerda.

2. Na pagina Gerenciamento/Scripts , clique em Add.

3. Na caixa de dialogo Add Script, clique em Browse para selecionar seu arquivo de script.
4. Insira uma descri¢ao para o script selecionado.

5. Clique em Add.

Eliminar scripts

Vocé pode excluir um script do Unified Manager quando o script ndo for mais necessario
ou valido.
Antes de comecar

* Vocé deve ter a funcdo Administrador do OnCommand ou Administrador do armazenamento.

* O script ndo deve estar associado a um alerta.



Passos

1. Na barra de ferramentas, clique em E} e, em seguida, clique em Scripts no menu Gerenciamento a
esquerda.

2. Na pagina Gerenciamento/Scripts , selecione o script que deseja excluir e clique em Excluir.

3. Na caixa de dialogo Aviso, confirme a excluséo clicando em Sim.

Testando a execucao de script

Vocé pode verificar se o script € executado corretamente quando um alerta € gerado
para um objeto de armazenamento.

Antes de comecgar

* Vocé deve ter a fungdo Administrador do OnCommand ou Administrador do armazenamento.

» Vocé deve ter carregado um script no formato de arquivo suportado para o Unified Manager.

Passos

1. Na barra de ferramentas, clique em E} e, em seguida, clique em Scripts no menu Gerenciamento a
esquerda.

2. Na pagina Gerenciamento/Scripts, adicione seu script de teste.

3. Na pagina Configuration/Alerting, execute uma das seguintes agdes:

Para... Faca isso...
Adicione um alerta a. Na pagina Configuragao/alertas, clique em
Adicionar.

b. Na secao acoes, associe o alerta ao script de
teste.

Edite um alerta a. Na pagina Configuracao/alertas, selecione um
alerta e clique em Editar.

b. Na secéo acoes, associe o alerta ao script de
teste.

4. Clique em Salvar.

5. Na pagina Configuragao/alertas, selecione o alerta que vocé adicionou ou modificou e clique em Teste.

O script é executado com o argumento "-teSt", e um alerta de notificagéo € enviado para os enderegos de
e-mail que foram especificados quando o alerta foi criado.

Descricao das janelas de script e caixas de dialogo

A pagina Gerenciamento/Scripts permite adicionar scripts ao Unified Manager.



Pagina de Gerenciamento/Scripts

A pagina Gerenciamento/Scripts permite que vocé adicione seus scripts personalizados
ao Unified Manager. Vocé pode associar esses scripts a alertas para habilitar a
reconfiguracdo automatica de objetos de storage.

A pagina Gerenciamento/Scripts permite adicionar ou excluir scripts do Unified Manager.

Botdes de comando
» Adicionar
Exibe a caixa de didlogo Adicionar script, que permite adicionar scripts.
* Excluir

Exclui o script selecionado.

Vista de lista

A exibicao de lista exibe, em formato tabular, os scripts adicionados ao Unified Manager.
* Nome
Exibe o nome do script.
* Descrigao

Exibe a descricao do script.

Caixa de diadlogo Add Script (Adicionar script)

A caixa de dialogo Adicionar script permite adicionar scripts ao Unified Manager. Vocé
pode configurar alertas com seus scripts para resolver automaticamente eventos
gerados para objetos de armazenamento.

Vocé deve ter a fungdo Administrador do OnCommand ou Administrador do armazenamento.
» Selecione Arquivo de Script
Permite selecionar um script para o alerta.
* Descrigao

Permite especificar uma descrigédo para o script.

Comandos de CLI do Unified Manager compativeis

Como administrador de storage, vocé pode usar os comandos de CLI para executar
consultas nos objetos de storage, por exemplo, em clusters, agregados, volumes, gtrees
e LUNSs. Vocé pode usar os comandos CLI para consultar o banco de dados interno do



Unified Manager e o banco de dados do ONTAP. Vocé também pode usar comandos CLI
em scripts que sdo executados no inicio ou no final de uma operagao ou que séo
executados quando um alerta é acionado.

Todos os comandos devem ser precedidos com o comando um cli login e um nome de usuario e senha

validos para autenticagao.

Comando CLI

um run cmd [ -t <timeout>
] <cluster> <command>

um run query <sgl command>

um datasource add
<username> -P <password> [
-t <protocol> ] [ -p

<port> ] <hostname-or-ip>

—u

Descrigdo

A maneira mais simples de
executar um comando em um ou
mais hosts. Usado principalmente
para scripts de alerta para obter ou
executar uma operacao no ONTAP.
O argumento opcional timeout
define um limite maximo de tempo
(em segundos) para que o
comando seja concluido no cliente.
O padrao é 0 (espere para
sempre).

Executa uma consulta SQL.
Somente consultas que leem a
partir do banco de dados sao
permitidas. Qualquer operagao de
atualizacéo, insercao ou exclusao
nao é suportada.

Adiciona uma fonte de dados a
lista de sistemas de
armazenamento gerenciados. Uma
fonte de dados descreve como as
conexdes com sistemas de
armazenamento sao feitas. As
opgodes -u (home de usuario) e -P
(senha) devem ser especificadas
ao adicionar uma fonte de dados. A
opgao -t (protocolo) especifica o
protocolo usado para se comunicar
com o cluster (http ou https). Se o
protocolo nao for especificado,
ambos os protocolos seréo
tentados a opgéo -p (porta)
especifica a porta usada para se
comunicar com o cluster. Se a
porta nao for especificada, entdo o
valor padrao do protocolo
apropriado sera tentado. Este
comando s6 pode ser executado
pelo administrador de
armazenamento.

Saida
Como recebido de ONTAP.

Os resultados sao exibidos em
uma forma tabular. Se um conjunto
vazio for retornado, ou se houver
algum erro de sintaxe ou
solicitacao incorreta, ele exibira a
mensagem de erro apropriada.

Solicita que o usuario aceite o
certificado e imprime a mensagem
correspondente.



Comando CLI

um datasource list [
<datasource-id>]

um datasource modify [ -h
<hostname-or-ip> ] [ -u
<username> ] [ -P
<password> ] [ -t
<protocol> ] [ -p <port>

<datasource-id>

um datasource remove
<datasource-id>

um option list

]

[ <option>

um option set <option-
name>=<option-value> |
<option-name>=<option-
value> ... ]

um version

um lun list [-g] [
-ObjectType <object-id>]

Descrigdo

Exibe as fontes de dados para
sistemas de armazenamento
gerenciados.

Modifica uma ou mais opc¢des de
fonte de dados. Sé pode ser
executado pelo administrador de
armazenamento.

Remove a fonte de dados do
Unified Manager.

Lista opgdes.

Define uma ou mais opgdes. O
comando so6 pode ser executado
pelo administrador de
armazenamento.

Exibe a versido do software Unified

Manager .

Lista os LUNs ap6s a filtragem no
objeto especificado. -q & aplicavel
para todos os comandos para
mostrar nenhum cabecalho.
ObjectType pode ser lun, gtree,
cluster, volume, cota, svm. Por
exemplo: um lun list
-cluster 1

Neste exemplo, "-cluster" é o
objectType e "1" é o objectld. O
comando lista todos os LUNs
dentro do cluster com ID 1.

Saida

Exibe os seguintes valores em
formato tabular: ID Address
Port,
Status, Analysis Status,
Communication status,
Acquisition Message, and
Analysis Message.

Exibe a mensagem
correspondente.

Exibe a mensagem
correspondente.

Exibe os seguintes valores em
formato tabular: Name, Vvalue,
Default Value, and
Requires Restart.

Exibe a mensagem
correspondente.

Version ("7.0M)

Exibe os seguintes valores em
formato tabular: ID and LUN
path.

Protocol Acquisition



Comando CLI

um svm list [-g] [
-ObjectType <object-id>]

um gtree list [-g] [
-ObjectType <object-id>]

um disk list [-g] [-
ObjectType <object-id>]

um cluster list [-gq] [-
ObjectType <object-id>]

Descrigdo

Lista os SVMs apos a filiragem no
objeto especificado. ObjectType
pode ser lun, gtree, cluster,
volume, cota, svm. Por exemplo:
um svm list -cluster 1

Neste exemplo, "-cluster" é o
objectType e "1" é o objectld. O
comando lista todas as SVMs
dentro do cluster com ID 1.

Lista os gtrees ap0s a filtragem no
objeto especificado. -q € aplicavel
para todos os comandos para
mostrar nenhum cabegalho.
ObjectType pode ser lun, gtree,
cluster, volume, cota, svm. Por
exemplo: um gtree list
-cluster 1

Neste exemplo, "-cluster" é o
objectType e "1" é o objectld. O
comando lista todos os qgtrees
dentro do cluster com ID 1.

Lista os discos apos a filtragem no
objeto especificado. ObjectType
pode ser disco, aggr, no, cluster.
Por exemplo: um disk list
-cluster 1

Neste exemplo, "-cluster" é o
objectType e "1" é o objectld. O
comando lista todos os discos
dentro do cluster com ID 1.

Lista os clusters apds a filtragem
no objeto especificado. ObjectType
pode ser disco, aggr, no, cluster,
lun, gtree, volume, cota, svm. Por
exemplo:ium cluster list
-aggr 1

Neste exemplo, "-aggr" é o
objectType e "1" é o objectld. O
comando lista o cluster ao qual o
agregado com ID 1 pertence.

Saida

Exibe os seguintes valores em
formato tabular: Name and
Cluster ID.

Exibe os seguintes valores em
formato tabular: Qtree ID and
Qtree Name.

Exibe os seguintes valores em
formato tabular ObjectType and
object-id.

Exibe os seguintes valores em
formato tabular: Name, Full
Name, Serial Number,
Datasource Id, Last
Refresh Time, and Resource
Key.



Comando CLI Descrigao Saida

um cluster node list [-g] Lista os nds de cluster apds a Exibe os seguintes valores em
[-ObjectType <object-id>] filtragem no objeto especificado. formato tabular Name and
ObjectType pode ser disco, aggr, Cluster ID.
no, cluster. Por exemplo: um
cluster node list -cluster
1

Neste exemplo, "-cluster" é o
objectType e "1" é o objectld. O
comando lista todos os nés dentro
do cluster com ID 1.

um volume list [-g] [- Lista os volumes apds a filtragem  Exibe os seguintes valores em
ObjectType <object-id>] no objeto especificado. ObjectType formato tabular volume ID and
pode ser lun, gtree, cluster, Volume Name.

volume, cota, svm, agregado. Por
exemplo: um volume list
-cluster 1

Neste exemplo, "-cluster" é o
objectType e "1" é o objectld. O
comando lista todos os volumes
dentro do cluster com ID 1.

um quota user list [-g] [- Lista os usuarios de cota apos a Exibe os seguintes valores em
ObjectType <object-id>] filtragem no objeto especificado. formato tabular ID, Name, SID
ObjectType pode ser qtree, cluster, and Email.
volume, cota, svm. Por exemplo:
um quota user list
—-cluster 1

Neste exemplo, "-cluster" é o
objectType e "1" é o objectld. O
comando lista todos os usuarios de
cota dentro do cluster com ID 1.

um aggr list [-q] [- Lista os agregados apos a Exibe os seguintes valores em
ObjectType <object-id>] filtragem no objeto especificado. formato tabular Aggr ID, and
ObjectType pode ser disco, aggr,  Aggr Name.
no, cluster, volume. Por exemplo:
um aggr list -cluster 1

Neste exemplo, "-cluster" é o
objectType e "1" é o objectld. O
comando lista todos os agregados
dentro do cluster com ID 1.

um event ack <event-ids> Reconhece um ou mais eventos. Exibe a mensagem
correspondente.



Comando CLI

um event resolve <event-
ids>

um event assign -u
<username> <event-id>

um event list [ -s
<source> | [ -S <event-
state-filter-list>.. ] [

<event-id> .. ]

um cli login -u <username>
[-p <password>

um cli logout

um backup restore -f
<backup file path and name
>

um help

Descrigdo

Resolve um ou mais eventos.

Atribui um evento a um usuario.

Lista os eventos gerados pelo
sistema ou usuario. Filtra eventos

com base na origem, estado e IDs.

Inicia sesséo na CLI. A sessao
expira apos trés horas a partir do
momento do login, apds o qual o
usuario deve fazer login
novamente.

Faz logout da CLI.

Restaura um backup de banco de
dados usando arquivos .7z.

Exibe todos os subcomandos de
primeiro nivel.

Saida

Exibe a mensagem
correspondente.

Exibe a mensagem
correspondente.

Exibe os seguintes valores em
formato tabular Source, Source
type,
State,

Name, Severity,

User and Timestamp.

Exibe a mensagem
correspondente.

Exibe a mensagem
correspondente.

Exibe a mensagem
correspondente.

Exibe todos os subcomandos de
primeiro nivel.
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