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Backups baseados em compartilhamento com
VSS remoto

Backups baseados em compartilhamento com a visão geral
do VSS remoto

Você pode usar o VSS remoto para executar backups baseados em compartilhamento
de arquivos de máquina virtual Hyper-V armazenados em um servidor CIFS.

Microsoft Remote VSS (volume Shadow Copy Services) é uma extensão da infraestrutura Microsoft VSS
existente. Com o VSS remoto, a Microsoft estendeu a infraestrutura VSS para dar suporte à cópia sombra de
compartilhamentos SMB. Além disso, aplicativos de servidor, como o Hyper-V, podem armazenar arquivos
VHD em compartilhamentos de arquivos SMB. Com essas extensões, é possível fazer cópias de sombra
consistentes de aplicativos para máquinas virtuais que armazenam dados e arquivos de configuração em
compartilhamentos.

Conceitos VSS remotos

Você deve estar ciente de certos conceitos que são necessários para entender como o
VSS remoto (volume Shadow Copy Service) é usado por serviços de backup com
configurações Hyper-V em SMB.

• VSS (Serviço de cópia sombra de volume)

Uma tecnologia da Microsoft usada para fazer cópias de backup ou snapshots de dados em um volume
específico em um determinado momento. O VSS coordena entre servidores de dados, aplicações de
backup e software de gerenciamento de storage para dar suporte à criação e gerenciamento de backups
consistentes.

• * VSS remoto (Serviço de cópia de sombra de volume remoto)*

Uma tecnologia da Microsoft usada para fazer cópias de backup baseadas em compartilhamento de
dados que estão em um estado consistente com dados em um momento específico em que os dados são
acessados por compartilhamentos SMB 3,0. Também conhecido como volume Shadow Copy Service.

• Cópia sombra

Um conjunto duplicado de dados contidos no compartilhamento em um instante bem definido no tempo.
As cópias de sombra são usadas para criar backups consistentes de dados pontuais, permitindo que o
sistema ou as aplicações continuem atualizando os dados nos volumes originais.

• * Conjunto de cópias de sombra*

Uma coleção de uma ou mais cópias de sombra, com cada cópia de sombra correspondente a um
compartilhamento. As cópias de sombra dentro de um conjunto de cópias de sombra representam todos
os compartilhamentos que precisam ser copiados na mesma operação. O cliente VSS no aplicativo
habilitado para VSS identifica quais cópias de sombra incluir no conjunto.

• * Recuperação automática do conjunto de cópias sombra*

A parte do processo de backup para aplicativos de backup remotos habilitados para VSS, em que o
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diretório de réplica que contém as cópias sombra é consistente ponto no tempo. No início do backup, o
cliente VSS no aplicativo aciona o aplicativo para fazer pontos de verificação de software sobre os dados
programados para backup (os arquivos de máquina virtual no caso do Hyper-V). Em seguida, o cliente
VSS permite que os aplicativos continuem. Depois que o conjunto de cópias de sombra é criado, o VSS
remoto torna o conjunto de cópias de sombra gravável e expõe a cópia gravável para os aplicativos. O
aplicativo prepara o conjunto de cópias de sombra para backup executando uma recuperação automática
usando o ponto de verificação de software feito anteriormente. A recuperação automática traz as cópias
de sombra para um estado consistente, desrolando as alterações feitas nos arquivos e diretórios desde
que o ponto de verificação foi criado. A recuperação automática é uma etapa opcional para backups
habilitados para VSS.

• ID de cópia sombra

Um GUID que identifica exclusivamente uma cópia de sombra.

• ID do conjunto de cópias sombra

Um GUID que identifica exclusivamente uma coleção de IDs de cópia de sombra para o mesmo servidor.

• SnapManager para Hyper-V

O software que automatiza e simplifica as operações de backup e restauração para o Microsoft Windows
Server 2012 Hyper-V. o SnapManager para Hyper-V usa o VSS remoto com recuperação automática para
fazer backup de arquivos Hyper-V em compartilhamentos SMB.

Informações relacionadas

Conceitos-chave sobre operações ininterruptas para Hyper-V e SQL Server sobre SMB

Backups baseados em compartilhamento com VSS remoto

Exemplo de uma estrutura de diretório usada pelo VSS
remoto

O VSS remoto percorre a estrutura de diretórios que armazena arquivos de máquina
virtual Hyper-V enquanto cria cópias de sombra. É importante entender o que é uma
estrutura de diretório apropriada, para que você possa criar com sucesso backups de
arquivos de máquina virtual.

Uma estrutura de diretório suportada para a criação bem-sucedida de cópias sombra está em conformidade
com os seguintes requisitos:

• Somente diretórios e arquivos regulares estão presentes dentro da estrutura de diretórios que é usada
para armazenar arquivos de máquina virtual.

A estrutura de diretórios não contém junções, links ou arquivos não regulares.

• Todos os arquivos de uma máquina virtual residem em um único compartilhamento.

• A estrutura de diretórios que é usada para armazenar arquivos de máquina virtual não excede a
profundidade configurada do diretório de cópia de sombra.

• O diretório raiz do compartilhamento contém apenas arquivos ou diretórios de máquina virtual.

Na ilustração a seguir, o volume chamado VM_vol1 é criado com um ponto de junção em /hyperv/vm1 na
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máquina virtual de armazenamento (SVM) VS1. Subdiretórios para conter os arquivos da máquina virtual são
criados sob o ponto de junção. Os arquivos de máquina virtual do servidor Hyper-V são acessados em share1
que tem o /hyperv/vm1/dir1/vmdir caminho . O serviço de cópia de sombra cria cópias de sombra de
todos os arquivos de máquina virtual que estão contidos na estrutura de diretórios sob share1 (até a
profundidade configurada do diretório de cópia de sombra).

Como o SnapManager para Hyper-V gerencia backups
remotos baseados em VSS para Hyper-V em SMB

Você pode usar o SnapManager para Hyper-V para gerenciar serviços de backup
baseados em VSS remoto. Há benefícios de usar o serviço de backup gerenciado do
SnapManager para Hyper-V para criar conjuntos de backup com uso eficiente de
espaço.

As otimizações para o SnapManager para backups gerenciados do Hyper-V incluem o seguinte:

• A integração do SnapDrive com o ONTAP oferece otimização de performance ao descobrir o local de
compartilhamento SMB.

O ONTAP fornece ao SnapDrive o nome do volume em que o compartilhamento reside.

• O SnapManager para Hyper-V especifica a lista de arquivos de máquina virtual nos compartilhamentos
SMB que o serviço de cópia sombra precisa copiar.

Ao fornecer uma lista segmentada de arquivos de máquina virtual, o serviço de cópia de sombra não
precisa criar cópias de sombra de todos os arquivos no compartilhamento.
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• A máquina virtual de storage (SVM) retém os snapshots do SnapManager para o Hyper-V a serem usados
para restaurações.

Não há fase de backup. O backup é o snapshot com uso eficiente de espaço.

O SnapManager para Hyper-V fornece recursos de backup e restauração para o HyperV em SMB usando o
seguinte processo:

1. Preparação para a operação de cópia de sombra

O cliente VSS do aplicativo SnapManager para Hyper-V configura o conjunto de cópias de sombra. O
cliente VSS reúne informações sobre quais compartilhamentos incluir no conjunto de cópias de sombra e
fornece essas informações ao ONTAP. Um conjunto pode conter uma ou mais cópias de sombra, e uma
cópia de sombra corresponde a um compartilhamento.

2. Criando o conjunto de cópias de sombra (se a recuperação automática for usada)

Para cada compartilhamento incluído no conjunto de cópias de sombra, o ONTAP cria uma cópia de
sombra e torna a cópia de sombra gravável.

3. Expondo o conjunto de cópias de sombra

Depois que o ONTAP cria as cópias de sombra, elas são expostas ao SnapManager para Hyper-V para
que os escritores VSS do aplicativo possam executar a recuperação automática.

4. Recuperar automaticamente o conjunto de cópias de sombra

Durante a criação do conjunto de cópias de sombra, há um período de tempo em que as alterações ativas
estão ocorrendo nos arquivos incluídos no conjunto de backup. Os escritores VSS do aplicativo devem
atualizar as cópias sombra para garantir que estejam em um estado completamente consistente antes do
backup.

A forma como a recuperação automática é feita é específica da aplicação. VSS remoto não
está envolvido nesta fase.

5. Completar e limpar o conjunto de cópias de sombra

O cliente VSS notifica o ONTAP após concluir a recuperação automática. O conjunto de cópias de sombra
é feito somente leitura e, em seguida, está pronto para backup. Ao usar o SnapManager para Hyper-V
para backup, os arquivos em um snapshot se tornam o backup; portanto, para a fase de backup, um
snapshot é criado para cada volume contendo compartilhamentos no conjunto de backup. Após a
conclusão do backup, o conjunto de cópias de sombra é removido do servidor CIFS.
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