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Configurar NDMP com escopo de no

Habilitar NDMP com escopo de n6é no cluster ONTAP

Vocé pode fazer backup de volumes hospedados em um unico né habilitando NDMP
com escopo de no, habilitando o servico NDMP e configurando um LIF para conex&o de
dados e controle. Isso pode ser feito para todos os nés do cluster.

(D O NDMP com escopo de n6 esta obsoleto no ONTAP 9.

Sobre esta tarefa

Ao usar NDMP no modo de escopo de nd, a autenticagéo deve ser configurada por né. Para obter mais
informagdes, "O artigo da base de dados de Conhecimento "como configurar a autenticagdo NDMP no modo
'no-escopo"consulte .

Passos
1. Ativar o modo NDMP com escopo de no:

clusterl::> system services ndmp node-scope-mode on

O modo de escopo do n6 NDMP esta ativado.
2. Habilite o servico NDMP em todos os nds do cluster:
O uso do curinga "™*" permite o servigo NDMP em todos os nés ao mesmo tempo.

Vocé deve especificar uma senha para autenticagdo da conexao NDMP pelo aplicativo de backup.

clusterl::> system services ndmp on -node *

Please enter password:
Confirm password:
2 entries were modified.

3. Desative a —~clear-text opgéo de comunicagéo segura da senha NDMP:

Usando a opgao curinga ""*" disables the "-clear-text em todos 0os ndés ao mesmo tempo.
clusterl::> system services ndmp modify -node * -clear-text false

4. Verifique se o servico NDMP esta ativado e se a -clear-text opgao esta desativada:


https://kb.netapp.com/Advice_and_Troubleshooting/Data_Protection_and_Security/NDMP/How_to_configure_NDMP_authentication_in_the_%E2%80%98node-scope%E2%80%99_mode
https://kb.netapp.com/Advice_and_Troubleshooting/Data_Protection_and_Security/NDMP/How_to_configure_NDMP_authentication_in_the_%E2%80%98node-scope%E2%80%99_mode

clusterl::> system services ndmp show

Node Enabled Clear text User Id
clusterl-1 true false root
clusterl-2 true false root

2 entries were displayed.

Configurar LIFs ONTAP para NDMP com escopo de n6

Vocé deve identificar um LIF que sera usado para estabelecer uma conexao de dados e
controlar a conexao entre o nd e o aplicativo de backup. Depois de identificar o LIF, vocé
deve verificar se as politicas de firewall e failover estdo definidas para o LIF.

(D A partir do ONTAP 9.10,1, as politicas de firewall sdo obsoletas e totalmente substituidas por
politicas de servigo LIF. Para obter mais informacdes, "Gerencie o trafego suportado”consulte .


https://docs.netapp.com/pt-br/ontap/networking/manage_supported_traffic.html

ONTAP 9.10,1 ou posterior
Passos

1. Identifique o LIF entre clusters hospedado nos nds usando o network interface show comando
com 0 —service-policy parametro.

network interface show -service-policy default-intercluster
2. Certifique-se de que o LIF entre clusters inclui 0 backup-ndmp-control Servigo:
network interface service-policy show
3. Certifique-se de que a politica de failover esteja definida adequadamente para os LIFs entre clusters:

a. Verifique se a politica de failover para os LIFs entre clusters esta definida como 1local-only
usando o0 network interface show -failover comando.

clusterl::> network interface show —-failover

Logical Home Failover
Failover
Vserver Interface Node:Port Policy Group
clusterl IC1l clusterl-1:e0a local-only
Default
Failover
Targets:
IC2 clusterl-2:e0b local-only
Default
Failover
Targets:
clusterl-1 clusterl-1 mgmtl clusterl-1:e0Om local-only
Default
Failover
Targets:

b. Se a politica de failover nao for definida adequadamente, modifique a politica de failover usando
Onetwork interface modify comando como -failover-policy parametro.

clusterl::> network interface modify -vserver clusterl -1if ICl
-failover-policy local-only

Saiba mais sobre network interface show' o , ‘network interface service-policy



show € network interface modify no "Referéncia do comando ONTAP".

ONTAP 9 1.9 ou anterior
Passos

1. Identifique o LIF entre clusters hospedado nos nos usando o0 network interface show comando
com 0 —role parametro.

clusterl::> network interface show -role intercluster

Logical Status Network Current
Current Is
Vserver Interface Admin/Oper Address/Mask Node
Port Home
clusterl IC1 up/up 192.0.2.65/24 clusterl-1
ela true
clusterl IC2 up/up 192.0.2.68/24 clusterl-2
eOb true

2. Certifique-se de que a politica de firewall esta ativada para NDMP nos LIFs entre clusters:

a. Verifique se a politica de firewall esta habilitada para NDMP usando 0 system services
firewall policy show comando.

O comando a seguir exibe a politica de firewall para o LIF entre clusters:

clusterl::> system services firewall policy show -policy
intercluster

Vserver Policy Service Allowed

clusterl intercluster dns =

ndmp 0.0.0.0/0, ::/0

ssh =
telnet =

9 entries were displayed.

b. Se a politica de firewall ndo estiver ativada, ative a politica de firewall utilizando o system
services firewall policy modify comando com o -service parametro.


https://docs.netapp.com/us-en/ontap-cli/search.html?q=network+interface

O seguinte comando ativa a politica de firewall para o LIF entre clusters:

clusterl::> system services firewall policy modify -vserver clusterl

-policy intercluster -service ndmp 0.0.0.0/0

3. Certifique-se de que a politica de failover esteja definida adequadamente para os LIFs entre clusters:

a. Verifique se a politica de failover para os LIFs entre clusters esta definida como local-only

usando o network interface show —-failover comando

clusterl::> network interface show -failover

Logical Home
Failover
Vserver Interface Node:Port
clusterl IC1 clusterl-1:e0a
Default
Targets:

IC2 clusterl-2:e0b
Default
Targets:
clusterl-1 clusterl-1 mgmtl clusterl-1:e0Om
Default
Targets:

Failover

local-only

Failover

local-only

Failover

local-only

Failover

b. Se a politica de failover nao for definida adequadamente, modifique a politica de failover usando
O network interface modify comando com o -failover-policy parametro.

clusterl::> network interface modify -vserver clusterl -1if IC1

-failover-policy local-only

Saiba mais sobre network interface show € network interface modify no "Referéncia do

comando ONTAP".


https://docs.netapp.com/us-en/ontap-cli/search.html?q=network+interface
https://docs.netapp.com/us-en/ontap-cli/search.html?q=network+interface
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