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Execute rastreamentos de seguranca

Aprenda a executar rastreamentos de seguranga ONTAP

A execugao de um rastreamento de seguranga envolve a criagdo de um filtro de
rastreamento de segurancga, a verificagao dos critérios de filtro, a geragao de solicitagbes
de acesso em um cliente SMB ou NFS que correspondam aos critérios de filtro e a
visualizagao dos resultados.

Depois de terminar de usar um filtro de seguranga para capturar informagdes de rastreamento, vocé pode
modificar o filtro e reutiliza-lo ou desativa-lo se nao precisar mais dele. Depois de visualizar e analisar os
resultados do rastreamento do filtro, vocé pode exclui-los se eles ndo forem mais necessarios.

Crie filtros de rastreamento de segurangca em SVMs ONTAP

Vocé pode criar filtros de rastreamento de seguranca que detetam operacdes de clientes
SMB e NFS em maquinas virtuais de armazenamento (SVMs) e rastrear todas as
verificacdes de acesso correspondentes ao filtro. Vocé pode usar os resultados de
rastreamentos de seguranga para validar sua configuragao ou para solucionar problemas
de acesso.

Sobre esta tarefa
Existem dois parametros necessarios para o comando criar filtro de rastreamento de seguranga vserver:
Parametros necessarios Descricao

-vserver vserver name Nome da SVM

O nome do SVM que contém os arquivos ou pastas em que vocé
deseja aplicar o filtro de rastreamento de seguranga.

-index index number Numero do indice do filtro

O numero de indice que vocé deseja aplicar ao filtro. Vocé esta
limitado a um maximo de 10 filtros de rastreamento por SVM. Os
valores permitidos para este parametro sédo de 1 a 10.

Varios parametros de filtro opcionais permitem personalizar o filtro de rastreamento de seguranca para que
vocé possa reduzir os resultados produzidos pelo rastreamento de seguranca:

Parametro do filtro Descricao

-client-ip IP Address Esse filtro especifica o enderego IP a partir do qual o usuario esta
acessando o SVM.



-path path Este filtro especifica o caminho no qual aplicar o filtro de rastreamento
de permissodes. O valor para -path pode utilizar um dos seguintes
formatos:

» O caminho completo, a partir da raiz do compartilhamento ou
exportacao

» Um caminho parcial, relativo a raiz do compartilhamento

Vocé deve usar separadores de diretério estilo NFS no valor do
caminho.

-windows-name win user name VOCE pode especificar o nome de usuario do Windows ou o nome de
OoU -unix B B usuario UNIX cujas solicitagdes de acesso vocé deseja rastrear. A
—name’ ‘unix user name variavel de nome de usuario é insensivel a mailsculas e minusculas.
N N Nao é possivel especificar um nome de usuario do Windows e um
nome de usuario UNIX no mesmo filtro.

Mesmo que vocé possa rastrear eventos de acesso
SMB e NFS, o usuario UNIX mapeado e os grupos de

@ usuarios UNIX mapeados podem ser usados ao
executar verificacdes de acesso em dados de estilo de
seguranga misto ou UNIX.

-trace-allow {yes ‘no’Selecione

O rastreamento para eventos de -enabled {enabled
negagao & sempre ativado para um

filtro de rastreamento de segurancga.

Opcionalmente, vocé pode rastrear

eventos de permissao. Para rastrear

eventos de permissao, defina este

parametro como yes.

“disabled’Selecione Pode ativar ou desativar o filtro de rastreio de seguranga. Por
predefinicao, o filtro de rastreio de seguranca esta ativado.

-time-enabled integer Vocé pode especificar um tempo limite para o filtro, apos o qual ele é
desativado.

Passos
1. Criar um filtro de rastreamento de segurancga:

vserver security trace filter create -vserver vserver name -index
index numberfilter parameters

filter parameters € uma lista de pardmetros de filtro opcionais.

Saiba mais sobre vserver security trace filter create 0 "Referéncia do comando ONTAP"na.


https://docs.netapp.com/us-en/ontap-cli/vserver-security-trace-filter-create.html

2. Verifique a entrada do filtro de rastreamento de seguranca:

vserver security trace filter show -vserver vserver name -index index number

Exemplos

O comando a seguir cria um filtro de rastreamento de seguranga para qualquer usuario que acesse um
arquivo com um caminho de compartilhamento do \\server\sharel\dirl\dir2\file.txt endereco IP
10.10.10.7. O filtro usa um caminho completo para a -path opgao. O endereco IP do cliente usado para
acessar dados € 10.10.10.7. O filtro expira ap6s 30 minutos:

clusterl::> vserver security trace filter create -vserver vsl -index 1
-path /dirl/dir2/file.txt -time-enabled 30 -client-ip 10.10.10.7
clusterl::> vserver security trace filter show -index 1

Vserver Index Client-IP Path Trace-Allow
Windows-Name

vsl 1 10.10.10.7 /dirl/dir2/file.txt no -

O comando a seguir cria um filtro de rastreamento de seguranga usando um caminho relativo para a -path
opgao. O filtro rastreia 0 acesso de um usuario do Windows chamado "joe". Joe esta acessando um arquivo
com um caminho de compartilhamento \\server\sharel\dirl\dir2\file.txt . Os rastreamentos de
filtro permitem e negam eventos:

clusterl::> vserver security trace filter create -vserver vsl -index 2
-path /dirl/dir2/file.txt -trace-allow yes -windows-name mydomain\joe

clusterl::> vserver security trace filter show -vserver vsl -index 2
Vserver: vsl
Filter Index: 2
Client IP Address to Match: -
Path: /dirl/dir2/file.txt
Windows User Name: mydomain\joe
UNIX User Name: -
Trace Allow Events: yes
Filter Enabled: enabled
Minutes Filter is Enabled: 60

Exibir informacgoes sobre filtros de rastreamento de
seguranca em SVMs ONTAP

Vocé pode exibir informacdes sobre filtros de rastreamento de segurancga configurados
na maquina virtual de armazenamento (SVM). Isso permite que vocé veja quais tipos de
eventos de acesso cada filtro rastreia.



Passo

1. Exiba informagdes sobre entradas de filtro de rastreamento de seguranga usando 0 vserver security
trace filter show comando.

Saiba mais sobre vserver security trace filter show 0 "Referéncia do comando ONTAP"na .

Exemplos
O comando a seguir exibe informagoes sobre todos os filtros de rastreamento de seguranga no SVM VS1:

clusterl::> vserver security trace filter show -vserver vsl
Vserver Index Client-IP Path Trace-Allow
Windows—-Name

vsl 1 = /dirl/dir2/file.txt yes =
vsl 2 = /dir3/dird/ no
mydomain\joe

Exibir resultados de rastreamento de seguranca em SVMs
ONTAP

Vocé pode exibir os resultados do rastreamento de segurancga gerados para operagoes
de arquivo que correspondam aos filtros de rastreamento de seguranga. Use os
resultados para validar a configuracdo de seguranca de acesso a arquivos ou para
solucionar problemas de acesso a arquivos SMB e NFS.

Antes de comecgar

Um filtro de rastreamento de seguranga habilitado deve existir e as operagdes devem ter sido executadas a
partir de um cliente SMB ou NFS que corresponda ao filtro de rastreamento de seguranga para gerar
resultados de rastreamento de seguranga.

Sobre esta tarefa

Vocé pode exibir um resumo de todos os resultados do rastreamento de seguranga ou personalizar quais
informagdes séo exibidas na saida especificando parametros opcionais. Isso pode ser Util quando os
resultados do rastreamento de seguranga contém um grande numero de Registros.

Se nao especificar nenhum dos parametros opcionais, € apresentado o seguinte:

* Nome da maquina virtual de storage (SVM)

* Nome do n6

* Numero do indice de rastreamento de seguranca
« Estilo de seguranga

» Caminho

* Motivo

« Nome de utilizador


https://docs.netapp.com/us-en/ontap-cli/vserver-security-trace-filter-show.html

O nome de utilizador é apresentado consoante a configuragao do filtro de rastreio:

Se o filtro estiver configurado...

Com um nome de usuario UNIX

Entao...

O resultado do rastreamento de seguranca exibe o nome de
usuario UNIX.

Com um nome de usuario do Windows O resultado do rastreamento de seguranga exibe o nome de

Sem um nome de usuario

usuario do Windows.

O resultado do rastreamento de seguranga exibe o nome de
usuario do Windows.

Vocé pode personalizar a saida usando paradmetros opcionais. Alguns dos parametros opcionais que vocé
pode usar para restringir os resultados retornados na saida do comando incluem o seguinte:

Parametro opcional

-fields field name, ...

-instance

-node node_ name

—vserver vserver name

-index integer

-client-ip IP address

-path path

—user—name user name

-security-style
security style

Descricao

Exibe a saida nos campos que vocé escolher. Vocé pode usar este
parametro sozinho ou em combinagdao com outros parametros
opcionais.

Exibe informacgdes detalhadas sobre eventos de rastreamento de
segurancga. Use este parametro com outros parametros opcionais para
exibir informagdes detalhadas sobre os resultados especificos do
filtro.

Exibe informacdes somente sobre eventos no n6 especificado.

Exibe informagbes somente sobre eventos na SVM especificada.

Exibe informacdes sobre os eventos que ocorreram como resultado
do filtro correspondente ao numero de indice especificado.

Exibe informagbes sobre os eventos que ocorreram como resultado
do acesso ao arquivo a partir do endereco IP do cliente especificado.

Exibe informagbes sobre os eventos que ocorreram como resultado
do acesso de arquivos ao caminho especificado.

Exibe informacdes sobre os eventos que ocorreram como resultado
do acesso a arquivos pelo usuario especificado do Windows ou UNIX.

Exibe informacdes sobre os eventos ocorridos em sistemas de
arquivos com o estilo de seguranga especificado.

Saiba mais sobre outros pardmetros opcionais no "Referéncia do comando ONTAP".


https://docs.netapp.com/us-en/ontap-cli/

Passo

1. Exiba os resultados do filtro de rastreamento de segurancga usando 0 vserver security trace
trace-result show comando.

vserver security trace trace-result show -user-name domain\user

Vserver: vsl

Node Index Filter Details Reason

nodel 3 User:domain\user Access denied by explicit ACE
Security Style:mixed
Path:/dirl/dir2/

nodel 5 User:domain\user Access denied by explicit ACE
Security Style:unix
Path:/dirl/

Modificar filtros de rastreamento de seguranca em SVMs
ONTAP

Se vocé quiser alterar os parametros de filtro opcionais usados para determinar quais
eventos de acesso sao rastreados, vocé pode modificar os filtros de rastreamento de
seguranga existentes.

Sobre esta tarefa

Vocé deve identificar qual filtro de rastreamento de seguranga deseja modificar especificando o nome da
maquina virtual de armazenamento (SVM) no qual o filtro € aplicado e o niumero de indice do filtro. Vocé pode
modificar todos os parametros de filtro opcionais.

Passos
1. Modificar um filtro de rastreamento de seguranca:

vserver security trace filter modify -vserver vserver name -index
index numberfilter parameters

° vserver name E 0 nome do SVM no qual vocé deseja aplicar um filtro de rastreamento de
seguranga.

° index number € o numero de indice que vocé deseja aplicar ao filtro. Os valores permitidos para
este parametro sdo de 1 a 10.

° filter parameters & uma lista de pardmetros de filtro opcionais.

2. Verifique a entrada do filtro de rastreamento de seguranca:

vserver security trace filter show -vserver vserver name -index index number

Exemplo



O comando a seguir modifica o filtro de rastreamento de seguranga com o indice numero 1. O filtro rastreia
eventos para qualquer usuario acessando um arquivo com um caminho de compartilhamento
\\server\sharel\dirl\dir2\file.txt a partir de qualquer endereco IP. O filtro usa um caminho
completo para a -path opgéo. Os rastreamentos de filtro permitem e negam eventos:

clusterl::> vserver security trace filter modify -vserver vsl -index 1
-path /dirl/dir2/file.txt -trace-allow yes

clusterl::> vserver security trace filter show -vserver vsl -index 1

Vserver: vsl
Filter Index: 1
Client IP Address to Match: -

Path: /dirl/dir2/file.txt

Windows User Name: -
UNIX User Name: -

Trace Allow Events: yes

Filter Enabled: enabled
Minutes Filter is Enabled: 60

Excluir filtros de rastreamento de seguranca em SVMs
ONTAP

Quando vocé néao precisa mais de uma entrada de filtro de rastreamento de seguranga,
vocé pode exclui-lo. Como vocé pode ter um maximo de 10 filtros de rastreamento de
seguranca por maquina virtual de armazenamento (SVM), excluir filtros desnecessarios
permite criar novos filtros se vocé atingir o maximo.

Sobre esta tarefa

Para identificar de forma exclusiva o filtro de rastreamento de segurancga que vocé deseja excluir, vocé deve
especificar o seguinte:

* O nome do SVM ao qual o filtro de rastreamento é aplicado

* O numero do indice do filtro do tracado

Passos

1. Identifique o nimero do indice do filtro da entrada do filtro de rastreamento de seguranga que vocé deseja
excluir:

vserver security trace filter show -vserver vserver name

vserver security trace filter show -vserver vsl



Vserver Index Client-IP Path Trace-Allow

Windows—-Name

vsl 1 = /dirl/dir2/file.txt yes =
vsl 2 - /dir3/dird/ no

mydomain\joe

2. Usando as informacdes do numero do indice do filtro da etapa anterior, exclua a entrada do filtro:
vserver security trace filter delete -vserver vserver name -index index number
vserver security trace filter delete -vserver vsl -index 1

3. Verifique se a entrada do filtro de rastreamento de seguranca foi excluida:
vserver security trace filter show -vserver vserver name

vserver security trace filter show -vserver vsl

Vserver Index Client-IP Path Trace-Allow

Windows—-Name

vsl 2 - /dir3/dird/ no

mydomain\joe

Excluir registros de rastreamento de segurangca em SVMs
ONTAP

Depois de terminar de usar um Registro de rastreamento de filtro para verificar a
seguranga do acesso ao arquivo ou para solucionar problemas de acesso ao cliente
SMB ou NFS, vocé pode excluir o Registro de rastreamento de seguranga do log de
rastreamento de seguranca.

Sobre esta tarefa
Antes de poder eliminar um registo de rastreio de segurancga, tem de saber o numero de sequéncia do registo.

Cada maquina virtual de storage (SVM) pode armazenar no maximo 128 Registros de
rastreamento. Se o maximo for atingido na SVM, os Registros de rastreamento mais antigos

(D serao excluidos automaticamente a medida que novos forem adicionados. Se vocé nao quiser
excluir manualmente os Registros de rastreamento neste SVM, vocé pode permitir que o
ONTAP exclua automaticamente os resultados de rastreamento mais antigos depois que o
maximo for atingido para abrir espago para novos resultados.



Passos
1. Identifique o niUmero de sequéncia do registo que pretende eliminar:

vserver security trace trace-result show -vserver vserver name -instance
2. Eliminar o registo de rastreio de seguranca:

vserver security trace trace-result delete -node node name -vserver
vserver name -segnum integer

vserver security trace trace-result delete -vserver vsl -node nodel -segnum
999

° -node node name € 0 nome do no do cluster no qual ocorreu o evento de rastreamento de
permissdes que vocé deseja excluir.

Este € um parédmetro obrigatério.

° —yserver vserver name E 0 nome do SVM no qual ocorreu o evento de rastreamento de
permissdes que vocé deseja excluir.

Este € um parédmetro obrigatério.
° -seqnum integer € 0 numero de sequéncia do evento de registo que pretende eliminar.

Este € um paréametro obrigatério.

Excluir todos os registros de rastreamento de seguranca
em SVMs ONTAP

Se vocé nao quiser manter nenhum dos Registros de rastreamento de seguranga
existentes, vocé pode excluir todos os Registros em um né com um unico comando.

Passo
1. Eliminar todos os registos de rastreio de segurancga:

vserver security trace trace-result delete -node node name -vserver

vserver name *
° -node node name € 0 nome do no do cluster no qual ocorreu o evento de rastreamento de
permissdes que vocé deseja excluir.

° -vserver vserver name E 0 nome da maquina virtual de armazenamento (SVM) na qual ocorreu o
evento de rastreamento de permissdes que vocé deseja excluir.



Informacgoes sobre direitos autorais

Copyright © 2026 NetApp, Inc. Todos os direitos reservados. Impresso nos EUA. Nenhuma parte deste
documento protegida por direitos autorais pode ser reproduzida de qualquer forma ou por qualquer meio —
grafico, eletrbnico ou mecanico, incluindo fotocopia, gravagéo, gravagao em fita ou storage em um sistema de
recuperacao eletrobnica — sem permissao prévia, por escrito, do proprietario dos direitos autorais.

O software derivado do material da NetApp protegido por direitos autorais esta sujeito a seguinte licenca e
isencao de responsabilidade:

ESTE SOFTWARE E FORNECIDO PELA NETAPP "NO PRESENTE ESTADO" E SEM QUAISQUER
GARANTIAS EXPRESSAS OU IMPLICITAS, INCLUINDO, SEM LIMITAGOES, GARANTIAS IMPLICITAS DE
COMERCIALIZACAO E ADEQUAGCAO A UM DETERMINADO PROPOSITO, CONFORME A ISENCAO DE
RESPONSABILIDADE DESTE DOCUMENTO. EM HIPOTESE ALGUMA A NETAPP SERA RESPONSAVEL
POR QUALQUER DANO DIRETO, INDIRETO, INCIDENTAL, ESPECIAL, EXEMPLAR OU
CONSEQUENCIAL (INCLUINDO, SEM LIMITACOES, AQUISICAO DE PRODUTOS OU SERVICOS
SOBRESSALENTES; PERDA DE USO, DADOS OU LUCROS; OU INTERRUPCAO DOS NEGOCIOS),
INDEPENDENTEMENTE DA CAUSA E DO PRINCIPIO DE RESPONSABILIDADE, SEJA EM CONTRATO,
POR RESPONSABILIDADE OBJETIVA OU PREJUIZO (INCLUINDO NEGLIGENCIA OU DE OUTRO
MODO), RESULTANTE DO USO DESTE SOFTWARE, MESMO SE ADVERTIDA DA RESPONSABILIDADE
DE TAL DANO.

A NetApp reserva-se o direito de alterar quaisquer produtos descritos neste documento, a qualquer momento
e sem aviso. A NetApp ndo assume nenhuma responsabilidade nem obrigagédo decorrentes do uso dos
produtos descritos neste documento, exceto conforme expressamente acordado por escrito pela NetApp. O
uso ou a compra deste produto ndo representam uma licenca sob quaisquer direitos de patente, direitos de
marca comercial ou quaisquer outros direitos de propriedade intelectual da NetApp.

O produto descrito neste manual pode estar protegido por uma ou mais patentes dos EUA, patentes
estrangeiras ou pedidos pendentes.

LEGENDA DE DIREITOS LIMITADOS: o uso, a duplicagéo ou a divulgagéo pelo governo estéo sujeitos a
restricdes conforme estabelecido no subparagrafo (b)(3) dos Direitos em Dados Técnicos - Itens Nao
Comerciais no DFARS 252.227-7013 (fevereiro de 2014) e no FAR 52.227- 19 (dezembro de 2007).

Os dados aqui contidos pertencem a um produto comercial e/ou servigo comercial (conforme definido no FAR
2.101) e sao de propriedade da NetApp, Inc. Todos os dados técnicos e software de computador da NetApp
fornecidos sob este Contrato sdo de natureza comercial e desenvolvidos exclusivamente com despesas
privadas. O Governo dos EUA tem uma licenga mundial limitada, irrevogavel, ndo exclusiva, intransferivel e
nao sublicenciavel para usar os Dados que estdo relacionados apenas com o suporte e para cumprir 0s
contratos governamentais desse pais que determinam o fornecimento de tais Dados. Salvo disposi¢ao em
contrario no presente documento, nao é permitido usar, divulgar, reproduzir, modificar, executar ou exibir os
dados sem a aprovagao prévia por escrito da NetApp, Inc. Os direitos de licenga pertencentes ao governo dos
Estados Unidos para o Departamento de Defesa estéo limitados aos direitos identificados na clausula
252.227-7015(b) (fevereiro de 2014) do DFARS.

Informagoes sobre marcas comerciais
NETAPP, o logotipo NETAPP e as marcas listadas em http://www.netapp.com/TM sao marcas comerciais da

NetApp, Inc. Outros nomes de produtos e empresas podem ser marcas comerciais de seus respectivos
proprietarios.

10


http://www.netapp.com/TM

	Execute rastreamentos de segurança : ONTAP 9
	Índice
	Execute rastreamentos de segurança
	Aprenda a executar rastreamentos de segurança ONTAP
	Crie filtros de rastreamento de segurança em SVMs ONTAP
	Exibir informações sobre filtros de rastreamento de segurança em SVMs ONTAP
	Exibir resultados de rastreamento de segurança em SVMs ONTAP
	Modificar filtros de rastreamento de segurança em SVMs ONTAP
	Excluir filtros de rastreamento de segurança em SVMs ONTAP
	Excluir registros de rastreamento de segurança em SVMs ONTAP
	Excluir todos os registros de rastreamento de segurança em SVMs ONTAP


