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NDMP para volumes FlexVol
Saiba mais sobre NDMP para volumes ONTAP FlexVol

O Network Data Management Protocol (NDMP) é um protocolo padronizado para
controle de backup, recuperacao e outros tipos de transferéncia de dados entre
dispositivos de armazenamento primario e secundario, como sistemas de
armazenamento e bibliotecas de fitas.

Ao ativar o suporte NDMP em um sistema de armazenamento, vocé permite que esse sistema de
armazenamento se comunique com aplicativos de backup conetados a rede habilitados para NDMP (também
chamados de Data Management Applications ou DMAS), servidores de dados e servidores de fita
participantes de operacdes de backup ou recuperacéo. Todas as comunicacdes de rede ocorrem através da
rede TCPIP ou TCP/IPv6. O NDMP também fornece controle de baixo nivel de unidades de fita e trocadores
médios.

Vocé pode executar operagdes de backup em fita e restauragdo no modo NDMP com escopo de n6 ou no
modo NDMP com escopo de maquina virtual de armazenamento (SVM).

Vocé deve estar ciente das consideragdes que vocé deve levar em conta ao usar NDMP, lista de variaveis de
ambiente e topologias de backup em fita NDMP compativeis. Vocé também pode ativar ou desativar a
funcionalidade DAR aprimorada. Os dois métodos de autenticacdo suportados pelo ONTAP para autenticar o
acesso NDMP a um sistema de armazenamento sado: Texto simples e desafio.

Informacgdes relacionadas

Variaveis de ambiente suportadas pelo ONTAP

Sobre os modos de operacao NDMP

Aprenda sobre os modos de operagao do ONTAP NDMP

Vocé pode optar por realizar backup em fita e restaurar operagdes no nivel do né ou no
nivel da maquina virtual de storage (SVM). Para realizar essas operagdes com sucesso
no nivel do SVM, o servico NDMP precisa estar habilitado no SVM.

Se vocé atualizar do Data ONTAP 8.2 para o Data ONTAP 8.3, o modo de operacdo NDMP usado no 8,2
continuara sendo mantido apds a atualizacao de 8,2 para 8,3.

Se vocé instalar um novo cluster com o Data ONTAP 8.2 ou posterior, o NDMP estara no modo NDMP com
escopo SVM por padrao. Para executar operagdes de backup e restauragao de fita no modo NDMP com
escopo de no, vocé deve ativar explicitamente o modo NDMP com escopo de no.

Saiba mais sobre o modo ONTAP NDMP com escopo de né

No modo NDMP com escopo de nd, vocé pode executar operagdes de backup em fita e restauragéo no nivel
do n6. O modo NDMP de operagao usado no Data ONTAP 8.2 continuara sendo mantido apds a atualizagéo
de 8,2 para 8,3.

No modo NDMP com escopo de no, vocé pode executar operagdes de backup em fita e restauracdo em um
no que possua o volume. Para executar essas operacoes, vocé deve estabelecer conexdes de controle NDMP
em um LIF hospedado no né que possui o volume ou os dispositivos de fita.


https://docs.netapp.com/pt-br/ontap/tape-backup/environment-variables-supported-concept.html

@ Este modo esta obsoleto e sera removido em uma futura versao principal.

Saiba mais sobre o modo ONTAP NDMP com escopo SVM

Vocé pode executar com éxito as operagdes de backup em fita e restauracao no nivel da maquina virtual de
storage (SVM) se o servico NDMP estiver habilitado no SVM. Vocé pode fazer backup e restaurar todos os
volumes hospedados em diferentes nés na SVM de um cluster, se a aplicagdo de backup suportar a
EXTENSAO CAB.

Uma conexao de controle NDMP pode ser estabelecida em diferentes tipos de LIF. No modo NDMP com
escopo da SVM, esses LIFs pertencem ao data SVM ou admin SVM. A conexao pode ser estabelecida em um
LIF somente se o servico NDMP estiver habilitado no SVM que possui esse LIF.

Um LIF de dados pertence ao data SVM e o LIF entre clusters, LIF de gerenciamento de nos e LIF de clusters
pertencem ao administrador SVM.

No modo NDMP com escopo SVM, a disponibilidade de volumes e dispositivos de fita para operacdes de
backup e restauracao depende do tipo de LIF no qual a conexao de controle NDMP é estabelecida e do status
da extensdo DA CABINE. Se o aplicativo de backup suportar a EXTENSAO CAB e um volume e o dispositivo
de fita compartilharem a mesma afinidade, o aplicativo de backup podera executar uma operagéo de backup
ou restauracao local, em vez de uma operacao de backup ou restauracio de trés vias.

Informagodes relacionadas

Comandos para gerenciar o modo NDMP com escopo de né

Consideragoes ao usar o servico ONTAP NDMP

Vocé precisa levar em conta varias consideracdes ao iniciar o servico NDMP no sistema
de storage.

» Cada n6 da suporte a um maximo de 16 backups, restauragées ou combinagdes simultdneos dos dois
usando unidades de fita conetadas.

* Os servicos NDMP podem gerar dados do historico de arquivos a pedido de aplicativos de backup NDMP.
O histdrico de arquivos é usado por aplicativos de backup para permitir a recuperagao otimizada de
subconjuntos de dados selecionados de uma imagem de backup. A geracdo e o processamento do

histérico de arquivos podem consumir muito tempo e uso intenso de CPU para o sistema de storage e
para o aplicativo de backup.

@ SMTape néao suporta historico de arquivos.

Se sua protecao de dados estiver configurada para recuperagéo de desastres - onde toda a imagem de
backup sera recuperada - vocé pode desativar a geragao do historico de arquivos para reduzir o tempo de
backup. Consulte a documentagao do aplicativo de backup para determinar se é possivel desativar a
geragao do histérico de arquivos NDMP.

» A politica de firewall para NDMP ¢ ativada por padréao em todos os tipos de LIF.

* No modo NDMP com escopo de no, o backup de um FlexVol volume requer que vocé use o aplicativo de
backup para iniciar um backup em um no que possua o volume.

No entanto, ndo é possivel fazer backup de um volume raiz de né.


https://docs.netapp.com/pt-br/ontap/tape-backup/commands-manage-node-scoped-ndmp-reference.html

* Vocé pode executar backup NDMP de qualquer LIF conforme permitido pelas politicas de firewall.

Se vocé usar um LIF de dados, devera selecionar um LIF que n&o esteja configurado para failover. Se um
LIF de dados falhar durante uma operagao NDMP, a operagdo NDMP falhara e devera ser executada
novamente.

* No modo NDMP com escopo de né e no modo NDMP com escopo de maquina virtual de armazenamento
(SVM) sem suporte de extensdo DE CAB, a conexdo de dados NDMP usa o mesmo LIF da conexao de
controle NDMP.

* Durante a migragao de LIF, as opera¢des de backup e restauragdo continuas sao interrompidas.
Vocé deve iniciar as operagdes de backup e restauragéo apos a migragao de LIF.

* O caminho de backup NDMP é do formato /vserver name/volume name/path name.
path _name € opcional e especifica o caminho do diretorio, arquivo ou snapshot.

* Quando um destino SnapMirror é feito backup em fita usando o mecanismo de despejo, apenas os dados
no volume sao copiados.

No entanto, se um destino SnapMirror for feito backup em fita usando SMTape, os metadados também
serao copiados. As relagdes do SnapMirror e os metadados associados ndo sao copiados para a fita.
Portanto, durante a restauracao, apenas os dados nesse volume sdo restaurados, mas as relacées
SnapMirror associadas nao sao restauradas.

Informacgdes relacionadas

O que a extensao Cluster Aware Backup faz

"Administracdo do sistema"

Variavel de ambiente

Aprenda as variaveis de ambiente suportadas pelo ONTAP NDMP

As variaveis de ambiente sao usadas para comunicar informagdes sobre uma operacao
de backup ou restauracao entre um aplicativo de backup habilitado para NDMP e um
sistema de armazenamento.

Por exemplo, se um usuario especificar que um aplicativo de backup deve fazer /vserverl/voll/dirl
backup , o aplicativo de backup define a variavel de ambiente DO SISTEMA DE ARQUIVOS como
/vserverl/voll/dirl. Da mesma forma, se um usuario especificar que um backup deve ser um backup
de nivel 1, o aplicativo de backup define a variavel de ambiente de NIVEL como 1 (um).

@ A configuracao e a analise de variaveis de ambiente sdo geralmente transparentes para os
administradores de backup, ou seja, o aplicativo de backup as define automaticamente.

Um administrador de backup raramente especifica variaveis de ambiente; no entanto, vocé pode querer alterar
o valor de uma variavel de ambiente daquele definido pelo aplicativo de backup para caraterizar ou contornar
um problema funcional ou de desempenho. Por exemplo, um administrador pode querer desativar
temporariamente a geragao do histérico de arquivos para determinar se o processamento de informagdes do
histérico de arquivos do aplicativo de backup esta contribuindo para problemas de desempenho ou problemas


https://docs.netapp.com/pt-br/ontap/tape-backup/cluster-aware-backup-extension-concept.html
https://docs.netapp.com/pt-br/ontap/system-admin/index.html

funcionais.

Muitos aplicativos de backup fornecem um meio de substituir ou modificar variaveis de ambiente ou
especificar variaveis de ambiente adicionais. Para obter informacgdes, consulte a documentacgao do aplicativo
de backup.

Variaveis de ambiente suportadas pelo ONTAP

O ONTAP suporta variaveis de ambiente, que tém um valor padrdo associado. No entanto, vocé pode
modificar manualmente esses valores padréao.

Se vocé modificar manualmente os valores definidos pelo aplicativo de backup, o aplicativo pode se comportar
de forma imprevisivel. Isso ocorre porque as operagdes de backup ou restauragdo podem nao estar fazendo o
que o aplicativo de backup esperava que fizessem, mas em alguns casos, a modificagéo criteriosa pode
ajudar a identificar ou solucionar problemas.

As tabelas a seguir listam as variaveis de ambiente cujo comportamento € comum para dump e SMTape e
aquelas variaveis que sao suportadas apenas para dump e SMTape. Essas tabelas também contém
descricbes de como as variaveis de ambiente que sao suportadas pelo ONTAP funcionam se forem usadas:

@ Na maioria dos casos, variaveis que tém o valor, Y também aceitam T e N também aceitam F.

Variaveis de ambiente suportadas para dump e SMTape

Variavel de ambiente Valores validos Padrao Descrigcao

DEPURAR Y OuN N Especifica que as
informacdes de
depuracgao sao

impressas.
SISTEMA DE string none Especifica o nome do
FICHEIROS caminho da raiz dos
dados que estao sendo
copiados.



Variavel de ambiente

NDMP_VERSION

PATHNAME_SEPARATO
R

TIPO

VERBOSO

Variaveis de ambiente suportadas para dump

Valores validos

return only

return value

dump OU smtape

Y OuUN

Padrao

none

none

dump

Descrigdo

Vocé nao deve modificar
a variavel
NDMP_VERSION. Criada
pela operacao de backup,
a variavel
NDMP_VERSION retorna
a versao NDMP.

O ONTAP define a
variavel

NDMP_VERSION durante
um backup para uso
interno e para passar
para um aplicativo de
backup para fins
informativos. A versao
NDMP de uma sessao
NDMP nao é definida com
esta variavel.

Especifica o caractere
separador do nome do
caminho.

Este caractere depende
do backup do sistema de
arquivos. Para ONTAP, o
caractere "'/ & atribuido a
essa variavel. O servidor
NDMP define essa
variavel antes de iniciar
uma operagao de backup
em fita.

Especifica o tipo de
backup suportado para
executar operagdes de
backup e restauracdo em
fita.

Aumenta as mensagens
de log durante a
execucgao de uma
operagao de backup ou
restauracao de fita.



Variavel de ambiente

ACL_START

Valores validos

return only

Padrao

none

Descrigdo

Criada pela operacgéo de
backup, a variavel
ACL_START & um valor
de deslocamento usado
por uma restauragao de
acesso direto ou
operagao de backup
NDMP reiniciavel.

O valor de deslocamento
€ o deslocamento de byte
no arquivo de despejo
onde os dados ACL
(passe V) comegam e sao
retornados no final de um
backup. Para que uma
operacgao de restauracao
de acesso direto restaure
corretamente os dados de
backup, o valor
ACL_START deve ser
passado para a operagao
de restauracdo quando
ela for iniciada. Uma
operagao de backup
NDMP reiniciavel usa o
valor ACL_START para
se comunicar com o
aplicativo de backup onde
a parte nao reiniciavel do
fluxo de backup comeca.



Variavel de ambiente

DATA_BASE

DIRETA

Valores validos

0, -1, ou DUMP DATE
valor

Y OuN

Padrao

-1

Descrigdo

Especifica a data de inicio
para backups
incrementais.

Quando definido como -
1, o especificador
incremental BASE_DATE
é desativado. Quando
definido como 0 em um
backup de nivel 0,
backups incrementais s&o
ativados. Apos o backup
inicial, o valor da variavel
DUMP_DATE do backup
incremental anterior é
atribuido a variavel
BASE_DATE.

Essas variaveis sdo uma
alternativa aos backups
incrementais baseados
em
NIVEL/ATUALIZACAO.

Especifica que uma
restauracido deve avancar
rapidamente diretamente
para o local na fita onde
os dados do arquivo
residem, em vez de
digitalizar toda a fita.

Para que a recuperacao
de acesso direto funcione,
o aplicativo de backup
deve fornecer
informacdes de
posicionamento. Se essa
variavel estiver definida
como Y, o aplicativo de
backup especificara os
nomes de arquivo ou
diretério e as informacodes
de posicionamento.



Variavel de ambiente

NOME_DMP

DUMP_DATE

Valores validos

string

return value

Padrao

none

none

Descrigdo

Especifica 0 nome para
um backup de varias
subarvores.

Esta variavel é obrigatéria
para multiplos backups de
subarvore.

Vocé nao altera essa
variavel diretamente. Ele
€ criado pelo backup se a
variavel BASE _DATE for
definida como um valor
diferente *-1'de .

A variavel DUMP_DATE é
derivada pela
prependéncia do valor de
nivel de 32 bits para um
valor de tempo de 32 bits
calculado pelo software
dump. O nivel é
incrementado a partir do
ultimo valor de nivel
passado para a variavel
BASE_DATE. O valor
resultante € usado como
o valor BASE_DATE em
um backup incremental
subsequente.



Variavel de ambiente

Valores validos

ENHANCED_DAR_ENAB v ouN

LED
(MELHORADO_DAR_ATI
VADO

Padrao

N

Descrigdo

Especifica se a
funcionalidade DAR
aprimorada esta ativada.
A FUNCIONALIDADE
DAR aprimorada suporta
DAR de diretério e DAR
de arquivos com fluxos
NT. Ele fornece melhorias
de desempenho.

DAR aprimorado durante
a restauragao so6 é
possivel se as seguintes
condicoes forem
atendidas:

* ONTAP suporta DAR
melhorado.

O histérico do ficheiro
esta ativado durante a
copia de seguranga.

A
ndmpd.offset map
.enable opgao esta
definida como on.

ENHANCED DAR E
NABLED variavel é
definida como Y
durante a
restauracao.



Variavel de ambiente

EXCLUIR

10

Valores validos

pattern string

Padrao

none

Descrigdo

Especifica arquivos ou
diretorios excluidos ao
fazer backup de dados.

A lista Excluir € uma lista
separada por virgulas de
nomes de arquivo ou
diretério. Se o nome de
um arquivo ou diretério
corresponder a um dos
nomes na lista, ele sera
excluido do backup.

As seguintes regras se
aplicam ao especificar
nomes na lista Excluir:

* O nome exato do
arquivo ou diretério
deve ser usado.

» O asterisco (*), um
caractere curinga,
deve ser o primeiro ou
o ultimo caractere da
cadeia de carateres.

Cada string pode ter
até dois asteriscos.

* Uma virgula em um
nome de arquivo ou
diretério deve ser
precedida por uma
barra invertida.

* Alista Excluir pode
conter até 32 nomes.

Os
arquivos ou
diretorios
especificad
0s para
serem
excluidos
para

@ backup néo
serao

excluidos
se vocé
definir
Non_QUO
TA _TREE
como Y

cimiiltanan
Qinvialica

mente.



Variavel de ambiente

EXTRAIR

EXTRACT_ACL

Valores validos

Y, N, OUE

Y OUN

Padrao

N

Descrigdo

Especifica que
subarvores de um
conjunto de dados de
backup devem ser
restauradas.

O aplicativo de backup
especifica os nomes das
subarvores a serem
extraidas. Se um arquivo
especificado
corresponder a um
diretorio cujo conteudo foi
feito backup, o diretorio é
extraido recursivamente.

Para renomear um
arquivo, diretério ou gtree
durante a restauragao
sem usar DAR, vocé deve
definir a variavel de
ambiente EXTRAIR como
E.

Especifica que as ACLs
do arquivo de backup s&o
restauradas em uma
operacgao de restauracgao.

O padrao é restaurar

ACLs ao restaurar dados,
exceto para DARS.

11



Variavel de ambiente

FORCA

12

Valores validos

Y OUN

Padrao

N

Descrigdo

Determina se a operacéao
de restauracao deve
verificar se ha espago de
volume e disponibilidade
de inode no volume de
destino.

Definir essa variavel para
Y fazer com que a
operacao de restauracao
pule as verificacbes de
espaco de volume e
disponibilidade de inode
no caminho de destino.

Se nao houver espacgo de
volume suficiente ou
inodes disponiveis no
volume de destino, a
operagao de restauragao
recupera a quantidade de
dados permitidos pelo
espaco de volume de
destino e pela
disponibilidade de inodes.
A operagao de
restauracao para quando
0 espaco de volume ou
inodes ndo estado
disponiveis.



Variavel de ambiente

HIST

Valores validos

Y OUN

Padrao

N

Descrigdo

Especifica que as
informacdes do historico
de arquivos s&o enviadas
para o aplicativo de
backup.

A maioria dos aplicativos
de backup comerciais
define a variavel HIST
como Y. Se quiser
aumentar a velocidade de
uma operagao de backup
ou solucionar um
problema com a colecéo
de historico de arquivos,
defina essa variavel como
N.

Nao deve
definir a
variavel
HIST para
Ysea

@ aplicagao
de copia de
seguranga
nao
suportar o

historico de
ficheiros.

13



Variavel de ambiente

IGNORE_CTIME

14

Valores validos

Y OUN

Padrao

N

Descrigdo

Especifica que o backup
de um arquivo ndo é
incrementalmente feito se
somente seu valor ctime
tiver sido alterado desde
o backup incremental
anterior.

Alguns aplicativos, como
software de verificagao de
virus, alteram o valor
ctime de um arquivo
dentro do inode, mesmo
que O arquivo ou seus
atributos nao tenham sido
alterados. Como
resultado, um backup
incremental pode fazer
backup de arquivos que
nao foram alterados. A
IGNORE_CTIME variavel
deve ser especificada
somente se backups
incrementais estiverem
tomando uma quantidade
inaceitavel de tempo ou
espago porque o valor
ctime foi modificado.

O NDMP
dump
comando
define
IGNORE C
TIME COMO
false por
padrao.
Definir para
que isso
true
possa
resultar na
@ seguinte
perda de
dados:

1. Se
IGNOR
E CTI
ME
estiver
definido
como
verdad
eiro
com



Variavel de ambiente

IGNORE_QTREES

NIVEL

LISTA

LIST_QTREES

Valores validos

Y OUN

0-31

Y OUN

Y OuUN

Padrao

N

Descrigdo

Especifica que a
operagao de restauragao
nao restaura informagoes
de qgtree de qtrees de
backup.

Especifica o nivel de
backup.

O nivel 0 copia todo o
conjunto de dados. Niveis
de backup incremental,
especificados por valores
acima de 0, copie todos
0s arquivos (novos ou
modificados) desde o
ultimo backup
incremental. Por exemplo,
um nivel 1 faz backup de
arquivos novos ou
modificados desde o
backup de nivel 0, um
nivel 2 faz backup de
arquivos novos ou
modificados desde o
backup de nivel 1 e assim
por diante.

Lista os nomes dos
arquivos de backup e os
numeros de inode sem
realmente restaurar os
dados.

Lista os gtrees de backup
sem realmente restaurar
os dados.

exclusa
ode
arquivo
s, que
sao
movido
S
através
de
qtrees
na
fonte
durante
a
restaur
agao 15
increm



Variavel de ambiente

MULTI_SUBTREE_
NOMES

NDMP_UNICODE_ FH

NO_ACLS

16

Valores validos

string

Y OUN

Y OUN

Padrao

none

Descrigdo

Especifica que o backup é
um backup de varias
subarvores.

Varias subarvores sao
especificadas na cadeia
de carateres, que é uma
lista de nomes de
subarvores separada por
uma nova linha. As
subarvores sao
especificadas por nomes
de caminho relativos ao
seu diretoério raiz comum,
que deve ser especificado
como o ultimo elemento
da lista.

Se vocé usar essa
variavel, vocé também
deve usar a variavel
DMP_NAME.

Especifica que um nome
Unicode é incluido além
do nome NFS do arquivo
nas informagdes do
histérico do arquivo.

Essa opgao nao € usada
pela maioria dos
aplicativos de backup e
nao deve ser definida a
menos que o aplicativo de
backup seja projetado
para receber esses
nomes de arquivo
adicionais. A variavel
HIST também deve ser
definida.

Especifica que as ACLs
nao devem ser copiadas
ao fazer backup de
dados.



Variavel de ambiente

NON_QUOTA_TREE

NOWRITE

Valores validos

Y OUN

Y OUN

Padrao

N

Descrigdo

Especifica que os
arquivos e diretorios no
gtrees devem ser
ignorados ao fazer
backup de dados.

Quando definido como Y,
os itens no gtrees no
conjunto de dados
especificado pela variavel
SISTEMA DE ARQUIVOS
nao sao copiados. Esta
variavel tem um efeito
somente se a variavel
FILESYSTEM especificar
um volume inteiro. A
variavel
non_QUOTA_TREE s6
funciona em um backup
de nivel 0 e ndo funciona
se a variavel
MULTI_SUBTREE_NAM
ES for especificada.

Os
arquivos ou
diretorios
especificad
0s para
serem
excluidos
para

@ backup nao
serao

excluidos
se vocé
definir
Non_QUO
TA TREE
como Y
simultanea
mente.

Especifica que a
operacgao de restauracgao
nao deve gravar dados no
disco.

Esta variavel é usada
para depuracéo.

17



Variavel de ambiente

RECURSIVA

18

Valores validos

Y OUN

Padrao

Y

Descrigdo

Especifica que as
entradas de diretério
durante uma restauragéo
DAR serao expandidas.

As variaveis de ambiente
DIRECT e
ENHANCED_DAR_ENAB
LED também devem estar
ativadas (definidas para
Y). Se a variavel
RECURSIVA estiver
desativada (definida como
N), somente as
permissdes e ACLs de
todos os diretérios no
caminho de origem
original serdo restauradas
a partir da fita, nao do
conteudo dos diretorios.
Se a variavel
RECURSIVA estiver
definida como N ou a
variavel

RECOVER_full_ PATHS
estiver definida como v, o
caminho de recuperacgao
deve terminar com o
caminho original.



Variavel de ambiente Valores validos
RECUPERAR_FULL PA younN

THS

ATUALIZACAO Y Ou N

Variaveis de ambiente suportadas para SMTape

Padrao

N

Descrigdo

Especifica que o caminho
de recuperagao completo
tera suas permissdes e
ACLs restauradas apos o
DAR.

DIRECT e
ENHANCED_DAR_ENAB
LED também devem ser
ativados (definidos como
Y). Se

RECOVER _full_PATHS
estiver definido como v, o
caminho de recuperagao
deve terminar com o
caminho original. Se os
diretdrios ja existirem no
volume de destino, suas
permissbes e ACLs nao
serao restaurados da fita.

Atualiza as informacoes
de metadados para
habilitar o backup
incremental baseado em
NIVEL.

de erro.

Por exemplo, os
seguintes sdo caminhos
de recuperagao validos
porque todos os
caminhos de recuperacao
estdo dentro
“foo/dir1/deepdir/myfile’de

* /foo
* /foo/dir

* /foo/dirl/deepdi
r

* /foo/dirl/deepdi
r/myfile

Os seguintes séo
caminhos de recuperacao
invalidos:
* /foo
/foo/dir

/foo/dirl/myfild9



Variavel de ambiente

DATA_BASE
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Valores validos

DUMP_DATE

Padrao

Descrigdo

Especifica a data de inicio
para backups
incrementais.

\BASE_DATE\ é
uma
representacao
de cadeia de
carateres dos
identificadores
de snapshot de
referéncia.
Usando a
\BASE_DATE\
cadeia de
carateres, o
SMTape localiza
o instanténeo

de referéncia.

"BASE DATE ™ néo
é necesséario
para backups de
linha de base.
Para um backup
incremental, o
valor da
\DUMP_DATE\
variavel da
linha de base
anterior ou
backup
incremental é
atribuido a
"BASE DATE"

variavel.

O aplicativo de backup
atribui o DUMP_DATE valor
de uma linha de base ou
backup incremental
SMTape anterior.



Variavel de ambiente

DUMP_DATE

SMTAPE_BACKUP_SET
D

Valores validos

return value

string

Padrao

none

none

Descrigdo

No final de um backup
SMTape, DUMP_DATE
contém um identificador
de cadeia de carateres
que identifica o snapshot
usado para esse backup.
Este instantaneo pode ser
utilizado como
instantaneo de referéncia
para uma copia de
segurancga incremental
subsequente.

O valor resultante de
DUMP_DATE é usado
como o valor
BASE_DATE para
backups incrementais
subsequentes.

Identifica a sequéncia de
backups incrementais
associados ao backup de
linha de base.

O ID do conjunto de
copias de seguranga &
um ID exclusivo de 128
bits que é gerado durante
uma copia de seguranca
de linha de base. O
aplicativo de backup
atribui esse ID como
entrada a

SMTAPE BACKUP SET I
D variavel durante um
backup incremental.
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Variavel de ambiente

SMTAPE_SNAPSHOT N
AME

SMTAPE_DELETE_SNA
PSHOT

SMTAPE_BREAK_MIRR
OR

Valores validos

Qualquer instantaneo
valido disponivel no
volume

Y OuUN

Y OUN

Padrao

Invalid

Descrigdo

Quando a variavel
SMTAPE_SNAPSHOT_N
AME é definida como um
instantaneo, esse
instantaneo e seus
snapshots mais antigos
sdo copiados para a fita.

Para backup incremental,
esta variavel especifica
snapshot incremental. A
variavel BASE_DATE
fornece o instantaneo da
linha de base.

Para um instantaneo
criado automaticamente
pelo SMTape, quando a
variavel
SMTAPE_DELETE_SNA
PSHOT esta definida
como Y, depois que a
operagao de backup
estiver concluida, o
SMTape exclui esse
instantaneo. No entanto,
um instantaneo criado
pelo aplicativo de backup
nao sera excluido.

Quando a variavel
SMTAPE_BREAK_MIRR
OR é definida como v, o
volume do tipo DP é
alterado para um RW
volume ap6s uma
restauracdo bem-
sucedida.

Aprenda sobre topologias comuns de backup de fita ONTAP

NDMP

O NDMP da suporte a varias topologias e configuracdes entre aplicativos de backup e
sistemas de storage ou outros servidores NDMP que fornecem dados (sistemas de
arquivos) e servigos de fita.
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Sistema de storage para fita local

Na configuragdo mais simples, um aplicativo de backup faz backup dos dados de um sistema de storage para
um subsistema de fita conetado ao sistema de storage. A conexao de controle NDMP existe através do limite
da rede. A conexao de dados NDMP que existe no sistema de storage entre os servigos de dados e fita é
chamada de configuragéo local NDMP.

Sistema de storage para fita anexado a outro sistema de storage

Um aplicativo de backup também pode fazer backup de dados de um sistema de armazenamento para uma
biblioteca de fitas (um trocador de médio com uma ou mais unidades de fita) conetada a outro sistema de
armazenamento. Neste caso, a conexado de dados NDMP entre os servicos de dados e fita é fornecida por
uma conexao de rede TCP ou TCP/IPv6. Isso é chamado de uma configuragao de sistema de storage trés
vias NDMP para o sistema de storage.

Biblioteca de fitas conetada ao sistema de storage a rede

As bibliotecas de fitas habilitadas para NDMP fornecem uma variagéo da configuragao de trés vias. Nesse
caso, a biblioteca de fitas se coneta diretamente a rede TCP/IP e se comunica com o aplicativo de backup e o
sistema de armazenamento por meio de um servidor NDMP interno.

Sistema de storage para servidor de dados para fita ou servidor para sistema de
storage para fita

O NDMP também da suporte a configuragdes de trés vias de sistema de storage para servidor de dados e
servidor para storage, embora essas variantes sejam menos amplamente implantadas. O sistema de
armazenamento para servidor permite o backup de dados do sistema de armazenamento em uma biblioteca
de fitas conetada ao host do aplicativo de backup ou a outro sistema de servidor de dados. A configuragédo do
sistema de servidor para armazenamento permite que os dados do servidor sejam copiados para uma
biblioteca de fitas conetada ao sistema de armazenamento.

Métodos de autenticacao NDMP suportados ONTAP

Vocé pode especificar um método de autenticagao para permitir solicitagdes de conexao
NDMP. O ONTAP oferece suporte a dois métodos para autenticar o acesso NDMP a um
sistema de storage: Texto simples e desafio.

No modo NDMP com escopo de nd, desafio e texto sem formatagéo sédo ativados por padrao. No entanto,
vocé nao pode desativar o desafio. Vocé pode ativar e desativar texto sem formatagdao. No método de
autenticacao em texto simples, a senha de login é transmitida como texto n&o criptografado.

No modo NDMP com escopo de maquina virtual de storage (SVM), por padrdo o método de autenticagéo é
um desafio. Ao contrario do modo NDMP com escopo de no, neste modo vocé pode ativar e desativar
meétodos de autenticagédo de texto simples e desafio.

Informacgdes relacionadas
Autenticac&o de usuario em um modo NDMP com escopo de né

Autenticagéo de usuario no modo NDMP com escopo SVM
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Extens6es NDMP suportadas por ONTAP

O NDMP v4 fornece um mecanismo para criar extensdes de protocolo NDMP v4 sem
modificar o protocolo principal do NDMP v4. Vocé deve estar ciente das extensdes
NDMP v4 que sao suportadas pelo ONTAP.

As seguintes extensbes NDMP v4 sao suportadas pelo ONTAP:

» Backup ciente de cluster (CAB)
(D Essa extenséo so6 é suportada no modo NDMP com escopo SVM.

» Extenséao de endereco de conexéo (CAE) para suporte a IPv6

» Classe de extensao 0x2050

Essa extensao suporta operagdes de backup reiniciaveis e extensées de gerenciamento de Snapshot.

ANDMP_SNAP RECOVER mensagem, que faz parte das Extensdes de Gerenciamento de

Snapshot, é usada para iniciar uma operacgao de recuperagao e transferir os dados

recuperados de um snapshot local para um local do sistema de arquivos. No ONTAP, esta
@ mensagem permite a recuperagao de volumes e arquivos regulares apenas.

ANDMP SNAP DIR LIST mensagem permite que vocé navegue pelos instantaneos de um
volume. Se uma operacao sem interrupgdes ocorrer enquanto uma operagao de navegacao
estiver em andamento, o aplicativo de backup devera reiniciar a operagao de navegagao.

« Extens&o de backup reinicializavel NDMP

Vocé pode usar a funcionalidade de extensao de backup reiniciavel NDMP (RBE) para reiniciar um backup
a partir de um ponto de verificacdo conhecido no fluxo de dados antes da falha.

Saiba mais sobre a funcionalidade DAR aprimorada para
ONTAP NDMP

Vocé pode usar a funcionalidade avangada de recuperagao de acesso direto (DAR) para
DAR de diretério e DAR de arquivos e fluxos NT. Por padréo, a funcionalidade DAR
aprimorada esta ativada.

A ativacdo da FUNCIONALIDADE DAR aprimorada pode afetar o desempenho do backup porque um mapa
de deslocamento precisa ser criado e gravado em fita. Vocé pode ativar ou desativar O DAR aprimorado nos
modos NDMP com escopo de n6 e maquina virtual de armazenamento (SVM).

Limites de escalabilidade do ONTAP para sessoes NDMP

Vocé deve estar ciente do numero maximo de sessées NDMP que podem ser
estabelecidas simultaneamente em sistemas de armazenamento de diferentes
capacidades de memodria do sistema. Este nimero maximo depende da memoaria do
sistema de um sistema de armazenamento.
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Os limites mencionados na tabela a seguir séo para o servidor NDMP. Os limites mencionados na se¢ao
"limites de escalabilidade para sessbes de backup e restauragédo de despejo" sdo para a sessao de despejo e
restauragao.

Limites de escalabilidade para sessdes de backup e restauracéo de despejo

Memoria do sistema de um sistema de Numero maximo de sessoes NDMP
armazenamento

Menos de 16 GB 8

Maior ou igual a 16 GB, mas inferior a 24 GB 20

Maior ou igual a 24 GB 36

Vocé pode obter a memaria do sistema do seu sistema de armazenamento usando o sysconfig -a
comando (disponivel através do nodeshell). Saiba mais sobre sysconfig -a o "Referéncia do comando
ONTAP"na .
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