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Comecar

Visao geral da implantacao

Para usar os recursos do SnapCenter para proteger VMs, armazenamentos de dados e
bancos de dados consistentes com aplicativos em maquinas virtualizadas, vocé deve
implantar o SnapCenter Plug-in for VMware vSphere.

Os usuarios existentes do SnapCenter devem usar um fluxo de trabalho de implantacéo diferente dos novos
usuarios do SnapCenter .

Fluxo de trabalho de implantacao para usuarios existentes

Se vocé for um usuario do SnapCenter e tiver backups do SnapCenter , use o seguinte
fluxo de trabalho para comecar.
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Requisitos para implantacao do SCV

Planejamento e requisitos de implantacao

Vocé deve estar familiarizado com os seguintes requisitos antes de comecar a implantar
o SnapCenter Plug-in for VMware vSphere (SCV).



Requisitos do host

Antes de iniciar a implantagdo do SnapCenter Plug-in for VMware vSphere (SCV), vocé deve estar
familiarizado com os requisitos do host.

O SnapCenter Plug-in for VMware vSphere é implantado como uma VM Linux, independentemente de ser
usado para proteger dados em sistemas Windows ou Linux.

Vocé deve implantar o SnapCenter Plug-in for VMware vSphere no vCenter Server.

Os agendamentos de backup sdo executados no fuso horario em que o SnapCenter Plug-in for VMware
vSphere esta implantado, e o vCenter relata dados no fuso horario em que esta localizado. Portanto, se o
SnapCenter Plug-in for VMware vSphere e o vCenter estiverem em fusos horarios diferentes, os dados no
SnapCenter Plug-in for VMware vSphere Dashboard podem n&o ser os mesmos que os dados nos
relatérios.

Vocé nao deve implantar o SnapCenter Plug-in for VMware vSphere em uma pasta com um nome que
contenha caracteres especiais.

O nome da pasta ndo deve conter os seguintes caracteres especiais: $!@#%"&()_+{}';.,*?"<>|

Vocé deve implantar e registrar uma instancia separada e exclusiva do SnapCenter Plug-in for VMware
vSphere para cada vCenter Server.

o Cada vCenter Server, esteja no Modo Vinculado ou nao, deve ser pareado com uma instancia
separada do SnapCenter Plug-in for VMware vSphere.

o Cada instancia do SnapCenter Plug-in for VMware vSphere deve ser implantada como uma VM Linux
separada.

Por exemplo, suponha que vocé queira executar backups de seis instancias diferentes do vCenter
Server. Nesse caso, vocé deve implantar o SnapCenter Plug-in for VMware vSphere em seis hosts, e
cada vCenter Server deve ser pareado com uma instancia exclusiva do SnapCenter Plug-in for
VMware vSphere.

Para proteger VMs vVol (VMs em datastores VMware vVol), vocé deve primeiro implantar ONTAP tools for
VMware vSphere. As ferramentas ONTAP provisionam e configuram o armazenamento para vVols no
ONTAP e no cliente web VMware.

Para obter mais informagodes, consulte a documentagdo das ONTAP tools for VMware vSphere . Além
disso, consulte "Ferramenta de Matriz de Interoperabilidade da NetApp" para obter as informages mais
recentes sobre as versdes suportadas nas ferramentas ONTAP .
O SnapCenter Plug-in for VMware vSphere fornece suporte limitado a dispositivos PCI ou PCle
compartilhados (por exemplo, NVIDIA Grid GPU) devido a uma limitagao das maquinas virtuais no suporte
ao Storage vMotion. Para obter mais informagdes, consulte o documento do fornecedor Guia de
implantagdo para VMware.

o O que é suportado:

Criando grupos de recursos

Criando backups sem consisténcia de VM

Restaurando uma VM completa quando todos os VMDKs estdo em um armazenamento de dados NFS
e o plug-in ndo precisa usar o Storage vMotion


https://imt.netapp.com/matrix/imt.jsp?components=134348;&solution=1517&isHWU&src=IMT

Anexando e desanexando VMDKs

Montagem e desmontagem de datastores

Restauragdes de arquivos de convidados

> O que ndo é suportado:

Criando backups com consisténcia de VM

Restaurando uma VM completa quando um ou mais VMDKs estdo em um armazenamento de dados

VMFS.

« Para obter uma lista detalhada das limitagées do SnapCenter Plug-in for VMware vSphere ,
consulte"Notas de versao do SnapCenter Plug-in for VMware vSphere" .

Requisitos de licenca

Vocé deve fornecer licengas para...

ONTAP

Produtos adicionais

Destinos principais

Destinos secundarios

Suporte de software

Item

vCenter vSphere
Servidor ESXi
Enderecos IP
VMware TLS

Requisito de licenga

Um destes: SnapMirror ou SnapVault (para protecao
de dados secundaria, independentemente do tipo de
relacionamento)

vSphere Standard, Enterprise ou Enterprise Plus Uma
licenca do vSphere é necessaria para executar
operagdes de restauragdo usando o Storage vMotion.
As licengas do vSphere Essentials ou Essentials Plus
nao incluem o Storage vMotion.

SnapCenter Standard: necessario para executar
protegdo baseada em aplicativo no VMware
SnapRestore: necessario para executar operacoes de
restauracdo somente para VMs e datastores
FlexClone: usado para operagoes de montagem e
anexagao somente em VMs e datastores VMware

SnapCenter Standard: usado para operagdes de
failover para protecéo baseada em aplicativo sobre
VMware FlexClone: usado para operacgdes de
montagem e anexagao somente em VMs e datastores
VMware

Versdes suportadas
7.0U1 e superior.
7.0U1 e superior.
IPv4, IPv6

1,2,1,3


scpivs44_release_notes.html

Item

TLS no servidor SnapCenter

API vStorage do aplicativo VMware para integragao
de matriz (VAAI)

Ferramentas ONTAP para VMware

Versdes suportadas

1.2, 1.3 O SnapCenter Server usa isso para se
comunicar com o SnapCenter Plug-in for VMware
vSphere para operacgdes de protecao de dados de
aplicativos sobre VMDK.

O SnapCenter Plug-in for VMware vSphere usa isso
para melhorar o desempenho das operagdes de
restauracao. Ele também melhora o desempenho em
ambientes NFS.

O SnapCenter Plug-in for VMware vSphere usa isso
para gerenciar datastores vVol (volumes virtuais
VMware). Para versdes suportadas, consulte
"Ferramenta de Matriz de Interoperabilidade da
NetApp" .

Para obter as informagdes mais recentes sobre as versdes suportadas, consulte "Ferramenta de Matriz de

Interoperabilidade da NetApp" .

Requisitos para protocolos NVMe sobre TCP e NVMe sobre FC

Os requisitos minimos de software para suporte ao protocolo NVMe sobre TCP e NVMe sobre FC sao:

» vCenter vSphere 7.0U3
« ESXi 7.0U3
* ONTAP 9.10.1

Requisitos de espag¢o, dimensionamento e escala

Item
Contagem de CPU recomendada
RAM recomendada

Espaco minimo no disco rigido para o SnapCenter
Plug-in for VMware vSphere, logs e banco de dados
MySQL

Requisitos de conexao e porta

Tipo de porta
Porta do servidor VMware ESXi

Requisitos
8 nucleos
24 GB

100 GB

Porta pré-configurada

443 (HTTPS), bidirecional O recurso Restauragéo de
arquivo de convidado usa esta porta.


https://imt.netapp.com/matrix/imt.jsp?components=134348;&solution=1517&isHWU&src=IMT
https://imt.netapp.com/matrix/imt.jsp?components=134348;&solution=1517&isHWU&src=IMT
https://imt.netapp.com/matrix/imt.jsp?components=134348;&solution=1517&isHWU&src=IMT
https://imt.netapp.com/matrix/imt.jsp?components=134348;&solution=1517&isHWU&src=IMT

Tipo de porta Porta pré-configurada

SnapCenter Plug-in for VMware vSphere 8144 (HTTPS), bidirecional A porta é usada para
comunicagdes do cliente VMware vSphere e do
SnapCenter Server. 8080 bidirecional Esta porta
usada para gerenciar dispositivos virtuais.

Observacgao: a porta personalizada para adicao do
host SCV ao SnapCenter é suportada.

Porta do VMware vSphere vCenter Server Vocé deve usar a porta 443 se estiver protegendo
VMs vVol.

Cluster de armazenamento ou porta de VM de 443 (HTTPS), bidirecional 80 (HTTP), bidirecional A

armazenamento porta é usada para comunicag¢ao entre o dispositivo

virtual e a VM de armazenamento ou o cluster que
contém a VM de armazenamento.

Configuracdes suportadas

Cada instancia de plug-in suporta apenas um vCenter Server, que esta no modo vinculado. No entanto, varias
instancias de plug-in podem oferecer suporte ao mesmo SnapCenter Server, conforme mostrado na figura a
seqguir.
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Privilégios RBAC necessarios
A conta de administrador do vCenter deve ter os privilégios necessarios do vCenter listados na tabela a
seqguir.

Para fazer esta operacgao... Vocé deve ter estes privilégios do vCenter...

Implantar e registrar o SnapCenter Plug-in for Extensdo: Registrar extenséo
VMware vSphere no vCenter



Para fazer esta operagao... Vocé deve ter estes privilégios do vCenter...

Atualizar ou remover o SnapCenter Plug-in for Extenséo
VMware vSphere
* Atualizar extensao

» Cancelar registro de extensao

Permitir que a conta de usuario do vCenter Credential sessdes.validar.sesséo
registrada no SnapCenter valide o acesso do usuario
ao SnapCenter Plug-in for VMware vSphere

Permitir que os usuarios acessem o SnapCenter Administrador do SCV Backup do SCV Restauracgao

Plug-in for VMware vSphere do arquivo convidado do SCV Restauragao do SCV
Visualizagdo do SCV O privilégio deve ser atribuido
na raiz do vCenter.

AutoSupport

O SnapCenter Plug-in for VMware vSphere fornece um minimo de informagdes para rastrear seu uso,
incluindo o URL do plug-in. O AutoSupport inclui uma tabela de plug-ins instalados que é exibida pelo
visualizador do AutoSupport .

Privilégios ONTAP necessarios

Os privilégios minimos do ONTAP necessarios variam de acordo com os plug-ins do
SnapCenter que vocé esta usando para protecédo de dados.

A partir do SnapCenter Plug-in for VMware (SCV) 5.0, vocé precisa adicionar aplicativos do tipo
HTTP e ONTAPI como métodos de login de usuario para qualquer usuario ONTAP com acesso

@ personalizado baseado em fungdo ao SCV. Sem acesso a esses aplicativos, os backups
falharao. Vocé precisa reiniciar o servigo SCV para reconhecer as alteragdes nos métodos de
login do usuario do ONTAP .

Privilégios minimos do ONTAP necessarios

Todos os plug-ins do SnapCenter exigem os seguintes privilégios minimos.

Comandos de acesso total: privilégios minimos do ONTAP .
evento generate-autosupport-log
histérico de trabalho mostrar trabalho mostrar trabalho parar

lun lun criar lun excluir lun igroup adicionar lun igroup criar lun igroup excluir lun igroup renomear lun igroup
mostrar mapeamento lun adicionar nés de relatério lun mapeamento criar lun mapeamento excluir lun
mapeamento remove nos de relatério lun mapeamento mostrar lun modificar lun mover-em-volume lun offline
lun online lun reserva-persistente limpar lun redimensionar lun serial lun mostrar

snapmirror lista-destinos snapmirror politica adicionar-regra snapmirror politica modificar-regra snapmirror
politica remover-regra snapmirror politica mostrar snapmirror restaurar snapmirror mostrar snapmirror
mostrar-histérico snapmirror atualizar snapmirror update-Is-set

Versao



volume clone criar volume clone mostrar volume clone dividir iniciar volume clone dividir status volume clone
dividir parar volume criar volume excluir volume destruir volume arquivo clone criar volume arquivo mostrar-
uso-de-disco volume volume offline volume online volume recurso-gerenciado volume modificar volume qtree
criar volume gtree excluir volume gtree modificar volume qtree mostrar volume restringir volume mostrar
instantaneo de volume criar instantaneo de volume excluir instantaneo de volume modificar instantaneo de
volume modificar-tempo-de-expiragcao-do-snaplock instantaneo de volume renomear instantaneo de volume
restaurar instantadneo de volume restaurar-arquivo instantaneo de volume mostrar instantaneo de volume
mostrar-delta volume desmontar

vserver cifs vserver cifs compartilhar criar vserver cifs compartilhar excluir vserver cifs shadowcopy mostrar
vserver cifs compartilhar mostrar vserver cifs mostrar vserver politica de exportagdo vserver politica de
exportagao criar vserver politica de exportagao excluir vserver regra de politica de exportagéo criar vserver
regra de politica de exportagdo mostrar vserver politica de exportagdo mostrar vserver iscsi conexao vserver
iscsi mostrar vserver controlador de subsistema nvme vserver controlador de subsistema nvme vserver
mostrar subsistema nvme vserver criar subsistema nvme vserver excluir host de subsistema nvme vserver
host de subsistema nvme vserver mostrar host de subsistema nvme vserver adicionar host de subsistema
nvme vserver remover mapa de subsistema nvme vserver mapa de subsistema nvme vserver mostrar mapa
de subsistema nvme vserver adicionar mapa de subsistema nvme vserver remover subsistema nvme vserver
modificar subsistema nvme vserver mostrar namespace nvme vserver criar namespace nvme vserver excluir
namespace nvme vserver modificar nvme vserver namespace mostra interface de rede interface de rede
grupos de failover

Comandos somente leitura: Privileges minimos do ONTAP

identidade do cluster mostrar interface de rede mostrar vserver vserver peer vserver mostrar

Comandos de acesso total: privilégios minimos do ONTAP

unidade de armazenamento de grupo de consisténcia mostrar

Vocé pode ignorar o comando cluster identity show cluster level ao criar uma fungao para associar ao vServer
de dados.

@ Vocé pode ignorar as mensagens de aviso sobre os comandos vServer nao suportados.

Informagoes adicionais sobre o ONTAP

* Vocé precisa do ONTAP 9.12.1 ou versdes posteriores para usar o recurso de sincronizagao ativa do
SnapMirror .

» Para usar o recurso TamperProof Snapshot (TPS):
> Vocé precisa do ONTAP 9.13.1 e versbes posteriores para SAN
> Vocé precisa do ONTAP 9.12.1 e versbes posteriores para NFS

» Para NVMe sobre TCP e NVMe sobre protocolo FC, vocé precisa do ONTAP 9.10.1 e posterior.

A partir da versédo 9.11.1 do ONTAP , a comunicagao com o cluster ONTAP é feita por meio de
APIls REST. O usuario do ONTAP deve ter o aplicativo http habilitado. No entanto, se forem
encontrados problemas com as APIs REST do ONTAP , a chave de configuragéo

@ 'FORCE_ZAPI' ajuda na transi¢ao para o fluxo de trabalho ZAPI tradicional. Talvez seja
necessario adicionar ou atualizar essa chave usando as APls de configuragao e defini-la como
verdadeira. Consulte o artigo da KB, "Como usar RestAPI| para editar parametros de
configuragéo no SCV" para mais informacgoes.


https://kb.netapp.com/mgmt/SnapCenter/How_to_use_RestAPI_to_edit_configuration_parameters_in_SCV
https://kb.netapp.com/mgmt/SnapCenter/How_to_use_RestAPI_to_edit_configuration_parameters_in_SCV

Privilégios minimos do vCenter necessarios

Antes de iniciar a implantagdo do SnapCenter Plug-in for VMware vSphere, vocé deve se
certificar de que possui os privilégios minimos necessarios do vCenter.

Privilégios necessarios para a fungao de administrador do vCenter

Armazenamento de dados.Alocar espago Armazenamento de dados.Navegar no armazenamento de
dados.Excluir armazenamento de dados.Gerenciamento de arquivos Armazenamento de dados.Mover
armazenamento de dados.Renomear extensao.Registrar extensao.Cancelar registro de extensao.Atualizar
Host.Config.AdvancedConfig Host.Config.Recursos Host.Config.Configuragdes Host.Config.Armazenamento
Host.Local.Criar VM Host.Local.Excluir VM Host.Local.Reconfigurar rede VM. Atribuir recurso.Aplicar
recomendacado Recurso.Atribuir VM ao pool Recurso.Migragéo a frio Recurso.Migracao a quente
Recurso.Consultar VMotion Sistema.Sistema andnimo.Ler sistema.Exibir tarefa.Criar tarefa.Atualizar
VirtualMachine.Config.Adicionar disco existente VirtualMachine.Config.Adicionar novo disco
VirtualMachine.Config.AdvancedConfig VirtualMachine.Config.Recarregar do caminho
VirtualMachine.Config.Remover disco VirtualMachine.Config.Recurso VirtualMachine.Operagdes de
convidados.Executar VirtualMachine.GuestOperations.Modificar VirtualMachine.GuestOperations.Consultar
VirtualMachine.Interact.Desligar VirtualMachine.Interact.Ligar VirtualMachine.Inventory.Criar
VirtualMachine.lnventory.CriarDeExistente VirtualMachine.Inventory.Excluir VirtualMachine.Inventory.Mover
VirtualMachine.Inventory.Registrar VirtualMachine.Inventory.Cancelar registro
VirtualMachine.State.Criarlnstantaneo VirtualMachine.State.Removerlnstantaneo
VirtualMachine.State.ReverterParalnstantaneo

Privilégios necessarios especificos do SnapCenter Plug-in para VMware vCenter

* Privileges® Rotulo

netappSCV.Guest.RestoreFile Restauracdo de arquivo de convidado
netappSCV.Recovery.MountUnMount Montar/Desmontar
netappSCV.Backup.ExcluirTrabalhoDeBackup Excluir grupo de recursos/backup

netappSCV.Configure.ConfigureStorageSystems.Excl Remover sistemas de armazenamento
uir

netappSCV.Exibir Visualizar
netappSCV.Recovery.RecoverVM Recuperar VM

netappSCV.Configure.ConfigureStorageSystems.Add Adicionar/Modificar Sistemas de Armazenamento
Update

netappSCV.Backup.BackupAgora Facga backup agora
netappSCV.Guest.Configure Configuragao de convidado
netappSCV.Configure.ConfigureSnapCenterServer Configurar o SnapCenter Server

netappSCV.Backup.BackupAgendado Criar grupo de recursos

Baixe o Open Virtual Appliance (OVA)

Antes de instalar o Open Virtual Appliance (OVA), adicione o certificado ao vCenter. O
arquivo .tar contém os certificados raiz e intermediarios OVA e Entrust. Os certificados
podem ser encontrados na pasta de certificados. A implantagcdo do OVA é suportada no
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VMware vCenter 7u1 e superior.

Nas versoes do VMware vCenter 7.0.3 e superiores, o OVA assinado pelo certificado Entrust ndo é mais
confiavel. Vocé precisa executar o seguinte procedimento para resolver o problema.

Passos
1. Para baixar o plug-in SnapCenter para VMware:

> Faca login no site de suporte da NetApp ( "https://mysupport.netapp.com/products/index.htmi™ ).

> Na lista de produtos, selecione * SnapCenter Plug-in for VMware vSphere* e, em seguida, selecione o
botdo Baixar versdo mais recente.

° Baixe o SnapCenter Plug-in for VMware vSphere . tar arquivo para qualquer local.

2. Extraia o conteldo do arquivo tar. O arquivo tar contém a pasta OVA e certs. A pasta certs contém os
certificados raiz e intermediarios da Entrust.

3. Efetue login com o vSphere Client no vCenter Server.
4. Navegue até Administragcao > Certificados > Gerenciamento de certificados.
5. Ao lado de Certificados raiz confiaveis, selecione Adicionar

o Va para a pasta certs.

o Selecione os certificados raiz e intermediario da Entrust.

o |nstale cada certificado, um de cada vez.

6. Os certificados sdo adicionados a um painel em Certificados raiz confiaveis. Depois que os certificados
forem instalados, o OVA podera ser verificado e implantado.

@ Se o OVA baixado néo for adulterado, a coluna Editor exibira Certificado confiavel.

Implantar o SnapCenter Plug-in for VMware vSphere

Para usar os recursos do SnapCenter para proteger VMs, armazenamentos de dados e
bancos de dados consistentes com aplicativos em maquinas virtualizadas, vocé deve
implantar o SnapCenter Plug-in for VMware vSphere.

Antes de comecgar
Esta sec¢ao lista todas as acdes necessarias que vocé deve realizar antes de iniciar a implantacao.

@ A implantagdo do OVA é suportada no VMware vCenter 7u1 e superior.

* Vocé deve ter lido os requisitos de implantacao.

» Vocé deve estar executando uma versao compativel do vCenter Server.

* Vocé deve ter configurado e instalado seu ambiente do vCenter Server.

» Vocé deve ter configurado um host ESXi para o SnapCenter Plug-in for VMware vSphere VM.
* Vocé deve ter baixado o arquivo .tar do SnapCenter Plug-in for VMware vSphere .

* Vocé deve ter os detalhes de autenticacédo de login para sua instancia do vCenter Server.

» Vocé deve ter um certificado com arquivos de chave publica e privada validos. Para mais informagdes,
consulte os artigos em "Gerenciamento de Certificados de Armazenamento” segéo.
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* Vocé deve ter efetuado logout e fechado todas as sessdes do navegador do cliente vSphere e excluido o
cache do navegador para evitar qualquer problema de cache do navegador durante a implantacao do
SnapCenter Plug-in for VMware vSphere.

* Vocé deve ter habilitado o Transport Layer Security (TLS) no vCenter. Consulte a documentagéo do
VMware.

« Se vocé planeja executar backups em vCenters diferentes daquele em que o SnapCenter Plug-in for
VMware vSphere esta implantado, o servidor ESXi, o SnapCenter Plug-in for VMware vSphere e cada
vCenter devem ser sincronizados ao mesmo tempo.

» Para proteger VMs em datastores vVol, vocé deve primeiro implantar ONTAP tools for VMware vSphere.
Para obter as informagdes mais recentes sobre as versdes suportadas das ferramentas ONTAP , consulte
"Ferramenta de Matriz de Interoperabilidade da NetApp" . As ferramentas ONTAP provisionam e
configuram o armazenamento no ONTAP e no cliente web VMware.

Implante o SnapCenter Plug-in for VMware vSphere no mesmo fuso horario do vCenter. Os agendamentos de
backup sdo executados no fuso horario em que o SnapCenter Plug-in for VMware vSphere esta implantado. O
vCenter relata dados no fuso horario em que o vCenter esta localizado. Portanto, se o SnapCenter Plug-in for
VMware vSphere e o vCenter estiverem em fusos horarios diferentes, os dados no SnapCenter Plug-in for
VMware vSphere Dashboard podem ndo ser os mesmos que os dados nos relatérios.

Passos

1. Para VMware vCenter 7.0.3 e versdes posteriores, siga as etapas em"Baixe o Open Virtual Appliance
(OVA)" para importar os certificados para o vCenter.

2. No seu navegador, navegue até VMware vSphere vCenter.
@ Para clientes web HTML com enderecgo IPv6, vocé deve usar o Chrome ou o Firefox.

3. Efetue login na pagina VMware vCenter Single Sign-On.

4. No painel do navegador, clique com o botéo direito do mouse em qualquer objeto de inventario que seja
um objeto pai valido de uma maquina virtual, como um datacenter, cluster ou host, e selecione Implantar
modelo OVF para iniciar o assistente de implantacao do VMware.

5. Extraia o arquivo .tar, que contém o arquivo .ova, para o seu sistema local. Na pagina Selecionar um
modelo OVF, especifique o local do . ova arquivo dentro da pasta .tar extraida.

6. Selecione Avancar.
7. Na pagina Selecione um nome e uma pasta, insira um nome exclusivo para a VM ou vApp, selecione um

local de implantac&o e, em seguida, selecione Avangar.

Esta etapa especifica onde importar o . tar arquivo no vCenter. O nome padrdo da VM é o mesmo que o
nome da VM selecionada . ova arquivo. Se vocé alterar o nome padréo, escolha um nome exclusivo
dentro de cada pasta de VM do vCenter Server.

O local de implantagao padréo da VM € o objeto de inventario onde vocé iniciou o assistente.

8. Na pagina Selecionar um recurso, selecione o recurso onde deseja executar o modelo de VM
implantado e selecione Avangar.

9. Na pagina Detalhes da revisao, verifique o . tar detalhes do modelo e selecione Avangar.
10. Na pagina Contratos de licenga, marque a caixa de selegdo Aceito todos os contratos de licenca.

11. Na pagina Selecionar armazenamento, defina onde e como armazenar os arquivos para o modelo OVF
implantado.
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a. Selecione o formato de disco para os VMDKs.
b. Selecione uma politica de armazenamento de VM.

Esta opcéo estara disponivel somente se as politicas de armazenamento estiverem habilitadas no
recurso de destino.

c. Selecione um armazenamento de dados para armazenar o modelo OVA implantado.

O arquivo de configuragao e os arquivos do disco virtual sdo armazenados no armazenamento de
dados.

Selecione um armazenamento de dados grande o suficiente para acomodar a maquina virtual ou vApp e
todos os arquivos de disco virtual associados.
12. Na pagina Selecionar redes, faga o seguinte:

a. Selecione uma rede de origem e mapeie-a para uma rede de destino,
A coluna Rede de origem lista todas as redes definidas no modelo OVA.

b. Na secédo Configuragoes de alocacgao de IP, selecione o protocolo de enderego IP necessario e
selecione Avancgar.

O SnapCenter Plug-in for VMware vSphere oferece suporte a uma interface de rede. Se precisar de
varios adaptadores de rede, vocé devera configura-los manualmente. Consulte "Artigo da KB: Como
criar adaptadores de rede adicionais" .

13. Na pagina Personalizar modelo, faga o seguinte:

a. Na secao Registrar no vCenter existente, insira 0 nome do vCenter e as credenciais do vCenter do
dispositivo virtual.

No campo nome de usuario do vCenter, insira o nome de usuario no formato domain\username .
b. Na secéao Criar credenciais SCV, insira as credenciais locais.

No campo Nome de usuario, insira o nome de usuario local; ndo inclua os detalhes do dominio.

Anote o nome de usuario e a senha que vocé especificar. Vocé precisa usar essas
credenciais se quiser modificar a configuragdo do SnapCenter Plug-in for VMware
vSphere posteriormente.

c. Insira as credenciais do usuario maint.
d. Na secao Configurar propriedades de rede, insira o nome do host.

i. Na segao Configurar propriedades de rede IPv4, insira as informagdes de rede, como enderego
IPv4, mascara de rede IPv4, gateway IPv4, DNS primario IPv4, DNS secundario IPv4 e dominios
de pesquisa IPv4.

i. Na secdo Configurar propriedades de rede IPv6, insira as informacdes de rede, como enderego
IPv6, mascara de rede IPv6, gateway IPv6, DNS primario IPv6, DNS secundario IPv6 e dominios
de pesquisa IPv6.

Selecione os campos de endereco IPv4 ou IPv6, ou ambos, se apropriado. Se vocé estiver usando
enderecos IPv4 e IPv6, precisara especificar o DNS primario apenas para um deles.
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14.

15.

16.

17.

@ Vocé pode pular essas etapas e deixar as entradas em branco na se¢ao Configurar
propriedades de rede, se quiser prosseguir com o DHCP como sua configuragao de rede.

a. Em Data e hora de configuragao, selecione o fuso horario onde o vCenter esta localizado.

Na pagina Pronto para concluir, revise a pagina e selecione Concluir.

Todos os hosts devem ser configurados com enderegos IP (nomes de host FQDN né&o séo suportados). A
operagao de implantagédo nao valida sua entrada antes da implantagéo.

Vocé pode visualizar o progresso da implantagdo na janela Tarefas recentes enquanto aguarda a
conclusao das tarefas de importacdo e implantagdo do OVF.

Quando o SnapCenter Plug-in for VMware vSphere é implantado com sucesso, ele é implantado como
uma VM Linux, registrado no vCenter, e um cliente VMware vSphere ¢ instalado.

Navegue até a VM onde o SnapCenter Plug-in for VMware vSphere foi implantado, selecione a guia
Resumo e, em seguida, selecione a caixa Ligar para iniciar o dispositivo virtual.

Enquanto o SnapCenter Plug-in for VMware vSphere estiver sendo ligado, clique com o botéo direito do
mouse no SnapCenter Plug-in for VMware vSphere implantado, selecione SO convidado e, em seguida,
selecione Instalar ferramentas VMware.

As ferramentas VMware s&o instaladas na VM onde o SnapCenter Plug-in for VMware vSphere esta
implantado. Para obter mais informacbes sobre como instalar as ferramentas do VMware, consulte a
documentacao do VMware.

A implantacdo pode levar alguns minutos para ser concluida. A implantacdo bem-sucedida é indicada
qguando o SnapCenter Plug-in for VMware vSphere € ligado, as ferramentas VMware sao instaladas e a
tela solicita que vocé faga login no SnapCenter Plug-in for VMware vSphere. Vocé pode alternar sua
configuragéo de rede de DHCP para estatica durante a primeira reinicializagéo. Entretanto, a troca de
estatico para DHCP nao é suportada.

A tela exibe o enderego IP onde o SnapCenter Plug-in for VMware vSphere esta implantado. Anote o
endereco IP. Vocé precisa fazer login na GUI de gerenciamento do SnapCenter Plug-in for VMware
vSphere se quiser fazer alteragbes na configuragao do SnapCenter Plug-in for VMware vSphere .

Efetue login na interface grafica do usuario (GUI) de gerenciamento do SnapCenter Plug-in for VMware
vSphere usando o endereco IP exibido na tela de implantacéo e as credenciais fornecidas no assistente
de implantagdo. Em seguida, verifique no Painel se o SnapCenter Plug-in for VMware vSphere esta
conectado com sucesso ao vCenter e esta habilitado.

Use o formato https://<appliance-IP-address>:8080 para acessar a GUl de gerenciamento.

Efetue login com o nome de usuario e a senha do administrador definidos no momento da implantagéo e o
token MFA gerado usando o console de manutencgao.

Se o SnapCenter Plug-in for VMware vSphere nao estiver habilitado, consulte"Reinicie o servico do cliente
VMware vSphere" .

Se o0 nome do host for 'UnifiedVSC/SCV', reinicie o dispositivo. Se reiniciar o dispositivo nao alterar o
nome do host para o nome do host especificado, vocé devera reinstalar o dispositivo.

Depois que vocé terminar

Vocé deve completar o necessario"operagdes pos-implantagao” .
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Operacoes e problemas necessarios apés a implantacao

Apéds implantar o SnapCenter Plug-in for VMware vSphere, vocé deve concluir a
instalacao.

Operagoes necessarias apos a implantacao

Se vocé for um novo usuario do SnapCenter , devera adicionar VMs de armazenamento ao SnapCenter antes
de poder executar qualquer operagéo de protegcédo de dados. Ao adicionar VMs de armazenamento,
especifique o LIF de gerenciamento. Vocé também pode adicionar um cluster e especificar o LIF de
gerenciamento do cluster. Para obter informagdes sobre como adicionar armazenamento, consulte"Adicionar
armazenamento” .

Problemas de implantagao que vocé pode encontrar
» Ap0s a implantacao do dispositivo virtual, a guia Tarefas de backup no Painel pode n&o carregar nos
seguintes cenarios:

> Vocé esta executando o endereco IPv4 e tem dois enderecos IP para o host SnapCenter VMware
vSphere. Como resultado, a solicitacéo de trabalho é enviada para um endereco IP que nao é
reconhecido pelo SnapCenter Server. Para evitar esse problema, adicione o endereco IP que vocé
deseja usar, da seguinte maneira:

i. Navegue até o local onde o SnapCenter Plug-in for VMware vSphere esta implantado:
/opt/netapp/scvservice/standalone aegis/etc

ii. Abra o arquivo network-interface.properties.
ii. No network.interface=10.10.10.10 campo, adicione o endereco IP que vocé deseja usar.
> Vocé tem duas NICs.

» Ap6s implantar o SnapCenter Plug-in for VMware vSphere, a entrada MOB no vCenter para SnapCenter
Plug-in for VMware vSphere ainda pode mostrar o nimero da versao antiga. Isso pode ocorrer quando
outros trabalhos estdo em execugao no vCenter. O vCenter eventualmente atualizara a entrada.

Para corrigir qualquer um desses problemas, faga o seguinte:
1. Limpe o cache do navegador e verifique se a GUI esta funcionando corretamente.
Se o problema persistir, reinicie o servico do cliente VMware vSphere

2. Efetue login no vCenter, selecione Menu na barra de ferramentas e, em seguida, selecione * SnapCenter
Plug-in for VMware vSphere*.

Gerenciar erros de autenticagao

Se vocé nao usar as credenciais de administrador, podera receber um erro de autenticacao apds implantar o
SnapCenter Plug-in for VMware vSphere ou apds a migragéo. Se vocé encontrar um erro de autenticacgéo,
reinicie o servigo.

Passos

1. Faga login no SnapCenter Plug-in for VMware vSphere usando o formato https://<appliance-IP-
address>:8080 . Use o nome de usuario do administrador, a senha e os detalhes do token MFA para
fazer login. O token MFA pode ser gerado no console de manutencéo.
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2. Reinicie o servico.

Registre o SnapCenter Plug-in for VMware vSphere com o SnapCenter Server

Se vocé quiser executar fluxos de trabalho de aplicativo sobre VMDK no SnapCenter (fluxos de trabalho de
protegdo baseados em aplicativo para bancos de dados virtualizados e sistemas de arquivos), sera necessario
registrar o SnapCenter Plug-in for VMware vSphere com o SnapCenter Server.

Antes de comecar
» Vocé deve estar executando o SnapCenter Server 4.2 ou posterior.

» Vocé deve ter implantado e habilitado o SnapCenter Plug-in for VMware vSphere.

Sobre esta tarefa

* Vocé registra o SnapCenter Plug-in for VMware vSphere com o SnapCenter Server usando a GUI do
SnapCenter para adicionar um host do tipo “vsphere”.

A porta 8144 ¢é predefinida para comunicagéo dentro do SnapCenter Plug-in for VMware vSphere.

Vocé pode registrar varias instancias do SnapCenter Plug-in for VMware vSphere no mesmo SnapCenter
Server para dar suporte a operagdes de prote¢do de dados baseadas em aplicativos em VMs. Nao é
possivel registrar o mesmo SnapCenter Plug-in for VMware vSphere em varios SnapCenter Servers.

» Para vCenters no Modo Vinculado, vocé deve registrar o SnapCenter Plug-in for VMware vSphere para
cada vCenter.

Passos
1. No painel de navegacéao esquerdo da GUI do SnapCenter , selecione Hosts.

2. Verifique se a guia Hosts gerenciados esta selecionada na parte superior, localize o nome do host do
dispositivo virtual e verifique se ele é resolvido a partir do SnapCenter Server.

3. Selecione Adicionar para iniciar o assistente.

4. Na caixa de dialogo Adicionar Hosts, especifique o host que vocé deseja adicionar ao SnapCenter
Server, conforme listado na tabela a seguir:

Para este campo... Faca isso...

Tipo de host Selecione vSphere como o tipo de host.

Nome do host Verifique o endereco IP do dispositivo virtual.
Credencial Digite o nome de usuario e a senha do SnapCenter

Plug-in for VMware vSphere que foram fornecidos
durante a implantagéo.

5. Selecione Enviar.
Quando o host da VM é adicionado com sucesso, ele é exibido na guia Hosts gerenciados.

6. No painel de navegacao esquerdo, selecione Configuragdes, depois selecione a guia Credencial e, em
seguida, selecione Adicionar para adicionar credenciais para o dispositivo virtual.

7. Fornega as informagdes de credenciais que foram especificadas durante a implantagédo do SnapCenter
Plug-in for VMware vSphere.
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@ Vocé deve selecionar Linux para o campo Autenticagao.

Depois que vocé terminar

Se as credenciais do SnapCenter Plug-in for VMware vSphere forem modificadas, vocé devera atualizar o
registro no SnapCenter Server usando a pagina SnapCenter Managed Hosts.

Efetue login no cliente SnapCenter VMware vSphere

Quando o SnapCenter Plug-in for VMware vSphere € implantado, ele instala um cliente
VMware vSphere no vCenter, que é exibido na tela do vCenter com outros clientes
vSphere.

Antes de comecar
O Transport Layer Security (TLS) deve estar habilitado no vCenter. Consulte a documentagdo do VMware.

Passos

1. No seu navegador, navegue até VMware vSphere vCenter.

2. Efetue login na pagina VMware vCenter Single Sign-On.

Selecione o botdo Login. Devido a um problema conhecido do VMware, nao use a tecla
ENTER para efetuar login. Para obter detalhes, consulte a documentagédo do VMware sobre
problemas do ESXi Embedded Host Client.

3. Na pagina Cliente VMware vSphere, selecione Menu na barra de ferramentas e, em seguida, selecione
SnapCenter Plug-in for VMware vSphere*.

*
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