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Estratégia de backup para recursos do SQL
Server

Defina uma estratégia de backup para recursos do SQL
Server

Definir uma estratégia de backup antes de criar seus trabalhos de backup ajuda a
garantir que vocé tenha os backups necessarios para restaurar ou clonar seus bancos
de dados com éxito. Seu Contrato de nivel de servigo (SLA), objetivo de tempo de
recuperacgao (rto) e objetivo do ponto de restauragao (RPO) determinam em grande parte
a sua estratégia de backup.

Um SLA define o nivel de servigo esperado e aborda muitos problemas relacionados ao servigo, incluindo a
disponibilidade e o desempenho do servigo. O rto € o momento em que um processo de negdécios deve ser
restaurado apos uma interrupgao no servigco. Um RPO define a estratégia para a era dos arquivos que
precisam ser recuperados do storage de backup para que as operagdes regulares sejam retomadas apds uma
falha. O SLA, rto e RPO contribuem para a estratégia de backup.

Tipos de backups suportados

O backup de bancos de dados do sistema e do usuario do SQL Server usando o
SnapCenter exige que vocé escolha o tipo de recurso, como bancos de dados,
instdncias do SQL Server e grupos de disponibilidade (AG). A tecnologia Snapshot é
utilizada para criar copias on-line e somente leitura dos volumes nos quais 0s recursos
residem.

Vocé pode selecionar a opgao somente copia para especificar que o SQL Server n&o trunca os logs de
transagao. Vocé deve usar essa opgao quando também estiver gerenciando o SQL Server com outros
aplicativos de backup. Manter os logs de transacéo intactos permite que qualquer aplicativo de backup
restaure os bancos de dados do sistema. Os backups somente de cépia sao independentes da sequéncia de
backups programados e ndo afetam os procedimentos de backup e restauragdo do banco de dados.



Tipo de copia de segurancga

Backup completo e backup de log

Backup completo do banco de
dados

Backup do log de transagdes

Descrigdo

Faz backup do banco de dados do
sistema e trunca os logs de
transacao.

O SQL Server trunca os logs de
transacao removendo as entradas
que ja estdo comprometidas com o
banco de dados.

Apos a conclusao do backup
completo, essa opgéao cria um log
de transacdes que captura
informacgdes de transacao.
Normalmente, vocé deve escolher
essa opgao. No entanto, se o
tempo de backup for curto, vocé
pode optar por ndo executar um
backup de log de transacdes com
backup completo.

Nao é possivel criar um backup de
log para bancos de dados de
sistema mestre e msdb. No
entanto, vocé pode criar backups
de log para o banco de dados do
sistema modelo.

Faz copias de seguranga dos
ficheiros da base de dados do
sistema.

Vocé pode criar backup completo
do banco de dados para bancos de
dados de sistema master, model e
msdb.

Faz o backup dos logs de
transagéo truncados, copiando
apenas as transagdes que foram
confirmadas desde o backup do log
de transacao mais recente.

Se vocé agendar backups
frequentes de log de transacdes
juntamente com backups
completos de bancos de dados,
podera escolher pontos de
recuperagao granular.

Opc¢ao somente copia com tipo
de backup

Faz backup dos arquivos do banco
de dados do sistema e dos logs de
transagédo sem truncar os logs.

Um backup s6 de cépia nao pode
servir como uma base diferencial
ou backup diferencial e nao afeta a
base diferencial. Restaurar um
backup completo somente de copia
€ 0 mesmo que restaurar qualquer
outro backup completo.

Faz copias de seguranga dos
ficheiros da base de dados do
sistema.

Faz backup dos logs de transacao
sem truncar-los.

Este tipo de copia de seguranga
nao afeta a sequéncia de cépias de
segurancga de registos regulares.
Backups de log somente de copia
sao Uteis para executar operacdes
de restauragao on-line.



Agendamentos de backup para Plug-in para servidor SQL

A frequéncia de backup (tipo de agendamento) é especificada em politicas; uma
programacao de backup é especificada na configuragao do grupo de recursos. O fator
mais critico na determinagdo de uma frequéncia ou programagao de backup € a taxa de
alteracao do recurso e a importancia dos dados. Vocé pode fazer backup de um recurso
muito usado a cada hora, enquanto vocé pode fazer backup de um recurso raramente
usado uma vez por dia. Outros fatores incluem a importancia do recurso para a sua
organizagao, seu Contrato de nivel de Servigo (SLA) e seu objetivo de ponto de
recuperagao (RPO).

Um SLA define o nivel de servigo esperado e aborda muitos problemas relacionados ao servigo, incluindo a
disponibilidade e o desempenho do servigo. Um RPO define a estratégia para a era dos arquivos que
precisam ser recuperados do storage de backup para que as operagdes regulares sejam retomadas apds uma
falha. O SLA e o RPO contribuem para a estratégia de protegéo de dados.

Mesmo para um recurso muito usado, ndo € necessario executar um backup completo mais de uma ou duas
vezes por dia. Por exemplo, backups regulares de log de transagbes podem ser suficientes para garantir que
vocé tenha os backups necessarios. Quanto mais vocé fizer backup de seus bancos de dados, menos
Registros de transagdes que o SnapCenter precisa usar no momento da restauragéo, o que pode resultar em
operagdes de restauracdo mais rapidas.

Os programas de backup tém duas partes, como segue:
* Frequéncia de backup

A frequéncia de backup (com que frequéncia os backups devem ser executados), chamada schedule type
para alguns plug-ins, faz parte de uma configuragao de politica. Vocé pode selecionar a frequéncia de
backup da politica por hora, dia, semanal ou mensal. Se vocé nao selecionar nenhuma dessas
frequéncias, a politica criada sera uma politica somente sob demanda. Vocé pode acessar politicas
clicando em Configuragoes > politicas.

* Fazer backup de programagdes

As agendas de backup (exatamente quando os backups devem ser executados) fazem parte de uma
configuragéo de grupo de recursos. Por exemplo, se vocé tiver um grupo de recursos que tenha uma
politica configurada para backups semanais, podera configurar a programagéao para fazer backup todas as
quintas-feiras as 10:00 horas. Vocé pode acessar programacodes de grupos de recursos clicando em
recursos > grupos de recursos.

Numero de trabalhos de backup necessarios para bancos
de dados

Os fatores que determinam o numero de tarefas de backup de que vocé precisa incluem
o tamanho do banco de dados, o numero de volumes usados, a taxa de alteracao do
banco de dados e seu Contrato de nivel de Servigo (SLA).

Para backups de bancos de dados, o numero de tarefas de backup que vocé escolhe geralmente depende do
numero de volumes nos quais vocé colocou seus bancos de dados. Por exemplo, se vocé colocou um grupo
de bancos de dados pequenos em um volume e um banco de dados grande em outro volume, vocé pode criar



um trabalho de backup para os bancos de dados pequenos e um trabalho de backup para o banco de dados
grande.

Convencgoes de nomenclatura de backup para Plug-in para
SQL Server

Vocé pode usar a convencao padrao de nomenclatura Snapshot ou usar uma convengao
de nomenclatura personalizada. A convencao de nomenclatura de backup padrao
adiciona um carimbo de data/hora aos nomes de Snapshot que ajuda a identificar
quando as copias foram criadas.

O Snapshot usa a seguinte convengao de nomenclatura padrao:
resourcegroupname hostname timestamp

Vocé deve nomear seus grupos de recursos de backup logicamente, como no exemplo a seguir:
dtsl machlx88 03-12-2015 23.17.26

Neste exemplo, os elementos de sintaxe tém os seguintes significados:

* dts1 € o nome do grupo de recursos.
* mach1x88 é o nome do host.
* 03-12-2015_23.17.26 é a data e o carimbo de data/hora.

Como alternativa, vocé pode especificar o formato do nome da captura Instantanea enquanto protege
recursos ou grupos de recursos selecionando usar formato de nome personalizado para copia
Instantanea. Por exemplo, customtext_resourcegroup_policy hostname ou resourcegroup_hostname. Por
padrao, o sufixo do carimbo de hora é adicionado ao nome do instantaneo.

Opcoes de retencao de backup para Plug-in para SQL
Server

Vocé pode escolher o numero de dias para os quais reter cépias de backup ou
especificar o numero de copias de backup que deseja reter, até um maximo de ONTAP
de 255 copias. Por exemplo, sua organizagao pode exigir que vocé retenha 10 dias de
copias de backup ou 130 cépias de backup.

Ao criar uma politica, vocé pode especificar as opgdes de retengao para o tipo de backup e o tipo de
agendamento.

Se vocé configurar a replicacdo do SnapMirror, a politica de retengéo sera espelhada no volume de destino.
O SnapCenter exclui os backups retidos que tém rétulos de retengéo que correspondem ao tipo de

agendamento. Se o tipo de agendamento tiver sido alterado para o grupo de recursos ou recursos, os
backups com o rétulo de tipo de agendamento antigo ainda poderdo permanecer no sistema.



(D Para retengao de longo prazo de copias de backup, vocé deve usar o backup SnapVault.

Quanto tempo para reter backups de log de transagoées no
sistema de armazenamento de origem

O plug-in do SnapCenter para Microsoft SQL Server precisa de backups de log de
transacdes para executar operagdes de restauracéo atualizadas, que restauram seu
banco de dados para um tempo entre dois backups completos.

Por exemplo, se o Plug-in para SQL Server fez um backup completo as 8:00 da manhé& e outro backup
completo as 5:00 da tarde, ele poderia usar o backup de log de transa¢cbes mais recente para restaurar o
banco de dados a qualquer momento entre as 8:00 da manha e as 5:00 da tarde se os logs de transag¢do n&o
estiverem disponiveis, o Plug-in para SQL Server pode executar operagdes de restauragédo pontual apenas,
que restauram um banco de dados para o momento em que o backup completo.

Normalmente, vocé precisa de operacbes de restauracao mais atualizadas por apenas um dia ou dois. Por
padrdo, o SnapCenter mantém um minimo de dois dias.

Varios bancos de dados no mesmo volume

Vocé pode colocar todos os bancos de dados no mesmo volume, porque a politica de
backup tem uma opg¢ao para definir o maximo de bancos de dados por backup (o valor
padréo é 100).

Por exemplo, se vocé tiver 200 bancos de dados no mesmo volume, dois snapshots serao criados com 100
bancos de dados em cada um dos dois snapshots.

Verificacao de copia de backup usando o volume de
storage primario ou secundario para Plug-in para SQL
Server

E possivel verificar copias de backup no volume de storage primario ou no volume de
storage secundario SnapMirror ou SnapVault. A verificagdo usando um volume de
storage secundario reduz a carga no volume de storage primario.

Quando vocé verifica um backup que esta no volume de storage primario ou secundario, todos os snapshots
primario e secundario sdo marcados como verificados.

A licenca SnapRestore é necessaria para verificar copias de backup no volume de storage secundario
SnapMirror e SnapVault.

Quando agendar trabalhos de verificacao

Embora o SnapCenter possa verificar os backups imediatamente apds a criacéo, isso
pode aumentar significativamente o tempo necessario para concluir a tarefa de backup e
usar muitos recursos. Portanto, € quase sempre melhor agendar a verificagdo em um
trabalho separado para um momento posterior. Por exemplo, se vocé fizer backup de um



banco de dados as 5:00 horas por dia, podera agendar a verificagdo para ocorrer uma
hora depois as 6:00 horas

Pelo mesmo motivo, geralmente n&o € necessario executar a verificagao de backup toda vez que vocé
executar um backup. Realizar a verificagdo em intervalos regulares, mas menos frequentes, geralmente é
suficiente para garantir a integridade do backup. Um unico trabalho de verificagdo pode verificar varios
backups ao mesmo tempo.
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