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Faca backup de sistemas de arquivos Unix

Descubra os sistemas de arquivos UNIX disponiveis para
backup

Depois de instalar o plug-in, todos os sistemas de arquivos nesse host sdo
automaticamente descobertos e exibidos na pagina recursos. Vocé pode adicionar esses
sistemas de arquivos a grupos de recursos para executar operag¢des de protegao de
dados.

Antes de comecgar
* Vocé deve ter concluido tarefas como instalar o servidor SnapCenter, adicionar hosts e criar conexdes do
sistema de armazenamento.

» Se os sistemas de arquivos residirem em um disco de maquina virtual (VMDK) ou mapeamento de
dispositivo bruto (RDM), vocé devera implantar o plug-in do SnapCenter para VMware vSphere e Registrar
0 plug-in com o SnapCenter.

Para obter mais informacgdes, "Implante o plug-in do SnapCenter para VMware vSphere"consulte .

Passos
1. No painel de navegagao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.

2. Na pagina recursos, selecione caminho na lista Exibir.

3. Clique em Atualizar recursos.

Os sistemas de arquivos séo exibidos juntamente com informagdes como tipo, nome do host, grupos e
politicas de recursos associados e status.

Crie politicas de backup para sistemas de arquivos Unix

Antes de usar o SnapCenter para fazer backup de sistemas de arquivos Unix, vocé deve
criar uma politica de backup para o recurso ou o grupo de recursos que deseja fazer
backup. Uma politica de backup € um conjunto de regras que regem como vocé
gerencia, agenda e retém backups. Vocé também pode especificar as configuragdes de
replicacéo, script e tipo de backup. A criacdo de uma politica economiza tempo quando
vocé deseja reutilizar a politica em outro recurso ou grupo de recursos.

Antes de comecgar

* Vocé precisa se preparar para a protegao de dados concluindo tarefas como instalar o SnapCenter,
adicionar hosts, descobrir os sistemas de arquivos e criar conexdes do sistema de storage.

» Se vocé estiver replicando snapshots em um storage secundario de espelhamento ou cofre, o
administrador do SnapCenter devera ter atribuido as SVMs a vocé para os volumes de origem e destino.

* Reveja os pré-requisitos e limitagdes especificos da sincronizagao ativa do SnapMirror. Para obter
informacoes, "Limites de objetos para sincronizagao ativa do SnapMirror" consulte .

Sobre esta tarefa


https://docs.netapp.com/us-en/sc-plugin-vmware-vsphere/scpivs44_deploy_snapcenter_plug-in_for_vmware_vsphere.html
https://docs.netapp.com/us-en/ontap/smbc/considerations-limits.html#volumes

» SnaplLock

> Se a opgao 'reter as copias de backup para um numero especifico de dias' estiver selecionada, o
periodo de retengdo do SnapLock deve ser menor ou igual aos dias de retengdo mencionados.

Especificar um periodo de bloqueio instantédneo impede a exclusédo dos instantaneos até que o
periodo de retencao expire. Isso pode levar a reter um nimero maior de instantaneos do que a
contagem especificada na politica.

Para a versdo ONTAP 9.12,1 e inferior, os clones criados a partir dos instantaneos do Vault do SnapLock
como parte da restauracao herdarao o tempo de expiragao do SnapLock Vault. O administrador do storage
deve limpar manualmente os clones ap6s o tempo de expiracdo do SnapLock.

Passos

1.
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7.

No painel de navegacéao esquerdo, clique em Configuragoes.
Na pagina Configuragdes, clique em politicas.

Selecione Unix File Systems na lista suspensa.

Clique em novo.

Na pagina Nome, insira o nome e os detalhes da politica.

Na pagina Backup e replicagao, execute as seguintes agdes:

a. Especifique as definicdes de copia de seguranca.

b. Especifique a frequéncia da programacéo selecionando on demand, Hourly, Daily, Weekly ou
Monthly.

c. Na secao Selecionar opgdes de replicagao secundaria, selecione uma ou ambas as seguintes opgdes
de replicacédo secundaria:

Para este campo... Faca isso...
Atualize o SnapMirror depois de criar uma copia Selecione este campo para criar copias espelhadas
Snapshot local dos conjuntos de backup em outro volume

(replicagéo SnapMirror).

Esta opcéo deve estar ativada para a sincronizacao
ativa do SnapMirror.

Atualize o SnapVault depois de criar uma coépia Selecione esta opgéo para executar a replicagdo de
Snapshot local backup disco a disco (backups SnapVault).
Contagem de tentativas de erro Introduza o numero maximo de tentativas de

replicacdo que podem ser permitidas antes de a
operacgao parar.

Na pagina retencéo, especifique as configuragdes de reteng¢ao para o tipo de backup e o tipo de
agendamento selecionado na pagina Backup e replicagao:

Se vocé quiser... Entdo...



Mantenha um certo nimero de instantaneos

Mantenha as capturas instantdneas por um
determinado numero de dias

Periodo de bloqueio de copia de instantaneo

8. Selecione a etiqueta da politica.

Selecione Copies to keep e especifique o niumero
de instantaneos que deseja manter.

Se o numero de instantaneos exceder o numero
especificado, os instantaneos serdo excluidos com
as copias mais antigas excluidas primeiro.

O valor maximo de retencéo é 1018.
Os backups falharao se a retencéo

@ for definida para um valor maior do
que o que a versao subjacente do
ONTAP suporta.

Vocé deve definir a contagem de
retengdo como 2 ou superior, se
quiser habilitar a replicacéo do
SnapVault. Se vocé definir a
contagem de retengdo como 1, a

@ operagao de retengéo podera falhar
porque o primeiro snapshot € o
snapshot de referéncia para a
relagcdo SnapVault até que um
snapshot mais recente seja replicado
para o destino.

Selecione reter copias para e especifique o
numero de dias para os quais deseja manter as
capturas instantadneas antes de exclui-las.

Selecione Periodo de bloqueio de cépia de
instantaneo e especifique a duragdo em dias,
meses ou anos.

O periodo de retencédo do SnaplLock deve ser
inferior a 100 anos.

Vocé pode atribuir rétulos SnapMirror a snapshots primarios para replicagao remota,

@ permitindo que os snapshots primarios descarreguem a operagao de replicagédo de
snapshots do SnapCenter para sistemas secundarios ONTAP . Isso pode ser feito sem
habilitar a opgdo SnapMirror ou SnapVault na pagina de politica.

9. Na pagina Script, insira o caminho e os argumentos do prescritor ou postscript que vocé deseja executar
antes ou depois da operacao de backup, respetivamente.

@ Vocé deve verificar se os comandos existem na lista de comandos disponivel no host plug-
in do caminho _ /opt/NetApp/SnapCenter/scc/etc/allowed Commands.config_.

Vocé também pode especificar o valor de tempo limite do script. O valor padrao é de 60 segundos.



10. Revise o resumo e clique em Finish.

Crie grupos de recursos e anexe politicas para sistemas de
arquivos Unix

Um grupo de recursos é um contentor onde vocé adiciona recursos que deseja fazer
backup e proteger. Um grupo de recursos permite fazer backup de todos os dados
associados aos sistemas de arquivos.

Sobre esta tarefa

* Um banco de dados com arquivos em grupos de discos ASM deve estar no estado "MOUNT" ou "OPEN"
para verificar seus backups usando o utilitario Oracle DBVERIFY.

Anexe uma ou mais politicas ao grupo de recursos para definir o tipo de tarefa de protegcao de dados que
deseja executar.

Aimagem a seguir ilustra a relagao entre recursos, grupos de recursos e politicas para bancos de dados:

® Full backup
= Diaily

/ = Retention, and so on,

Resource groups Policies

DBl DBz DB3 ! » Archive log backups for
Resources Oracle database

= Hourly

* Retention, and so on

* Para politicas habilitadas para o SnapLock, para ONTAP 9.12,1 e versdes abaixo, se vocé especificar um
periodo de bloqueio do Snapshot, os clones criados a partir dos snapshots a prova de violagdo como parte
da restauragao herdardo o tempo de expiragdo do SnaplLock. O administrador do storage deve limpar
manualmente os clones apds o tempo de expiragdo do SnapLock.

* A adicdo de novos sistemas de arquivos sem a sincronizagéo ativa do SnapMirror a um grupo de recursos
existente que contenha recursos com a sincronizagao ativa do SnapMirror n&o € suportada.

» A adicao de novos sistemas de arquivos a um grupo de recursos existente no modo failover da
sincronizagao ativa do SnapMirror ndo é suportada. Vocé pode adicionar recursos ao grupo de recursos
apenas no estado regular ou de failback.

Passos

1. No painel de navegacao esquerdo, selecione Resources e o plug-in apropriado na lista.
2. Na pagina recursos, clique em novo Grupo de recursos.
3. Na pagina Nome, execute as seguintes acgodes:

a. Introduza um nome para o grupo de recursos no campo Nome.
@ O nome do grupo de recursos néo deve exceder 250 carateres.

b. Insira um ou mais rétulos no campo Tag para ajuda-lo a pesquisar o grupo de recursos mais tarde.

Por exemplo, se vocé adicionar HR como uma tag a varios grupos de recursos, podera encontrar mais



tarde todos os grupos de recursos associados a tag HR.

c. Marque a caixa de selegao e insira um formato de nome personalizado que vocé deseja usar para o
nome da captura Instantanea.

Por exemplo, customtext_resource group_policy _hostname ou resource group_hostname. Por padrao,
um carimbo de data/hora é anexado ao nome do instantaneo.

4. Na pagina recursos, selecione um nome de host de sistemas de arquivos Unix na lista suspensa Host.

Os recursos sao listados na segao recursos disponiveis somente se o recurso for
descoberto com éxito. Se vocé tiver adicionado recursos recentemente, eles aparecerdo na
lista de recursos disponiveis somente depois de atualizar sua lista de recursos.

5. Selecione os recursos na secao recursos disponiveis € mova-0s para a se¢ao recursos selecionados.
6. Na pagina Configuracoes do aplicativo, execute o seguinte:

> Selecione a seta Scripts e insira os comandos pre e POST para operagoes quiesce, Snapshot e
unquiesce. Também pode introduzir os pré comandos a serem executados antes de sair em caso de
falha.

o Selecione uma das opc¢des de consisténcia de backup:

= Selecione sistema de arquivos consistente se vocé quiser garantir que os dados em cache dos
sistemas de arquivos sejam limpos antes de criar o backup e nenhuma operagéo de entrada ou
saida seja permitida no sistema de arquivos durante a criagao do backup.

@ Para o sistema de arquivos consistente, instantaneos de grupo de consisténcia
serdo feitos para LUNs envolvidos no grupo volume.

= Selecione Crash consistente se quiser garantir que os dados em cache dos sistemas de arquivos
sejam limpos antes de criar o backup.

Se vocé adicionou diferentes sistemas de arquivos no grupo de recursos, todos os
@ volumes de diferentes sistemas de arquivos no grupo de recursos serao colocados
em um grupo de consisténcia.

7. Na pagina politicas, execute as seguintes etapas:

a. Selecione uma ou mais politicas na lista suspensa.

@ Vocé também pode criar uma politica clicando Y oem.

Na secgao Configurar agendas para politicas selecionadas, as politicas selecionadas sao listadas.

Clique *  nacoluna Configurar agendas para a politica para a qual vocé deseja configurar um
agendamento.

c. Na janela Adicionar programacdes para a politica policy _name, configure a programagao e clique em
OK.

Onde, policy _name é o nome da politica selecionada.



As programacgdes configuradas sao listadas na coluna agendas aplicadas.

As agendas de backup de terceiros ndo sdo suportadas quando sobrepdem-se as agendas de backup do
SnapCenter.

8. Na pagina notificagéo, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

Vocé também deve especificar os enderegos de e-mail do remetente e do destinatario e o assunto do e-
mail. Se quiser anexar o relatorio da operagao realizada no grupo de recursos, selecione Anexar
Relatério de trabalho.

@ Para notificagéo por e-mail, vocé deve ter especificado os detalhes do servidor SMTP
usando a GUI ou o comando PowerShell SET-SmtpServer.

9. Revise o resumo e clique em Finish.

Crie grupos de recursos e habilite a protecao secundaria
para sistemas de arquivos Unix em sistemas ASA R2

Vocé deve criar o grupo de recursos para adicionar os recursos que estdo em sistemas
ASA R2. Vocé também pode provisionar a protegdo secundaria enquanto cria o grupo de
recursos.

Antes de comecgar

* Vocé deve garantir que nao esteja adicionando recursos do ONTAP 9.x e do ASA R2 ao mesmo grupo de
recursos.

» Vocé deve garantir que nao tenha um banco de dados com recursos do ONTAP 9.x e do ASA R2.

Sobre esta tarefa

» A protegao secundaria s6 esta disponivel se o usuario conetado for atribuido a fungéo que tem a
capacidade SecondaryProtection ativada.

« Se vocé ativou a protegdo secundaria, o grupo de recursos sera colocado no modo de manutengéo ao
criar os grupos de consisténcia primaria e secundaria. Depois que os grupos de consisténcia primaria e
secundaria sao criados, o grupo de recursos €é colocado fora do modo de manutengao.

* O SnapCenter nao é compativel com protegdo secundaria para um recurso clone.

Passos
1. No painel de navegacao esquerdo, selecione Resources e o plug-in apropriado na lista.

2. Na pagina recursos, clique em novo Grupo de recursos.
3. Na pagina Nome, execute as seguintes agdes:

a. Introduza um nome para o grupo de recursos no campo Nome.
@ O nome do grupo de recursos néo deve exceder 250 carateres.

b. Insira um ou mais rétulos no campo Tag para ajuda-lo a pesquisar o grupo de recursos mais tarde.

Por exemplo, se vocé adicionar HR como uma tag a varios grupos de recursos, podera encontrar mais
tarde todos os grupos de recursos associados a tag HR.



c. Marque essa caixa de selegdo e insira um formato de nome personalizado que vocé deseja usar para
0 nome da captura Instantanea.

Por exemplo, customtext_resource group_policy hostname ou resource group_hostname. Por padrao,
um carimbo de data/hora é anexado ao nome do instantaneo.

d. Especifique os destinos dos ficheiros de registo de arquivo que nao pretende efetuar uma cépia de
seguranga.

@ Vocé deve usar exatamente o mesmo destino que foi definido no aplicativo, incluindo o
prefixo, se necessario.

4. Na pagina recursos, selecione o nome do host do banco de dados na lista suspensa Host.

Os recursos sao listados na segao recursos disponiveis somente se o recurso for
descoberto com éxito. Se vocé tiver adicionado recursos recentemente, eles aparecerao na
lista de recursos disponiveis somente depois de atualizar sua lista de recursos.

5. Selecione os recursos do ASA R2 na segao recursos disponiveis € mova-os para a Segao recursos
selecionados.

6. Na pagina Configura¢des do aplicativo, selecione a opgao de backup.

7. Na pagina politicas, execute as seguintes etapas:

a. Selecione uma ou mais politicas na lista suspensa.

@ Vocé também pode criar uma politica clicando * em.

Na secao Configurar agendas para politicas selecionadas, as politicas selecionadas séao listadas.

Clique *  nacoluna Configurar agendas para a politica para a qual vocé deseja configurar um
agendamento.

c. Na janela Adicionar programacdes para a politica policy _name, configure a programagao e clique em
OK.
Onde, policy name é o nome da politica selecionada.
As programagdes configuradas sao listadas na coluna agendas aplicadas.

As agendas de backup de terceiros ndo sdo suportadas quando sobrepdem-se as agendas de backup do
SnapCenter.

8. Se a protecao secundaria estiver ativada para a politica selecionada, a pagina protecdo secundaria sera
exibida e vocé precisara executar as seguintes etapas:

a. Selecione o tipo da politica de replicagéo.
@ A politica de replicagdo sincrona ndo é suportada.

b. Especifique o sufixo do grupo de consisténcia que vocé deseja usar.

c. Nos drop-down Cluster de destino e SVM de destino, selecione o cluster com peering e SVM que vocé



deseja usar.

@ O peering de cluster e SVM nao é compativel com o SnapCenter. Vocé deve usar o
Gerenciador de sistema ou os CLIs ONTAP para executar peering de cluster e SVM.

@ Se os recursos ja estiverem protegidos fora do SnapCenter, esses recursos seréo exibidos na
secao recursos protegidos secundarios.

1. Na pagina Verificagdo, execute as seguintes etapas:

a. Clique em carregar localizadores para carregar os volumes SnapMirror ou SnapVault para executar a
verificagdo no armazenamento secundario.

Clique * nacoluna Configurar agendas para configurar o agendamento de verificagdo para todos
os tipos de agendamento da politica.

c. Na caixa de dialogo Adicionar agendamentos de verificagdo policy _name , execute as seguintes
acoes:

Se vocé quiser... Facaisso...

Execute a verificagdo apds a copia de seguranga Selecione Executar verificagao apés backup.

Marque uma verificagao Selecione Executar verificagdao agendada e, em
seguida, selecione o tipo de agendamento na lista
suspensa.

d. Selecione verificar no local secundario para verificar os backups no sistema de armazenamento
secundario.

e. Cligue em OK.
As programacdes de verificagdo configuradas sao listadas na coluna agendas aplicadas.

2. Na pagina notificagéo, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

Vocé também deve especificar os enderecos de e-mail do remetente e do destinatario e o assunto do e-
mail. Se quiser anexar o relatério da operagao realizada no grupo de recursos, selecione Anexar
Relatério de trabalho.

@ Para notificagdo por e-mail, vocé deve ter especificado os detalhes do servidor SMTP
usando a GUI ou o comando PowerShell SET-SmtpServer.

3. Revise o resumo e clique em Finish.

Faca backup de sistemas de arquivos Unix

Se um recurso nao fizer parte de qualquer grupo de recursos, vocé podera fazer backup
do recurso na pagina recursos.

Passos



1. No painel de navegacéao esquerdo, selecione Resources e o plug-in apropriado na lista.
Na péagina recursos, selecione caminho na lista Exibir.
Clique ﬂem e selecione o nome do host e os sistemas de arquivos Unix para filtrar os recursos.

Selecione o sistema de ficheiros que pretende efetuar uma cépia de segurancga.
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Na pagina recursos, vocé pode executar as seguintes etapas:
a. Marque a caixa de selegéo e insira um formato de nome personalizado que vocé deseja usar para o
nome da captura Instantanea.

Por exemplo, customtext policy hostname Ou resource hostname. Por padréo, um carimbo
de data/hora é anexado ao nome do instantaneo.
6. Na pagina Configuragdes do aplicativo, execute o seguinte:

> Selecione a seta Scripts e insira os comandos pre e POST para operagdes quiesce, Snapshot e
unquiesce. Também pode introduzir os pré comandos a serem executados antes de sair em caso de
falha.

o Selecione uma das opc¢des de consisténcia de backup:

= Selecione File System consistent se quiser garantir que os dados em cache dos sistemas de
arquivos sejam limpos antes de criar o backup e nenhuma operagao seja executada no sistema de
arquivos enquanto cria o backup.

= Selecione Crash consistente se quiser garantir que os dados em cache dos sistemas de arquivos
sejam limpos antes de criar o backup.

7. Na pagina politicas, execute as seguintes etapas:

a. Selecione uma ou mais politicas na lista suspensa.

@ Vocé pode criar uma politica clicando * em.

Na secao Configurar agendas para politicas selecionadas, as politicas selecionadas séao listadas.

b

. Clique *

na coluna Configurar agendas para configurar uma agenda para a politica desejada.
C. Na janela Adicionar agendas para a politica policy name , configure a programacéao e OK selecione .
policy_name é o nome da politica selecionada.

As programacgdes configuradas sao listadas na coluna agendas aplicadas.

8. Na pagina notificagcao, selecione os cenarios em que vocé deseja enviar os e-mails da lista suspensa
preferéncia de e-mail.

Vocé deve especificar os enderegos de e-mail do remetente e do destinatario e o assunto do e-mail. Se

quiser anexar o relatorio da operagéo de backup realizada no recurso, selecione Anexar Relatério de
trabalho.

@ Para notificagédo por e-mail, vocé deve ter especificado os detalhes do servidor SMTP
usando o comando GUI ou PowerShell Set-SmSmtpServer .

9. Revise o resumo e clique em Finish.



A pagina de topologia é exibida.

10. Clique em fazer backup agora.
11. Na pagina Backup, execute as seguintes etapas:
a. Se vocé tiver aplicado varias politicas ao recurso, na lista suspensa Politica, selecione a politica que
deseja usar para backup.

Se a politica selecionada para o backup sob demanda estiver associada a um agendamento de
backup, os backups sob demanda serao retidos com base nas configuragdes de retencao
especificadas para o tipo de agendamento.

b. Cligue em Backup.

12. Monitorize o progresso da operagao clicando em Monitor > trabalhos.

Fazer backup de grupos de recursos de sistemas de
arquivos Unix

Vocé pode fazer backup dos sistemas de arquivos Unix definidos no grupo de recursos.
Vocé pode fazer backup de um grupo de recursos sob demanda na pagina recursos. Se
um grupo de recursos tiver uma politica anexada e uma programacao configurada, os
backups serao criados de acordo com a programagao.

Passos
1. No painel de navegacao esquerdo, selecione Resources e o plug-in apropriado na lista.

2. Na pagina recursos, selecione Grupo de recursos na lista Exibir.

3. Digite o nome do grupo de recursos na caixa de pesquisa ou clique ﬂem e selecione a tag.
Clique ﬂ em para fechar o painel de filtro.

4. Na pagina Grupo de recursos, selecione o grupo de recursos para fazer backup.
5. Na pagina Backup, execute as seguintes etapas:
a. Se vocé tiver varias politicas associadas ao grupo de recursos, selecione a politica de backup que
deseja usar na lista suspensa Politica.

Se a politica selecionada para o backup sob demanda estiver associada a um agendamento de
backup, os backups sob demanda seréo retidos com base nas configuracoes de retengao
especificadas para o tipo de agendamento.

b. Selecione Backup.

6. Monitorize o progresso selecionando Monitor > trabalhos.

Monitorar backup de sistemas de arquivos Unix

Saiba como monitorar o progresso das operacdes de backup e operagdes de protecéo
de dados.
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Monitorar operagoes de backup de sistemas de arquivos Unix

Vocé pode monitorar o progresso de diferentes operagdes de backup usando a pagina SnapCenterJobs. Vocé
pode querer verificar o progresso para determinar quando ele esta concluido ou se ha um problema.

Sobre esta tarefa

Os seguintes icones sado apresentados na pagina trabalhos e indicam o estado correspondente das
operacdes:

Em curso
. Concluido com éxito
e x Falha

Preenchido com avisos ou nao foi possivel iniciar devido a avisos

o Emfila de espera

& Cancelado

Passos
1. No painel de navegacao esquerdo, clique em Monitor.

2. Na pagina Monitor, clique em trabalhos.
3. Na pagina trabalhos, execute as seguintes etapas:

a. Clique ﬂ para filtrar a lista de modo a que apenas as operagdes de copia de seguranga sejam
listadas.

b. Especifique as datas de inicio e fim.

c. Na lista suspensa Type, selecione Backup.

d. Na lista suspensa Status, selecione o status da cépia de segurancga.
e. Cliqgue em Apply para ver as operagdes concluidas com éxito.

4. Selecione um trabalho de copia de seguranga e clique em Detalhes para ver os detalhes do trabalho.

Embora o status do trabalho de backup seja exibido , quando vocé clica nos detalhes
do trabalho, vocé pode ver que algumas das tarefas secundarias da operagéo de backup
ainda estdo em andamento ou marcadas com sinais de aviso.

5. Na pagina Detalhes da tarefa, clique em Exibir logs.

O botao View logs exibe os logs detalhados para a operacgéao selecionada.

Monitore operagoes de protecao de dados no painel atividade

O painel atividade exibe as cinco operacdes mais recentes executadas. O painel atividade também é exibido
quando a operacao foi iniciada e o status da operacao.

O painel atividade exibe informagdes sobre operagdes de backup, restauragao, clone e backup agendadas.

Passos
1. No painel de navegacgao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.
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2. Clique &¥no painel atividade para visualizar as cinco operagdes mais recentes.

Quando vocé clica em uma das operagoes, os detalhes da operagao sao listados na pagina Detalhes da
tarefa.

Veja sistemas de arquivos Unix protegidos na pagina
topologia

Ao se preparar para fazer backup, restauracédo ou clone de um recurso, talvez seja util
exibir uma representacao grafica de todos os backups, sistemas de arquivos restaurados
e clones no storage primario e secundario.

Sobre esta tarefa

Na pagina topologia, vocé pode ver todos os backups, sistemas de arquivos restaurados e clones disponiveis
para o grupo de recursos ou recursos selecionado. Vocé pode visualizar os detalhes desses backups,
sistemas de arquivos restaurados e clones e, em seguida, seleciona-los para executar operacdes de protecéo
de dados.

Vocé pode revisar os icones a seguir na exibicdo Gerenciar copias para determinar se os backups e clones
estdo disponiveis no storage primario ou secundario (copias espelhadas ou copias do Vault).

exibe o numero de backups e clones disponiveis no storage primario.

S
L
. Exibe o numero de backups e clones espelhados no storage secundario usando a tecnologia
SnapMiirror.

U Exibe o numero de backups e clones replicados no storage secundario usando a tecnologia
SnapVault.

O nuamero de backups exibidos inclui os backups excluidos do armazenamento secundario. Por exemplo,
se vocé criou backups 6 usando uma politica para reter apenas 4 backups, o numero de backups exibidos
€ 6.

Os clones de um backup de um espelhamento flexivel de versdao em um volume do tipo cofre-
espelho sdo exibidos na visualizagédo de topologia, mas a contagem de backup espelhado na
visualizagao de topologia nao inclui o backup flexivel de verséo.

Se vocé tiver uma relagao secundaria como sincronizagao ativa do SnapMirror (langada inicialmente como
SnapMirror Business Continuity [SM-BC]), vocé podera ver os seguintes icones adicionais:

O site da réplica esta em cima.

@ O site da réplica esta inativo.
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* Arelacao do espelho secundario ou do cofre nao foi restabelecida.
Passos

1. No painel de navegacao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.
2. Na pagina recursos, selecione o recurso ou o grupo de recursos na lista suspensa Exibir.

3. Selecione o recurso na exibicao de detalhes do recurso ou na exibicao de detalhes do grupo de recursos.
Se o recurso estiver protegido, a pagina topologia do recurso selecionado é exibida.

4. Revise o cartdo de resumo para ver um resumo do numero de backups e clones disponiveis no storage
primario e secundario.

A secgao cartdo de resumo exibe o numero total de backups e clones.
Clicar no botao Refresh inicia uma consulta do armazenamento para exibir uma contagem precisa.

Se o backup habilitado para SnapLock for feito, clique no botdo Atualizar atualiza o tempo de expiragéo
do SnapLock primario e secundario recuperado do ONTAP. Um horario semanal também atualiza o tempo
de expiragdo do SnapLock primario e secundario recuperado do ONTAP.

Quando o sistema de arquivos é espalhado por varios volumes, o tempo de expiragdo do SnapLock para o
backup sera o tempo de expiracdo do SnapLock mais longo definido para um instantaneo em um volume.
O tempo de expiragdo mais longo do SnapLock é recuperado do ONTAP.

Para a sincronizagao ativa do SnapMirror, clicar no botdo Atualizar atualiza o inventario de backup do
SnapCenter consultando o ONTAP para sites primarios e de réplica. Uma programagao semanal também
executa essa atividade para todos os bancos de dados que contém a relagéo de sincronizagao ativa do
SnapMiirror.

o Para a sincronizagao ativa do SnapMirror e somente para o ONTAP 9.14,1, as relagdes de
espelhamento do Async ou EspelrorVault do Async com o novo destino primario devem ser
configuradas manualmente apos o failover. A partir do ONTAP 9.15,1 em diante, o espelho do Async
ou o MirrorVault do Async sédo configurados automaticamente para o novo destino principal.

> Apos o failover, um backup deve ser criado para que o SnapCenter esteja ciente do failover. Vocé
pode clicar em Refresh somente depois que um backup tiver sido criado.

5. No modo de exibigao Gerenciar copias, clique em backups ou clones do armazenamento primario ou
secundario para ver detalhes de um backup ou clone.

Os detalhes dos backups e clones séo exibidos em um formato de tabela.

6. Selecione o backup na tabela e clique nos icones de protecédo de dados para executar operacoes de
restauragéo, clonagem e exclusao.

@ Nao é possivel renomear ou excluir backups que estao no armazenamento secundario.

7. Se quiser excluir um clone, selecione-o na tabela e clique Jjem .

Exemplo mostrando backups e clones no storage primario
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