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Proteja aplicativos em execugao no Azure
NetApp Files

Proteja aplicativos em execugcao no Azure NetApp Files

O SnapCenter é compativel com a protecao de aplicagdes como Oracle, SQL e SAP
HANA que residem no Azure NetApp Files. A partir da versédo 6.0.1, o SnapCenter da
suporte ao recurso de backup Azure NetApp Files que expande os recursos de protecao
de dados do Azure NetApp Files fornecendo solucado de backup totalmente gerenciada
para recuperagao, arquivamento e conformidade de longo prazo.

O Azure NetApp Files € uma solugao de storage premium que pode ser cara para a retengédo de backup a
longo prazo. Para otimizar custos, vocé pode migrar os backups do storage Azure NetApp Files para um
armazenamento de objetos Azure. A partir do SnapCenter 6,0.1, € possivel fazer backup e clonar aplicativos
que residem no Azure NetApp Files para o armazenamento de Blobs do Azure (armazenamento de objetos).
Vocé pode manter duas copias dos seus dados, copias snapshot de volume no storage Azure NetApp Files
para recuperacao de curto prazo e outra copia no armazenamento Blob do Azure para recuperacao de longo
prazo.

Quando uma politica com backup do Azure NetApp Files esta habilitada e associada a um recurso, o
SnapCenter manipula a criagao de snapshots de volume e o backup no armazenamento de Blobs do Azure. O
SnapCenter cria o cofre de backup e habilita o backup para o volume. Se vocé ativou o backup para o volume,
o SnapCenter utiliza o cofre existente.

Limitacoes
 As funcionalidades de armazenamento de objetos para sistemas de armazenamento FAS, ASA ou AFF
ONTAP e Amazon FSX for NetApp ONTAP nao séo suportadas.

* Os workflows de montagem e catalogo do Oracle e SAP HANA n&o sao compativeis com backups de
storage de objetos, mas sdo compativeis com snapshots.

» Os clones do Oracle PDB nao sdo compativeis com backups de storage de objetos, mas sdo compativeis
com snapshots.

« A verificagdo de backup do storage de objetos, suporte a APl REST, gerenciamento do ciclo de vida de
clones do storage de objetos e recursos de geragao de relatérios para backups de storage de objetos nao
€ compativel.

» Arestauracao de backups no armazenamento de Blobs do Azure para o Azure NetApp Files ndo é
suportada. Vocé pode usar a opg¢ao clone, alternativamente.

* Divisdo de clones nao é suportada.

Instale o SnapCenter e crie credenciais

Instale o SnapCenter na Maquina Virtual do Azure

Vocé pode baixar o software SnapCenter no site de suporte da NetApp e instalar o
software na maquina virtual do Azure.

Antes de comecar



* Certifique-se de que a maquina virtual do Azure Windows atenda aos requisitos de instalacéo do servidor

SnapCenter. Para obter informagdes, "Requisitos para instalar o servidor SnapCenter"consulte .

» Se vocé é novo no Azure NetApp Files e ndo tem uma conta NetApp existente, certifique-se de que se

registrou para que vocé possa acessar o software SnapCenter. Para obter informacgdes, "Registe-se para
aceder ao software SnapCenter"consulte .

Passos

1.
2.

Baixe o pacote de instalagédo do servidor SnapCenter em "Site de suporte da NetApp".
Inicie a instalagdo do servidor SnapCenter clicando duas vezes no arquivo .exe baixado.
Depois de iniciar a instalagao, todas as pré-verificagdes sdo executadas e, se 0s requisitos minimos nao

forem atendidos, as mensagens de erro ou aviso apropriadas serao exibidas. Vocé pode ignorar as
mensagens de aviso e prosseguir com a instalagéo; no entanto, os erros devem ser corrigidos.

. Reveja os valores pré-preenchidos necessarios para a instalagéo do servidor SnapCenter e modifique, se

necessario.

Vocé néo precisa especificar a senha para o banco de dados do repositério do MySQL Server. Durante a
instalagcao do servidor SnapCenter, a senha é gerada automaticamente.

@ O caractere especial "%" ndo é suportado no caminho personalizado para o banco de
dados do repositorio. Se vocé incluir "%" no caminho, a instalagéo falhara.

. Cliqgue em Instalar agora.

Se vocé tiver especificado quaisquer valores invalidos, as mensagens de erro apropriadas serao exibidas.
Deve voltar a introduzir os valores e, em seguida, iniciar a instalacao.

Se vocé clicar no botdo Cancelar, a etapa que esta sendo executada sera concluida e, em
@ seguida, iniciar a operagao de reversao. O servidor SnapCenter sera completamente
removido do host.

No entanto, se vocé clicar em Cancelar quando as operacgées "SnapCenter Server site Restart" ou
"Waiting for SnapCenter Server to start" estiverem sendo executadas, a instalagdo continuara sem
cancelar a operacgao.

Registre o produto para habilitar o suporte

Se vocé é novo no NetApp e ndo tem uma conta NetApp existente, deve Registrar o produto para habilitar o
suporte.

Passos

1.
2.

o o ~ »w

Depois de instalar o SnapCenter, navegue até Ajuda > sobre.

Na caixa de dialogo sobre o SnapCenter, anote a instancia do SnapCenter, um namero de 20 digitos que
comeca com 971.

Clique https://register.netapp.comem .
Clique em Eu nao sou um Cliente NetApp registrado.
Especifique os seus dados para se registar.

Deixe o campo NetApp Reference SN em branco.


https://docs.netapp.com/pt-br/snapcenter/install/requirements-to-install-snapcenter-server.html
https://docs.netapp.com/pt-br/snapcenter/install/register_enable_software_access.html
https://docs.netapp.com/pt-br/snapcenter/install/register_enable_software_access.html
https://mysupport.netapp.com/site/products/all/details/snapcenter/downloads-tab
https://register.netapp.com

7. Selecione SnapCenter na lista suspensa linha de produtos.
8. Selecione o fornecedor de faturagao.
9. Insira o ID da instancia do SnapCenter de 20 digitos.

10. Clique em Enviar.

Crie a credencial do Azure no SnapCenter

Vocé deve criar a credencial do Azure no SnapCenter para acessar a conta do Azure
NetApp.

Antes de comecar
* Certifique-se de ter criado o principio de servico no Azure.

 Certifique-se de que vocé tem o ID do locatario, o ID do cliente e a chave secreta associados ao
responsavel de servigo disponivel com voceé.

> O ID do Locatario pode ser encontrado no Portal do Azure na pagina Visao geral do ID do Entra.

> O ID do cliente também é conhecido como ID do aplicativo para o Enterprise App/Service Principal.
Isso pode ser encontrado no Portal do Azure na pagina Visao geral do aplicativo corporativo que vocé
criou para atuar como o principal de servico do SnapCenter.

> A chave secreta do cliente também & conhecida como o valor secreto. Vocé pode criar esse segredo
de cliente no Portal do Azure navegando até inscrigées de aplicativos em Entra ID. Depois de
selecionar a aplicagéo Enterprise que criou, navegue até certificados e segredos e, em seguida,
segredo de novo cliente.

@ O valor secreto s6 pode ser acessado quando criado. Vocé nao pode acessa-lo mais
tarde.

o O responsavel de Servico precisa receber permissdes. A funcao de Colaborador permitira que o
responsavel do servigo execute as agdes necessarias no Azure. Isso pode ser concedido a partir da
pagina Controle de Acesso (IAM) na pagina assinatura.

Passos
1. No painel de navegacao esquerdo, clique em Configuragoes.

2. Na pagina Configuracdes, clique em Credential.
3. Clique em novo.

4. Na pagina Credential (credencial), especifique as seguintes informagbes necessarias para criar a

credencial.

Para este campo... Faca isso...

Nome da credencial Introduza um nome para a credencial.

Modo de autenticacao Selecione credencial do Azure na lista suspensa.
ID do inquilino Insira o ID do locatario.

ID do cliente Introduza a ID do cliente.



Para este campo... Faca isso...

Chave secreta do cliente Introduza a chave secreta do cliente.

5. Clique em OK.

Configure a conta de armazenamento do Azure
Vocé deve configurar a conta de armazenamento do Azure no SnapCenter.

A conta de armazenamento do Azure contém detalhes sobre a ID da subscrigdo, a credencial do Azure e a
conta do Azure NetApp.

@ As licengas padrao e a licenga baseada em capacidade ndo s&o necessarias para o Azure
NetApp Files.

Passos
1. No painel de navegacao esquerdo, clique em Storage Systems.

2. Na pagina sistemas de armazenamento, selecione Azure NetApp Files e clique em novo.
3. Selecione a credencial, a ID da assinatura e a conta do NetApp nas respetivas listas suspensas.

4. Cliqgue em Enviar.

Crie a credencial para adicionar o host do plug-in
O SnapCenter usa credenciais para autenticar usuarios para operacdes do SnapCenter.

Vocé deve criar credenciais para instalar plug-ins do SnapCenter e credenciais adicionais para executar
operagoes de protegdo de dados.

Passos
1. No painel de navegacao esquerdo, clique em Configuragoes.

2. Na pagina Configuragdes, clique em Credential.
3. Clique em novo.

4. Na pagina Credential (credencial), especifique as seguintes informagbes necessarias para criar a

credencial.

Para este campo... Faca isso...

Nome da credencial Introduza um nome para a credencial.

Modo de autenticacao Selecione 0 modo de autenticagao na lista
pendente.

Tipo de autenticacao Selecione baseado em senha ou baseado em
chave SSH (somente para host Linux).

Nome de utilizador Especifique o nome de usuario.



Para este campo... Faca isso...

Palavra-passe Se tiver selecionado a autenticacdo baseada na
palavra-passe, especifique a palavra-passe.

Chave privada SSH Se vocé selecionou a autenticagdo baseada em
chave SSH, especifique a chave privada.

Use sudo Privileges Marque a caixa de seleg¢ao usar sudo Privileges se
estiver criando credenciais para um usuario que
nao seja root.

@ Isso é aplicavel apenas para
usuarios Linux.

5. Clique em OK.

Proteger bancos de dados SAP HANA

Adicione hosts e instale o plug-in do SnapCenter para banco de dados SAP HANA

Vocé deve usar a pagina Adicionar host do SnapCenter para adicionar hosts e, em
seguida, instalar os pacotes de plug-ins. Os plug-ins sdo instalados automaticamente
nos hosts remotos.

Antes de comecar

* Vocé deve ser um usuario atribuido a uma fungao que tenha as permissdes de instalagido e desinstalagao
do plug-in, como a fungdo Administrador do SnapCenter.

* Ao instalar um plug-in em um host do Windows, se vocé especificar uma credencial que ndo esta
integrada ou se o usuario pertence a um usuario local do grupo de trabalho, sera necessario desativar o
UAC no host.

» Se vocé estiver instalando no host centralizado, verifique se o software cliente SAP HANA esta instalado
nesse host e abra as portas necessarias no host de banco de dados SAP HANA para executar as
consultas SQL do HDB remotamente.

Passos
1. No painel de navegacéao esquerdo, clique em hosts.

2. Verifique se a guia hosts gerenciados esta selecionada.
3. Clique em Add.
4. Na pagina hosts, execute as seguintes agoes:
a. No campo Host Type (tipo de host), selecione o tipo de host.

b. No campo Nome do host, insira o0 nome de dominio totalmente qualificado (FQDN) ou o enderego IP
do host.

c. No campo credenciais, insira a credencial que vocé criou.

5. Na sec¢ao Selecionar plug-ins para instalar, selecione os plug-ins a instalar.



6. (Opcional) cligue em mais Opg¢oes e especifique os detalhes.
7. Clique em Enviar.

8. Se o tipo de host for Linux, verifique a impressao digital e clique em Confirm and Submit.
Em uma configuragao de cluster, vocé deve verificar a impresséao digital de cada um dos ndés no cluster.

9. Monitorize o progresso da instalagéo.

Adicionar banco de dados SAP HANA
Vocé deve adicionar o banco de dados SAP HANA manualmente.

Sobre esta tarefa

Os recursos precisam ser adicionados manualmente se o plug-in estiver instalado em um servidor
centralizado. Se o plug-in SAP HANA estiver instalado no host do banco de dados HANA, o sistema HANA
sera descoberto automaticamente.

@ A detecgéo automatica ndo é compativel com a configuragao de varios host HANA, ela precisa
ser adicionada somente por meio de plug-in centralizado.

Passos

1. No painel de navegacao a esquerda, selecione o plug-in do SnapCenter para banco de dados SAP HANA
na lista suspensa e clique em recursos.

2. Na pagina recursos, clique em Adicionar banco de dados SAP HANA.
3. Na pagina fornecer detalhes do recurso, execute as seguintes agdes:

a. Insira o tipo de recurso como contentor unico, recipiente de banco de dados multitenant ou volume
n&o-dados.

o

Introduza o nome do sistema SAP HANA.
Introduza a ID do sistema (SID).
Selecione o host do plug-in.

Digite a chave para se conetar ao sistema SAP HANA.

-~ ©®© Qo o

Introduza o nome de utilizador para o qual a chave de armazenamento de utilizador seguro HDB esta
configurada.

4. Na pagina fornecer espaco fisico de armazenamento, selecione Azure NetApp Files como o tipo de
armazenamento.

a. Selecione a conta do Azure NetApp.
b. Selecione o pool de capacidade e os volumes associados.
c. Clique em Salvar.

5. Revise o resumo e clique em Finish.

Criar politicas de backup para bancos de dados SAP HANA

Antes de usar o SnapCenter para fazer backup dos recursos do banco de dados do SAP
HANA, vocé precisa criar uma politica de backup para o recurso ou grupo de recursos
que deseja fazer backup.



Passos

1.

7.

No painel de navegagéao esquerdo, clique em Configuragoes.

2. Na pagina Configuragdes, clique em politicas.
3. Clique em novo.

4.
5

. Na pagina tipo de politica, execute as seguintes etapas:

Na pagina Nome, insira 0 nome e a descri¢gao da politica.

a. Selecione Azure NetApp Files como o tipo de armazenamento.

b. Selecione File-based (baseado em ficheiros) se pretender efetuar uma verificacdo de integridade da
base de dados.

c. Selecione Snapshot based se quiser criar um backup usando a tecnologia Snapshot.

. Na pagina Snapshot e backup, execute as seguintes etapas:

a. Selecione a frequéncia da copia de seguranga agendada.
b. Especifique as definigbes de retengao.

c. Se vocé quiser habilitar o backup do Azure NetApp Files, selecione Ativar backup e especifique as
configuragdes de retengéo.

Revise o resumo e clique em Finish.

Crie grupos de recursos e anexe politicas de backup do SAP HANA

Um grupo de recursos é o contentor ao qual vocé deve adicionar recursos que deseja
fazer backup e proteger.

Um grupo de recursos permite fazer backup de todos os dados associados a um determinado aplicativo
simultaneamente. Um grupo de recursos é necessario para qualquer trabalho de protegdo de dados. Vocé
também deve anexar uma ou mais politicas ao grupo de recursos para definir o tipo de tarefa de protecao de
dados que deseja executar.

Passos

1.

No painel de navegacéao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.

2. Na pagina recursos, clique em novo Grupo de recursos.

3. Na pagina Nome, execute as seguintes acgodes:

Para este campo... Faca isso...
Nome Introduza um nome para o grupo de recursos.
Tags Insira um ou mais rétulos que o ajudarao a

pesquisar posteriormente o grupo de recursos.

Use o formato de nome personalizado para copia Marque essa caixa de selegdo e insira um formato
Snapshot de nome personalizado que vocé deseja usar para
o0 nome da captura Instantanea.

4. Na pagina recursos, selecione um nome de host na lista suspensa Host e o tipo de recurso na lista

suspensa Resource Type.



5. Selecione os recursos na secéo recursos disponiveis e clique na seta para a direita para mové-los para
a secao recursos selecionados.

6. Na pagina politicas, execute as seguintes etapas:
a. Selecione uma ou mais politicas na lista suspensa.

b.
Na coluna Configurar agendas, clique em * para a politica que deseja configurar.

c. Na caixa de dialogo Adicionar agendas para politica policy name, configure a programacéo e clique
em OK.

7. Na pagina notificagao, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

8. Revise o resumo e clique em Finish.

Fazer backup de bancos de dados SAP HANA executados no Azure NetApp Files

Se um recurso ainda nao fizer parte de qualquer grupo de recursos, vocé podera fazer
backup do recurso na pagina recursos.

Passos

1. No painel de navegacao esquerdo, selecione Resources e, em seguida, selecione o plug-in apropriado na
lista.

2. Na pagina recurso, filtre os recursos da lista suspensa Exibir com base no tipo de recurso.
3. Selecione o recurso que vocé deseja fazer backup.

4. Na pagina recurso, selecione Use o formato de nome personalizado para cépia Snapshot e insira um
formato de nome personalizado que vocé deseja usar para o nome da captura Instantanea.

5. Na pagina Configurag¢des do aplicativo, faga o seguinte:
a. Selecione a seta backups para definir opcbdes de backup adicionais.

b. Selecione a seta Scripts para executar comandos pré e POST para operagdes quiesce, Snapshot e
unquiesce.

c. Selecione a seta Custom Configurations (Configuragdes personalizadas) e, em seguida, insira os
pares de valores personalizados necessarios para todos os trabalhos que utilizam este recurso.

d. Selecione a ferramenta cépia Snapshot > SnapCenter sem consisténcia do sistema de arquivos
para criar snapshots.

A opcéao consisténcia do sistema de arquivos € aplicavel apenas para aplicativos executados em
hosts Windows.

6. Na pagina politicas, execute as seguintes etapas:

a. Selecione uma ou mais politicas na lista suspensa.

b.
Selecione

agendamento.

*  **nacoluna Configurar agendas para a politica para a qual vocé deseja configurar um

c. Na caixa de didlogo Adicionar agendas para politica policy _name, configure a programagéao e
selecione OK.

policy name é o nome da politica selecionada.



7. Na pagina notificagcéo, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

Vocé também deve especificar os enderecos de e-mail do remetente e do destinatario e o assunto do e-
mail. O SMTP também deve ser configurado em Configuragdes > Configuragoes globais.
8. Revise o resumo e selecione Finish.
9. Selecione fazer uma cépia de seguranga agora.
10. Na pagina Backup, execute as seguintes etapas:
a. Se varias politicas estiverem associadas ao recurso, na lista suspensa Politica, selecione a politica

que deseja usar para backup.

Se a politica selecionada para o backup sob demanda estiver associada a um agendamento de
backup, os backups sob demanda seréao retidos com base nas configuragdes de retengao
especificadas para o tipo de agendamento.

11. Selecione Backup.

12. Monitorize o progresso da operagao clicando em Monitor > trabalhos.

Fazer backup de grupos de recursos do SAP HANA

Um grupo de recursos é uma colegao de recursos em um host. Uma operacgao de
backup no grupo de recursos € executada em todos os recursos definidos no grupo de
recursos.

Passos

1. No painel de navegacao esquerdo, selecione Resources e, em seguida, selecione o plug-in apropriado na
lista.

2. Na pagina recursos, selecione Grupo de recursos na lista Exibir.

3. Na pagina grupos de recursos, selecione o grupo de recursos que vocé deseja fazer backup e selecione
fazer backup agora.

4. Na pagina Backup, execute as seguintes etapas:
a. Se varias politicas estiverem associadas ao grupo de recursos, na lista suspensa Politica, selecione a
politica que deseja usar para backup.

Se a politica selecionada para o backup sob demanda estiver associada a um agendamento de
backup, os backups sob demanda seréao retidos com base nas configuragdes de retengao
especificadas para o tipo de agendamento.

b. Selecione Backup.
5. Monitorize o progresso da operagao selecionando Monitor > trabalhos.
Restaure e recupere bancos de dados do SAP HANA
Vocé pode restaurar e recuperar dados dos backups.

Sobre esta tarefa

Para sistemas HANA detetados automaticamente, se a opgao recurso completo estiver selecionada, a
restauragao sera executada usando a tecnologia de restauragdo de snapshot de Arquivo Unico. Se a caixa de



selecado Fast Restore estiver selecionada, a tecnologia volume Revert sera usada.

Para recursos adicionados manualmente, a tecnologia de reversao de volume € sempre usada.

Passos

1.
2.
3.

10.

1.
12.

No painel de navegacgao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.
Na pagina recursos, filtre recursos da lista suspensa Exibir com base no tipo de recurso.

Selecione o recurso ou selecione um grupo de recursos e, em seguida, selecione um recurso nesse
grupo.

Na exibicao Gerenciar copias, selecione backups nos sistemas de armazenamento primario ou
secundario (espelhado ou abobadado).

Na tabela de backup principal, selecione o backup do qual vocé deseja restaurar e clique em * * “ .

Na pagina Restaurar escopo, selecione recurso completo.

Todos os volumes de dados configurados do banco de dados SAP HANA sao restaurados.

Para sistemas HANA detetados automaticamente, na pagina escopo de recuperagao, execute as
seguintes agdes:

a. Selecione Recover to most recent State (recuperar para o estado mais recente) se pretender
recuperar o mais proximo possivel da hora atual.

b. Selecione Recover to Point in Time se vocé quiser recuperar para o ponto especificado no tempo.

c. Selecione Recover to specified data backup se vocé quiser recuperar para um backup de dados
especifico.

d. Selecione sem recuperagao se nao quiser recuperar agora.
e. Especifique as localizagbes de copia de seguranga do registo.

f. Especifique o local do catalogo de backup.

. Na pagina operacdes anteriores, insira pré-restauracao e desmonte comandos para serem executados

antes de executar um trabalho de restauragéao.

. Na pagina Post OPS, insira os comandos mount e POST Restore para serem executados apods a

execucgao de um trabalho de restauracgao.
Na pagina notificagao, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

Vocé também deve especificar os enderecos de e-mail do remetente e do destinatario e o assunto do e-
mail. O SMTP também deve ser configurado na pagina Configuragdes > Configuragoes globais.

Revise o resumo e clique em Finish.

Monitorize o progresso da operagéo clicando em Monitor > trabalhos.

Clone o backup do banco de dados SAP HANA

Vocé pode usar o SnapCenter para clonar um banco de dados SAP HANA usando o
backup do banco de dados. Os clones criados sao clones espessos e sdo criados no
pool de capacidade pai.

Passos

10
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. No painel de navegacao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.
. Na pagina recursos, filtre recursos da lista suspensa Exibir com base no tipo de recurso.
. Selecione o grupo de recursos ou recursos.

. Na exibigdo Gerenciar copias, selecione backups no sistema de armazenamento primario.

a A W0 DN

m

" Selecione o backup de dados na tabela e clique em .

(o2}

. Na pagina localizagéo, execute as seguintes agoes:
a. Selecione o host que tem o plug-in SAP HANA instalado para gerenciar o sistema HANA clonado.

Ele pode ser um host plug-in centralizado ou um host de sistema HANA.

Se o plug-in HANA for instalado em um host centralizado que gerencia bancos de DADOS
HANA em outros hosts, ao criar ou excluir clones, o SnapCenter descartara

@ intencionalmente as operagdes do lado do host (montar ou desmontar o sistema de
arquivos), pois o servidor de destino € um host centralizado. Vocé deve usar scripts
personalizados pré ou pds-clone para executar operagdes de montagem e desmontagem.

a. Insira o SID do SAP HANA para clonar dos backups existentes.

b. Insira enderecos IP ou os nomes de host nos quais os volumes clonados serdo exportados.

c. Se os volumes de ANF do banco de dados SAP HANA estiverem configurados em um pool de
CAPACIDADE DE QOS manual, especifique a QOS para os volumes clonados.

Se A QOS para os volumes clonados nao for especificada, a QOS do volume de origem sera usada.

Se o pool de capacidade DE QOS automatico for usado, o valor DE QOS especificado sera ignorado.

7. Na pagina Scripts, execute as seguintes etapas:

a. Digite os comandos para pré-clone ou pés-clone que devem ser executados antes ou depois da
operagao clone, respetivamente.

b. Digite 0 comando mount para montar um sistema de arquivos em um host.

Se o SISTEMA HANA de origem for descoberto automaticamente e o plug-in de host de destino clone

for instalado no host SAP HANA, o SnapCenter removera automaticamente os volumes de DADOS
HANA existentes no host clone de destino e montara os volumes de DADOS HANA recém clonados.

8. Na pagina notificagao, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.
9. Revise o resumo e clique em Finish.

10. Monitorize o progresso da operacgao clicando em Monitor > trabalhos.

@ O clone Split esta desativado para clones do ANF porque o clone do ANF ja € um volume
independente criado a partir do Snapshot selecionado.

Proteja bancos de dados Microsoft SQL Server
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Adicione hosts e instale o plug-in do SnapCenter para o banco de dados SQL
Server

O SnapCenter é compativel com a protecao de dados de instancias SQL em
compartilhamentos SMB no Azure NetApp Files. As configuragdes do grupo de
disponibilidade e independente (AG) sdo suportadas.

Vocé deve usar a pagina Adicionar host do SnapCenter para adicionar hosts e, em seguida, instalar o pacote
de plug-ins. Os plug-ins séo instalados automaticamente nos hosts remotos.

Antes de comecgar

* Vocé deve ser um usuario atribuido a uma funcao que tenha as permissées de instalacédo e desinstalacéo
do plug-in, como a fungédo Administrador do SnapCenter.

* Ao instalar um plug-in em um host do Windows, se vocé especificar uma credencial que nao esta
integrada ou se o usuario pertence a um usuario local do grupo de trabalho, sera necessario desativar o
UAC no host.

Passos
1. No painel de navegacao esquerdo, selecione hosts.

2. Verifique se a guia hosts gerenciados esta selecionada na parte superior.
3. Selecione Adicionar.
4. Na pagina hosts, faga o seguinte:

a. No campo Host Type (tipo de host), selecione o tipo de host.

b. No campo Nome do host, insira 0 nome de dominio totalmente qualificado (FQDN) ou o enderego IP
do host.

c. No campo credenciais, insira a credencial que vocé criou.
Na secao Select Plug-ins to Install, selecione os plug-ins a instalar.
(Opcional) clique em mais Opgodes e especifique os detalhes.

Selecione Enviar.

©© N o O

Selecione Configure log Directory e, na pagina Configurar diretério de log do host, insira o caminho SMB
do diretdrio de log do host e cligue em Save.

9. Clique em Submit e monitore o progresso da instalagao.

Criar politicas de backup para bancos de dados do SQL Server

Vocé pode criar uma politica de backup para o recurso ou para 0 grupo de recursos
antes de usar o SnapCenter para fazer backup de recursos do SQL Server ou criar uma
politica de backup no momento em que criar um grupo de recursos ou fazer backup de
um unico recurso.

Passos

1. No painel de navegacao esquerdo, clique em Configuragoes.
2. Na pagina Configuracoes, clique em politicas.
3. Clique em novo.

4. Na pagina Nome, insira 0 nome e a descri¢gédo da politica.
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5. Na pagina tipo de politica, execute as seguintes etapas:

a. Selecione Azure NetApp Files como o tipo de armazenamento.

b. Selecione o tipo de copia de seguranca.

iv.

Selecione Backup completo e Log Backup se quiser fazer backup de arquivos de banco de
dados e logs de transacgoes.

Selecione Backup completo se quiser fazer backup apenas dos arquivos do banco de dados.
Selecione Log Backup se quiser fazer backup apenas dos logs de transagao.

Selecione Backup somente copia se quiser fazer backup de seus recursos usando outro
aplicativo.

c. Na sec¢ao Configuragdes do Grupo de disponibilidade, execute as seguintes agbes:

Selecione cépia de seguranga na réplica de copia de segurancga preferida se pretender efetuar
uma copia de seguranga apenas na réplica.

Selecione a réplica AG primaria ou a réplica AG secundaria para o backup.

Selecione a prioridade da copia de seguranca.

6. Na pagina Snapshot e backup, execute as seguintes etapas:

a. Selecione a frequéncia da copia de seguranga agendada.

b. Especifique as configuragdes de retencdo dependendo do tipo de backup selecionado.

c. Se vocé quiser habilitar o backup do Azure NetApp Files, selecione Ativar backup e especifique as
configuragdes de retencao.

7. Na pagina Verificagéo, execute as seguintes etapas:

a. Na secao Executar verificagdo para as seguintes programacgdes de backup, selecione a frequéncia de
agendamento.

b. Na seg¢ao Opgdes de verificagdo consisténcia de banco de dados, execute as seguintes agdes:

Selecione Limit a estrutura de integridade a estrutura fisica do banco de dados
(PHYSICAL_only) para limitar a verificagdo de integridade a estrutura fisica do banco de dados e
para detetar paginas rasgadas, falhas de checksum e falhas comuns de hardware que afetam o
banco de dados.

. Selecione suprimir todas as mensagens de informagao (NO_INFOMSGS) para suprimir todas

as mensagens informativas.

Selecionado por predefini¢ao.

Selecione Exibir todas as mensagens de erro relatadas por objeto (ALL_ERRORMSGS) para
exibir todos os erros relatados por objeto.

Selecione nao verifique indices ndao agrupados (NOINDEX) se vocé nao quiser verificar indices

nao agrupados.

O banco de dados do SQL Server usa o Microsoft SQL Server Database Consistency Checker
(DBCC) para verificar a integridade fisica e l6gica dos objetos no banco de dados.

Selecione Limit as verificagoes e obtenha os bloqueios em vez de usar uma cépia Snapshot
do banco de dados interno (TABLOCK) para limitar as verificagdes e obter bloqueios em vez de
usar um instantaneo do banco de dados interno.

c. Na secéo Backup de log, selecione verificar backup de log apés a concluséo para verificar o
backup de log apds a conclusao.
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d. Na secao Configuragoes do script de verificagao, insira o caminho e os argumentos do prescritor
ou postscript que devem ser executados antes ou depois da operagao de verificagdo, respetivamente.

8. Revise o resumo e clique em Finish.

Crie grupos de recursos e anexe politicas de backup SQL

Um grupo de recursos é o contentor ao qual vocé deve adicionar recursos que deseja
fazer backup e proteger.

Um grupo de recursos permite fazer backup de todos os dados associados a um determinado aplicativo
simultaneamente. Um grupo de recursos € necessario para qualquer trabalho de protegdo de dados. Vocé
também deve anexar uma ou mais politicas ao grupo de recursos para definir o tipo de tarefa de protegao de
dados que deseja executar.

Passos
1. No painel de navegagao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.

2. Na pagina recursos, clique em novo Grupo de recursos.

3. Na pagina Nome, execute as seguintes agoes:

Para este campo... Faca isso...
Nome Introduza um nome para o grupo de recursos.
Tags Insira um ou mais rétulos que o ajudaréo a

pesquisar posteriormente o grupo de recursos.

Use o formato de nome personalizado para copia Marque essa caixa de selecao e insira um formato
Snapshot de nome personalizado que vocé deseja usar para
0 nome da captura Instantanea.

4. Na pagina recursos, selecione um nome de host na lista suspensa Host e o tipo de recurso na lista
suspensa Resource Type.

5. Selecione os recursos na secao recursos disponiveis e clique na seta para a direita para mové-los para
a secédo recursos selecionados.

6. Na pagina politicas, execute as seguintes etapas:
a. Selecione uma ou mais politicas na lista suspensa.

b

Na coluna Configurar agendas, clique em ¥

para a politica que deseja configurar.

c. Na caixa de dialogo Adicionar agendas para politica policy _name, configure a programacgéo e clique
em OK.

d. Selecione o agendador do Microsoft SQL Server.
7. Na pagina Verificagdo, execute as seguintes etapas:
a. Selecione o servidor de verificagéo.
b. Selecione a politica para a qual pretende configurar o seu agendamento de verificagado e, em seguida,

clique em * * *
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c. Selecione Executar verificagdo apos coépia de segurancga ou Executar verificagdo agendada.
d. Cligue em OK.

8. Na pagina notificagéo, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

9. Revise o resumo e clique em Finish.

Fagca backup de bancos de dados do SQL Server em execugao no Azure NetApp
Files

Se um recurso ainda nao fizer parte de qualquer grupo de recursos, vocé podera fazer
backup do recurso na pagina recursos.

Antes de comecar

Vocé deve criar um balanceador de carga, se o Cluster de failover do Azure Windows n&o tiver um IP de
cluster atribuido ou se nao estiver acessivel a partir do SnapCenter. O IP do balanceador de carga deve ser
configurado e acessivel a partir do servidor SnapCenter.

Passos

1. No painel de navegacao esquerdo, selecione Resources e, em seguida, selecione o plug-in apropriado na
lista.

2. Na pagina recurso, selecione Banco de dados, Instancia ou Grupo de disponibilidade na lista
suspensa Exibir.

3. Na pagina recurso, selecione Use o formato de nome personalizado para copia Snapshot e insira um
formato de nome personalizado que vocé deseja usar para o nome da captura Instantanea.

4. Na pagina politicas, execute as seguintes etapas:
a. Selecione uma ou mais politicas na lista suspensa.

b.
Selecione

agendamento.

*  **nacoluna Configurar agendas para a politica para a qual vocé deseja configurar um

c. Na caixa de dialogo Adicionar agendas para politica policy name, configure a programagéao e
selecione OK.

policy _name é o nome da politica selecionada.
d. Selecione Use o agendador do Microsoft SQL Server e, em seguida, selecione a instancia do
agendador na lista suspensa Instancia do Agendador que esta associada a politica de agendamento.
5. Na pagina Verificagéo, execute as seguintes etapas:
a. Selecione o servidor de verificacao.

b. Selecione a politica para a qual pretende configurar o seu agendamento de verificagado e, em seguida,

clique em * * *

c. Selecione Executar verificagdo apos coépia de segurancga ou Executar verificagdo agendada.
d. Cliqgue em OK.

6. Na pagina notificagéo, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

7. Revise o resumo e clique em Finish.
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8. Selecione fazer uma cépia de seguranga agora.
9. Na pagina Backup, execute as seguintes etapas:

a. Se varias politicas estiverem associadas ao recurso, na lista suspensa Politica, selecione a politica
que deseja usar para backup.

b. Selecione Verify after backup.
c. Selecione Backup.

10. Monitorize o progresso da operacgao clicando em Monitor > trabalhos.

Fazer backup de grupos de recursos do SQL Server

Vocé pode fazer backup dos grupos de recursos que consistem em varios recursos. Uma
operagao de backup no grupo de recursos € executada em todos os recursos definidos
No grupo de recursos.

Passos

1. No painel de navegacao esquerdo, selecione Resources e, em seguida, selecione o plug-in apropriado na
lista.

2. Na pagina recursos, selecione Grupo de recursos na lista Exibir.

3. Na pagina grupos de recursos, selecione o grupo de recursos que vocé deseja fazer backup e selecione
fazer backup agora.

4. Na pagina Backup, execute as seguintes etapas:

a. Se varias politicas estiverem associadas ao grupo de recursos, na lista suspensa Politica, selecione a
politica que deseja usar para backup.

b. Ap6s o backup, selecione Verify para verificar o backup sob demanda.
c. Selecione Backup.

5. Monitorize o progresso da operagao selecionando Monitor > trabalhos.

Restaurar e recuperar bancos de dados do SQL Server

Vocé pode usar o SnapCenter para restaurar bancos de dados do SQL Server. Restaurar
um banco de dados é um processo multifasico que copia todos os dados e paginas de
log de um backup especifico do SQL Server para um banco de dados especifico.

Antes de comegar
» Configure a instancia de destino com um usuario do Active Directory que pertenca ao dominio SMB
ADactive Directory e tenha permissdes para definir as permissdes de arquivo adequadamente.
» Configure as credenciais no nivel da instancia do SnapCenter .

* Se 0 banco de dados SQL existir em um compartilhamento CIFS, a conta RunAS e a conta de servigo
SQL (conta de dominio) do host do plug-in precisam fazer parte do conjunto de permissoes.
BUILTIN\Administrators grupo do servidor CIFS no ONTAP.

+ As configuracdes SMB n&o suportam autenticagdo SQL para a insténcia de destino. Configure a instancia
de destino no SnapCenter com um usuario do Active Directory que tenha as permissées necessarias.

» Se a conta de servigo do plug-in SnapCenter nao for um usuario do Active Directory, certifique-se de que
um usuario com controle total sobre os volumes de origem esteja disponivel ao restaurar para um host
alternativo.
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Passos
1. No painel de navegacao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.

. Na pagina recursos, selecione Banco de dados ou Grupo de recursos na lista Exibir.
. Selecione a base de dados ou o grupo de recursos na lista.

2
3
4. Na exibicao Gerenciar copias, selecione backups no sistema de armazenamento.
5

Selecione a cépia de seguranga na tabela e, em seguida, clique no “ icone.
6. Na pagina Restaurar escopo, selecione uma das seguintes opgoes:

a. Selecione Restaurar o banco de dados para o mesmo host onde o backup foi criado para
restaurar o banco de dados para o mesmo servidor SQL.

b. Selecione Restaurar o banco de dados em um host alternativo se desejar restaurar o banco de
dados em um servidor SQL diferente, no mesmo host ou em outro host onde os backups sao
realizados.

7. Na pagina ambito de recuperagéao, selecione uma das seguintes opg¢des:
a. Selecione nenhum quando precisar restaurar somente o backup completo sem nenhum log.

b. Selecione todos os backups de log operacéo de restauragdo de backup atualizada para restaurar
todos os backups de log disponiveis apos o backup completo.

c. Selecione por backups de log para executar uma operagao de restauragao pontual, que restaura o
banco de dados com base em logs de backup até o log de backup com a data selecionada.

d. Selecione por data especifica até para especificar a data e a hora apds as quais os logs de
transacdo nao sao aplicados ao banco de dados restaurado.

e. Se tiver selecionado todos os backups de log, por backups de log ou por data especifica até e os
logs estiverem localizados em um local personalizado, selecione usar diretério de log personalizado
e especifique o local do log.

8. Na pagina Pré-operagoes e Pds-operagoes, especifique os detalhes necessarios.

9. Na pagina notificagéo, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

10. Revise o resumo e clique em Finish.

11. Monitorize o processo de restauro utilizando a pagina Monitor > trabalhos.

Clone backup do banco de dados SQL Server

Vocé pode usar o SnapCenter para clonar um banco de dados SQL usando o backup do
banco de dados. Os clones criados s&o clones espessos e sao criados no pool de
capacidade pai.

Sobre esta tarefa

Vocé deve garantir que a instancia de destino para clone esteja configurada com um usuario de diretério ativo
que pertence ao dominio de diretério SMB ADactive e tenha permissdes para definir as permissdes de arquivo
adequadamente. Vocé deve configurar as credenciais no SnapCenter no nivel da instancia.

A autenticacdo SQL para instancia de destino ndo sera suportada para configura¢gdes SMB. A instancia de
destino deve ser configurada no SnapCenter com o usuario do diretério ativo com as permissdes necessarias.

Se a conta de servigo de servigos de plug-in do SnapCenter nao for um usuario de diretdrio ativo, entao,
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durante a execugéao do clone, o usuario que tiver controle total sobre os volumes de origem sera necessario
para que ele possa ser representado e executar a operagcao necessaria.

Passos

1. No painel de navegacao esquerdo, selecione Resources e, em seguida, selecione o plug-in apropriado na
lista.

Na pagina recursos, selecione Banco de dados ou Grupo de recursos na lista Exibir.
Selecione o banco de dados ou o grupo de recursos.

Na pagina de exibicdo Gerenciar copias, selecione o backup do sistema de armazenamento primario.

ok~ 0 DN

Selecione a coépia de seguranga e, em seguida, selecione m -

®

Na pagina Clone Options, fornega todos os detalhes necessarios.
7. Na pagina local, selecione um local de armazenamento para criar um clone.

Se os volumes do ANF do banco de dados do SQL Server estiverem configurados em um pool de
CAPACIDADE DE QOS manual, especifique a QOS para os volumes clonados.

Se A QOS para os volumes clonados nao for especificada, a QOS do volume de origem sera usada. Se o
pool de capacidade DE QOS automatico for usado, o valor DE QOS especificado sera ignorado.
8. Na pagina Logs, selecione uma das seguintes opgdes:
a. Selecione nenhum se vocé quiser clonar apenas o backup completo sem nenhum log.

b. Selecione todos os backups de log se quiser clonar todos os backups de log disponiveis datados
apos o backup completo.

c. Selecione por backups de log até se vocé quiser clonar o banco de dados com base nos logs de
backup criados até o log de backup com a data selecionada.

d. Selecione por data especifica até se vocé ndo quiser aplicar os logs de transagéo apos a data e hora
especificadas.

9. Na pagina Script, insira o tempo limite do script, o caminho e os argumentos do prescritor ou postscript
que devem ser executados antes ou depois da operacéao clone, respetivamente.

10. Na pagina notificagao, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

11. Revise o resumo e selecione Finish.

12. Monitorize o progresso da operagao selecionando Monitor > trabalhos.

Execute o ciclo de vida do clone

Com o SnapCenter, vocé pode criar clones de um grupo de recursos ou banco de dados. Vocé pode executar
um clone sob demanda ou agendar operagdes de clone recorrentes de um grupo de recursos ou banco de
dados. Se vocé clonar um backup periodicamente, podera usar o clone para desenvolver aplicativos,
preencher dados ou recuperar dados.

Passos

1. No painel de navegacgao esquerdo, selecione Resources e, em seguida, selecione o plug-in apropriado na
lista.

2. Na pagina recursos, selecione Banco de dados ou Grupo de recursos na lista Exibir.

3. Selecione o banco de dados ou o grupo de recursos.
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" Selecione a copia de seguranga e, em seguida, selecione

Na pagina de exibicdo Gerenciar copias, selecione o backup do sistema de armazenamento primario.
m -

Na pagina Clone Options, fornega todos os detalhes necessarios.

7. Na pagina local, selecione um local de armazenamento para criar um clone.

10.

1.
12.

Se os volumes do ANF do banco de dados do SQL Server estiverem configurados em um pool de
CAPACIDADE DE QOS manual, especifique a QOS para os volumes clonados.

Se A QOS para os volumes clonados néo for especificada, a QOS do volume de origem sera usada. Se o
pool de capacidade DE QOS automatico for usado, o valor DE QOS especificado sera ignorado.

Na pagina Script, insira o tempo limite do script, o caminho e os argumentos do prescritor ou postscript
que devem ser executados antes ou depois da operagao clone, respetivamente.
Na pagina Agendar, execute uma das seguintes agdes:

o Selecione Executar agora se quiser executar a tarefa clone imediatamente.

> Selecione Configurar agendamento quando quiser determinar com que frequéncia a operagéo de
clone deve ocorrer, quando a programacao de clones deve ser iniciada, em que dia a operagao de
clone deve ocorrer, quando a programagao deve expirar e se os clones devem ser excluidos apods a
expiragao da programagao.

Na pagina notificagao, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

Revise o resumo e selecione Finish.

Monitorize o progresso da operagao selecionando Monitor > trabalhos.

Proteger bancos de dados Oracle

Adicione hosts e instale o plug-in do SnapCenter para o banco de dados Oracle

Vocé pode usar a pagina Adicionar host para adicionar hosts e, em seguida, instalar o
pacote de plug-ins do SnapCenter para Linux ou o pacote de plug-ins do SnapCenter
para AlIX. Os plug-ins s&o instalados automaticamente nos hosts remotos.

Vocé pode adicionar um host e instalar pacotes de plug-in para um host individual ou para um cluster. Se vocé
estiver instalando o plug-in em um cluster (Oracle RAC), o plug-in sera instalado em todos os nos do cluster.
Para Oracle RAC One Node, vocé deve instalar o plug-in em nés ativos e passivos.

Passos

1.

No painel de navegacgao esquerdo, clique em hosts.

2. Verifique se a guia hosts gerenciados esta selecionada.

3.
4,

Clique em Add.
Na pagina hosts, execute as seguintes agoes:
a. No campo Host Type (tipo de host), selecione o tipo de host.

b. No campo Nome do host, insira o nome de dominio totalmente qualificado (FQDN) ou o enderego IP
do host.

c. No campo credenciais, insira a credencial que vocé criou.
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Na secao Selecionar plug-ins para instalar, selecione os plug-ins a instalar.
(Opcional) cligue em mais Opgoes e especifique os detalhes.

Clique em Enviar.

© N o O

Verifique a impresséo digital e clique em Confirm and Submit.
Em uma configuragao de cluster, vocé deve verificar a impresséao digital de cada um dos nés no cluster.

9. Monitorize o progresso da instalagéo.

Criar politicas de backup para bancos de dados Oracle

Antes de usar o SnapCenter para fazer backup dos recursos do banco de dados Oracle,
vocé deve criar uma politica de backup para o recurso ou para o grupo de recursos que
deseja fazer backup.

Passos
1. No painel de navegagao esquerdo, clique em Configuragoes.

Na pagina Configuragoes, clique em politicas.
Selecione Oracle Database na lista suspensa.
Clique em novo.

Na pagina Nome, insira 0 nome e a descri¢édo da politica.

o o k~ w0 BN

Na pagina tipo de politica, execute as seguintes etapas:
a. Selecione Azure NetApp Files como o tipo de armazenamento.
b. Selecione o tipo de cdpia de seguranga como copia de seguranga online ou offline.

c. Se vocé quiser catalogar o backup usando o Oracle Recovery Manager (RMAN), selecione Catalogo
de backup com o Oracle Recovery Manager (RMAN).

d. Se vocé quiser podar logs de arquivo apds o backup, selecione Prune archive logs after backup.
e. Especifique as definicdes do registo de eliminagéo de arquivo.
7. Na pagina Snapshot e backup, execute as seguintes etapas:
a. Selecione a frequéncia da copia de seguranga agendada.
b. Especifique as definigbes de retengao.

c. Se vocé quiser habilitar o backup do Azure NetApp Files, selecione Ativar backup e especifique as
configuragdes de retengéo.

8. Na pagina Script, insira o caminho e os argumentos do prescritor ou postscript que vocé deseja executar
antes ou depois da operacao de backup, respetivamente.

9. Na pagina Verificagéo, selecione a agenda de backup para a qual deseja executar a operagéo de
verificagéo e insira o caminho e os argumentos do prescritor ou postscript que deseja executar antes ou
depois da operagéao de verificagao, respetivamente.

10. Revise o resumo e clique em Finish.

Crie grupos de recursos e anexe politicas de backup Oracle

Um grupo de recursos é o contentor ao qual vocé deve adicionar recursos que deseja
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fazer backup e proteger.

Um grupo de recursos permite fazer backup de todos os dados associados a um determinado aplicativo
simultaneamente. Um grupo de recursos € necessario para qualquer trabalho de protegdo de dados. Vocé
também deve anexar uma ou mais politicas ao grupo de recursos para definir o tipo de tarefa de protegao de
dados que deseja executar.
Passos

1. No painel de navegacgao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.

2. Na pagina recursos, clique em novo Grupo de recursos.

3. Na pagina Nome, execute as seguintes agoes:

Para este campo... Faca isso...
Nome Introduza um nome para o grupo de recursos.
Tags Insira um ou mais rétulos que o ajudaréo a

pesquisar posteriormente o grupo de recursos.

Use o formato de nome personalizado para copia Marque essa caixa de selegéo e insira um formato
Snapshot de nome personalizado que vocé deseja usar para
0 nome da captura Instantanea.

Destino do ficheiro de registo de arquivo Especifique os destinos dos ficheiros de registo de
arquivo.

4. Na pagina recursos, selecione um nome de host na lista suspensa Host e o tipo de recurso na lista
suspensa Resource Type.

5. Selecione os recursos na segao recursos disponiveis e clique na seta para a direita para mové-los para
a secao recursos selecionados.

6. Na pagina politicas, execute as seguintes etapas:
a. Selecione uma ou mais politicas na lista suspensa.

b.
Na coluna Configurar agendas, clique em * para a politica que deseja configurar.

c. Na caixa de didlogo Adicionar agendas para politica policy _name, configure a programacéo e clique
em OK.

7. Na pagina Verificagdo, execute as seguintes etapas:
a. Selecione o servidor de verificacao.

b.

Selecione a politica para a qual deseja configurar o agendamento de verificagcao e clique em * *
c. Selecione Executar verificagdo apos copia de segurancga ou Executar verificagdo agendada.
d. Cligue em OK.

8. Na pagina notificagao, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

9. Revise o resumo e clique em Finish.
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Faga backup de bancos de dados Oracle em execugao no Azure NetApp Files

Se um recurso ainda nao fizer parte de qualquer grupo de recursos, vocé podera fazer
backup do recurso na pagina recursos.

Passos

1. No painel de navegacao esquerdo, selecione Resources e, em seguida, selecione o plug-in apropriado na
lista.

2. Na pagina recurso, selecione Banco de dados na lista suspensa Exibir.

3. Na pagina recurso, selecione Use o formato de nome personalizado para copia Snapshot e insira um
formato de nome personalizado que vocé deseja usar para o nome da captura Instantanea.

4. Na pagina politicas, execute as seguintes etapas:
a. Selecione uma ou mais politicas na lista suspensa.

b.
Selecione ¥ **na coluna Configurar agendas para a politica para a qual vocé deseja configurar um

agendamento.

c. Na caixa de dialogo Adicionar agendas para politica policy name, configure a programagéao e
selecione OK.

5. Na pagina Verificagéo, execute as seguintes etapas:
a. Selecione o servidor de verificacao.

b. Selecione a politica para a qual pretende configurar o seu agendamento de verificagdo e, em seguida,

clique em * * *

c. Selecione Executar verificagdo apos copia de seguranga ou Executar verificagdo agendada.
d. Cliqgue em OK.

6. Na pagina notificagéo, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

7. Revise o resumo e clique em Finish.
8. Selecione fazer uma cépia de seguranga agora.
9. Na pagina Backup, execute as seguintes etapas:

a. Se varias politicas estiverem associadas ao recurso, na lista suspensa Politica, selecione a politica
que deseja usar para backup.

b. Clique em Backup.

10. Monitorize o progresso da operagao clicando em Monitor > trabalhos.

Fazer backup de grupos de recursos Oracle

Vocé pode fazer backup dos grupos de recursos que consistem em varios recursos. Uma
operagao de backup no grupo de recursos € executada em todos os recursos definidos
No grupo de recursos.

Passos

1. No painel de navegacao esquerdo, selecione Resources e, em seguida, selecione o plug-in apropriado na
lista.
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2.
3.

4.

5.

Na pagina recursos, selecione Grupo de recursos na lista Exibir.

Na pagina grupos de recursos, selecione o grupo de recursos que vocé deseja fazer backup e selecione
fazer backup agora.

Na pagina Backup, execute as seguintes etapas:

a. Se varias politicas estiverem associadas ao grupo de recursos, na lista suspensa Politica, selecione a
politica que deseja usar para backup.

b. Selecione Backup.

Monitorize o progresso da operacgéo selecionando Monitor > trabalhos.

Restaurar e recuperar bancos de dados Oracle

Em caso de perda de dados, vocé pode usar o SnapCenter para restaurar dados de um
ou mais backups para o seu sistema de arquivos ativo e, em seguida, recuperar o banco
de dados.

Passos

1.

No painel de navegacéao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.

2. Na pagina recursos, selecione Banco de dados ou Grupo de recursos na lista Exibir.
3. Selecione a base de dados ou o grupo de recursos na lista.

4.
5

Na exibicdo Gerenciar copias, selecione backups no sistema de armazenamento primario.

Selecione a copia de seguranga na tabela e, em seguida, clique em * q .

Na pagina Restaurar escopo, execute as seguintes tarefas:
a. Selecione RAC se tiver selecionado um backup de um banco de dados no ambiente RAC.
b. Execute as seguintes agbes:
i. Selecione todos os dados se desejar restaurar apenas os arquivos do banco de dados.
i. Selecione tablespaces se vocé quiser restaurar apenas as tablespaces.

ii. Selecione Refazer arquivos de log se quiser restaurar os arquivos de log refazer dos bancos de
dados de espera do Data Guard ou do ative Data Guard.

iv. Selecione bancos de dados conetaveis e especifique as PDBs que vocé deseja restaurar.

v. Selecione * espacos de tabela de base de dados Pluggable (PDB)* e especifique o PDB e os
espacos de tabela desse PDB que vocé deseja restaurar.

vi. Selecione Restaurar o banco de dados para o mesmo host onde o backup foi criado se vocé
quiser restaurar o banco de dados para o mesmo servidor SQL onde os backups séo feitos.

vii. Selecione Restaurar o banco de dados para um host alternativo se vocé quiser que o banco de
dados seja restaurado para um servidor SQL diferente no mesmo ou em um host diferente onde os
backups sao feitos.

vii. Selecione altere o estado do banco de dados, se necessario, para restaurar e recuperar para
alterar o estado do banco de dados para o estado necessario para executar operagdes de
restauragéo e recuperagao.

ix. Selecione forgar restauragao no local se vocé quiser executar a restauragéo no local nos
cenarios em que novos arquivos de dados sao adicionados apos o backup ou quando LUNs séo
adicionados, excluidos ou recriados a um grupo de discos LVM.
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7. Na pagina ambito de recuperagao, selecione uma das seguintes opg¢des:
a. Selecione todos os Logs se quiser recuperar para a ultima transagéo.
b. Selecione Until SCN (System Change Number) se quiser recuperar para um SCN especifico.
c. Selecione Data e hora se quiser recuperar para uma data e hora especificas.
d. Selecione sem recuperagao se nao quiser recuperar.

e. Selecione especificar locais de registo de arquivo externo se pretender especificar a localizagao
dos ficheiros de registo de arquivo externo.

8. Na pagina Pré-operagoes e Pds-operagoes, especifique os detalhes necessarios.

9. Na pagina notificagéo, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

10. Revise o resumo e clique em Finish.

11. Monitorize o progresso da operacao clicando em Monitor > trabalhos.

Restaure e recupere espacgos de tablespaces usando recuperagédo ponto no tempo

Vocé pode restaurar um subconjunto de espacgos de tablespaces que foram corrompidos ou descartados sem
afetar os outros espacos de tablespaces no banco de dados. O SnapCenter usa o RMAN para executar a
recuperagao pontual (PITR) dos espagos das tabelas.

Passos
1. No painel de navegacao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.

2. Na pagina recursos, selecione Banco de dados ou Grupo de recursos na lista Exibir.
3. Selecione o0 banco de dados do tipo instancia unica (multitenant).

4. No modo de exibigdo Gerenciar copias, selecione backups no sistema de armazenamento.

Se o backup nao estiver catalogado, selecione o backup e clique em Catalogo.

Selecione a cépia de seguranga catalogada e, em seguida, clique em * “ .
6. Na pagina Restaurar escopo, execute as seguintes tarefas:
a. Selecione RAC se tiver selecionado um backup de um banco de dados no ambiente RAC.
b. Selecione tablespaces se vocé quiser restaurar apenas as tablespaces.

c. Selecione altere o estado do banco de dados, se necessario, para restaurar e recuperar para
alterar o estado do banco de dados para o estado necessario para executar operacoes de restauracao
€ recuperacgao.

7. Na pagina ambito de recuperacéo, selecione uma das seguintes opgoes:
a. Selecione Until SCN (System Change Number) se quiser recuperar para um SCN especifico.
b. Selecione Data e hora se quiser recuperar para uma data e hora especificas.

8. Na pagina Pré-operacoes e Pds-operagoes, especifique os detalhes necessarios.

9. Na pagina notificacéo, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

10. Revise o resumo e clique em Finish.

11. Monitorize o processo de restauro utilizando a pagina Monitor > trabalhos.
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Restaurar e recuperar banco de dados conetavel usando recuperagao pontual

Vocé pode restaurar e recuperar um banco de dados conetavel (PDB) que foi corrompido ou descartado sem
afetar as outras PDBs no banco de dados de contentores (CDB). O SnapCenter usa o RMAN para executar a
recuperacgao pontual (PITR) do PDB.

Passos

1.
2.
3.

. No modo de exibicdo Gerenciar copias, selecione backups no sistema de armazenamento.

10.
1.

No painel de navegacgao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.
Na pagina recursos, selecione Banco de dados ou Grupo de recursos na lista Exibir.

Selecione o banco de dados do tipo instancia Unica (multitenant).

Se o backup ndo estiver catalogado, selecione o backup e clique em Catalogo.

Selecione a cépia de seguranga catalogada e, em seguida, clique em * “ .

. Na pagina Restaurar escopo, execute as seguintes tarefas:

a. Selecione RAC se tiver selecionado um backup de um banco de dados no ambiente RAC.

b. Dependendo se vocé deseja restaurar o PDB ou espacos de tabela em um PDB, execute uma das
acgdes:

= Selecione bancos de dados conetaveis (PDBs) se vocé quiser restaurar um PDB.

= Selecione * espagos de tabela de base de dados Pluggable (PDB)* se quiser restaurar espagos de
tabela em um PDB.

. Na pagina dmbito de recuperacao, selecione uma das seguintes opgoes:

a. Selecione Until SCN (System Change Number) se quiser recuperar para um SCN especifico.
b. Selecione Data e hora se quiser recuperar para uma data e hora especificas.
Na pagina Pré-operagdes e Pos-operagdes, especifique os detalhes necessarios.

Na pagina notificagdo, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

Revise o resumo e clique em Finish.

Monitorize o processo de restauro utilizando a pagina Monitor > trabalhos.

Clone backup de banco de dados Oracle

Vocé pode usar o SnapCenter para clonar um banco de dados Oracle usando o backup
do banco de dados. Os clones criados s&o clones espessos e sao criados no pool de
capacidade pai.

Passos

1.

" Selecione a copia de seguranga de dados e, em seguida, clique em *

No painel de navegacéo esquerdo, clique em Resources e selecione o plug-in apropriado na lista.

2. Na pagina recursos, selecione Banco de dados ou Grupo de recursos na lista Exibir.
3. Selecione a base de dados.

4.
5

Na pagina de exibicdo Gerenciar copias, selecione o backup no sistema de storage primario.

L B
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6.

10.

1.

12.
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Na pagina Nome, selecione se deseja clonar um banco de dados (CDB ou ndo CDB) ou clonar um banco
de dados conetavel (PDB).

Na pagina localizag¢des, especifique os detalhes necessarios.

Se os volumes do ANF do banco de dados Oracle estiverem configurados em um pool de CAPACIDADE
DE QOS manual, especifique a QOS para os volumes clonados.

Se A QOS para os volumes clonados néo for especificada, a QOS do volume de origem sera usada. Se o
pool de capacidade DE QOS automatico for usado, o valor DE QOS especificado sera ignorado.

Na pagina credenciais, execute um dos seguintes procedimentos:

a. Para o nome da credencial para o usuario do sys, selecione a credencial a ser usada para definir a
senha do usuario do sys do banco de dados clone.

b. Para o nome da credencial da instadncia ASM, selecione nenhum se a autenticagcao do sistema
operacional estiver ativada para conexdo com a instancia ASM no host clone.

Caso contrario, selecione a credencial Oracle ASM configurada com um usuario "sys" ou um usuario
com privilégio "sysasm" aplicavel ao host clone.

Na pagina Pre-Ops, especifique o caminho e os argumentos dos prescripts e na se¢gao Configuragbes de
parametros de banco de dados, modifique os valores dos parametros de banco de dados pré-preenchidos
que sao usados para inicializar o banco de dados.

Na pagina Pds-operacoes, recuperar banco de dados e até Cancelar sao selecionados por padrao para
executar a recuperagao do banco de dados clonado.

a. Se vocé selecionar Until Cancel, o SnapCenter executa a recuperagdo montando o backup de log
mais recente com a sequéncia ininterrupta de logs de arquivamento apos esse backup de dados que
foi selecionado para clonagem.

b. Se vocé selecionar Data e hora, o SnapCenter recupera o banco de dados até uma data e hora
especificadas.

c. Se vocé selecionar até SCN, o SnapCenter recupera o banco de dados até um SCN especificado.

d. Se vocé selecionar especificar locais de log de arquivo externo, o SnapCenter identifica e monta o
numero ideal de backups de log com base na SCN especificada ou na data e hora selecionadas.

e. Por padréo, a caixa de selegédo Create new DBID esta selecionada para gerar um ndmero Unico
(DBID) para o banco de dados clonado diferenciando-o do banco de dados de origem.

Desmarque a caixa de selegéo se quiser atribuir o DBID do banco de dados de origem ao banco de
dados clonado. Nesse cenario, se vocé quiser Registrar o banco de dados clonado com o catalogo
RMAN externo onde o banco de dados de origem ja esta registrado, a operacéo falha.

f. Marque a caixa de selegao Create tempfile for temporary tablespace se quiser criar um tempfile
para o espaco de tabela temporario padrédo do banco de dados clonado.

g. Em Digite entradas sql para aplicar quando o clone for criado, adicione as entradas sql que vocé
deseja aplicar quando o clone for criado.

h. Em Digite scripts para serem executados apds a operagao clone, especifique o caminho e os
argumentos do postscript que vocé deseja executar apos a operacao clone.

Na pagina notificagao, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

Revise o resumo e selecione Finish.



13.

Monitorize o progresso da operagéo selecionando Monitor > trabalhos.

Clone um banco de dados conetavel

Vocé pode clonar um banco de dados conetavel (PDB) para um CDB diferente ou mesmo destino no mesmo
host ou host alternativo. Vocé também pode recuperar o PDB clonado para uma SCN ou data e hora
desejadas.

Passos

1.

" Selecione a copia de seguranga e, em seguida, clique em
6.

No painel de navegagao esquerdo, clique em Resources e selecione o plug-in apropriado na lista.

2. Na pagina recursos, selecione Banco de dados ou Grupo de recursos na lista Exibir.
3. Selecione o0 banco de dados do tipo instancia unica (multitenant).

4.
5

Na pagina de exibicdo Gerenciar copias, selecione o backup no sistema de storage primario.
m -

Na pagina Nome, selecione Clonar PDB e especifique os outros detalhes.

7. Na pagina localizagbes, especifique os detalhes necessarios.

10.

1.
12.

Na pagina Pre-Ops, especifique o caminho e os argumentos dos prescripts e na se¢gao Configuragbes de
parametros de banco de dados, modifique os valores dos parametros de banco de dados pré-preenchidos
que sao usados para inicializar o banco de dados.

Na pagina Pds-operacgoes, Until Cancel é selecionado por padrédo para executar a recuperagao do banco
de dados clonado.

a. Se vocé selecionar Until Cancel, o SnapCenter executa a recuperagdo montando o backup de log
mais recente com a sequéncia ininterrupta de logs de arquivamento apos esse backup de dados que
foi selecionado para clonagem.

b. Se vocé selecionar Data e hora, o SnapCenter recupera o banco de dados até uma data e hora
especificadas.

c. Se vocé selecionar especificar locais de log de arquivo externo, o SnapCenter identifica e monta o
numero ideal de backups de log com base na SCN especificada ou na data e hora selecionadas.

d. Por padrao, a caixa de selecéo Create new DBID esta selecionada para gerar um numero unico
(DBID) para o banco de dados clonado diferenciando-o do banco de dados de origem.

Desmarque a caixa de seleg¢ao se quiser atribuir o DBID do banco de dados de origem ao banco de
dados clonado. Nesse cenario, se vocé quiser Registrar o banco de dados clonado com o catalogo
RMAN externo onde o banco de dados de origem ja esta registrado, a operacgéo falha.

e. Marque a caixa de selegédo Create tempfile for temporary tablespace se quiser criar um tempfile
para o espaco de tabela temporario padrédo do banco de dados clonado.

f. Em Digite entradas sql para aplicar quando o clone for criado, adicione as entradas sqgl que vocé
deseja aplicar quando o clone for criado.

g. Em Digite scripts para serem executados apés a operagao clone, especifique o caminho e os
argumentos do postscript que vocé deseja executar apds a operagao clone.

Na pagina notificagao, na lista suspensa preferéncia de e-mail, selecione os cenarios nos quais vocé
deseja enviar os e-mails.

Revise o resumo e selecione Finish.

Monitorize o progresso da operagéo selecionando Monitor > trabalhos.
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Informacgoes sobre direitos autorais

Copyright © 2026 NetApp, Inc. Todos os direitos reservados. Impresso nos EUA. Nenhuma parte deste
documento protegida por direitos autorais pode ser reproduzida de qualquer forma ou por qualquer meio —
grafico, eletrbnico ou mecanico, incluindo fotocopia, gravagéo, gravagao em fita ou storage em um sistema de
recuperacao eletrobnica — sem permissao prévia, por escrito, do proprietario dos direitos autorais.

O software derivado do material da NetApp protegido por direitos autorais esta sujeito a seguinte licenca e
isencao de responsabilidade:

ESTE SOFTWARE E FORNECIDO PELA NETAPP "NO PRESENTE ESTADO" E SEM QUAISQUER
GARANTIAS EXPRESSAS OU IMPLICITAS, INCLUINDO, SEM LIMITAGOES, GARANTIAS IMPLICITAS DE
COMERCIALIZACAO E ADEQUAGCAO A UM DETERMINADO PROPOSITO, CONFORME A ISENCAO DE
RESPONSABILIDADE DESTE DOCUMENTO. EM HIPOTESE ALGUMA A NETAPP SERA RESPONSAVEL
POR QUALQUER DANO DIRETO, INDIRETO, INCIDENTAL, ESPECIAL, EXEMPLAR OU
CONSEQUENCIAL (INCLUINDO, SEM LIMITACOES, AQUISICAO DE PRODUTOS OU SERVICOS
SOBRESSALENTES; PERDA DE USO, DADOS OU LUCROS; OU INTERRUPCAO DOS NEGOCIOS),
INDEPENDENTEMENTE DA CAUSA E DO PRINCIPIO DE RESPONSABILIDADE, SEJA EM CONTRATO,
POR RESPONSABILIDADE OBJETIVA OU PREJUIZO (INCLUINDO NEGLIGENCIA OU DE OUTRO
MODO), RESULTANTE DO USO DESTE SOFTWARE, MESMO SE ADVERTIDA DA RESPONSABILIDADE
DE TAL DANO.

A NetApp reserva-se o direito de alterar quaisquer produtos descritos neste documento, a qualquer momento
e sem aviso. A NetApp ndo assume nenhuma responsabilidade nem obrigagédo decorrentes do uso dos
produtos descritos neste documento, exceto conforme expressamente acordado por escrito pela NetApp. O
uso ou a compra deste produto ndo representam uma licenca sob quaisquer direitos de patente, direitos de
marca comercial ou quaisquer outros direitos de propriedade intelectual da NetApp.

O produto descrito neste manual pode estar protegido por uma ou mais patentes dos EUA, patentes
estrangeiras ou pedidos pendentes.

LEGENDA DE DIREITOS LIMITADOS: o uso, a duplicagéo ou a divulgagéo pelo governo estéo sujeitos a
restricdes conforme estabelecido no subparagrafo (b)(3) dos Direitos em Dados Técnicos - Itens Nao
Comerciais no DFARS 252.227-7013 (fevereiro de 2014) e no FAR 52.227- 19 (dezembro de 2007).

Os dados aqui contidos pertencem a um produto comercial e/ou servigo comercial (conforme definido no FAR
2.101) e sao de propriedade da NetApp, Inc. Todos os dados técnicos e software de computador da NetApp
fornecidos sob este Contrato sdo de natureza comercial e desenvolvidos exclusivamente com despesas
privadas. O Governo dos EUA tem uma licenga mundial limitada, irrevogavel, ndo exclusiva, intransferivel e
nao sublicenciavel para usar os Dados que estdo relacionados apenas com o suporte e para cumprir 0s
contratos governamentais desse pais que determinam o fornecimento de tais Dados. Salvo disposi¢ao em
contrario no presente documento, nao é permitido usar, divulgar, reproduzir, modificar, executar ou exibir os
dados sem a aprovagao prévia por escrito da NetApp, Inc. Os direitos de licenga pertencentes ao governo dos
Estados Unidos para o Departamento de Defesa estéo limitados aos direitos identificados na clausula
252.227-7015(b) (fevereiro de 2014) do DFARS.

Informagoes sobre marcas comerciais
NETAPP, o logotipo NETAPP e as marcas listadas em http://www.netapp.com/TM sao marcas comerciais da

NetApp, Inc. Outros nomes de produtos e empresas podem ser marcas comerciais de seus respectivos
proprietarios.
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