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Criar política ILM

Criar política ILM: Visão geral

Quando você cria uma política ILM, você começa selecionando e organizando as regras
ILM. Em seguida, você verifica o comportamento de sua política proposta simulando-a
contra objetos previamente ingeridos. Quando estiver satisfeito de que a política
proposta está a funcionar conforme pretendido, pode ativá-la para criar a política ativa.

Uma política de ILM que foi configurada incorretamente pode resultar em perda de dados
irrecuperável. Antes de ativar uma política ILM, revise cuidadosamente a política ILM e suas
regras ILM e simule a política ILM. Confirme sempre que a política de ILM funcionará como
pretendido.

Considerações para criar uma política ILM

• Utilize a política incorporada do sistema, a Política de cópias da linha de base 2, apenas em sistemas de
teste. A regra fazer cópias 2 nesta política usa o pool de storage todos os nós de storage, que contém
todos os sites. Se o seu sistema StorageGRID tiver mais de um local, duas cópias de um objeto poderão
ser colocadas no mesmo local.

• Ao projetar uma nova política, considere todos os diferentes tipos de objetos que podem ser ingeridos em
sua grade. Certifique-se de que a política inclui regras para corresponder e colocar esses objetos
conforme necessário.

• Mantenha a política ILM o mais simples possível. Isso evita situações potencialmente perigosas em que
os dados de objetos não são protegidos como pretendido quando as alterações são feitas no sistema
StorageGRID ao longo do tempo.

• Certifique-se de que as regras da política estão na ordem correta. Quando a política é ativada, objetos
novos e existentes são avaliados pelas regras na ordem listada, começando na parte superior. Por
exemplo, se a primeira regra de uma política corresponder a um objeto, essa regra não será avaliada por
nenhuma outra regra.

• A última regra em cada política ILM é a regra ILM padrão, que não pode usar nenhum filtro. Se um objeto
não tiver sido correspondido por outra regra, a regra padrão controla onde esse objeto é colocado e por
quanto tempo ele é retido.

• Antes de ativar uma nova política, revise todas as alterações que a política está fazendo no
posicionamento de objetos existentes. Alterar a localização de um objeto existente pode resultar em
problemas de recursos temporários quando os novos posicionamentos são avaliados e implementados.

Crie uma política de ILM proposta

Você pode criar uma política de ILM proposta do zero ou clonar a política ativa atual se
quiser começar com o mesmo conjunto de regras.

Se a configuração global S3 Object Lock tiver sido ativada, use este procedimento em vez
disso: Crie uma política ILM depois que o bloqueio de objetos S3 estiver ativado.

O que você vai precisar

• Você está conetado ao Gerenciador de Grade usando um navegador da web suportado.
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• Você tem permissões de acesso específicas.

• Você criou as regras ILM que deseja adicionar à política proposta. Conforme necessário, você pode salvar
uma política proposta, criar regras adicionais e editar a política proposta para adicionar as novas regras.

• Você tem Criou uma regra ILM padrão para a política que não contém nenhum filtro.

• Opcionalmente, você assistiu ao vídeo: "Vídeo: Políticas do StorageGRID ILM"

Sobre esta tarefa

As razões típicas para criar uma política de ILM proposta incluem:

• Você adicionou um novo site e precisa usar novas regras ILM para colocar objetos nesse site.

• Você está desativando um site e você precisa remover todas as regras que se referem ao site.

• Você adicionou um novo locatário com requisitos especiais de proteção de dados.

• Você começou a usar um Cloud Storage Pool.

Utilize a política incorporada do sistema, a Política de cópias da linha de base 2, apenas em
sistemas de teste. A regra fazer cópias 2 nesta política usa o pool de storage todos os nós de
storage, que contém todos os sites. Se o seu sistema StorageGRID tiver mais de um local,
duas cópias de um objeto poderão ser colocadas no mesmo local.

Passos

1. Selecione ILM > políticas.

É apresentada a página ILM Policies (políticas ILM). Nesta página, você pode revisar a lista de políticas
propostas, ativas e históricas; criar, editar ou remover uma política proposta; clonar a política ativa; ou
exibir os detalhes de qualquer política.
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2. Determine como você deseja criar a política de ILM proposta.

Opção Passos

Crie uma nova política proposta
que não tenha regras já
selecionadas

a. Se uma política ILM proposta existir atualmente, selecione essa
política e selecione Remover.

Não é possível criar uma nova política proposta se uma política
proposta já existir.

b. Selecione criar política proposta.

Criar uma política proposta com
base na política ativa

a. Se uma política ILM proposta existir atualmente, selecione essa
política e selecione Remover.

Você não pode clonar a política ativa se uma política proposta já
existir.

b. Selecione a política ativa na tabela.

c. Selecione Clone.

Edite a política proposta existente a. Selecione a política proposta na tabela.

b. Selecione Editar.

A caixa de diálogo Configurar política ILM é exibida.

Se você estiver criando uma nova política proposta, todos os campos estarão em branco e nenhuma regra
será selecionada.
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Se você estiver clonando a política ativa, o campo Name mostra o nome da política ativa, anexado por um
número de versão ("'v2'" no exemplo). As regras usadas na política ativa são selecionadas e mostradas
em sua ordem atual.

3. Digite um nome exclusivo para a política proposta no campo Nome.

Você deve inserir pelo menos 1 e não mais de 64 carateres. Se você estiver clonando a política ativa,
poderá usar o nome atual com o número de versão anexado ou inserir um novo nome.

4. Insira o motivo pelo qual você está criando uma nova política proposta no campo motivo da mudança.

Você deve inserir pelo menos 1 e não mais de 128 carateres.

5. Para adicionar regras à política, selecione Selecionar regras.

A caixa de diálogo Selecionar regras para política é exibida, com todas as regras definidas listadas. Se
você estiver clonando uma política:

◦ As regras usadas pela política de clonagem são selecionadas.

◦ Se a política que você está clonando usou quaisquer regras sem filtros que não eram a regra padrão,
você será solicitado a remover todas, exceto uma dessas regras.

◦ Se a regra padrão usou um filtro ou a hora de referência não atual, você será solicitado a selecionar
uma nova regra padrão.

◦ Se a regra padrão não for a última regra, um botão permite mover a regra para o final da nova política.
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6. Selecione um nome de regra ou o ícone mais detalhes para exibir as configurações dessa regra.

Este exemplo mostra os detalhes de uma regra ILM que faz duas cópias replicadas em dois sites.

7. Na seção Selecionar regra padrão, selecione uma regra padrão para a política proposta.

A regra padrão se aplica a quaisquer objetos que não correspondam a outra regra na política. A regra
padrão não pode usar nenhum filtro e é sempre avaliada por último.

Se nenhuma regra estiver listada na seção Selecionar regra padrão, você deverá sair da
página de política ILM e Crie uma regra ILM padrão.
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Não use a regra fazer 2 cópias de estoque como a regra padrão para uma política. A regra
fazer 2 cópias usa um único pool de storage, todos os nós de storage, que contém todos os
locais. Se o seu sistema StorageGRID tiver mais de um local, duas cópias de um objeto
poderão ser colocadas no mesmo local.

8. Na seção Selecionar outras regras, selecione quaisquer outras regras que você deseja incluir na
política.

As outras regras são avaliadas antes da regra padrão e devem usar pelo menos um filtro (conta de
locatário, nome do intervalo, filtro avançado ou tempo de referência não atual).

9. Quando terminar de selecionar regras, selecione aplicar.

As regras selecionadas são listadas. A regra padrão está no final, com as outras regras acima dela.

Um aviso aparece se a regra padrão não retiver objetos para sempre. Quando você ativa
essa política, você deve confirmar que deseja que o StorageGRID exclua objetos quando
as instruções de posicionamento da regra padrão decorrerem (a menos que um ciclo de
vida de bucket mantenha os objetos por mais tempo).

10. Arraste e solte as linhas para as regras não padrão para determinar a ordem em que essas regras serão
avaliadas.

Não é possível mover a regra padrão.

Você deve confirmar se as regras ILM estão na ordem correta. Quando a política é ativada,
objetos novos e existentes são avaliados pelas regras na ordem listada, começando na
parte superior.

11. Conforme necessário, selecione o ícone de exclusão para excluir quaisquer regras que você não deseja
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na política ou selecione Selecionar regras para adicionar mais regras.

12. Quando terminar, selecione Guardar.

A página de políticas ILM é atualizada:

◦ A política que você salvou é mostrada como proposta. As políticas propostas não têm datas de início e
fim.

◦ Os botões Simulate e Activate estão ativados.

13. Vá para Simule uma política de ILM.

Informações relacionadas

• O que é uma política ILM

• Gerencie objetos com o S3 Object Lock

Crie uma política ILM depois que o bloqueio de objetos S3
estiver ativado

Se a configuração global S3 Object Lock estiver ativada, as etapas para criar uma
política serão ligeiramente diferentes. Você deve garantir que a política ILM esteja em
conformidade com os requisitos de buckets que têm o bloqueio de objeto S3 ativado.

O que você vai precisar
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• Você está conetado ao Gerenciador de Grade usando um navegador da web suportado.

• Você tem permissões de acesso específicas.

• A configuração global de bloqueio de objetos S3D já está ativada para o sistema StorageGRID.

Se a configuração global S3 Object Lock não tiver sido ativada, use as instruções gerais
para Criando uma política proposta de ILM.

• Você criou as regras ILM compatíveis e não compatíveis que deseja adicionar à política proposta.
Conforme necessário, você pode salvar uma política proposta, criar regras adicionais e editar a política
proposta para adicionar as novas regras. Exemplo 7: Política de ILM compatível para bloqueio de objetos
S3Consulte .

• Você tem Criou uma regra ILM padrão para a política que é compatível.

• Opcionalmente, você assistiu ao vídeo: "Vídeo: Políticas do StorageGRID ILM"

Passos

1. Selecione ILM > políticas.

É apresentada a página ILM Policies (políticas ILM). Se a configuração Global S3 Object Lock estiver
ativada, a página ILM Policies (políticas ILM) indica quais regras ILM são compatíveis.
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2. Digite um nome exclusivo para a política proposta no campo Nome.

Você deve inserir pelo menos 1 e não mais de 64 carateres.

3. Insira o motivo pelo qual você está criando uma nova política proposta no campo motivo da mudança.

Você deve inserir pelo menos 1 e não mais de 128 carateres.

4. Para adicionar regras à política, selecione Selecionar regras.

A caixa de diálogo Selecionar regras para política é exibida, com todas as regras definidas listadas.

◦ A seção Selecionar regra padrão lista as regras que podem ser o padrão para uma política compatível.
Ele inclui regras compatíveis que não usam filtros ou o tempo de referência não atual.

◦ A seção Selecionar outras regras lista as outras regras compatíveis e não compatíveis que podem ser
selecionadas para esta política.

5. Selecione um nome de regra ou o ícone mais detalhes para exibir as configurações dessa regra.

6. Na seção Selecionar regra padrão, selecione uma regra padrão para a política proposta.

A tabela nesta seção lista apenas as regras que são compatíveis e não usam filtros.

Se nenhuma regra estiver listada na seção Selecionar regra padrão, você deverá sair da
página de política ILM Crie uma regra ILM padrãoe que seja compatível.

Não use a regra fazer 2 cópias de estoque como a regra padrão para uma política. A regra
fazer 2 cópias usa um único pool de storage, todos os nós de storage, que contém todos os
locais. Se você usar essa regra, várias cópias de um objeto podem ser colocadas no
mesmo site.
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7. Na seção Selecionar outras regras, selecione quaisquer outras regras que você deseja incluir na
política.

a. Se você precisar de uma regra diferente de "falha" para objetos em buckets S3 não compatíveis,
opcionalmente, selecione uma regra não compatível que não use um filtro.

Por exemplo, você pode querer usar um pool de armazenamento em nuvem ou um nó de
arquivamento para armazenar objetos em buckets que não têm o bloqueio de objeto S3 ativado.

Você só pode selecionar uma regra não compatível que não use um filtro. Assim que você
selecionar uma regra, a coluna é selecionável mostra não para quaisquer outras regras
não compatíveis sem filtros.

a. Selecione quaisquer outras regras compatíveis ou não compatíveis que você deseja usar na política.

As outras regras devem usar pelo menos um filtro (conta de locatário, nome do bucket ou um filtro
avançado, como tamanho do objeto).

8. Quando terminar de selecionar as regras, selecione aplicar.

As regras selecionadas são listadas. A regra padrão está no final, com as outras regras acima dela. Se
você também selecionou uma regra "falha" não compatível, essa regra será adicionada como regra
segunda a última na política.

Neste exemplo, a última regra, 2 cópias 2 Data Centers, é a regra padrão: Ela é compatível e não tem
filtros. A regra segunda a última, Cloud Storage Pool, também não tem filtros, mas não é compatível.

9. Arraste e solte as linhas para as regras não padrão para determinar a ordem em que essas regras serão
avaliadas.

Você não pode mover a regra padrão ou a regra "falha" não compatível.
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Você deve confirmar se as regras ILM estão na ordem correta. Quando a política é ativada,
objetos novos e existentes são avaliados pelas regras na ordem listada, começando na
parte superior.

10. Conforme necessário, selecione o ícone de exclusão para excluir quaisquer regras que você não deseja
na política ou Selecione regras para adicionar mais regras.

11. Quando terminar, selecione Guardar.

A página de políticas ILM é atualizada:

◦ A política que você salvou é mostrada como proposta. As políticas propostas não têm datas de início e
fim.

◦ Os botões Simulate e Activate estão ativados.

12. Vá para Simule uma política de ILM.

Simule uma política de ILM

Você deve simular uma política proposta em objetos de teste antes de ativar a política e
aplicá-la aos dados de produção. A janela de simulação fornece um ambiente autônomo
que é seguro para políticas de teste antes de serem ativadas e aplicadas aos dados no
ambiente de produção.

O que você vai precisar
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• Você está conetado ao Gerenciador de Grade usando um navegador da web suportado.

• Você tem permissões de acesso específicas.

• Você conhece o bucket/object-key do S3 ou o container/object-name do Swift para cada objeto que deseja
testar e já ingeriu esses objetos.

Sobre esta tarefa

Você deve selecionar cuidadosamente os objetos que deseja que a política proposta teste. Para simular uma
política completamente, você deve testar pelo menos um objeto para cada filtro em cada regra.

Por exemplo, se uma política incluir uma regra para combinar objetos no bucket A e outra regra para
corresponder objetos no bucket B, você deve selecionar pelo menos um objeto do bucket A e um objeto do
bucket B para testar a política completamente. Você também deve selecionar pelo menos um objeto de outro
intervalo para testar a regra padrão.

Ao simular uma política, aplicam-se as seguintes considerações:

• Depois de fazer alterações em uma política, salve a política proposta. Em seguida, simule o
comportamento da política proposta salva.

• Ao simular uma política, as regras ILM na política filtram os objetos de teste, para que você possa ver qual
regra foi aplicada a cada objeto. No entanto, nenhuma cópia de objeto é feita e nenhum objeto é colocado.
Executar uma simulação não modifica seus dados, regras ou política de forma alguma.

• A página Simulação mantém os objetos testados até que você feche, navegue para longe ou atualize a
página de políticas ILM.

• Simulação retorna o nome da regra correspondente. Para determinar qual pool de armazenamento ou
perfil de codificação de apagamento estão em vigor, você pode exibir o Diagrama de retenção
selecionando o nome da regra ou o ícone mais detalhes .

• Se o Controle de versão S3 estiver ativado, a política só será simulada em relação à versão atual do
objeto.

Passos

1. Selecione e organize as regras e salve a política proposta.

A política neste exemplo tem três regras:

Nome da regra Filtro Tipo de cópias Retenção

X-men • Inquilino A

• Metadados do
usuário (série x-man)

2 cópias em dois data
centers

2 anos

PNGs A chave termina com
.png

2 cópias em dois data
centers

5 anos

Duas cópias de dois data
centers

Nenhum 2 cópias em dois data
centers

Para sempre
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2. Usando um cliente S3 ou Swift ou o Console experimental S3, que está disponível no Gerenciador de
inquilinos para cada locatário, ingira os objetos necessários para testar cada regra.

3. Selecione simular.

É apresentada a caixa de diálogo Simulation ILM Policy (Política ILM de simulação).

4. No campo Object, insira o bucket/object-key S3 ou o container/object-name Swift para um objeto de teste
e selecione Simulate.

Uma mensagem será exibida se você especificar um objeto que não foi ingerido.

5. Em resultados da simulação, confirme se cada objeto foi correspondido pela regra correta.

No exemplo, os Havok.png objetos e Warpath.jpg foram corretamente combinados pela regra X-meN.
O Fullsteam.png objeto, que não inclui series=x-men metadados do usuário, não foi correspondido
pela regra X-meN, mas foi corretamente correspondido pela regra PNGs. A regra padrão não foi usada
porque todos os três objetos foram correspondidos por outras regras.
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Exemplo 1: Verificar regras ao simular uma política de ILM proposta

Este exemplo mostra como verificar regras ao simular uma política proposta.

Neste exemplo, a política exemplo de ILM está sendo simulada contra os objetos ingeridos em dois buckets.
A política inclui três regras, como segue:

• A primeira regra, duas cópias, dois anos para bucket-a, aplica-se apenas a objetos em bucket-a.

• A segunda regra, objetos EC > 1 MB, aplica-se a todos os intervalos, mas filtros em objetos com mais de
1 MB.

• A terceira regra, duas cópias, dois data centers, é a regra padrão. Ele não inclui nenhum filtro e não usa
o tempo de referência não atual.

Passos

1. Depois de adicionar as regras e salvar a política, selecione simular.

A caixa de diálogo simular política de ILM é exibida.

2. No campo Object, insira o bucket/object-key S3 ou o container/object-name Swift para um objeto de teste
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e selecione Simulate.

Os resultados da simulação são exibidos, mostrando qual regra na política corresponde a cada objeto
testado.

3. Confirme se cada objeto foi correspondido pela regra correta.

Neste exemplo:

a. bucket-a/bucket-a object.pdf corresponde corretamente à primeira regra, que filtra os objetos
no bucket-a.

b. bucket-b/test object greater than 1 MB.pdf está em bucket-b, por isso não
corresponde à primeira regra. Em vez disso, foi corretamente correspondido pela segunda regra, que
filtra em objetos com mais de 1 MB.

c. bucket-b/test object less than 1 MB.pdf não corresponde aos filtros nas duas primeiras
regras, por isso será colocado pela regra padrão, que não inclui filtros.

Exemplo 2: Reordenar regras ao simular uma política de ILM proposta

Este exemplo mostra como você pode reordenar regras para alterar os resultados ao simular uma política.

Neste exemplo, a política Demo está sendo simulada. Esta política, que se destina a encontrar objetos que
tenham metadados de usuário de série X-men, inclui três regras, como segue:

• A primeira regra, PNGs, filtra os nomes das chaves que terminam em .png.

• A segunda regra, X-meN, aplica-se apenas a objetos para o locatário A e filtra os metadados series=x-
men do usuário.

• A última regra, duas cópias dois data centers, é a regra padrão, que corresponde a quaisquer objetos
que não correspondam às duas primeiras regras.

15



Passos

1. Depois de adicionar as regras e salvar a política, selecione simular.

2. No campo Object, insira o bucket/object-key S3 ou o container/object-name Swift para um objeto de teste
e selecione Simulate.

Os resultados da simulação aparecem, mostrando que o Havok.png objeto foi correspondido pela regra
PNGs.

No entanto, a regra que o Havok.png objeto foi destinado a testar foi a regra X-men.

3. Para resolver o problema, reordene as regras.

a. Selecione Finish para fechar a página Simulate ILM Policy.

b. Selecione Editar para editar a política.

c. Arraste a regra X-man para o topo da lista.
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d. Selecione Guardar.

4. Selecione simular.

Os objetos que você testou anteriormente são reavaliados em relação à política atualizada e os novos
resultados da simulação são mostrados. No exemplo, a coluna Rule Matched mostra que o Havok.png
objeto agora corresponde à regra de metadados X-men, conforme esperado. A coluna correspondência
anterior mostra que a regra PNGs correspondia ao objeto na simulação anterior.

Se você permanecer na página Configurar políticas, poderá simular novamente uma política
depois de fazer alterações sem precisar digitar novamente os nomes dos objetos de teste.

Exemplo 3: Corrija uma regra ao simular uma política de ILM proposta

Este exemplo mostra como simular uma política, corrigir uma regra na política e continuar a simulação.

Neste exemplo, a política Demo está sendo simulada. Esta política destina-se a localizar objetos que tenham
series=x-men metadados de usuário. No entanto, resultados inesperados ocorreram ao simular essa
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política contra o Beast.jpg objeto. Em vez de corresponder à regra de metadados X-men, o objeto
correspondia à regra padrão, duas cópias de dois data centers.

Quando um objeto de teste não é correspondido pela regra esperada na política, você deve examinar cada
regra na política e corrigir quaisquer erros.

Passos

1. Para cada regra na política, exiba as configurações da regra selecionando o nome da regra ou o ícone
mais detalhes em qualquer caixa de diálogo em que a regra seja exibida.

2. Revise a conta de locatário da regra, o tempo de referência e os critérios de filtragem.

Neste exemplo, os metadados da regra X-meN incluem um erro. O valor dos metadados foi inserido como
"'x-men1" em vez de "'x-men."
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3. Para resolver o erro, corrija a regra da seguinte forma:

◦ Se a regra fizer parte da política proposta, você pode clonar a regra ou remover a regra da política e
editá-la.

◦ Se a regra fizer parte da política ativa, você deverá clonar a regra. Não é possível editar ou remover
uma regra da política ativa.

Opção Descrição

Clone a regra i. Selecione ILM > regras.

ii. Selecione a regra incorreta e selecione Clone.

iii. Altere as informações incorretas e selecione Salvar.

iv. Selecione ILM > políticas.

v. Selecione a política proposta e selecione Editar.

vi. Selecione Selecionar regras.

vii. Marque a caixa de seleção da nova regra, desmarque a caixa de
seleção da regra original e selecione aplicar.

viii. Selecione Guardar.

Edite a regra i. Selecione a política proposta e selecione Editar.

ii. Selecione o ícone de exclusão para remover a regra incorreta e
selecione Salvar.

iii. Selecione ILM > regras.

iv. Selecione a regra incorreta e selecione Editar.

v. Altere as informações incorretas e selecione Salvar.

vi. Selecione ILM > políticas.

vii. Selecione a política proposta e selecione Editar.

viii. Selecione a regra corrigida, selecione aplicar e Salvar.

4. Execute a simulação novamente.

Como você navegou para fora da página de políticas ILM para editar a regra, os objetos
que você inseriu anteriormente para simulação não são mais exibidos. Você deve digitar
novamente os nomes dos objetos.

Neste exemplo, a regra X-meN corrigida agora corresponde ao Beast.jpg objeto com base nos
series=x-men metadados do usuário, conforme esperado.
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Ative a política ILM

Depois de adicionar regras ILM a uma política ILM proposta, simule a política e confirme
que ela se comporta como você espera, você está pronto para ativar a política proposta.

O que você vai precisar

• Você está conetado ao Gerenciador de Grade usando um navegador da web suportado.

• Você tem permissões de acesso específicas.

• Você salvou e simulou a política de ILM proposta.

Erros em uma política ILM podem causar perda de dados irrecuperável. Analise e simule
cuidadosamente a política antes de ativá-la para confirmar que funcionará como pretendido.

Quando você ativa uma nova política de ILM, o StorageGRID a usa para gerenciar todos os
objetos, incluindo objetos existentes e objetos recém-ingeridos. Antes de ativar uma nova
política de ILM, revise todas as alterações no posicionamento de objetos replicados e
codificados por apagamento existentes. Alterar a localização de um objeto existente pode
resultar em problemas de recursos temporários quando os novos posicionamentos são
avaliados e implementados.

Sobre esta tarefa

Quando você ativa uma política de ILM, o sistema distribui a nova política para todos os nós. No entanto, a
nova política ativa pode não ter efeito até que todos os nós de grade estejam disponíveis para receber a nova
política. Em alguns casos, o sistema espera implementar uma nova política ativa para garantir que os objetos
de grade não sejam removidos acidentalmente.

• Se você fizer alterações de política que aumentem a redundância ou a durabilidade dos dados, essas
alterações serão implementadas imediatamente. Por exemplo, se você ativar uma nova política que inclua
uma regra de três cópias em vez de uma regra de duas cópias, essa política será implementada
imediatamente porque aumenta a redundância de dados.

• Se você fizer alterações de política que possam diminuir a redundância de dados ou a durabilidade, essas
alterações não serão implementadas até que todos os nós de grade estejam disponíveis. Por exemplo, se
você ativar uma nova política que usa uma regra de duas cópias em vez de uma regra de três cópias, a
nova política será marcada como ""ativa"", mas ela não entrará em vigor até que todos os nós estejam
online e disponíveis.

Passos
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1. Quando estiver pronto para ativar uma política proposta, selecione a política na página políticas ILM e
selecione Ativar.

É apresentada uma mensagem de aviso, solicitando-lhe que confirme que pretende ativar a política
proposta.

Um prompt aparece na mensagem de aviso se a regra padrão da política não retiver objetos para sempre.
Neste exemplo, o diagrama de retenção mostra que a regra padrão excluirá objetos após 2 anos. Você
deve digitar 2 na caixa de texto para confirmar que quaisquer objetos não correlacionados por outra regra
na política serão removidos do StorageGRID após 2 anos.

2. Selecione OK.

Resultado

Quando uma nova política ILM tiver sido ativada:

• A política é mostrada com um estado de política ativo na tabela na página políticas de ILM. A entrada Data
Início indica a data e a hora em que a política foi ativada.
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• A política anteriormente ativa é mostrada com um Estado Histórico da Política. As entradas Data de início
e Data de término indicam quando a política se tornou ativa e quando ela não estava mais em vigor.

Informações relacionadas

Exemplo 6: Alterando uma política ILM

Verifique uma política ILM com pesquisa de metadados de
objeto

Depois de ativar uma política ILM, você deve ingerir objetos de teste representativos no
sistema StorageGRID. Em seguida, você deve fazer uma pesquisa de metadados de
objeto para confirmar que as cópias estão sendo feitas conforme o pretendido e
colocadas nos locais corretos.

O que você vai precisar

• Você tem um identificador de objeto, que pode ser um dos seguintes:

◦ UUID: O Identificador universalmente exclusivo do objeto. Introduza o UUID em todas as maiúsculas.

◦ CBID: O identificador exclusivo do objeto dentro do StorageGRID. Você pode obter o CBID de um
objeto a partir do log de auditoria. Introduza o CBID em todas as maiúsculas.

◦ S3 bucket e chave de objeto: Quando um objeto é ingerido através da interface S3, o aplicativo
cliente usa uma combinação de bucket e chave de objeto para armazenar e identificar o objeto. Se o
bucket S3 estiver versionado e você quiser procurar uma versão específica de um objeto S3 usando o
bucket e a chave do objeto, você tem o version ID.

◦ * Nome do contentor e objeto Swift*: Quando um objeto é ingerido através da interface Swift, o
aplicativo cliente usa uma combinação de nome de contentor e objeto para armazenar e identificar o
objeto.

Passos

1. Ingira o objeto.

2. Selecione ILM > Object metadata lookup.

3. Digite o identificador do objeto no campo Identificador. Você pode inserir um UUID, CBID, S3
bucket/object-key ou Swift container/object-name.

4. Opcionalmente, insira um ID de versão para o objeto (apenas S3).
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5. Selecione Procurar.

Os resultados da pesquisa de metadados de objeto aparecem. Esta página lista os seguintes tipos de
informações:

◦ Metadados do sistema, incluindo o ID do objeto (UUID), o nome do objeto, o nome do contentor, o
nome ou ID da conta do locatário, o tamanho lógico do objeto, a data e hora em que o objeto foi criado
pela primeira vez e a data e hora em que o objeto foi modificado pela última vez.

◦ Quaisquer pares de valor-chave de metadados de usuário personalizados associados ao objeto.

◦ Para objetos S3D, qualquer par de chave-valor de marca de objeto associado ao objeto.

◦ Para cópias de objetos replicadas, o local de storage atual de cada cópia.

◦ Para cópias de objetos com codificação de apagamento, o local de storage atual de cada fragmento.

◦ Para cópias de objetos em um Cloud Storage Pool, o local do objeto, incluindo o nome do bucket
externo e o identificador exclusivo do objeto.

◦ Para objetos segmentados e objetos de várias partes, uma lista de segmentos, incluindo
identificadores de segmento e tamanhos de dados. Para objetos com mais de 100 segmentos, apenas
os primeiros 100 segmentos são mostrados.

◦ Todos os metadados de objetos no formato de armazenamento interno não processado. Esses
metadados brutos incluem metadados internos do sistema que não são garantidos para persistir de
liberação para liberação.

O exemplo a seguir mostra os resultados da pesquisa de metadados de objeto para um objeto de teste
S3 que é armazenado como duas cópias replicadas.
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6. Confirme se o objeto está armazenado no local ou locais corretos e se é o tipo correto de cópia.

Se a opção Auditoria estiver ativada, você também poderá monitorar o log de auditoria para
a mensagem regras de objeto ORLM atendidas. A mensagem de auditoria ORLM pode
fornecer mais informações sobre o status do processo de avaliação ILM, mas não pode
fornecer informações sobre a correção do posicionamento dos dados do objeto ou a
integridade da política ILM. Você deve avaliar isso sozinho. Para obter detalhes, Rever
registos de auditoriaconsulte .

Informações relacionadas

• Use S3

• Use Swift
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