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Manage remote storage

Import remote storage

To initiate a storage import from a remote system to a local E-Series storage system, use
the Import Remote Storage wizard.

Before you begin
* The E-Series storage system must be configured to communicate with the remote storage system.

Hardware configuration is described in the user guide for the Remote Storage feature, which
is available from the E-Series and SANTtricity documentation center at Configure hardware,
and in the Remote Storage Technical Report.

* For the remote storage system, gather the following information:
> iSCSI IQN
> iSCSI IP addresses
o LUN number of the remote storage device (source volume)

* For the local E-Series storage system, create or select a volume to be used for the data import. See Create
volumes. The target volume must meet the following requirements:

o Matches the block size of the remote storage device (the source volume).
o Has a capacity that is equal to or larger than the remote storage device.

o Has a state of Optimal and is available.
For a full list of requirements, see Remote storage volume requirements.

* Recommended: Back up volumes on the remote storage system before starting the import process.

About this task

In this task, you create a mapping between the remote storage device and a volume on the local E-Series
storage system. When you finish the configuration, the import begins.

Because many variables can impact the import operation and its completion time, we

@ recommend that you first perform smaller “test” imports. Use these tests to ensure that all
connections work as expected and that the import operation completes in an appropriate
amount of time.

Steps
1. Select Storage » Remote storage.

2. Click Import Remote Storage.
A wizard for importing remote storage is displayed.

3. In Step 1a of the Configure Source panel, enter connection information. If you want to add another iSCSI
connection, click Add another IP address to include an additional IP address for the remote storage.
When you are done, click Next.


https://docs.netapp.com/us-en/e-series/remote-storage-volumes/setup-remote-volumes-concept.html
https://www.netapp.com/pdf.html?item=/media/28697-tr-4893-deploy.pdf
https://docs.netapp.com/us-en/e-series-santricity-117/sm-storage/create-volumes.html
https://docs.netapp.com/us-en/e-series-santricity-117/sm-storage/create-volumes.html
https://docs.netapp.com/us-en/e-series-santricity-117/sm-storage/rtv-remote-storage-volume-requirements.html

Field details

Setting Description
Name Enter a name for the remote storage device to identify it in the System
Manager interface.

A name may include up to 30 characters, and can contain only letters,
numbers, and the following special characters: underscore (_), dash (-),
and the hash sign (#). A name may not contain spaces.

iSCSI connection Enter the connection properties of the remote storage device:
properties
+ iSCSI Qualified Name (IQN): Enter the iSCSI IQN.

* |P Address: Enter the IPv4 address.

* Port: Enter the port number to be used for communications between
the source and target devices. By default, the port number is 3260.

After you click Next, the Step 1b of the Configure Source panel is displayed.

4. In the LUN field, select the LUN number of the remote storage device to be used as the source, and then
click Next.

The Configure Target panel opens and displays volume candidates to serve as the target for the import.
Some volumes do not display in the list of candidates due to block size, capacity, or volume availability.

5. From the table, select a target volume on the E-Series storage system. If needed, use the slider to change
the import priority. Click Next. Confirm the operation in the next dialog box by typing continue, and then
clicking Continue.

If the target volume has a capacity that is larger than the source volume, that additional capacity is not
reported to the host connected to the E-Series system. To use the new capacity, you must perform a file
system expansion operation on the host after the import operation completes and is disconnected.
After you confirm the configuration in the dialog, the Review panel is displayed.

6. From the Review panel, verify that the settings are accurate, and then click Finish to initiate the import.

Another dialog box opens asking if you want to initiate another import.

7. If needed, click Yes to create another remote storage import. Clicking Yes returns to Step 1a of the
Configure Source panel, where you can select the existing configuration or add a new one. If you do not
want to create another import, click No to exit the dialog box.

Once the import process begins, the entire target volume is overwritten with the copied data. If the host
writes any new data to the target volume during this process, that new data is propagated back to the
remote device (source volume).

8. View the progress of the operation in the View Operations dialog under the Remote Storage panel.

Results
The time required to complete the import operation depends on the size of the remote storage system, the



priority setting for the import, and the amount of I/O load on both storage systems and their associated
volumes.

Once the import is complete, the local volume is a duplicate of the remote storage device.

After you finish

When you are ready to break the relationship between the two volumes, select Disconnect on the import
object from the Operations In Progress view. Once the relationship is disconnected, performance of the local
volume returns to normal and is no longer impacted by the remote connection.

Manage progress of remote storage imports
After the import process begins, you can view and take action on its progress.

About this task

For each import operation, the Operations in Progress dialog displays a percentage of completion and
estimated time remaining. Actions include changing the import priority, stopping and resuming operations, and
disconnecting from the operation.

You can also view Operations in Progress from the Home page (Home > Show operations in progress).

Steps
1. From the Remote Storage page, select View Operations.

The Operations in Progress dialog box is displayed.

2. If desired, use the links in the Actions column to stop and resume, change priority, or disconnect from an
operation.

o Change Priority — Select Change Priority to change the processing priority of an operation that is in
progress or pending. Apply a priority to the operation and then click OK.

o Stop — Select Stop to pause the copying of data from the remote storage device. The relationship
between the import pair is still intact, and you can select Resume when you are ready to continue the
import operation.

- Resume — Select Resume to begin a stopped or failed process from where it left off. Next, apply a
priority to the Resume operation, and then click OK. This operation does not restart the import from the
beginning. If you want to restart the process from the beginning, you must select Disconnect, and then
re-create the import through the Import Remote Storage wizard.

> Disconnect — Select Disconnect to break the relationship between the source and destination
volumes for an import operation that has stopped, completed, or failed.

Modify connection settings for remote storage

You can edit, add, or delete connection settings for any remote storage configuration
through the View/Edit Settings option.

About this task

Making changes to connection properties will affect in-progress imports. To avoid disruptions, only make
changes to connection properties when imports are not running.

Steps



1. Select Storage > Remote storage.
2. From the list, select the remote storage object that you want to modify.
3. Click View/Edit Settings.

The Remote Storage Settings dialog box is displayed.
4. Click the Connection Properties tab.
The configured IP address and port settings for the remote storage import are displayed.

5. Perform one of the following actions:

o Edit— Click Edit next to the corresponding line item for the remote storage object. Enter the revised IP
address and/or port information in the fields.

o Add — Click Add, and then enter the new IP address and port information in the fields provided. Click
Add to confirm, and then the new connection appears in the list of remote storage objects.

> Delete — Select the desired connection from the list and then click Delete. Confirm the operation by
typing delete in the provided field and then click Delete. The connection is removed from the list of
remote storage objects.

6. Click Save.

The modified connection settings are applied to the remote storage object.

Remove remote storage object

After an import completes, you can remove a remote storage object if you no longer want
data copied between the local and remote devices.

Before you begin
Make sure that no imports are associated with the remote storage object you plan to remove.

About this task
When you remove a remote storage object, connections between the local and remote devices are removed.

Steps
1. Select Storage » Remote storage.
2. From the list, select the remote storage object that you want to remove.

3. Click Remove.
The Confirm Remove Remote Storage Connection dialog box is displayed.
4. Confirm the operation by typing remove and then clicking Remove.

The selected remote storage object is removed.
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