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## network ndp commands

## network ndp default-router delete-all

## Delete default routers on a given IPspace

Availability: This command is available to cluster administrators at the advanced privilege level.

## Description

The network ndp default-router delete-all command deletes default router lists from the specified IPspace.

## Parameters

-ipspace <IPspace> - IPspace Name (privilege: advanced)
Use this parameter to specify the IPspace where the default routers are to be deleted.

## Examples

The following example deletes default routers from IPspace ips1.

```
cluster1::*> network ndp default-router delete-all -ipspace ipsl
```


## network ndp default-router show

Display default routers
Availability: This command is available to cluster administrators at the advanced privilege level.

## Description

The network ndp default-router show command displays Neighbor Discovery Protocol (NDP) default routers learned on a specified port.

## Parameters

\{ [-fields <fieldname>, ...]
If you specify the -fields <fieldname>, ... parameter, the command output also includes the specified field or fields. You can use '-fields ?' to display the fields to specify.

## | [-instance ] \}

If you specify the -instance parameter, the command displays detailed information about all fields.
[-node \{<nodename>|local\}] - Node (privilege: advanced)
Displays the NDP default routers from the specified node.

## [-ipspace <IPspace>] - IPspace name (privilege: advanced)

Displays the NDP default routers from the specified IPspace.
[-port \{<netport>|<ifgrp>\}] - Port (privilege: advanced)
Displays the NDP default routers from the specified port.
[-router-addr <IP Address>] - Router Address (privilege: advanced)
Displays the default routers that have the specified IPv6 addresses.
[-flag \{none|managed-address-DHCPv6|other-DHCPv6\}] - Flag (privilege: advanced)
Displays the default routers that have the specified flag. The flag indicates whether addresses are available via DHCPv6 or other configuration information is available via DHCPv6.
[-expire-time \{[<integer>d][<integer>h][<integer>m][<integer>s]|never|expired\}] Expire Time (privilege: advanced)

Displays the default routers that have the specified expire time.

## Examples

The following example displays NDP default routers on local port eOf.

```
cluster1::*> network ndp default-router show -port e0f -node local
Node: node1
IPspace: Default
```



## network ndp neighbor create

## Create a static NDP neighbor entry

Availability: This command is available to cluster and Vserver administrators at the advanced privilege level.

## Description

The network ndp neighbor create command creates a static Neighbor Discovery Protocol (NDP) neighbor entry within a Vserver.

## Parameters

-vserver <vserver name> - Vserver Name (privilege: advanced)
Use this parameter to specify the Vserver on which the NDP neighbor is to be created.
-neighbor <IP Address> - Neighbor Address (privilege: advanced)
Use this parameter to specify the neighbor's IPv6 address.
-mac-address <MAC Address>-MAC Address (privilege: advanced)
Use this parameter to specify the neighbor's MAC address.

## Examples

The following example creates a NDP neighbor entry within Vserver vs0.

```
cluster1::*> network ndp neighbor create -vserver vs0 -neighbor 20:20::20
-mac-address 10:10:10:0:0:1
```


## network ndp neighbor delete

Delete a static NDP neighbor entry
Availability: This command is available to cluster and Vserver administrators at the advanced privilege level.

## Description

The network ndp neighbor delete command deletes a static Neighbor Discovery Protocol (NDP) neighbor from a Vserver.

## Parameters

-vserver <vserver name> - Vserver Name (privilege: advanced)
Use this parameter to specify the Vserver on which the NDP neighbor is to be deleted.
-neighbor <IP Address> - Neighbor Address (privilege: advanced)
Use this parameter to specify the neighbor's IPv6 address.

## Examples

The following example deletes a NDP neighbor entry within Vserver vs0.

```
cluster1::*> network ndp neighbor delete -vserver vs0 -neighbor 20:20::20
```


## network ndp neighbor show

Display static NDP neighbor entries
Availability: This command is available to cluster and Vserver administrators at the advanced privilege level.

## Description

The network ndp neighbor show command displays a group of static Neighbor Discovery Protocol (NDP) neighbors within one or more Vservers. You can view static NDP neighbors within specified Vservers, neighbors with specified IPv6 address, and neighbors with specified MAC address.

## Parameters

## \{ [-fields <fieldname>,...]

If you specify the -fields <fieldname>, ... parameter, the command output also includes the specified field or fields. You can use '-fields ?' to display the fields to specify.

## | [-instance ] \}

If you specify the -instance parameter, the command displays detailed information about all fields.
[-vserver <vserver name>] - Vserver Name (privilege: advanced)
Displays the static NDP neighbors that have the specified Vserver as their origin.
[-neighbor <IP Address>] - Neighbor Address (privilege: advanced)
Displays the static NDP neighbors that have the specified IPv6 address.
[-mac-address <MAC Address>] - MAC Address (privilege: advanced)
Displays the static NDP neighbors that have the specified MAC address.

## Examples

The following example displays all of the static NDP neighbors configured on Vserver vs0.

```
cluster1::*> network ndp neighbor show -vserver vs0
Vserver Neighbor MAC Address
vs0
    10:10::10 04:04:04:04:04:04
    20:20::20 01:01:01:01:01:01
2 entries were displayed.
```


## network ndp neighbor active-entry delete

Delete active neighbor entry from a System or Admin Vserver
Availability: This command is available to cluster administrators at the advanced privilege level.

## Description

The network ndp neigbhor active-entry delete command deletes a Network Discovery Protocol (NDP) neighbor entry on the specified port from a given Vserver's subnet group.

## Parameters

## -node \{<nodename>|local\} - Node (privilege: advanced)

Use this parameter to specify the node on which the neighbor entry is to be deleted.
-vserver <vserver> - System or Admin Vserver Name (privilege: advanced)
Use this parameter to specify the System or Admin Vserver on which the neighbor entry is to be deleted.

```
-subnet-group <IP Address/Mask> - Subnet Group (privilege: advanced)
```

Use this parameter to specify the subnet group from which the neighbor entry is to be deleted.

```
-neighbor <IP Address> - Neighbor (privilege: advanced)
```

Use this parameter to specify the IPv6 address of the neighbor entry which is to be deleted.

```
-port {<netport>|<ifgrp>} - Port (privilege: advanced)
```

Use this parameter to specify the port on which the neighbor entry is to be deleted.

## Examples

The following example deletes a neighbor entry from the Admin Vserver cluster1:

```
cluster1::*> network ndp neighbor active-entry delete -vserver cluster1
-node local -subnet-group ::/0 -neighbor fe80:4::5:73ff:fea0:107 -port e0d
```


## network ndp neighbor active-entry show

## Display active neighbor entries organized by Vserver

Availability: This command is available to cluster administrators at the advanced privilege level.

## Description

The network ndp neighbor active-entry show command displays Network Discovery Protocol (NDP) neighbor cache entries on one or more nodes. You can view ndp neighbors within specified nodes and within specified System or Admin Vservers.

## Parameters

\{ [-fields <fieldname>,...]
If you specify the -fields <fieldname>, ... parameter, the command output also includes the specified field or fields. You can use '-fields ?' to display the fields to specify.
| [-verbose ] (privilege: advanced)
Displays the expire time, state, is-router, and probe count fields.
| [-instance ] \}
If you specify the -instance parameter, the command displays detailed information about all fields.
[-node \{<nodename>|local\}]-Node (privilege: advanced)
Displays the NDP neighbors from the specified node.
[-vserver <vserver>] - System or Admin Vserver Name (privilege: advanced)
Displays the NDP neighbors from the specified System or Admin Vserver. Data and Node Vservers do not have dynamic NDP neighbors.
[-subnet-group <IP Address/Mask>] - Subnet Group (privilege: advanced)
Displays the NDP neighbors in the specified subnet group.
[-neighbor <IP Address>] - Neighbor (privilege: advanced)
Displays the NDP neighbors that have the specified IPv6 address.
[-port \{<netport>|<ifgrp>\}] - Port (privilege: advanced)
Displays the NDP neighbors on the specified port.
[-mac-address <MAC Address>] - MAC Address (privilege: advanced)
Displays the NDP neighbors have the specified MAC address.
[-expire-time \{[<integer>d][<integer>h][<integer>m][<integer>s]|never|expired\}]Expire Time (privilege: advanced)

Displays the NDP neighbors have the specified expire time.

```
[-state {<nostate|incomplete|reachable|stale|delay|probe|unknown>}] - State (privilege: advanced)
```

Displays the NDP neighbors in the specified state.
[-is-router \{true|false\}] - Is Router (privilege: advanced)
Displays the NDP neighbor which is a router.
[-probe-count <integer>] - Probe Count (privilege: advanced)
Displays the NDP neighbors with the specified probe count. Probe count is the number of times that this neighbor's MAC address has been queried.
[-is-static \{true|false\}]-Is Static (privilege: advanced)
Displays the NDP neighbors which are statically configured.

## Examples

The following example displays NDP neighbors on the Admin Vserver cluster1:

```
cluster1::*> network ndp neighbor active-entry show -vserver cluster1
Node: node1
Vserver: cluster1
Subnet Group: ::/0
Neighbor MAC Address Port
fe80:4::5:73ff:fea0:107
00:05:73:a0:01:07 e0d
fe80:4::226:98ff:fe0c:b6c1 00:26:98:0c:b6:c1 e0d
fe80:4::4255:39ff:fe25:27c1 40:55:39:25:27:c1 e0d
3 entries were displayed.
```


## network ndp prefix delete-all

Delete IPv6 prefixes on a given IPspace
Availability: This command is available to cluster administrators at the advanced privilege level.

## Description

The network ndp prefix delete-all command deletes all prefixes learned from the specified IPspace.

## Parameters

-ipspace <IPspace> - IPspace Name (privilege: advanced)
Use this parameter to specify the IPspace where the IPv6 prefixes are to be deleted.

## Examples

The following example deletes all IPv6 prefixes within IPspace ips1.

```
cluster1::*> network ndp prefix delete-all -ipspace ips1
```


## network ndp prefix show

Display IPv6 prefixes
Availability: This command is available to cluster administrators at the advanced privilege level.

## Description

The network ndp prefix show command displays IPv6 prefixes on one or more nodes.

## Parameters

\{ [-fields <fieldname>,...]
If you specify the -fields <fieldname>, ... parameter, the command output also includes the specified field or fields. You can use '-fields ?' to display the fields to specify.
| [-verbose ] (privilege: advanced)
Displays the valid-lifetime, preferred-lifetime, origin and advertising-router fields.

## | [-instance ] \}

If you specify the -instance parameter, the command displays detailed information about all fields.
[-node \{<nodename>|local\}] - Node (privilege: advanced)
Displays the IPv6 prefixes from the specified node.
[-ipspace <IPspace>] - IPspace name (privilege: advanced)
Displays the IPv6 prefixes from the specified IPspace.
[-port \{<netport>|<ifgrp>\}] - Port (privilege: advanced)
Displays the IPv6 prefixes on the specified port.
[-prefix <IP Address/Mask>] - Prefix (privilege: advanced)
Displays the IPv6 prefixes with the specified prefix value.
[-flag \{none|on-link|autonomous|on-link-autonomous\}] - Flag (privilege: advanced)
Displays the IPv6 prefixes with the specified flag. The flag indicates whether a prefix is on-link and whether it can be used in autonomous address configuration.
[-valid-lifetime \{<unsigned integer>|infinity\}] - Valid Lifetime (privilege: advanced)
Displays the IPv6 prefixes having the specified valid lifetime in seconds.
[-preferred-lifetime \{<unsigned integer>|infinity\}] - Preferred Lifetime (privilege: advanced)

Displays the IPv6 prefixes having the specified preferred lifetime in seconds.

```
[-expire-time {[<integer>d][<integer>h][<integer>m][<integer>s]|never|expired}] - Expire Time (privilege: advanced)
```

Displays the IPv6 prefixes having the specified expire time.
[-origin \{router-advertise|renumber-request|static|kernel|unknown\}]-Origin of the Prefix (privilege: advanced)

Displays the IPv6 prefixes with the specified origin.
[-advertising-router <IP Address>, ...] - Router that Advertised the Prefix (privilege: advanced)
Displays the IPv6 prefixes which are propagated by the specified router list.

## Examples

The following example displays IPv6 prefixes on port eOf.

```
cluster1::*> network ndp prefix show -port e0f -node local
Node: node1
IPspace: Default
Port Prefix Flag Expire Time
e0f fd20:8b1e:b255:814e::/64 on-link-autonomous 29d23h56m48s
```
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