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network options commands

network options cluster-health-notifications modify

cluster health notification options

Availability: This command is available to cluster administrators at the admin privilege level.

Description

This command enables or disables cluster health notifications on the specified node.

Parameters

-node {<nodename>|local} - Node

This parameter specifies the node for which the cluster health notification status will be modified.

[-enabled {true|false}] - Cluster Health Notifications Enabled

Setting this parameter to true enables cluster health notification. Setting it to false disables cluster health

notification.

Examples

The following example modifies the cluster health notification status for a node:

cluster1::> network options cluster-health-notifications modify -node

node1 -enabled true

network options cluster-health-notifications show

Display cluster health notification options

Availability: This command is available to cluster administrators at the admin privilege level.

Description

The network options cluster-health-notifications show command displays whether the node’s

cluster health notifications are enabled.

Parameters

{ [-fields <fieldname>,…]

If you specify the -fields <fieldname>, … parameter, the command output also includes the specified

field or fields. You can use '-fields ?' to display the fields to specify.

| [-instance ] }

If you specify the -instance parameter, the command displays detailed information about all fields.
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[-node {<nodename>|local}] - Node

This parameter specifies the node for which the cluster health notification status will be displayed.

[-enabled {true|false}] - Cluster Health Notifications Enabled

Selects the entries that match this parameter value.

Examples

The following example displays the cluster health notification status for a node:

cluster1::> network options cluster-health-notifications show -node node1

                                 Node: node1

 Cluster Health Notifications Enabled: true

network options cluster-network-overlay-enabled show

Display cluster network overlay enabled option

Availability: This command is available to cluster administrators at the admin privilege level.

Description

This command displays the cluster-network-overlay-enabled for the cluster.

Examples

cluster1::*> network options cluster-network-overlay-enabled show

            Cluster Network Overlay Enabled: false

network options detect-switchless-cluster modify

Modify the status of switchless cluster detection

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

This command enables or disables the automatic detection of a switchless cluster. A switchless cluster

consists of two nodes where the cluster ports are directly connected without a switch between them.

Parameters

[-enabled {true|false}] - Enable Switchless Cluster Detection (privilege: advanced)

This parameter specifies whether switchless cluster detection is enabled or not. Setting this parameter to

true enables switchless cluster detection.
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Examples

The following example enables switchless cluster detection:

        cluster1::*> network options detect-switchless-cluster modify

-enabled true

network options detect-switchless-cluster show

Display the status of switchless cluster detection

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

The network options detect-switchless-cluster show command displays whether switchless cluster detection is

enabled.

Examples

The following example displays whether switchless cluster detection is

enabled:

      cluster1::*> network options detect-switchless-cluster show

      Enable Detect Switchless Cluster: true

network options ipv6 modify

Modify IPv6 options

Availability: This command is available to cluster administrators at the admin privilege level.

Description

This command sets the state of IPv6 options for the cluster.

Parameters

[-enabled <true>] - IPv6 Enabled

Setting this parameter to true enables IPv6 for the cluster. IPv6 cannot be disabled once it is enabled for

the cluster. Call technical support for guidance regarding disabling IPv6.

[-is-ra-processing-enabled {true|false}] - Router Advertisement (RA) Processing Enabled

Setting this parameter to true enables cluster to process IPv6 router advertisements. Setting it to false

disables router advertisement processing by the cluster.
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Examples

The following example enables IPv6 for the cluster:

    cluster1::> network options ipv6 modify -enabled true

The following example enables IPv6 Router Advertisement processing for the

cluster:

    cluster1::> network options ipv6 modify -is-ra-processing-enabled true

The following example disables IPv6 Router Advertisement processing for

the

cluster:

    cluster1::> network options ipv6 modify -is-ra-processing-enabled

false

network options ipv6 show

Display IPv6 options

Availability: This command is available to cluster administrators at the admin privilege level.

Description

This command displays the current state of IPv6 options for the cluster.

Examples

cluster1::> network options ipv6 show

                                IPv6 Enabled: false

Router Advertisement (RA) Processing Enabled: false

network options load-balancing modify

Modify load balancing algorithm

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

This command sets the state of geometric mean algorithm for load balancing

Parameters

4



[-enable {true|false}] - Geometric Mean Algorithm for Load Balancing (privilege: advanced)

Setting this parameter to true enables the geometric mean algorithm for load balancing. Setting it to

false disables the geometric mean algorithm for the cluster.

Examples

The following example will enable the geometric mean algorithm for load

      balancing.

      cluster1::> network options load-balancing modify -enable true

The following example will disable the geometric mean algorithm for load

      balancing.

      cluster1::> network options load-balancing modify -enable false

network options load-balancing show

Display load balancing algorithm

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

This command displays the use of geometric mean load balancing algorithm.

Examples

cluster1::> network options load-balancing show

Geometric Mean Algorithm for load balancing: false

network options multipath-routing modify

Modify multipath-routing

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

The network options multipath-routing modify command is used to modify cluster-wide multipath

routing configuration.

Parameters

[-is-enabled {true|false}] - Is Multipath Routing Enabled (privilege: advanced)

This parameter specifies whether multipath routing configuration is enabled or not. Setting this parameter to

_ true_ enables multipath routing for all nodes in the cluster.
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Examples

cluster1::> network options multipath-routing modify -is-enabled true

network options multipath-routing show

Display multipath-routing

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

The network options multipath-routing show command displays the multipath routing configuration

for the cluster.

Examples

cluster1::> network options multipath-routing show

                Is Multipath Routing Enabled: false

network options port-health-monitor disable-monitors

Disable one or more port health monitors

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

This command disables the given port health monitors for the given IPspaces in the cluster.

Parameters

-ipspace <IPspace> - IPspace Name (privilege: advanced)

The name of the IPspace for which the specified port health monitors are disabled.

-health-monitors {l2-reachability|link-flapping|crc-errors|vswitch-link} - List of

Port Health Monitors to Disable (privilege: advanced)

The port health monitors to disable.

Examples

The following example disables the "l2_reachability" health monitor for the "Default" IPspace.

The status of the "link_flapping" monitor is unaffected by the command.
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cluster1::*> network options port-health-monitor show

IPspace         Enabled Port Health Monitors

-------------   ----------------------------

Cluster         l2_reachability,

                link_flapping

Default         l2_reachability,

                link_flapping

2 entries were displayed.

cluster1::*> network options port-health-monitor disable-monitors -ipspace

Default -health-monitors l2_reachability

cluster1::*> network options port-health-monitor show

IPspace         Enabled Port Health Monitors

-------------   ----------------------------

Cluster         l2_reachability,

                link_flapping

Default         link_flapping

2 entries were displayed.

network options port-health-monitor enable-monitors

Enable one or more port health monitors

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

This command enables the given port health monitors for the given IPspaces in the cluster.

Parameters

-ipspace <IPspace> - IPspace Name (privilege: advanced)

The name of the IPspace for which the specified port health monitors are enabled.

-health-monitors {l2-reachability|link-flapping|crc-errors|vswitch-link} - List of

Port Health Monitors to Enable (privilege: advanced)

The port health monitors to enable. Upon enabling the l2_reachability health monitor, it runs in an

"unpromoted" state. While in this state, the monitor does not mark any ports as unhealthy due to the

l2_reachability health check. The monitor is promoted in the "Cluster" IPspace when the "Cluster" broadcast

domain is found to have passed the l2_reachability health check. An EMS event called

"vifmgr.hm.promoted" event is generated when the health monitor is promoted for the IPspace.
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Examples

The following example enables the "l2_reachability" health monitor for the "Default" IPspace:

The status of the "link_flapping" monitor is unaffected by the command.

cluster1::*> network options port-health-monitor show

IPspace         Enabled Port Health Monitors

-------------   ----------------------------

Cluster         l2_reachability,

                link_flapping

Default         link_flapping

2 entries were displayed.

cluster1::*> network options port-health-monitor enable-monitors -ipspace

Default -health-monitors l2_reachability

cluster1::*> network options port-health-monitor show

IPspace         Enabled Port Health Monitors

-------------   ----------------------------

Cluster         l2_reachability,

                link_flapping

Default         l2_reachability,

                link_flapping

2 entries were displayed.

network options port-health-monitor modify

Modify port health monitors configuration

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

This command modifies the enabled port health monitors for the given IPspaces in the cluster.

Parameters

-ipspace <IPspace> - IPspace Name (privilege: advanced)

The name of the IPspace for which enabled port health monitors are modified.

[-health-monitors {l2-reachability|link-flapping|crc-errors|vswitch-link}] - List of

Enabled Port Health Monitors (privilege: advanced)

All of the port health monitors that you want to enable. This command enables any port health monitors in

this list that are currently disabled, and it disables any currently enabled monitors that are not in this list.
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Upon enabling the l2_reachability health monitor, it runs in an "unpromoted" state. While in this state,

the monitor does not mark any ports as unhealthy due to the l2_reachability health check. The monitor is

promoted in the "Cluster" IPspace when the "Cluster" broadcast domain is found to have passed the

l2_reachability health check. An EMS event called "vifmgr.hm.promoted" event is generated when the

health monitor is promoted for the IPspace.

Examples

The following example modifies the port health monitor configuration of the "Default" IPspace such that only

the "link_flapping" port health monitor is enabled. enabled for all IPspaces in the cluster.

Only the specified monitor is enabled after the modify command is issued.

cluster1::*> network options port-health-monitor show

IPspace         Enabled Port Health Monitors

-------------   ----------------------------

Cluster         l2_reachability,

                link_flapping

Default         l2_reachability,

                link_flapping

2 entries were displayed.

cluster1::*> network options port-health-monitor modify -ipspace Default

-health-monitors link_flapping

cluster1::*> network options port-health-monitor show

IPspace         Enabled Port Health Monitors

-------------   ----------------------------

Cluster         l2_reachability,

                link_flapping

Default         link_flapping

2 entries were displayed.

network options port-health-monitor show

Display port health monitors configuration

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

This command displays the enabled port health monitors for the IPspaces in the cluster.
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Parameters

[-fields <fieldname>,…]

If you specify the -fields <fieldname>, … parameter, the command output also includes the specified

field or fields. You can use '-fields ?' to display the fields to specify.

| [-instance ] (privilege: advanced) }

If you specify the -instance parameter, the command displays detailed information about all fields.

[-ipspace <IPspace>] - IPspace Name (privilege: advanced)

Displays the port health monitors that are enabled only for the given IPspace name.

[-health-monitors {l2-reachability|link-flapping|crc-errors|vswitch-link}] - List of

Enabled Port Health Monitors (privilege: advanced)

Displays the IPspaces that have the given monitors enabled.

Examples

The following example lists all port health monitors that are enabled for all IPspaces in the cluster.

cluster1::*> network options port-health-monitor show

IPspace         Enabled Port Health Monitors

-------------   ----------------------------

Cluster         l2_reachability,

                link_flapping

Default         l2_reachability,

                link_flapping

2 entries were displayed.

network options send-soa modify

Modify Send SOA settings

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

This command sets the status of sending statement of authority record in the DNS response.

Parameters

[-enable {true|false}] - Enable Sending SOA (privilege: advanced)

Setting this parameter to true enables sending the statement of authority (SOA) record in the DNS

response. Setting it to false disables sending the statement of authority (SOA) record in the DNS

response for the cluster.
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Examples

The following example will enable the sending of statement of authority

(SOA)

      in the DNS response.

      cluster1::> network options send-soa modify -enable true

The following example will disable the sending of statement of authority

(SOA)

      in the DNS response.

      cluster1::> network options send-soa modify -enable false

network options send-soa show

Display Send SOA settings

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

This command displays whether sending the statement of authority record (SOA) in the DNS response is

enabled or not.

Examples

cluster1::> network options send-soa show

Enable sending SOA: true

network options switchless-cluster modify

Modify switchless cluster network options

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

This command sets whether the cluster network is in switchless or switched mode. A switchless cluster is

physically formed by connecting two nodes back-to-back, without a switch between them.

Parameters

[-enabled {true|false}] - Enable Switchless Cluster (privilege: advanced)

This parameter specifies whether the switchless cluster is enabled or not. Setting this parameter to true

enables the switchless cluster.
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Examples

The following example enables the switchless cluster:

        cluster1::*> network options switchless-cluster modify -enabled

true

network options switchless-cluster show

Display switchless cluster network options

Availability: This command is available to cluster administrators at the advanced privilege level.

Description

The network options switchless-cluster show command displays the attributes of a switchless cluster.

Examples

The following example displays the attributes of the switchless cluster:

            cluster1::*> network options switchless-cluster show

            Enable Switchless Cluster: true
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