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Activate the destination volume

When the source volume is unable to serve data due to events such as data corruption,
accidental deletion or an offline state, you must activate the destination volume to provide
data access until you recover the data on the source volume. Activation involves stopping
future SnapMirror data transfers and breaking the SnapMirror relationship.

Verify the status of the source volume

When the source volume is unavailable, you must verify that the source volume is offline
and then identify the destination volume that must be activated for providing data access.

About this task
You must perform this task from the source cluster.

Steps
1. Navigate to the Volumes window.
2. Select the source volume, and then verify that the source volume is offline.
3. Identify the destination volume in the SnapMirror relationship.

> Beginning with ONTAP 9.3: Double-click the source volume to view the details, and then click
PROTECTION to identify the destination volume in the SnapMirror relationship and the name of the
SVM that contains the volume.
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o ONTAP 9.2 or earlier: Click the Data Protection tab at the bottom of the Volumes page to identify the
destination volume in the SnapMirror relationship and the name of the SVM that contains the volume.
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Break the SnapMirror relationship

You must quiesce and break the SnapMirror relationship to activate the destination



volume. After quiescing, future SnapMirror data transfers are disabled.

Before you begin
The destination volume must be mounted on the destination SVM namespace.

About this task
You must perform this task from the destination cluster.

Steps
1. Depending on the System Manager version that you are running, perform one of the following steps:

o ONTAP 9.4 or earlier: Click Protection > Relationships.
> Beginning with ONTAP 9.5: Click Protection > Volume Relationships.

N

. Select the SnapMirror relationship between the source and the destination volumes.

w

. Click Operations > Quiesce to disable future data transfers.

N

. Select the confirmation check box, and then click Quiesce.

The quiesce operation might take some time; you must not perform any other operation on the SnapMirror
relationship until the transfer status is displayed as Quiesced.
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. Click Operations > Break.

o

. Select the confirmation check box, and then click Break.

Break #

ﬂ Breaks the relationship permanently and converts the destination volume type from DP to RV,
To recreate the relationship perform the resync operation.

Are you sure you want to break the relationship?

Source: cluster-2:/'source_SWVNM ol

Destination: cluster-1:/dest SWIN/source SWVIWM_Voll_mirror

|#| OK to break the selected relationship

| Break || Cancel |

The SnapMirror relationship is in Broken Off state.
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Verify the destination volume status

After breaking the SnapMirror relationship, you must verify that the destination volume
has read/write access and that the destination volume settings match the settings of the

source volume.

About this task
You must perform this task from the destination cluster.

Steps
1. Navigate to the Volumes window.

2. Select the destination volume from the Volumes list, and then verify that the destination volume type is rw,
which indicates read/write access.

3. Verify that the volume settings such as thin provisioning, deduplication, compression, and autogrow on the
destination volume match the settings of the source volume.

You can use the volume settings information that you noted after creating the SnapMirror relationship to
verify the destination volume settings.
4. If the volume settings do not match, modify the settings on the destination volume as required:

a. Click Edit.

b. Modify the general settings, storage efficiency settings, and advanced settings for your environment, as
required.

c. Click Save and Close.
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When a valume is thin provisioned, space for the volume is not allocated in advance. Instead,
gpace is allocated as data is written to the volume. The unused dgEregate space is available to other
thin provisioned valumes and LURs.
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d. Verify that the columns in the Volumes list are updated with the appropriate values.

5. Enable Snapshot copy creation for the destination volume.

a. Depending on your ONTAP version, navigate to the Configure Volume Snapshot Copies page in one
of the following ways:

Beginning with ONTAP 9.3: Select the destination volume, and then click Actions > Manage
Snapshots > Configure.

ONTAP 9.2 or earlier: Select the destination volume, and then click Snapshot Copies > Configure.

b. Select the Enable scheduled Snapshot Copies check box, and then click OK.



Configure Volume Snapshot Copies
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[+ Make Snapshot directory (.snapshot) visible

Vizibility of .znapshot directory on thiz volume at the client mount points.

[#| Enable scheduled Snapshot Copies
snapshot Policies and Schedules

Select a Snapshot policy that has desired schedules for Snapshot copies:

Snapshot Policy: default

Schedules of Selected Snapshot Policy:

Schedul... | Retained S... | Schedule

hourhy & Advance cron - {Minu...

daihy 2 Daihy - Run at 0 howr 1...

weekly 2 On weekdays - Sund...
Current Timezone: US/Pacific

Tell me more about Snapshot configurations
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