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Add a CIFS volume to a CIFS-enabled SVM

Adding a CIFS volume to a CIFS-enabled SVM involves creating and configuring a
volume, creating a share and setting its permissions, and verifying access from a
Windows administration host. You can then configure CIFS client access.

Before you begin

CIFS must be completely set up on the SVM.

Create and configure a volume

You must create a FlexVol volume to contain your data. You can optionally change the
volume’s default security style, which is inherited from the security style of the root
volume. You can also optionally change the volume’s default location in the namespace,
which is at the root volume of the storage virtual machine (SVM).

Steps
1. Navigate to the Volumes window.

2. Click Create > Create FlexVol.
The Create Volume dialog box is displayed.

3. If you want to change the default name, which ends in a date and time stamp, specify a new name, such as
voll.

4. Select an aggregate for the volume.

5. Specify the size of the volume.

6. Click Create.
Any new volume created in System Manager is mounted by default at the root volume using the volume

name as the junction name. You use the junction path and the junction name when configuring CIFS
shares.

7. Optional: If you do not want the volume to be located at the root of the SVM, modify the place of the new
volume in the existing namespace:
a. Navigate to the Namespace window.
b. Select the SVM from the drop-down menu.
Click Mount.
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d. In the Mount Volume dialog box, specify the volume, the name of its junction path, and the junction
path on which you want the volume mounted.

e. Verify the new junction path in the Namespace window.
If you want to organize certain volumes under a main volume named “data”, you can move the new volume
“vol1” from the root volume to the “data” volume.
8. Review the volume’s security style and change it, if necessary:

a. In the Volume window, select the volume you just created, and click Edit.



The Edit Volume dialog box is displayed, showing the volume’s current security style, which is inherited
from the security style of the SVM root volume.

b. Make sure the security style is NTFS.

Edit Volume X

General Storage Efficiency | Advanced

MName: voll
Security style: UMD b
NTFS
UMK permissions Read WWrite Execute
UMD
Owner Mixed
W ixe
Group [

Create a share and set its permissions

Before Windows users can access a volume, you must create a CIFS share on the
volume and restrict access to the share by modifying the access control list (ACL) for the
share.

About this task

For testing purposes, you should permit access only to administrators. Later, after you have verified that the
volume is accessible, you can permit access to more clients.

Steps
1. Navigate to the Shares window.

2. Create a share so that SMB clients can access the volume:

a. Click Create Share.

b. In the Create Share dialog box, click Browse, expand the namespace hierarchy, and then select the
volume that you created earlier.

c. Optional: If you want the share name to be different from the volume name, change the share name.
d. Click Create.

The share is created with a default ACL set to Full Control for the Everyone group.
3. Optional: Restrict access to the share by modifying the share ACL:

a. Select the share, and then click Edit.
b. In the Permissions tab, select the Everyone group, and then click Remove.

c. Click Add, and then enter the name of an administrator group defined in the Windows Active Directory
domain that includes the SVM.

d. With the new administrator group selected, select all permissions for it.
e. Click Save and Close.

The updated share access permissions are listed in the Share Access Control pane.



What to do next

You should verify access as a Windows administrator.

Verify SMB client access

You should verify that you have configured SMB correctly by accessing and writing data
to the share. You should test access using the SMB server name and any NetBIOS
aliases.

Steps
1. Log in to a Windows client.

2. Test access using the SMB server name:

a. In Windows Explorer, map a drive to the share in the following format: \
\\SMB Server Name\Share Name

If the mapping is not successful, it is possible that the DNS mapping has not yet propagated throughout
the network. You must test access using the SMB server name later.

If the SMB server is named vs1.example.com and the share is named SHARE1, you should enter the
following: \\vs0.example.com\SHARE1

b. On the newly created drive, create a test file, and then delete the file.

You have verified write access to the share using the SMB server name.

3. Repeat Step 2 for any NetBIOS aliases.

Configure and verify CIFS client access

When you are ready, you can give select clients access to the share by setting NTFS file
permissions in Windows Explorer and modifying the share ACL in System Manager. Then
you should test that the affected users or groups can access the volume.

Steps
1. Decide which clients and users or groups will be given access to the share.

2. On a Windows client, use an administrator role to give the users or groups permissions to the files and
folders.

a. Log in to a Windows client as an administrator who has sufficient administrative rights to manage NTFS
permissions.

b. In Windows Explorer, right-click the drive, and then select Properties.

c. Select the Security tab, and adjust the security settings for the groups and users as required.
3. In System Manager, modify the share ACL to give Windows users or groups access to the share.

a. Navigate to the Shares window.

b. Select the share, and click Edit.

c. Select the Permissions tab, and give the users or groups access to the share.



4. On a Windows client, log in as one of the users who now has access to the share and files, and verify that
you can access the share and create a file.
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