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Access control in SnapDrive for UNIX

SnapDrive for UNIX allows you to control the level of access that each host has to each
storage system to which the host is connected.

The access level in SnapDrive for UNIX indicates which operations the host is allowed to perform when it
targets a given storage system. Except for the show and list operations, the access control permissions can
affect all Snapshot and storage operations.

What access control settings are

To determine user access, SnapDrive for UNIX checks one of two permissions files in the
root volume of the storage system. You must check the rules set in those file to evaluate
access control.

* sdhost-name.prbac file is in the directory /vol/vo10/sdprbac (SnapDrive permissions roles-based
access control).

The file name is sdhost-name.prbac, where host-name is the name of the host to which the
permissions apply. You can have a permissions file for each host attached to the storage system. You can
use the snapdrive config access command to display information about the permissions available
for a host on a specific storage system.

If the sdhost-name.prbac does not exist, then use the sdgeneric.prbac file to check the access
permissions.

* sdgeneric.prbac file is also in the directory /vol/vol0/sdprbac.

The file name sdgeneric.prbac is used as the default access settings for multiple hosts that do not
have access to sdhost-name . prbac file on the storage system.

If you have both sdhost-name.prbac and sdgeneric.prbac files available in the /vol/vol0/sdprbac
path, then use the sdhost-name.prbac to check the access permissions, as this overwrites the values
provided for sdgeneric.prbac file.

If you do not have both sdhost-name.prbac and sdgeneric.prbac files, then check the configuration
variable all-access-if-rbac-unspecifiedthatis defined in the snapdrive.conf file.

Setting up access control from a given host to a given vFiler unit is a manual operation. The access from a
given host is controlled by a file residing in the root volume of the affected vFiler unit. The file contains
/vol/<vfiler root volume>/sdprbac/sdhost-name.prbac, where the host-name is the name of
the affected host, as returned by gethostname (3) . You should ensure that this file is readable, but not
writable, from the host that can access it.

(D To determine the name of the host, run the hostname command.

If the file is empty, unreadable, or has an invalid format, SnapDrive for UNIX does not grant the host access to
any of the operations.

If the file is missing, SnapDrive for UNIX checks the configuration variable all-access-if-rbac-



unspecifiedinthe snapdrive.conf file. If the variable is set to on (default value), it allows the hosts
complete access to all these operations on that storage system. If the variable is set to o £ £, SnapDrive for
UNIX denies the host permission to perform any operations governed by access control on that storage
system.

Available access control levels

SnapDrive for UNIX provides various access control levels to the users. These access
levels are related to the Snapshot copies and storage system operations.

You can set the following access levels:

* NONE—The host has no access to the storage system.

* SNAP CREATE—The host can create Snapshot copies.

* SNAP USE—The host can delete and rename Snapshot copies.

* SNAP ALL—The host can create, restore, delete, and rename Snapshot copies.
+ STORAGE CREATE DELETE—The host can create, resize, and delete storage.

+ STORAGE USE—The host can connect and disconnect storage, and also perform clone split estimate and
clone split start on storage.

+ STORAGE ALL—The host can create, delete, connect, and disconnect storage, and also perform clone
split estimate and clone split start on storage.

* ALL ACCESS—The host has access to all the preceding SnapDrive for UNIX operations.

Each level is distinct. If you specify permission for only certain operations, SnapDrive for UNIX can execute
only those operations. For example, if you specify STORAGE USE, the host can use SnapDrive for UNIX to
connect and disconnect storage, but it cannot perform any other operations governed by access control
permissions.

Setting up access control permission

You can set up access control permission in SnapDrive for UNIX by creating a special
directory and file in the root volume of the storage system.

Ensure that you are logged in as a root user.

Steps
1. Create the directory sdprbac in the root volume of the target storage system.

One way to make the root volume accessible is to mount the volume using NFS.

2. Create the permissions file in the sdprbac directory. Ensure the following statements are true:

° The file must be named sdhost-name.prbac where host-name is the name of the host for which you
are specifying access permissions.

> The file must be read-only to ensure that SnapDrive for UNIX can read it, but that it cannot be modified.

To give a host named dev-sun1 access permission, you would create the following file on the storage
system: /vol/voll/sdprbac/sddev-sunl.prbac



3. Set the permissions in the file for that host.
You must use the following format for the file:
> You can specify only one level of permissions. To give the host full access to all operations, enter the

string ALL ACCESS.

o The permission string must be the first thing in the file. The file format is invalid if the permission string
is not in the first line.

o Permission strings are case-insensitive.
o No white space can precede the permission string.

o No comments are allowed.
These valid permission strings allow the following access levels:

o NONE—The host has no access to the storage system.

o SNAP CREATE—The host can create Snapshot copies.

o SNAP USE—The host can delete and rename Snapshot copies.

o SNAP ALL—The host can create, restore, delete, and rename Snapshot copies.
o STORAGE CREATE DELETE—The host can create, resize, and delete storage.

o STORAGE USE—The host can connect and disconnect storage, and also perform clone split estimate
and clone split start on storage.

o STORAGE ALL—The host can create, delete, connect, and disconnect storage, and also perform
clone split estimate and clone split start on storage.

o ALL ACCESS—The host has access to all the preceding SnapDrive for UNIX operations. Each of
these permission strings is discrete. If you specify SNAP USE, the host can delete or rename Snapshot
copies, but it cannot create Snapshot copies or restore or perform any storage provisioning operations.

Regardless of the permissions you set, the host can perform show and list operations.
4. Verify the access permissions by entering the following command:

snapdrive config access show filer name

Viewing the access control permission

You can view the access control permissions by running the snapdrive config
access show command.

Steps

1. Run the snapdrive config access show command.
This command has the following format: snapdrive config access {show | list} filername

You can use the same parameters regardless of whether you enter the show or 1ist version of the
command.

This command line checks the storage system toaster to determine which permissions the host has. Based
on the output, the permissions for the host on this storage system are SNAP ALL.



# snapdrive config access show toaster

This host has the following access permission to filer, toaster:
SNAP ALL

Commands allowed:

snap create

snap restore

snap delete

snap rename

id

In this example, the permissions file is not on the storage system, so SnapDrive for UNIX checks the
variable all-access-if-rbac-unspecifiedinthe snapdrive.conf file to determine which
permissions the host has. This variable is set to on, which is equivalent to creating a permissions file with
the access level set to ALL ACCESS.

# snapdrive config access list toaster
This host has the following access permission to filer, toaster:
ALL ACCESS

Commands allowed:

snap create

snap restore

snap delete

snap rename

storage create

storage resize

snap connect

storage connect

storage delete

snap disconnect

storage disconnect

clone split estimate

clone split start

#

This example shows the kind of message you receive if no permissions file is on the storage system
toaster, and the variable all-access-if-rbac-unspecifiedinthe snapdrive.conf file is set to
off.

# snapdrive config access list toaster

Unable to read the access permission file on filer, toaster. Verify that
the

file is present.

Granting no permissions to filer, toaster.
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