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Deleting credentials for individual resources

You can delete the credentials for any one of the secured resources, such as a profile,
repository, or host. This enables you to remove the credentials for just one resource,
rather than clearing the user’s credentials for all resources.

Related information

The smo credential delete command

Deleting user credentials for repositories

You can delete the credentials so a user can no longer access a particular repository.
This command enables you to remove the credentials for just one resource, rather than
clearing the user’s credentials for all resources.

1. To delete repository credentials for a user, enter this command:smo credential delete -repository
-dbnamerepo_service_name-hostrepo_host-login -usernamerepo_username-portrepo_port

Deleting user credentials for hosts

You can delete the credentials for a host so a user can no longer access it. This
command enables you to remove the credentials for just one resource, rather than
clearing all the user’s credentials for all resources.

1. To delete host credentials for a user, enter this command:smo credential delete -host-namehost_name
-username-username

Deleting user credentials for profiles
You can delete the user credentials for a profile so a user can no longer access it.

1. To delete profile credentials for a user, enter this command:smo credential delete -profile
-nameprofile_name
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