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Install and configure the NetApp Element Plug-in
for vCenter Server

Install and configure Element Plug-in 5.0 and later for
vCenter Server 7.0 and later

Beginning with NetApp Element Plug-in for vCenter Server 5.0, you can install the most
recent version of the Element Plug-in directly to your vCenter and access the plug-in with
the vSphere Web Client.

After installation is complete, you can use the quality of service based on storage 1/0 control (QoSSIOC)
service as well as other services of the vCenter Plug-in.

Read and complete each step to install and begin using the plug-in:

* Prepare for installation

* Install the management node

* Register the plug-in with vCenter

* Access the plug-in and verify successful installation
» Add storage clusters for use with the plug-in

» Configure QoSSIOC settings using the plug-in

+ Configure user accounts

» Create datastores and volumes

Prepare for installation

Before you begin the installation, review pre-deployment requirements.

Install the management node

You can manually install the management node for your cluster running NetApp Element software using the
appropriate image for your configuration.

This manual process is intended for SolidFire all-flash storage administrators and NetApp HCI administrators
who are not using the NetApp Deployment Engine for management node installation.

Register the plug-in with vCenter

Deploying the vCenter Plug-in package in the vSphere Web Client involves registering the package as an
extension on vCenter Server. After registration is complete, the plug-in is available to any vSphere Web Client
that connects to your vSphere environment.

What you’ll need
* You have vCenter Administrator role privileges to register a plug-in.

* You have deployed a management node OVA running Element software 12.3.x or later.

* Your management node is powered on with its IP address or DHCP address configured.
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* You are using an SSH client or web browser (Chrome 56 or later or Firefox 52 or later).

* Your firewall rules allow open network communication between the vCenter and the storage cluster MVIP
on TCP ports 443, 8443, 8333, and 9443. Port 9443 is used for registration and can be closed after
registration is complete. If you have enabled virtual volumes functionality on the cluster, ensure TCP port
8444 is also open for VASA provider access.

About this task
You must register the vCenter Plug-in on every vCenter Server where you need to use the plug-in.

For Linked Mode environments, you must register separate plug-ins with each vCenter Server in the

environment to keep MOB data in sync and to be able to upgrade the plug-in. When a vSphere Web Client
connects to a vCenter Server where your plug-in is not registered, the plug-in is not visible to the client.

@ To use vCenter Linked Mode, you register the Element Plug-in from a separate management
node for each vCenter Server that manages NetApp SolidFire storage clusters.

Steps
1. Enter the IP address for your management node in a browser, including the TCP port for registration:

https://<managementNodeIP>:9443

The registration Ul displays the Manage QoSSIOC Service Credentials page for the plug-in.

I NetApp Element Piug-in for vCenter Server Management Node

QoS50C Service Management vCanber Plug-in Regisiration
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Manage QoS55I0C Service Credentials
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Ok Passwiord

Mew Passward

Contirm Password

Contact Netdpp Support at hittpmysupport netappcom

2. Optional: Change the password for the QoSSIOC service before registering the vCenter Plug-in:

a. For the Old Password, enter the current password of the QoSSIOC service. If you have not yet
assigned a password, type the default password:
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solidfire

b. Select Submit Changes.
@ After you submit changes, the QoSSIOC service automatically restarts.

3. Select vCenter Plug-in Registration.

Ml NetApp Element Plug-in for vCenter Server Management Node

GaS5I0C Service Management wienter Plug-in Registration

bt vCenter Plug-in - Registration

Register Plug-in
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The Blug-inwill not be deployed until & fresh vCenter login after registranon
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Contact MetApp Support at httpYmysupport netapp com

4. Enter the following information:
o The IPv4 address or the FQDN of the vCenter service on which you will register your plug-in.

o The vCenter Administrator user name.

@ The user name and password credentials you enter must be for a user with vCenter
Administrator role privileges.

o The vCenter Administrator password.
5. Select Register.
6. (Optional) Verify registration status:

a. Select Registration Status.



b. Enter the following information:
= The IPv4 address or the FQDN of the vCenter service on which you are registering your plug-in
= The vCenter Administrator user name
= The vCenter Administrator password

c. Select Check Status to verify that the new version of the plug-in is registered on the vCenter Server.

7. In the vSphere Web Client, look for the following completed tasks in the task monitor to ensure installation
has completed: Download plug-in and Deploy plug-in.

Access the plug-in and verify successful installation

After successful installation or upgrade the NetApp Element Remote Plugin extension point appears in the
Shortcuts tab of the vSphere Web Client in the side panel.

vSphere Client QU

Shortcuts
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@ If the vCenter Plug-in icons are not visible, see the troubleshooting documentation.

Add storage clusters for use with the plug-in

You can add and manage a cluster running Element software using the NetApp Element Remote Plugin
extension point.
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What you’ll need
» At least one cluster must be available and its IP or FQDN address known.
e Current full Cluster Admin user credentials for the cluster.

 Firewall rules allow open network communication between the vCenter and the cluster MVIP on TCP ports
443, 8333, and 8443.

@ You must add at least one cluster to use Management functions.

About this task

This procedure describes how to add a cluster profile so that the cluster can be managed by the plug-in. You
cannot modify cluster administrator credentials using the plug-in.

See managing cluster administrator user accounts for instructions on changing credentials for a cluster
administrator account.

Steps
1. Select NetApp Element Remote Plugin > Configuration > Clusters.
2. Select Add Cluster.
3. Enter the following information:
o |P address/FQDN: Enter the cluster MVIP address.
o User ID: Enter a cluster administrator user name.
o Password: Enter a cluster administrator password.

o vCenter Server: If you set up a Linked Mode group, select the vCenter Server you want to access the
cluster. If you're not using Linked Mode, the current vCenter Server is the default.

= The hosts for a cluster are exclusive to each vCenter Server. Be sure that the
vCenter Server you select has access to the intended hosts. You can remove a
cluster, reassign it to another vCenter Server, and add it again if you decide later to
@ use different hosts.

= To use vCenter Linked Mode, you register the Element Plug-in from a separate
management node for each vCenter Server that manages NetApp SolidFire storage
clusters.

4. Select OK.

When the process completes, the cluster appears in the list of available clusters and can be used in the
NetApp Element Management extension point.

Configure QoSSIOC settings using the plug-in

You can set up automatic quality of service based on Storage /O Control (QoSSIOC) for individual volumes
and datastores controlled by the plug-in. To do so, you configure QoSSIOC and vCenter credentials that will
enable the QoSSIOC service to communicate with vCenter.

About this task

After you have configured valid QoSSIOC settings for the management node, these settings become the
default. The QoSSIOC settings revert to the last known valid QoSSIOC settings until you provide valid
QoSSIOC settings for a new management node. You must clear the QoSSIOC settings for the configured
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management node before setting the QoSSIOC credentials for a new management node.

Steps
1. Select NetApp Element Remote Plugin > Configuration > QoSSIOC Settings.
2. Select Actions.
3. In the resulting menu, select Configure.
4. In the Configure QoSSIOC Settings dialog box, enter the following information:

> mNode IP Address/FQDN: The IP address of the management node for the cluster that contains the
QoSSIOC service.

- mNode Port: The port address for the management node that contains the QoSSIOC service. The
default port is 8443.

o QoSSIOC User ID: The user ID for the QoSSIOC service. The QoSSIOC service default user ID is
admin. For NetApp HCI, the user ID is the same one entered during installation using the NetApp
Deployment Engine.

> QoSSIOC Password: The password for the Element QoSSIOC service. The QoSSIOC service default
password is solidfire. If you have not created a custom password, you can create one from the
registration utility Ul (https:// [management node IP]:9443).

o vCenter User ID: The user name for the vCenter admin with full Administrator role privileges.
o vCenter Password: The password for the vCenter admin with full Administrator role privileges.
5. Select OK.

The QoSSIOC Status field displays UP when the plug-in can successfully communicate with the service.

See this KB to troubleshoot if the status is any of the following:

° Down: QoSSIOC is not enabled.
@ ° Not Configured: QoSSIOC settings have not been configured.

° Network Down: vCenter cannot communicate with the QoSSIOC service on the
network. The mNode and SIOC service might still be running.

After the QoSSIOC service is enabled, you can configure QoSSIOC performance on individual datastores.

Configure user accounts

To enable access to volumes, you’ll need to create at least one user account.

Create datastores and volumes

You can create datastores and Element volumes to start allocating storage.

Find more information

* NetApp HCI Documentation
* NetApp HCI Resources page

+ SolidFire and Element Resources page
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Install and configure Element Plug-in 4.10 and earlier

You can install NetApp Element Plug-in for VMware vCenter Server 4.10 or earlier directly
to your vCenter and access the plug-in with the vSphere Web Client.

After installation is complete, you can use the quality of service based on storage 1/0 control (QoSSIOC)
service as well as other services of the vCenter Plug-in.

Read and complete each step to install and begin using the plug-in:

* Prepare for installation

* Install the management node

* Register the plug-in with vCenter

* Modify vCenter properties for a dark site HTTP server
* Access the plug-in and verify successful installation

+ Add storage clusters for use with the plug-in

* Configure QoSSIOC settings using the plug-in

» Configure user accounts

» Create datastores and volumes

Prepare for installation

Before you begin the installation, review pre-deployment requirements.

Install the management node

You can manually install the management node for your cluster running NetApp Element software using the
appropriate image for your configuration.

This manual process is intended for SolidFire all-flash storage administrators and NetApp HCI administrators
who are not using the NetApp Deployment Engine for management node installation.

Register the plug-in with vCenter

Deploying the vCenter Plug-in package in the vSphere Web Client involves registering the package as an
extension on vCenter Server. After registration is complete, the plug-in is available to any vSphere Web Client
that connects to your vSphere environment.

What you’ll need

* For vSphere 6.5 and 6.7, ensure you have logged out of the vSphere Web Client. The web client for these
versions will not recognize updates made during this process to your plug-in if you do not log out. For
vSphere 7.0, you do not need to log out of the web client.

* You have vCenter Administrator role privileges to register a plug-in.

* You have deployed a management node OVA running Element software 11.3 or later.

* Your management node is powered on with its IP address or DHCP address configured.
* You are using an SSH client or web browser (Chrome 56 or later or Firefox 52 or later).

* Your firewall rules allow open network communication between the vCenter and the storage cluster MVIP


https://docs.netapp.com/us-en/vcp/reference_requirements_vcp.html
https://docs.netapp.com/us-en/hci/docs/task_mnode_install.html
https://docs.netapp.com/us-en/vcp/reference_requirements_vcp.html

on TCP ports 443, 8443, and 9443. Port 9443 is used for registration and can be closed after registration is

complete. If you have enabled virtual volumes functionality on the cluster, ensure TCP port 8444 is also
open for VASA provider access.

About this task
You must register the vCenter Plug-in on every vCenter Server where you need to use the plug-in.
For Linked Mode environments, the plug-in must be registered with each vCenter Server in the environment to

keep MOB data in sync and to be able to upgrade the plug-in. When a vSphere Web Client connects to a
vCenter Server where your plug-in is not registered, the plug-in is not visible to the client.

@ Using NetApp Element Plug-in for vCenter Server to manage cluster resources from other
vCenter Servers using vCenter Linked Mode is limited to local storage clusters only.

Steps

1. Enter the IP address for your management node in a browser, including the TCP port for registration:

https://<managementNodeIP>:9443

The registration Ul displays the Manage QoSSIOC Service Credentials page for the plug-in.

n NetApp Element Plug-in for vCenter Server Management Node

QoS50C Service Management vCanber Plug-in Regisiration

CoSSIOC Management

Manage QoSS5I0C Service Credentials

Manags Credentials
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Contirn Password

Centact NetApp Support at hitpmysupport netappcom

2. Optional: Change the password for the QoSSIOC service before registering the vCenter Plug-in:

a. For the Old Password, enter the current password of the QoSSIOC service. If you have not yet
assigned a password, type the default password:

solidfire
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b. Select Submit Changes.
@ After you submit changes, the QoSSIOC service automatically restarts.

3. Select vCenter Plug-in Registration.

M NetApp Element Plug-in for vCenter Server Management Node

GoSSI0C Service Management vCenter Plug-in Registration

Manage vCenter Plug-in z 3 2
o 9 vCenter Plug-in - Registration

Register Plug-in

Update Plug-in

Register version of the NetApp Element Plug-in for vCenter Server with your vCenter server

LFrir

The Plug-in will not be deployed until a fresh vCenter login after registration.

wCenter Address Center Server A

Enter tha IPWA, IPWE or DNE name of the vCentsr server to register plug-man
wCenter User =ente z
Name Ensure this user is 3 vCenter user that has adminiztrative privileges for regiztration
wCenter Password

Thep rd f = r name =

] Customize URL

Sedact fo customize the Zip file AL

Contact NetfApp Support at httpfmysupport.netapp.com

4. Enter the following information:
o The IPv4 address or the FQDN of the vCenter service on which you will register your plug-in.

o The vCenter Administrator user name.

@ The user name and password credentials you enter must be for a user with vCenter
Administrator role privileges.

o The vCenter Administrator password.

o (For in-house servers/dark sites) A custom URL for the plug-in ZIP.

Most installations use the default path. To customize the URL if you are using an HTTP

@ or HTTPS server (dark site) or have modified the ZIP file name or network settings,
select Custom URL. For additional steps if you intend to customize a URL, see Modify
vCenter properites for a dark site HTTP server.

5. Select Register.
6. (Optional) Verify registration status:

a. Select Registration Status.



b. Enter the following information:
= The IPv4 address or the FQDN of the vCenter service on which you are registering your plug-in
= The vCenter Administrator user name
= The vCenter Administrator password
c. Select Check Status to verify that the new version of the plug-in is registered on the vCenter Server.

7. (For vSphere 6.5 and 6.7 users) Log in to the vSphere Web Client as a vCenter Administrator.

@ This action completes the installation in the vSphere Web Client. If the vCenter Plug-in icons
are not visible from vSphere, see troubleshooting documentation.

8. In the vSphere Web Client, look for the following completed tasks in the task monitor to ensure installation
has completed: Download plug-in and Deploy plug-in.

Modify vCenter properties for a dark site HTTP server

If you intend to customize a URL for an in-house (dark site) HTTP server during vCenter Plug-in registration,
you must modify the vSphere Web Client properties file webclient.properties. You can use vCSA or
Windows to make the changes.

What you’ll need
Permissions to download software from the NetApp Support Site.

Steps using VCSA
1. SSH into the vCenter Server:

Connected to service
* List APIs: "help api list"
* List Plugins: "help pi list"
* Launch BASH: "shell"
Command>

2. Enter shell in the command prompt to access root:

Command> shell
Shell access is granted to root

3. Stop the VMware vSphere Web Client service:

service-control --stop vsphere-client
service-control --stop vsphere-ui

4. Change the directory:

10
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cd /etc/vmware/vsphere-client

9. Edit the webclient.properties file and add allowHttp=true

6. Change the directory:

cd /etc/vmware/vsphere-ui

7. Edit the webclient.properties file and add allowHttp=true
8. Start the VMware vSphere Web Client service:

service-control --start vsphere-client

service-control --start vsphere-ui

(D After you have completed the registration procedure, you can remove allowHttp=true
from the files you modified.

9. Reboot vCenter.

Steps using Windows
1. Change the directory from a command prompt:

cd c:\Program Files\VMware\vCenter Server\bin
2. Stop the VMware vSphere Web Client service:

service-control --stop vsphere-client
service-control --stop vsphere-ui

3. Change the directory:

cd c:\ProgramData\VMware\vCenterServer\cfg\vsphere-client

4. Edit the webclient .properties file and add allowHttp=true

5. Change the directory:

cd c:\ProgramData\VMware\vCenterServer\cfg\vsphere-ui

6. Edit the webclient.properties file and add allowHttp=true

11



7. Change the directory from a command prompt:
cd c:\Program Files\VMware\vCenter Server\bin
8. Start the VMware vSphere Web Client service:

service-control --start vsphere-client

service-control --start vsphere-ui
@ After you have completed the registration procedure, you can remove allowHttp=true
from the files you modified.

9. Reboot vCenter.

Access the plug-in and verify successful installation

After successful installation or upgrade, NetApp Element Configuration and Management extension points
appear in the Shortcuts tab of the vSphere Web Client and in the side panel.

vm vSphere Client

@ Home Shortcuts
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I 1] l&) g Q1 =L
[# WMs and Templates L= el = = =5 Ty
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=4 Storage Clusters Templates Libraries Inventory Lists
: Metworking

[El Content Libraries

b Global Inventory Lists f-lﬂ m m

jL-nkr:cI NetApp NetApp

2 Policies and Drofiles Domains Element Element

FElisiesaa el Configuration Management

@ Auto Deploy

®) vRealize Operations

nNE'U'-\DD Element Co Monitoring

n Metapp Element Ma .
o E ety =] 2 A,
v i

i@ Administration ")"_I lj’_' = |_—-_4_.

AT e n Task Console Event Console WM WM Storage Host Profiles u t

Update Manager - Customization Palicies Mgiijgr >,
@ If the vCenter Plug-in icons are not visible, see the troubleshooting documentation.

Add storage clusters for use with the plug-in

You can add a cluster running Element software using the NetApp Element Configuration extension point so
that it can be managed by the plug-in.

After a connection has been established to the cluster, the cluster can then be managed using the NetApp
Element Management extension point.
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What you’ll need
» At least one cluster must be available and its IP or FQDN address known.

» Current full Cluster Admin user credentials for the cluster.

 Firewall rules allow open network communication between the vCenter and the cluster MVIP on TCP ports
443 and 8443.

@ You must add at least one cluster to use the NetApp Element Management extension point
functions.

About this task
This procedure describes how to add a cluster profile so that the cluster can be managed by the plug-in. You
cannot modify cluster administrator credentials using the plug-in.

See managing cluster administrator user accounts for instructions on changing credentials for a cluster
administrator account.

The vSphere HTML5 web client and Flash web client have separate databases that cannot be
combined. Clusters added in one client will not be visible in the other. If you intend to use both
clients, add your clusters in both.

Steps
1. Select NetApp Element Configuration > Clusters.
2. Select Add Cluster.
3. Enter the following information:
o |P address/FQDN: Enter the cluster MVIP address.
o User ID: Enter a cluster administrator user name.
o Password: Enter a cluster administrator password.

o vCenter Server: If you set up a Linked Mode group, select the vCenter Server you want to access the
cluster. If you're not using Linked Mode, the current vCenter Server is the default.

= The hosts for a cluster are exclusive to each vCenter Server. Be sure that the
vCenter Server you select has access to the intended hosts. You can remove a
cluster, reassign it to another vCenter Server, and add it again if you decide later to
@ use different hosts.

= Using NetApp Element Plug-in for vCenter Server to manage cluster resources from
other vCenter Servers using vCenter Linked Mode is limited to local storage clusters
only.

4. Select OK.

When the process completes, the cluster appears in the list of available clusters and can be used in the
NetApp Element Management extension point.

Configure QoSSIOC settings using the plug-in

You can set up automatic quality of service based on Storage /O Control (QoSSIOC) for individual volumes
and datastores controlled by the plug-in. To do so, you configure QoSSIOC and vCenter credentials that will
enable the QoSSIOC service to communicate with vCenter.

13
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About this task

After you have configured valid QoSSIOC settings for the management node, these settings become the
default. The QoSSIOC settings revert to the last known valid QoSSIOC settings until you provide valid
QoSSIOC settings for a new management node. You must clear the QoSSIOC settings for the configured
management node before setting the QoSSIOC credentials for a new management node.

Steps
1. Select NetApp Element Configuration > QoSSIOC Settings.
2. Select Actions.
3. In the resulting menu, select Configure.
4. In the Configure QoSSIOC Settings dialog box, enter the following information:

> mNode IP Address/FQDN: The IP address of the management node for the cluster that contains the
QoSSIOC service.

o mNode Port: The port address for the management node that contains the QoSSIOC service. The
default port is 8443.

> QoSSIOC User ID: The user ID for the QoSSIOC service. The QoSSIOC service default user ID is
admin. For NetApp HCI, the user ID is the same one entered during installation using the NetApp
Deployment Engine.

> QoSSIOC Password: The password for the Element QoSSIOC service. The QoSSIOC service default
password is solidfire. If you have not created a custom password, you can create one from the
registration utility Ul (https:// [management node IP]:9443).

o vCenter User ID: The user name for the vCenter admin with full Administrator role privileges.

o vCenter Password: The password for the vCenter admin with full Administrator role privileges.
5. Select OK.

The QoSSIOC Status field displays UP when the plug-in can successfully communicate with the service.

See this KB to troubleshoot if the status is any of the following:

° Down: QoSSIOC is not enabled.
@ ° Not Configured: QoSSIOC settings have not been configured.

° Network Down: vCenter cannot communicate with the QoSSIOC service on the
network. The mNode and SIOC service might still be running.

After the QoSSIOC service is enabled, you can configure QoSSIOC performance on individual datastores.

Configure user accounts

To enable access to volumes, you’ll need to create at least one user account.

Create datastores and volumes

You can create datastores and Element volumes to start allocating storage.
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Find more information

* NetApp HCI Documentation
* NetApp HCI Resources page

+ SolidFire and Element Resources page

15


https://docs.netapp.com/us-en/hci/index.html
http://mysupport.netapp.com/hci/resources
https://www.netapp.com/data-storage/solidfire/documentation

Copyright information

Copyright © 2025 NetApp, Inc. All Rights Reserved. Printed in the U.S. No part of this document covered by
copyright may be reproduced in any form or by any means—graphic, electronic, or mechanical, including
photocopying, recording, taping, or storage in an electronic retrieval system—without prior written permission
of the copyright owner.

Software derived from copyrighted NetApp material is subject to the following license and disclaimer:

THIS SOFTWARE IS PROVIDED BY NETAPP “AS IS” AND WITHOUT ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY
AND FITNESS FOR A PARTICULAR PURPOSE, WHICH ARE HEREBY DISCLAIMED. IN NO EVENT SHALL
NETAPP BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR
CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE
GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER
CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT
(INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS
SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

NetApp reserves the right to change any products described herein at any time, and without notice. NetApp
assumes no responsibility or liability arising from the use of products described herein, except as expressly
agreed to in writing by NetApp. The use or purchase of this product does not convey a license under any
patent rights, trademark rights, or any other intellectual property rights of NetApp.

The product described in this manual may be protected by one or more U.S. patents, foreign patents, or
pending applications.

LIMITED RIGHTS LEGEND: Use, duplication, or disclosure by the government is subject to restrictions as set
forth in subparagraph (b)(3) of the Rights in Technical Data -Noncommercial Items at DFARS 252.227-7013
(FEB 2014) and FAR 52.227-19 (DEC 2007).

Data contained herein pertains to a commercial product and/or commercial service (as defined in FAR 2.101)
and is proprietary to NetApp, Inc. All NetApp technical data and computer software provided under this
Agreement is commercial in nature and developed solely at private expense. The U.S. Government has a non-
exclusive, non-transferrable, nonsublicensable, worldwide, limited irrevocable license to use the Data only in
connection with and in support of the U.S. Government contract under which the Data was delivered. Except
as provided herein, the Data may not be used, disclosed, reproduced, modified, performed, or displayed
without the prior written approval of NetApp, Inc. United States Government license rights for the Department
of Defense are limited to those rights identified in DFARS clause 252.227-7015(b) (FEB 2014).

Trademark information

NETAPP, the NETAPP logo, and the marks listed at http://www.netapp.com/TM are trademarks of NetApp, Inc.
Other company and product names may be trademarks of their respective owners.

16


http://www.netapp.com/TM

	Install and configure the NetApp Element Plug-in for vCenter Server : VCP
	Table of Contents
	Install and configure the NetApp Element Plug-in for vCenter Server
	Install and configure Element Plug-in 5.0 and later for vCenter Server 7.0 and later
	Prepare for installation
	Install the management node
	Register the plug-in with vCenter
	Access the plug-in and verify successful installation
	Add storage clusters for use with the plug-in
	Configure QoSSIOC settings using the plug-in
	Configure user accounts
	Create datastores and volumes

	Install and configure Element Plug-in 4.10 and earlier
	Prepare for installation
	Install the management node
	Register the plug-in with vCenter
	Modify vCenter properties for a dark site HTTP server
	Access the plug-in and verify successful installation
	Add storage clusters for use with the plug-in
	Configure QoSSIOC settings using the plug-in
	Configure user accounts
	Create datastores and volumes
	Find more information



