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"method": "AddKeyServerToProviderKmip",
"params": |
"keyProviderID": 1,
"keyServerID": 15
by
"id": 1
}
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"result":
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"id": 1,
"result":

{

"kmipKeyProvider": {

"keyProviderName": "ProviderName",
"keyProviderIsActive": true,
"kmipCapabilities": "SSL",
"keyServerIDs": [

15

1,
"keyProviderID": 1
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"method": "CreateKeyServerKmip",

"params": {
"kmipCaCertificate": "MIICPDCCAaUCEDyRMcsf9tAbDpg4OES/E...",
"kmipClientCertificate™: "dKkkirWmnWXbj9T/UWZYB20oK0z5...",
"kmipKeyServerHostnames" : ["serverl.hostname.com",

"server2.hostname.com"],

"kmipKeyServerName"

"keyserverName",

"kmipKeyServerPort" 5696
by
"id": 1
}
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"result":
{
"kmipKeyServer": {
"kmipCaCertificate":"MIICPDCCAaUCEDyRMcsf9tAbDpgdOES/E...",

"kmipKeyServerHostnames": [
"serverl.hostname.com", "server2.hostname.com"

1,

"keyProviderID":1,
"kmipKeyServerName":"keyserverName",

"keyServerID":1

"kmipKeyServerPort":1,
"kmipClientCertificate":"dKkkirWmnWXbj9T/UWZYB20K0z5...",
"kmipAssignedProviderIsActive":true
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"method": "CreatePublicPrivateKeyPair",

"params": {

"commonName": "Name",
"country": "US",
"emailAddress" : "email@domain.com"
bo

"id": 1

}
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"id": 1,
"result":

{}
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"method": "DeleteKeyProviderKmip",
"params": {
"keyProviderID": "1"
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"id": 1
}
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"method": "DeleteKeyServerKmip",
"params": {
"keyServerID": 15
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"method": "DisableEncryptionAtRest",
"params": {},
"id": 1
}
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"id" : 1,
"result" : {}
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®

BREZAME

EEESH TTRNMEN/RENRENEZENEEPRES, BERRIEEHERHE S EaLUER
GetSoftwareEncryptionAtRestInfo "SAENEEEFH T = NEIEHITINZERE RN G E" S

WA ERE BB NREIND, REEfEA enableSoftwareEncryptionAtRest iR E /7 “true’ B3R5
R B B 7 0 1R,

\E, EESENTERNSBERERTE TR LRENBENMNEER.

WMRIEE T keyProviderlD , MESIRIBEZRIREIZFNRBERMOERE, T KMIP ZiRRERER, BEE
BZIREERREMENIX ( Key Management Interoperability Protocol , KMIP ) ZZ$ARRSS 28 R SeRk IR 1E,
HATIIRERE. IEENIREREFREMALTEDRES. TERBR. BRIFERS ZRRTHNMNE

DisableEn

®

cryptionAtResto

MRENTREEMESLINEER. NI AERFRK. "EnableEncryptionAtRest' H 27N
[z"Encryption not Allowed", EEH@NEIREIIIZEN TR "o

25 é%ﬁiiEElE.ﬁE@?ﬂsz REFEY, A NBHANBEAMNE. EILUREFZEEREREAN
ZRmE

SRR PH, EERAMEZANREMN, &8GR GetClusterinfo' AR IR FLUE R #H
AT TE Ao

7S EREBUTRASR:

=1 i8R N BRIME D

HARMIEF D BN KVIP HH B % &
HRIZFH 1D o

R[EIE

75 SRR E .

AR

T ERIEREMTF AT R HBY

"method": "EnableEncryptionAtRest",
"params": {1},
"id": 1
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e 7 7T 451

It 757%IR[B]5 EnableEncryptionAtRest 7575 RY LA T R EIZEMBIME, &BJIREMNER.

"id": 1,
"result":

{}

EEFE FERTHNMZER, GetClusterinfo 5iREI—NMER, HEAETRMBRE
) #ARA "enableing" . STEBETHNER, REIRIRESRKEEA "enabled”

"id": 1,
"result": {
"clusterInfo": {

"attributes": { },

"encryptionAtRestState": "enabling",
"ensemble": |

"10.10.5.94",

"10.10.5.107",

"10.10.5.108"
I
"mvip": "192.168.138.209",
"mvipNodeID": 1,
"Marshall",
"repCount": 2,
"10.10.7.209",
"svipNodeID": 1,

"91dt"

"name" :
"svip":

"uniqueID":

B hRZs LR BYFTIE ThEE

9.6

THREZER
+ "SecureEraseDrives"
+ "GetClusterinfo"
* "SolidFire 1 Element {4 344"
* "B HARRZSHY NetApp SolidFire #1 Element = GBI SCRY"

( "encryptionAtRestState"
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GetClientCertificateSignRequest

& R] LAfEA " GetClientCertificateSignRequest £ ERIEPEZIBER. IEBIMEAII AT LL
MIZIBERFITEZ . UMEAEHEREFFIHIER. ERISIMNIRSKENEEXR, &
EFRERIER,

215

W ELBRAS .

R [ElE
75 % AR TR ENE:

E=3 i BiER N

ZFRIEP SignRequest PEM #&={ Base64 4gf3 PKCS#10  string
X.509 BEFIHIEPERIFEK,

ARG
BT ABEREMTF U TRA:

"method": "GetClientCertificateSignRequest",
"params": {
by

"id": 1

}

ME Rz T
75 R BT X TR GIBIIARL

"id": 1,
"result":

{
"clientCertificateSignRequest":
"MIIByJjCCATMCAQAWGYkxCzAJBGNVBAYTALIVTMRMWEQYDVQQIEWPDYWxpZmOybm. . . "
}
}
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B RS AR AV IS Th e
1.7
GetKeyProviderKmip

EaI LUE R " GetKeyProviderKmip' A A1 RE XIEE R IABEIE B IREM Y (Key
ManagementE32{FHEIN. KMIP)ZAIRIEIZFIE Bo

S
A EEBUTRASE:
B WiEA B HINE WAR
ZIRRMIER ID FiR[ERY KMIP %A BE x =
RHEFXNRH ID

A=
A EREUTRENE:

BFR L B
kmipKeyProvider BEEEEROTHRMIZFME  KeyProviderkmip'

S DRI R,

=R &GN
75 ERIIEREMF LA T RAI:

{

"method": "GetKeyProviderKmip",

"params": {
"keyProviderID": 15
b
"id": 1
}

e oz 73~ 71
b7 S EIE S VS VR S LG VR
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"id": 1,
"result":
{
"kmipKeyProvider": {
"keyProviderID": 15,

"kmipCapabilities": "SSL",
"keyProviderIsActive": true,
"keyServerIDs": [

1
I
"keyProviderName": "ProviderName"

B AR LURBYFTIE ThEE
1.7
GetKeyServerKmip

SR LUER “GetKeyServerKmip' 5 7£IR BB XIS Z AEIE B IR EME Y (Key
ManagementE3Z{/EMENN. KMIP)Z RS 258915 Bo

28
SRR FRASE:
S 3398 EIN BIAE Wi
BHARRSSER ID TEERXELY  BR % £
KMIP 5558R 55 224
ID o
R[E(E
HAEEE L FEEE:
& 93 EIN
kmipKeyServer BABEBROTHRSRIIEA  "KeyServerkmip'
=B R
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RGNl
5 SRR T U TRA:

"method": "GetKeyServerKmip",
"params": {
"keyServerID": 15
by
"id": 1
}

e 7 7T £51
75 R IR BISARTF LA R BB -

"id": 1,
"result":
{
"kmipKeyServer": {

"kmipCaCertificate":"MIICPDCCAaUCEDyRMcsf9tAbDpg4O0ES/E..."

"kmipKeyServerHostnames": [
"serverl.hostname.com", "server2.hostname.com"

I

"keyProviderID":1,
"kmipKeyServerName":"keyserverName",
"keyServerID":15
"kmipKeyServerPort":1,
"kmipClientCertificate":"dKkkirWmnWXbj9T/UWZYB20K0z5...",

"kmipAssignedProviderIsActive":true

B hRZs LASRBYFTIE ThEE

11.7

GetSoftwareEncryptionAtRestInfo

,.'ji_.fl«/\ﬁﬁﬁ "GetSoftwareEncryptionAtRestInfo’ 7572 IR EXN S8 FE T INE = AEIERN IR G=
|7F_|7][] |-|—| D’Ll\o
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2

=

LA EEBRMANSE,

R[E{E

A EEE U TIRENE:

S iR SN

MasterKeylInfo BxYgitiE=wmEZE EncryptionKeylnfo
ZENER.

rekeyMasterKeyAsyncRes YEisk B EEIFIEE R EBA

ultelD BREIRE)Wasyncst
SRID (MR ERMIER)o
‘GetAsyncResult it 1%
BIE— newKey FE&.
Hh@EEXxMEZHAN
%_l%\\ LX&_/I\$‘E§\
“keyToDecommission' &
hEEEXIBRPNE

state NIRRT,  string
BIREEN disabled 3
“enabledo

version BRERATAREMEN R
BRI A S,

=GN

L7 ERNIE R F AT

{
"method": "getsoftwareencryptionatrestinfo"

}

) Rz 7T f51

75 7R [E BT LA R BRI MR A :
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"id": 1,

"result": {

"masterKeyInfo": {
"keyCreatedTime": "2021-09-20T23:15:562",
"keyID": "4d80a629-allb-40ab-8b30-d66dd5647cEtd",
"keyManagementType": "internal"

by

"state": "enabled",

"version": 1

B hie s LR RYFTIE ThEE
12.3
THREZER

* "SolidFire #1 Element FR{43C14"
* "B HARRZSHY NetApp SolidFire #1 Element = GBI SCRY"

ListKeyProvidersKmip

& LAER "ListKeyProvidersKmip' /A1 R E A BB BT IZEME NI (Key

ManagementE3Z{EMNY. KMIP)ZRIRHIZF AV
g7

215

I EREBUTRASHR:

/R

o /&

A] LU FE E H A S EOR ik
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AR SZ I RET
FIETHIRS I E#1T
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2 (eftXa]
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o

* false : {OR[EI
FIEEIRSH
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EF CRigHE
{A125£A B nT Bk

o

WNREERIESE, N
AERIERERY
KMIP ZRiR 2R
EEMTFERIRESX
EH 1T,

RIEREE 57
KMIP Z$RBR S5 28
PR [EIRY KMIP 234H
IRHIERF, AIRE(E:

* true . {OREIE
B KMIP Z£$A
AR 552389 KMIP
BRI AR,

* false : {UR[EIZk
SEE KMIP %A
AR5 2389 KMIP
FERRR IR
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kmipKeyProviders B LI KMIP ZEAiRHiZFH%]  "KeyProviderKmip"f&%!)

e]

ARRBG
H T ABIEREMTF LT RA:

"method": "ListKeyProvidersKmip",
"params": {},
"id": 1
}
Ui vaanet]l

75 7R E AT LA TR BRI :

Dig®s 4,
"result":
{
"kmipKeyProviders": [

{
"keyProviderID": 15,

"kmipCapabilities": "SSL",
"keyProviderIsActive": true,
"keyServerIDs": [

1
1y
"keyProviderName": "KeyProviderl"

B hik s LR RYFTIE ThEE

11.7

ListKeyServersKmip

EaI LUE R ListkeyServersKmip' 75745 H B 2T E ZIAEIE B R2EMHIY(Key
ManagementEIZ2{EME Y. KMIP)ZTHARS 28, o] LUBEIEE HMSHERIMALE R,
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2

=

WA ERB U TRASE:
BT 5tEA

FiARMER ID

kmipAssignedProvid
erlsActive

22

BER, HEMGRE
PDECLRISTE KMIP 2
FAIRIEFZEFEY KMIP
FiARS . WNRE
BRI B, AR
EREEKREN
KMIP Z2$RARS528 9>
AC4R1EERT KMIP 25
PRIRMIEE I H#TT
[hipv

RIEREH KMIP 2
RSB TRET L
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THik, RIRE(E:
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FIEIRESHY
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75 (IRMEYHEIE
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o
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FIEETIRESH
KMIP Z$RARSS
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ey iR N AINE WIE
kmipHasProviderAs iRIEEFZE R boolean I
signed KMIP ZRiR M2

FR[EIR KMIP %R

AR5 28T ImIE. FJ

BEfE:

iy

* true : {UR[EIE
EE KMIP %A
REEZERFH
KMIP Z$RBRSS

o

* false : {UR[EIR
SEE KMIP %A
REEZERFH
KMIP Z5AARSS
7%

INREERULSE, N
RERIEESTE DA
KMIP ZRIR 2R
FHER[EIRY KMIP 227
BRSS 283 1T %

R [ElfE
W= RE TR EE:

E22 i WA A

kmipKeyServer BE83289 KMIP Z ARG 2315TE  "KeyServerKmip"FE5!
LIS

BRI
T ABER M TF AT RA:

"method": "ListKeyServersKmip",
"params": {},
"id": 1
}
el Nz 7= 5

75 7FR EFEAATF LA T R BRI :
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"kmipKeyServers": [

{

"kmipKeyServerName": "keyserverName",
"kmipClientCertificate": "dKkkirWmnWXbjoT/UWZYB20oK0z5...",
"keyServerID": 15,
"kmipAssignedProviderIsActive": true,
"kmipKeyServerPort": 5696,
"kmipCaCertificate": "MIICPDCCAaUCEDyRMcsf9tAbDpg40ES/E...",
"kmipKeyServerHostnames": [

"serverl.hostname.com", "server2.hostname.com"

1,
"keyProviderID": 1

B hie s LR AYFTIE T RE

11.7

ModifyKeyServerKmip

EET UE A "ModifyKeyServerKmip' A 7AE I E Z A EE B 1R 1EM4 1N (Key Management
BI2EMEDY. KMIP)Z RS SR EBANIEEREE. REE—NENSEE keyServerlD

, {BIXEE keyServerlD BUIERASHITEMIEE, WARREMEMEEIR, EI5EEM
HhSEGERI5EM keyServerlD B Z RS ZNVINEE. 7EUIRIEHRE], RASEK
AERPRS B UBREEEIETT. ErILIER kmipKeyServerHostnames B3R HZ 1N E
MBI IP ik, BaliRRE ARSI RAEEIE,

=8

A EEEUTRASE

BFFR iR PN ZiANE WAE
ZiAARSSEs ID BEME KMIP 23§78  #x8Y ¥ 2

ARs52889 ID -
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kmipCaCertificate

kmipClientCertificate

kmipKeyServerHost
Name

kmipKeyServerNam
e

kmipKeyServerPort

R [El{E

SpERZERARSS 28R string
CA I ABEZIRIUE
B, HREERTR
IE TLS @ISR
FEARSS 2R IR AL
Po WFENIRS 2
EARE CA KA
RS e8EEEE, 1ATRM
— N EBEFRFA, H
FREEFRE CAMIE
iIE:BO

SolidFire KMIP &/ string
IH{EAR PEM 383
Base64 4ghg

:PHKCS#1 0 X.509 i

51t KMIP 2585 string array
SR ENRZE IP

HintEE, REYE
$ARRSS 28 R SR BE

BiY, ANRMES

EIM%EJZ IP ih

KMIP Z$ABRs3 2809  string
2R, MBI ETF
ErEN, FEEH

o

51t KMIP Z58ARSS EEAY
BRENHKOS (@
w5696 ) o

75 EREE U TRENE:

2R
kmipKeyServer

BRI

WiER

BEH XHMERRERRS BEHIF

AEEBIN R

HE 77 R BDE R T AT R A

iy

iy

iy

iy

iy

B
"KeyServerKmip"
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"method": "ModifyKeyServerKmip",

"params": {
"keyServerID": 15
"kmipCaCertificate": "CPDCCAaUCEDyRMcsf9tAbDpg4OES/E...",
"kmipClientCertificate": "kirWmnWXbj9T/UWZYB20K0z5...",
"kmipKeyServerHostnames" : ["serverl.hostname.com",

"server2.hostname.com"],

"kmipKeyServerName" : "keyserverName",
"kmipKeyServerPort" : 5696
by
"id": 1

}

e Rz 7~ 51
b e SR SR sl v

"id": 1,
"result":
{
"kmipKeyServer": {

"kmipCaCertificate" :"CPDCCAaUCEDyRMcsfOtAbDpg40ES/E...",
"kmipKeyServerHostnames": [

"serverl.hostname.com", "server?2.hostname.com"
1y
"keyProviderID":1,
"kmipKeyServerName":"keyserverName",
"keyServerID":1
"kmipKeyServerPort":1,
"kmipClientCertificate":"kirWmnWXbj9T/UWZYB20K0z5...",
"kmipAssignedProviderIsActive":true

B hir s LR RYFTIE ThEE

11.7
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RekeySoftwareEncryptionAtRestMasterKey

&R LUEF "RekeySoftwareEncryptionAtRestMasterKey 7575 E#i& & AT INZEDEKs (X
EBINEZI) NG NMEZ EZRANEH. ELEEERRBE, RASRKTNRNEINRRLRE
ANERRNIBZAEIE (Ininternal Key Management , KKM ) . BIiEEEE, "ILUEALE
EMSERIARERER IKM 55 EEETAEIE ( External Key Management , EKM) o

2

A EEBUTRASE, N8 keyManagementType KisESHH. NaERAMERAEERERITERSE
ZERIR(E, WR keyManagementType 157 T BZRIRIEFZEF IMEB. N “keyProviderID iE A7 1E S %K

S8 WiER N Al

KeyManagementType BTFEEXZHNEHAE string IEH

IERA, nEEEElE

Internal. . {EHREE
ZREEEMSEEH.
External: {ERIMNEZE
PAEIEEMLERR. W
RKRIETE LS, NER
NEZAEERERITE

MMRER AR,
IR ERERF ID BEEANERRMHIEFN  BE 11

ID . XREAEP—IFA
ERN—EB IR ERIME—(E
CreateKeyProvidero
HEYN External "ML
M. AFELID

‘keyManagementType
R [E{E
A EEE U TRENE:
S WieA BA Ak
FHIE fERLLE BE &

GetAsyncResult HE
EIMZERIRERES
“asyncHandleo
‘GetAsyncResult it 1%
BIE—1 newKey FE&.
Hh@EEXMEZEHAN
SR, UR—1FE.
“keyToDecommission' H
hEEEXIERBPNE

[[AnYe]
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=R &GN
75 S ERITER M F LA TR
{
"method": "rekeysoftwareencryptionatrestmasterkey",
"params": {

"keyManagementType": "external",
"keyProviderID": "<ID number>"

}
}

e Rz 7 51
T SRR EIZAAT U T RanaR

"asyncHandle": 1

B h s LR BYHTIE ThEE
12.3
THEZER
* "SolidFire #1 Element R4 30"
* "SEHARRZASH NetApp SolidFire 1 Element F= GBI SCRS"

RemoveKeyServerFromProviderKmip

&R LUEF "RemoveKeyServerFromProviderKmip /7558 E MR A E IR B IR {EME D

¥ (Key ManagementEi2{EIE Y. KMIP)ZHRRSS 88 M 2 ERLA E IR R EGE 2
ft. FRIFERARSHRERE— I EIARSSAHRHEEFA T EIRS (REHFIEEE

AEH) , SNERTUMERERFPEUEDE R ARS8, MRIEENEARS B[R
DEARMIER, WASHITEEZRE, BASREEAHEIR.

28

7S ZREBUTRASR:

28


https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/us-en/element-software/index.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html
https://docs.netapp.com/sfe-122/topic/com.netapp.ndc.sfe-vers/GUID-B1944B0E-B335-4E0B-B9F1-E960BF32AE56.html

E2L i iR I AIAE R
ZARRSSEE ID ZEUHS I KMIP - 2R x =

BANRSS /Y ID o

R[ElE
W75 EREREE, RSBFREEAHER, BRI,

ARG
T EREREMT AT RG:

"method": "RemoveKeyServerFromProviderKmip",
"params": {
"keyServerID": 1

Yy
"id": 1
}

MRz
75 SRR BT A TR GIBIIARL:

"id": 1,
"result":
{}

}

B hRZs AR BYFTIE ThEE
11.7

SignSshKeys

ERAESER EBBASSHE "EnableSSH7 A", ERILUEA "SignSshKeys' /A A15iR) T R L
BYShell,

MElement 12,5748, sfreadonly B—MHMRAKF . ATFHTRETERNKEHR. @dittar. AU
ERARSIKA N EREFPRIFIE T R TssHifE *sfreadonlyo
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(D FRIENetAppZ#FERI I BNARTHRIN RGHITEMER. MMEENIFEREAM. HAT8E
SEHIERRERT AR,

fERBGZER. BN FERZAE. REREFIESHSSHERN RS, ARBITUTHL!

ssh -i <identity file> sfreadonly@<node ip>

‘identity file ' B—1MXfF. MHFRILUZHATARERASHRIENS N (TREH) . HE
‘node_ip ETRHIIPHHE, BEXFHAER ‘identity file®, BEZMssEFMIL,

7 EREBUTRASHR:

E2L i iR B AIAE IR
Duration 1247 EpyEER. BE 1 &
[ PR 2 22 SR A RAHY

ISR, SNRAKIEE
FreRAdiEl. MIERAR

INMEo
NHEHA SNRIRfE. MtkS%L string = &
R

[B]signed_public_key
« MABHNRAFBIE
RN,

e

i
AUR
iR
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B 5iPA AN ARIME IR
sfadmin RIFEEE boolean £ =
FAsupportAdmin& &%
R BRI TAPIIE
FBS ST R AR
FREYinE)sfadmin
shelltk o
R[ElE
A EERUTREE:
=i i A

keygen_status

private_key

signed_public_key

BRI

75 7ERNEREMATF LA TR

BEEREAPIIRR. RAIFNE  string
%L)L&iﬁ'%‘%ﬁ MBI IRNESRE

QEYAPINRA R EMSTTENE string
}’Egﬁiﬁif\ 7 =iR[E1% FASSHE A

tt{EX FABase644
B BRI
ORRN T
IS, LUBRR R
B IR EA.

QEYURE ARAAFEMTEN string
AR, A =REISSHERE,

¥public_keyB#k 1%
BEIAPIF AR ME

() mew
‘signed_public_key’
R [E1E,

MAE BRELEFENSSHAE string
2. TICLE AR PR,
EEHBAPIERH,
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"method": "SignSshKeys",
"params": {
"duration": 2,
"publicKey":<string>
bo
"id": 1

e Rz 73~ 71
75 R IR BT LA R I :

"id": null,
"result": {
"signedKeys": {
"keygen status": <keygen status>,
"signed public key": <signed public_ key>
}

HILRGID, RERMAT BHEBTERFHREEREA1-24/1\8),
B RS LSRRV IS Th AE

12.5

TestKeyProviderKmip

&R LUER “TestKeyProviderKmip' 75 7& Mt IEE N E A B IE BIREMEDIN (Key
ManagementE1Z{EMIY. KMIP)ZRIRIERZF RS HiHRBEITIER,

S

T EREUTRANSE:

=1 5EA N BAE B
FRRWEFID  EURNEARGE 2R % =

FH 1D o
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R [E{E
WA ELSEREE, RBREEHER, LXMW,

ERRBGI
HFABIEREMTF LT RA1:

"method": "TestKeyProviderKmip",
"params": {
"keyProviderID": 15

b
Ty
}

MR
T SRR BRI T LT HIRInaR

"id": 1,
"result":
{}

}

B hir s LSRRV IS ThEE
11.7

TestKeyServerKmip
1ERILAER “TestKeyServerKmip' 7775 MR8 E RV Z T E R B REME DI (Key

JA%N

ManagementE12{EME NN, KMIP)ZHRS R 2B oA BiE1TIEE.

245

WA ERB U TRASE:

22 LA I BINME WHER
ZARRSS 28 ID FARY KMIP 238 BE P =

ARZ52889 ID o
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R [E{E
WA ELBROE, MRFEEEMEIR, WIEEE R

ERRBGI
HFABIEREMTF LT RA1:

"method": "TestKeyServerKmip",
"params": {
"keyServerID": 15
by
"id": 1
}

MR
T SRR BRI T LT HIRInaR

"id": 1,
"result":
{}

}

B hRZs LASRBYFTIE ThEE
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