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Overview Snapshots Coples Data Protection Storage Efficiency Performance
+ Create ¥\ Configuration Sewings et @ Refresh -]
Status = State = | Snapshot Name = Date Time Total Size = | Application Dependency
Normal “NA- before_attack_cifs Oct/18/2019 01:45:26 160 KB None

VM #1 CIFS #= _t#J WannaCry %

AT, HAITENLB WannaCry EEIEFIIAS|N FlexPod IFER, UKEEMREINALETL,

U EIRBAT WannaCry BE3 4 Z#HIS 25N VM BY:
1. BIRIEFRIPIERRMG
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Ransomware,
WannaCry

2. BHAT I M

| v % Application Tools ~ Ransomware.WannaCry — a X
Home Share View Manage 0
H » ThisPC > Desktop » Ransomware.WannaCry v O Search Ransomware.WannaCry 0
Name Date modified Type
# Quick access
(87| ed01ebfbcOebSbbeas545af4d01bf5f10716618404280439c6e5babelell0ed1aa 10/18/2019 5:48 AM  Applica
I Desktop :
0
& Downloads o .
: ® Run as administrator
| Documents o+ ==
B Troubleshoot compatibility

%511 : WannaCry 3§ VM FIBRSTH) CIFS HZ-RBS R TINE
A RAFIRSTHY CIFS H£Z B4 WannaCry EEREFINE.

TR EX BB WNCRY i BRI #HITINE,
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=R % | Documents

Share

v 3k Quick access

[l Desktop
4 Downloads

2| Documents

% % %Y

= Pictures
[ This PC

> @ Network

339 items

View

« ~ “ |5 » ThisPC > Documents

Name

[ ] WorkDoc-1.pdf

[ 7] WorkDoc-1.pdf. WNCRY
WorkDoc-2.pdf
WorkDoc-2.pdf. WNCRY
WorkDoc-3.pdf
WorkDoc-3.pdf. WNCRY
WorkDoc-4.pdf
WorkDoc-4.pdf. WNCRY
|| WorkDoc-5.pdf
WorkDoc-6.pdf
WorkDoc-7.pdf
WorkDoc-8.pdf
WorkDoc-9.pdf
WorkDoc-10.pdf
WorkDoc-10.pdf WNCRY
WorkDoc-11.pdf
WorkDoc-11.pdf WNCRY
WorkDoc-12.pdf
WorkDoc-12.pdf WNCRY
.| WorkDoc-13.pdf

|| WorkDoc-13.pdf WNCRY

TR VM FIBREHZ RBIFRE XA #TTINE.

I Desktop *
& Downloads ¢
"= Documents *
&= Pictures +

I This PC

¥ Metwork

202 items

ol

I @WanaDecryptor®
| WorkDoc-1.pdf. WNCRY
WorkDoc-2 pdf WNCRY
WorkDoc-3.pdf WNCRY
| WorkDoc-4.pdf WNCRY
WorkDoc-5.pdf WNCRY
| WorkDoc-6.pdf. WNCRY 0/14/2019 1:39 AM
WorkDeoe-7.pdf WNCRY 10147201
WorkDoc-8.pdf. WNCRY
_| WorkDoc-9.pdf WNCRY
| WorkDoc- 10.pdf WNCRY
WorkDee-11.pdf WNCRY
| WorkDoc-12.pdf. WNCRY
| WorkDoc- 13.pdf. WNCRY
WorkDec-14.pdf. WNCRY
| WorkDoc-15.pdf. WNCRY
| WorkDoe- 16.pdf. WNCRY
| WorkDoc- 17.pdf. WNCRY
WorkDoc-18.pdf. WNCRY
WorkDoc-19.pdf. WNCRY

Home Share View
¢ « #4 5 » ThisPC » Documents v &
Name Date modifiad Type
# Quick access
GPlease_Read MeG /1872019 S48 AM  Text Documen

— O >
@
v O Search Documents P =]
Date modified Type Size £
PDF File 5,120 KB
WNCRY File 5,121 KB
PDF File 5,120 KB
WNCRY File 5,121 KB
PDF File 5,120 KB
WNCRY File 5121 KB
PDF File 5
WNCRY File 5,121 KB
PDF File 5
PDF File 5
PDF File 5
PDF File 5
PDF File 5
PDF File 5
WNCRY File 5121 KB
PDF File 5,120 KB
WNCRY File 5.121 KB
PDF File 5,120 KB
WNCRY File 5121 KB
10/18 48 AM  PDF File 5,120 KB
10 WNCRY File 5,121 KB o
- AR = Drive Tools  fpolicy_share (\\192.168.204.101) (Z:) - o x
“ Wome  Shae  View = Manage o
Dy & « 4 w > ThisPC > fpolicy_share (\\192.168.204.101) Z) » v & | Searchfpolicy share (\15216_
Name Date modified Type Size
i Documents w7201 File folde
W Desitcp Test Data 1772019 105 File folde

¥ Downloads .

GPlease_Read_ Me@

P @WanaDecryptor®

%] Documents o’

= Pictures o __| Ransemware.WannaCry.zip. WNCRY
| Softwarelmage-1.is0. WNCRY
| Softwarelmage-2iso, WNCRY
| Softwarelmage-3.i50. WNCRY
Softwarelmage-4.iso. WNCRY
Softwarelmage-S.is0 WNCRY
| WorkDac-1.pdf WNCRY
| WarkDoc-2.pdf WNCRY
WorkDoc-3.pdf WNCRY
| WorkDec-4.pdf WNCRY
WorkDec-5.pdf WNCRY
WorkDoc-6.pdf. WNCRY
WorkDoc-7.pdf. WNCRY
WorkDoc-8.pdf. WNCRY
| WorkDoc-9.pdf WNCRY
WorkDoc-10.pdf. WNCRY

3 This PC

b Network

20items =1

MERIEFIAN S HITINERR—ZEE, ERAEART Snapshot BIZAA/NBIFSEHRRIE KA EFHERER ILE

AUEERER T o

FHAMME, EXEERE], HEE CIFS £Z89%EM Snapshot A/NAIEIENZE] 820.98MB o
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Volume: cifs_volume Back to All volumes # Edit { Mare Actions C Refresh
Qverview ‘ Snapshots Copies Data Protection Storage Efficiency Performance
+ Creste 9\ Configurasion Settings C Refresn L]
Status ¥ State = Snapshot Name = | Date Time Total Size x Application Dependency
Normal -NA- before_smack_cifs Oct/18/201901:45:26 20.98 MB None
> AT E = =] T
BAMSNEFEE VM 89509 Snapshot BlZsA/NENIEIT 404.3MB o
Volume: infra_datastore1 < Back to All volumes # Edit ! Moreactions  ( Refresh
Overview Snapshots Coples Data Protection Starage Efficiency Performance
+ Create= % Configuration Sattings (™ Refresh -]
Status T State = ‘ Snapshot Name = Date Time Total Size T Ww
Narmal -NA- before_attack Oct/18/201901:43226 404.3MB None
=y = N 35k 2R = 0,
HE CIFS HENERFMENEFRE] 34% o
Volume: cifs_volume < Back to All volumes # Edit i More Acions C Refresh
Overview Snapshots Copies Data Protection Storage Efficiency Performance
Before [ i ] 75.21 GB of 90 GB
avallabie space
Last Run Detalls
afer | B 80.21 GB of 90 GB
aaliable space LastRun  Oct/16/201900:10:02
Detaiis Total Savings 5 GB (34%)
Deduplication Enabled (Background and Inline) o i
) - Compression Savings
Deduplication Mode Policy Based (default) < = OLIRrOTO B0 000
tart Time 16/2¢ 0:
Statuz i
tatu e EndTime  Oev16/201900:10:02
Type regular

Compression

(2]

Enabled(Iniine)

AR R G ZRIEREH Snapshot B2 8 INEEIR R EMAIMBRITE CIFS HZE,

* IR VM*

BIRREM,

BRRUTHE:

1. EREER SnapCenter 83 Snapshot BIZIER B
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| G WannaCry2016-1 | = | @ &

[ (v | @

Getting Started J Summary [ Monitor

- (3 172.21.211.100
~ [l Sugaricaf
~ [P Cluster_1
@ 172.21.21
R 172.21.21
&Datasrok

|z| Recent Tasks

T~

Task Namea

Check new notifications

Rimd Ao D octourss

1_ ﬁb Actions - WannaCry-2016-1

Update Manager -

Power
Guest OS
Snapshots

ﬁ;vCenter-Vﬁj [=f Open Console

G vCenter
[ 5 Wannac:, [

Clone
Template

Fault Tolerance

VM Policies
Compatibility

Export System Logs...

Bg Edit Resource Settings.
@ Edit Settings...

Move To..
Rename
Edit Notes..

Tags & Custom Attributes

Add Permission
Alarms

28T

NetApp SnapCenter

ERFTER VMware —2X Snapshot BIZAS# TR R

All vRealize Orchestrator plugin Actions

Configure

Permis

WannaCry-2016-1

Guest OS: Microsoft Wir
Compatibility ESXi 6.7 and
Vv are Tools: Running, ver:
> NMore info
> DNS MName: w annacry-2C
» IFP Addresses: 192.168.204
Host: 172.21.211.1

£y &

—

{PU(s). 90 MHz used

: -81 92 MB. 327 MB memory active
)00 GB

) ‘-‘S {connected)
Enonnected 2- @
a;:onnec!ed a¥ - a
o me

E
gitional Hardware
|

Xi 6.7 and later (VM version 14)

|

Edit settings

Restore

i) Guest File Restore

@:::_Creat_e Resource C-'}ED_ I
[, Add to Resource Group |
&+ Attach Virtual Disk

| = Detach Virtual Disk !

[ n m [x)
: Search a backup
2. Select scopo —
Search for Backups Q Y
3. Select location
4. Summary Available backups (This kst shows primary backups. You can modify the filter 1o display primary and secondary backups. )
Name Backup Time Mounted Policy ViMware Snapshot
SnapCenter_10-18-_.  10/18/2019 11:0.0 Mo Hourty Yes -
SnapCenter_10-18- . 10/1872019 10:0:0 No Hourly Yes
SnapCenter_10-18- 1011872018 9:0:0 AM  No Hourly Yes
SnapCenter_10-18- 10/1872019 8:0.0 AM | No Hourty Yes
SnapCenter_10-18- 101872019 T:0:0 AM  No Hourly Yes
SnapCenter_10-18- 11872019 6:0.0 AM | No Hourly Yes
SnapCenter_10-18- 10/18/2019 5000 AM  No Hourly Yes
SnapCenter_10-18- 10/18/2019 4000 AM | No Hourly Yas
SnapCenter_10-18- 10/18/2010 3:000 AM  No Houriy Yes
SnapCenter_10-18- 10/18/2019 22000 AM  No Hourly Yes
SnapCenter_10-18- 10/18/2019 1:38:3 Mo Hourly Yes
SnapCenter_10-18-.. 10/18/20191.303... No Hourty Yes -




3. IEERPRIERHEFBNED VM .

Il Restore

+" 1. Select backup Restore scope

2. Select scope
Restored VM name

J. Select location

ESXi host name
4. Summary

Restart VM

Entire virtual machine -

WannaCry-2016-1

172.21.211.10 -

[«

| Back | [ Next | | ] [_Cancel |
= \ = > {m|
4. PHEERUBINERTRE,
| Il Restore )
+ 1. Select backup Virtual machine to be restored WannaCry-2016-1
+ 2. Select scope Backup name SnapCenter_10-18-2019_01.30.35.0093
+ 3. Select location Restart virtual machine Yes
ESXi host to be used to mount the backup 172.21.211.10
": Thig virtual machine will be powered down during the process.
L3
| Back | [ Next | [ Finish | | Cancet |

o EPMREX R EER.
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WannaCry-2016-1

u = g = | Documents

Recycle Bin
' Home Share View

A 1E » ThisPC > Documents

MName Date modified
v 3 Quick access

| WorkDoc-1.pdf
3 - Il Deskto \
Ransomwar... P | WorkDoc-2.pdf

| WorkDoc-3.pdf
%| Documents | WorkDoc-4.pdf
=/ Pictures | WorkDoc-5.pdf
| WorkDoc-6.pdf
| WorkDoc-7.pdf
= Network | | WorkDoc-8.pdf
WorkDoc-9.pdf
WorkDoc-10.pdf
| WorkDoc-11.pdf
| WorkDoc-12.pdf
WorkDoc-13.pdf
| WorkDoc-14,pdf
| WorkDoc-15.pdf
WorkDoc-16.pdf
| WorkDoc-17.pdf
| WorkDoc-18.pdf
| WorkDoc-19.pdf
| WorkDoc-20.pdf
| WorkDoc-21.pdf

¥ Downloads

B3 This PC

00 e
200 items

° XJE CIFS &= *
EiX[R CIFS &£, BRUTTE:

1. ERKTRICIEM LM Snapshot BIAIRREHE,

Volume: cifs_volume Back to A e Z# Edit : More Actions
Overview Snapshots Coples Data Protection Storage Efficiency Performance
+ Cre 3 c
Status State Snapshot Name Date Time Total Size Application Dependency

2. BEME LUBIIEFIRF.
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Restore volume from this Snapshot copy.

All changes made after this Snapshot copy was created will be lost.

Volume ‘cifs_volume' will be restored using the Snapshot copy 'before_attack_cifs' ?

Zfl 2 1 WannaCry X EIMFRIXHRLRHITINE, HZIHAXET FPolicy (RIFAIBRST CIFS HEZHITINE

Faps

* BC& FPolicy*

BE7E CIFS = A& FPolicy , IB7E ONTAP &8 Fiz1TUUF

P
Gl

A
<.

ox
- RIREEE CIFS #=,
= | [ [] =] fpolicy_share (\\192.168.204.101) (Z:)
Home Share View Manage
« v /A == > ThisPC > fpolicy_share (\\192.168.204.101) (Z)

Name Date medified Type Size

# Quick access -

I Desitop * % :i Documents 10/16/2019 3:53 AM FTIE folder
| | Test Data 10/14/20199:36 AM  File folder

¥ Downloads  # ¥ Ransomware.WannaCry 10/14/2019 1:29AM  Compressed (zipp... 3,400 KB

5] Documents * Softwarelmage-1 10/14/2019 1:45 AM  Disc Image File 1,048,576 KB

[&] Pictures # [ Softwarelmage-2 10/14/2019 1:47 AM  Disc Image File 1,048,576 KB
Softwarelmage-3 10/14/2019 1:48 AM  Disc Image File 1,048,576 KB
[Z] Softwarelmage-4 10/14/2019 1:49 AM  Disc Image File 1,048,576 KB
@ Softwarelmage-3 10/14/2019 1:50 AM  Disc Image File 1,048,576 KB
[7] WorkDoc-1.pdf 10/14/2019 1:39 AM  PDF File 5,120 KB
[ ] WorkDoc-2.pdf 10/14/2019 1:33 AM  PDF File 5120 KB
[7] WorkDoc-3.pdf 10/14/20191:30 AM  PDF File 5120 KB
[ WorkDoc-4.pdf 10/14/2019 1:39 AM  PDF File 5,120 KB
[ ] workDoc-5.pdf 10/14/20191:33AM  PDF File 5,120 KB
[ ] WorkDoc-6.pdf 10/14/2019 1:30 AM  PDF File 5,120 KB
[] workDoc-7.pdf 10/14/2019 1:33 AM  PDF File 5,120 KB
[ 7] WorkDoc-8.pdf 10/14/2019 1:39 AM  PDF File 5,120 KB
[] workDoc-9.pdf 10/14/2019 1:39 AM  PDF File 5,120 KB
[] workDoc-10.pdf 10/14/2019 1:39 AM  PDF File 5,120 KB
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vserver fpolicy policy event create -vserver infra svm -event-name
Ransomware event -protocol cifs -file-operations create, rename,write, open
vserver fpolicy policy create -vserver infra svm -policy-name

Ransomware policy -events Ransomware event -engine native

vserver fpolicy policy scope create -vserver infra svm -policy-name
Ransomware policy -shares-to-include fpolicy share -file-extensions-to
—-include WNCRY, Locky,ad4c

vserver fpolicy enable -vserver infra svm -policy-name Ransomware policy
-sequence-number 1

fEFLEERERRY, RAVFERY BRI WNCRY , Locky #l ad4c BISKHHITIHR(E create , rename , write
¥ open o

BEEXHERGHRS—ENRNEEAT - FENRSETR.

WannaCry-2016-1 Enforce US Keyboard Layout | View Fullscreen | Send Cirl+Alt+Delete

DriveTools  fpolicy_share (\192,168.204.101) (Z))
Recycle Bin Share View ome Share View Manage

» ThisPC » Documents v 4 = > ThisPC » fpolicy_share (\\192.168.204.101) (Z:)

' o Quick access o - # Quick access
A - 14/201 | Documents
B Deskisp | WorkDoc-1.pdf £ B Desktop R

WorkDoc-2.pdf 4/2 A Test Data
& Devinacs WorkDoc-3.pdf 10014 9 A ¥ Dimeloads Ransomware.WannaCry

<] Documents WorkDoc-4,pdf = Documents
= Pictures ¢ | WorkDoc-5.pdf 1472 = Pictures Softwarelmage-2

| WorkDoc-6.pdf I This PC :
WorkDoc-7.pdf 1472 Softwarelmage-4
b Netwerk WorkDac-8.pdf ga191ag @ Network Softwarelmage-5

Softwarelmage-1

_— Softwarelmage-3
= This PC

WorkDoc-9.pdf 1071472 | WorkDoc-1.pdf
WorkDoc-10.pdf 4/2018 1:39 £ WorkDoc-2.pdf
WorkDoc-11.pdf 4/201 A WorkDoe-3.pdf
| WorkDoc-12.pdf 14/2 A WorkDoc-4.pdf
WorkDoc-13.pdf 4/2 A WorkDoc-5.pdf
| WorkDoc-14.pdf 14 40 A WorkDog-6,pdf
WorkDoc-15.pdf 01472 404 WorkDoc-7.pdf
WorkDoc-16.pdf 0n4/2 . WorkDoc-8.pdf
WorkDoc-17.pdf 10114 40/ WorkDoc-9,pdf
WorkDoc-18.pdf 4/2010 1:40 2 WorkDoc-10.pdf
WorkDoc-19.pdf
| WorkDoc-20.pdf
WorkDoc-21.pdf

B LR ENZ . WannaCry BERGRERX CIFS HERBIXMH#HITINE, B FPolicy 2F5LEEF M
XL

18



WannaCry-2016-1 Enforce US Keyboard Layout Send Cirl+Alt+Delete

Home Share View “ Home Share View [7]

4+ |5 » ThisPC » Documents N & - 4 « fpolicy_share (\\192.168.204.101) (Z:) » Documents v O earch De ts Lo

Mame Date modified Name Date modified Type Size Cal
o Quick access o Quick access
@Please_Read_Me@ 21/20191 @Please_Read Me@
B Desktop * o i 3 B Desktop bt o
% @WanaDecryptor® 1272 A % @WanaDecryptor®
& Downloads WorkDoc-1,pdf WNCRY ¥ Downlosds WorkDoc-1.pdf

£ Documents ¢ WaorkDoc-2.pdf WNCRY 42019 1:39 A = Documents | WorkDoc-2.pdf
= Pictures | WorkDoc-3.pdf WNCRY 4, 1:39 4 = Pictures WorkDoc-3.pdf

2 z WorkDoc-4,pdf WNCRY 3 x WorkDoc-4.pdf

= This PC i £ This PC hRenth

WorkDoc-5.pdf WNCRY 4 1:35 4 WorkDoc-3.pdf

sé_R...

¥ Network WorkDoc-6.pdf WNCRY 420191394 @ Network WorkDoc-6.pdf
WorkDoc-7.pdf WNCRY /2019 1:39 4 WorkDoc-7.pdf
WorkDoc-8.pdf WNCRY 4/2019 1:394 WorkDoc-8.pdf
WorkDoc-9.pdf WNCRY 4/2019 1:39 4 WorkDoc-9.pdf

X WorkDoc-10.pdf
WorkDoc-11.pdf
Ooops, your files have been encrypted!

WorkDoc-12.pdf

o WorkDoc-13.pdf

What Happened to My Computer? WorkDoc-14pdf
'Your important files are encrypted. WorkDoc-15.pdf

Many of your documents, photos, videos, databases and other files are no longer .

accessible because they have been encrypted. Maybe you are busy looking for a way to WorkDoc-16,pdf
recover your files, but do not waste your time. Nobody can recover your files without WorkDoc-17.pdf
M our decryption service. WorkDoc-18.pdf

WorkDoc-19.pdf

Can I Recover My Files?

Sure. We guarantee that you can recover all your files safely and easily. But you have
not so enough time.
You can decrypt som
i

#if i rant b d

e of your files for free. Try now by clicking <Decrypt>.

arment all wrane Alae o nand tanae

@RI SIEE, TEMMERNZER

SR ITAR NetApp IRERI BN ERERE R ERILD HRNEREHE, HM—FFEmEn
eI, LUMEER LRSS R SFIizE,

A LUIEE Snapshot BIZATRILUH BFFEMNME = B4x (RPO) . T Snapshot BIZASHYRRIZVEIEF RE;
Ett, AUSEIMRETRERTE B4R (RTO) »

REZNE, ETVEREMXNEAHER, ErIUREREEEEE,

43

=

NERRAEAHSILENTY), WEEFCIBRRERITETS. MEEREI#SRZE,
MEAILLE R EERE R, REEFNZEREE, ERARERE, ARERSE
FEREERBXRIER,

RIEA" (@) XE'RE 19% NHRRGREEAXN THRZEA IREHE. FHit, FERNERE
HERAEXMAHR, BAXFMIIERREEXNELSERBE .

SEEONERIRERH RN MENEZRAMI . AL, BIFENENLSAYIN— P HERED. KX
LRMENTENAT, UWEERERENMEIREASZ EIERIRNE,

XBETHELSEPIEZFERNERSIEKE, FlexPod AITELINE FAS RAFRIRMANIFIRHNAZETNEE,
MEAFEINE.

B0s
EEZERS LT AR NRE AR R HT
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https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/
https://www.forbes.com/sites/leemathews/2018/03/09/why-you-should-never-pay-a-ransomware-ransom/

* NetApp ATIHY JORGE Gomez Navarrete
* NetApp A E] Ganesh Kamath

EMER
BTRAXIXHEPFARAEENESER, BEFLUTXEM / SiikL:
* NetApp Snhapshot {4
"https://www.netapp.com/us/products/platform-os/snapshot.aspx"
* SnapCenter &) &R
"https://www.netapp.com/us/products/backup-recovery/snapcenter-backup-management.aspx"
* SnaplLock #iEE 4
"https://www.netapp.com/us/products/backup-recovery/snaplock-compliance.aspx"
* NetApp F=aa3ty
"https://www.netapp.com/us/documentation/index.aspx"
* Cisco mRERRHERIF (AMP)
"https://www.cisco.com/c/en/us/products/security/advanced-malware-protection/index.html"
+ Cisco Stealthwatch

"https://www.cisco.com/c/en_in/products/security/stealthwatch/index.html"

ERFETFRERN FIPS 140-2 225 %) FlexPod iR A ZE

TR-4892 : ERAFETIREM FIPS 140-2 £ 511 FlexPod R A Z

NetApp Cisco A7) John McAbel #Y JayaKishore Esanakula

(EFMERERBREERAZER) (HITECH) ERMEKBESLIERE (FIPS
) 140-2 WIFMBFRFRIPEEES (ePHI) #HITME., BRT " RAEIREMEITR "
(LARIFRAY " BRXEMERRAITE ") A, BITIRRERRAR (HIT) NARFMIR
AT A FIPS 140-2 WEXR, FFEFANRHBMERCAERNS FIPS 140-2 (1
&) e R RIGRSET REMETHENRE, FHEEMETREMETHEIF (
CMS ) FRFFIRIHLTI. FIPS 140-2 INEMBZBE AT EEABRARENER "Z2HN" (

BERERABEMEMTEER) (HIPAA) .

FIPS 140-2 BT XEENEH, REMEHFHMEERILEE R ERUFERIPERE ENBFIRE, EEEXRE
FEIEBRNGE, ITHEREATERBRSNETFRRESEZRETI. AERIREEMTIRERNT# FIPS
140-2 i, EXRETFERTHRETFRASEIGNSMEM. &5, ZFEAIRSEET T HE FlexPod
Rl EEmZEM FEER S FIPS 140-2 R FlexPod AL UNEIZEENRIPETREEHNE L,
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https://www.netapp.com/us/products/platform-os/snapshot.aspx
https://www.netapp.com/us/products/backup-recovery/snapcenter-backup-management.aspx
https://www.netapp.com/us/products/backup-recovery/snaplock-compliance.aspx
https://www.netapp.com/us/documentation/index.aspx
https://www.cisco.com/c/en/us/products/security/advanced-malware-protection/index.html
https://www.cisco.com/c/en_in/products/security/stealthwatch/index.html
https://www.hhs.gov/hipaa/for-professionals/security/laws-regulations/index.html
https://www.hhs.gov/hipaa/for-professionals/security/laws-regulations/index.html
https://www.hhs.gov/hipaa/for-professionals/security/laws-regulations/index.html
https://www.hhs.gov/hipaa/for-professionals/security/laws-regulations/index.html
https://www.hhs.gov/hipaa/for-professionals/security/laws-regulations/index.html
https://www.hhs.gov/hipaa/for-professionals/security/laws-regulations/index.html
https://www.hhs.gov/hipaa/for-professionals/security/laws-regulations/index.html
https://www.hhs.gov/hipaa/for-professionals/security/laws-regulations/index.html
https://www.hhs.gov/hipaa/for-professionals/security/laws-regulations/index.html

A ETF Cisco Unified Computing System  ( Cisco UCS ) , Cisco Nexus , Cisco MDS #1 NetApp
ONTAP B FlexPod EREZRITHIT 7 HAER, BTFRE—ITHZNFE FIPS 140-2 K2 EGMMENES T RE IT
Rz FRRE R SRR 5 520

audience

A EEETRETAR AR EE LUK Cisco 1 NetApp B1EINEFRRAETRTAEWARS AR NetApp
BREXRESRFH THRITBEMEFEEGERS, HERARELRARETFERYD, EFREge, Er®REIT
Z4, Cisco UCS # NetApp FfE RS,

"R ErREMEHNNEL 2. "

BT REEUHAINE L 2 B

“t_B_I . I"Eﬁfl\o !

B— N RAEERT M=, COVID KRITHRME—MIF. 1RIE A "report” 1RIERER
FIAZLIRSEER] (HHS ) WKL 4eitkl, COVID MMMMN SRR EHRHEELM, &
F 2020 F 3 BEZ=F, FMEUFEEBMIEE 6, 000 1, ##@id 50% BUEIEE HRIX
%o, 2020 &, FERERTEIER T I 50% METRESIEEM, FMmEBY 630 REST
REBLALEFKLY 2, 900 FIRETHREIZR. 19 MittR= / b= AEHZRITRIEM 7 —1Z,
7£ 2020 &, EFFRETUNEBEEREXEEIX 24.5% -

SRABEEIHERFRIFERES (Phi) SEMERIATFZES, REBRIFZERNT2ENEL,. BES
TR ERNAIR E=IK, LORERA ePHI BUKRIERIE. 1 2020 FTHE, KL 75% BWAFEER
REBT WS UHZEIRME.

U TFETREANARESAREFEN BT
* ERRSR
* EaRFLRE
* ARKEE
* Bk
* A XERAIZER

MR ETRELAANNARFNSHEERAADIAY, HEAmER, EEREDNAETRENKE IT REM
BrREEENkE. TERER T BEERRSHIRKRIIEE
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4
A | ] l ] ! ‘
+
1 1} - - : = = = = ===
—_— i g
E E Enterprise application integration HLY DICOM X112  EDIFACT NCPDP JSON XML Data files i
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BEWERLENZD. BERENERURSHBRETNEXNEFEIFEAELN, HittBpRaETS
HF, 3R, HiEd, FSREBHMERNEE, KAHBHINE, URESZSESNZINIESTE S TR
BRI 5551

ErREERNEDEEZEEMNR, MEEEZMEIE, SXBFERESMFEKAR ePH L2, EY
fRIEFRE IR BYARFIR AN B (LRI B e BT T R IR AR R X LURAEIFR & B AD

TEIH T B RE U &I E TR

* BRURH G

* EREUNA B SERE SIS NEHE

* MEpaREn

* WHERNETIRE, JRaPmEERE
* EEFERHR IR S

* IREWHIERRIEE

* AR E IR

* R

ErREANEEIENRENRREE, IMFRSHFESRE—HER, KFREEERRTFUTAR:

* EEERETRERADADAE (EEERMADAZE) ONC IANEEFETHEESRATIRESTE
* ERETREN) LERRERITRIEFIRACER (MACRA) / BEXMER

* RIEEMMAYEERR (FDA) FRIBRZINS

* REZERANERETEIRE

* HIPAA 3K

* BEHRER

* TRAREZ N RERCITE

* MEPRFARNZ 2N

© BEERBENESENEEBE R LR N ERERPNBE RS EMHATILRF
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* EFRTABIBR SRR (PCIDSS)

© (ETERTRERS EIE (SAMHSA) EX)

* IFMSE (MEIE - 25 - LAEER)

* SHEMBALIRHRSERSY ( Stark 5£7)

* (RERBAAEAE) (FERPA) BRFS5ESHBHNAG

© (BEEBTEME  (GINA-GINESE)

* BRERHTHY (—MRMUERIPRA) (GDPR)
RLPWITEEARELR, UHILBBTNERNET RRERRS. AP—TURER FIPS 1402, %I
mEEERIRESRADE (NIST) BN, FIPS R 1402 #ANAT XENSHRNBHER, RS
B SR @I ATEMBEREXNK, IRATHT, EXEENNBIR TGRS EE, FNE

RRMINERR, XEAREGHTHLEERRGESZTAGBEBRRR. ENEETHILEEEINENEER
REFHILA S IR

NIST 5@&ELe¥# (CSE) HREFIE T MBERICIEITR] (CMVP) , BT 3t FIPS 140-2 I8iEZR58900
FIRPIBITIAE, BEFRALEEMEA FIPS 140-2 BRI N B o RIPER S A NMENEIE. BT
ePHI BE T RIPBURSENENGEE, RIbFZETFRERFAEEZRER FIPS 140-2 MNZIEIRIT ePHI #1T
mnz, Xl 7T EEMENRERZE2RT,

FIFAMSEHE FlexPod FIPS 140-2 THEERFHUNEY (MMAREK) « TIEMUER/N, REBETREBHREALL
RS FIPS Bl @i BRIAE XRINNE LR USIFAICRIVE B LET R, 5 FIPS 140-2 BY FlexPod 2844
BT AEMRMEE RENR M, HeLEdERaERIhae#H — PR L 2 EMBIRIF.

“ETRE: FIPS 140-2 #R, "

FIPS 140-2 #fiA
"R ETRETENNEL2ED.

"FIPS 140-2" 8 EEFRIPIHBENNBER AT HRE SN L2 R AT ERNMEREIRNE
EBNK, MERRNA—BES, 0, BHFRMERNHS. FIPS EAZ=R MEBELRA
BENNESEE, BIRENNEREER, 55U THE, FIPS 140-2 T IERTIIERR
, AR, 3R, BFENESRY, I UEEEIXBREFE X NINERIRE K
HAENZ2INEIVFEAN (TR M, WAM /HEMF) - LI, FIPS 140-2 i &855%E
TOMER, EdtERNNEZEFEZERTHREL . STRERIINXBEZNENREE

© rREEF) 1
c EEMEBRNEARLER (ELVBE—MEIHENELRLLINEE) -
° BT EFRBHNEEERZIN, 1 EAFETAIBENYIER S,

* 2R 2

c BRIEAARANARRAR (BId, BEEHEY, eHFHEREINBEROIS) FIEOHES
R, 1R TYIER2HE,

o B/OEBETAEANIAIAIES] ( Role-Based Access Control , RBAC ) , TEUbISHIG, MNZFIELRIT
EREEIE RMIBAGHITEMIIE, AR EABHRIT—HMBENAITHEE,
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https://nvlpubs.nist.gov/nistpubs/FIPS/NIST.FIPS.140-2.pdf

*rRegy 3
° BT 2 M EMEREE, HZEbIE#H—-DHRMERRPIXREZ2EE (CSP) .

° 58 3 RFRRRYBER 2GS ER A MR 3R 1R =i S0 I R AVAE (eI S A S B PR RY T RE1E 4R
So MBIAJRERE: FTFFIMNERIR LR RIRENSRS, SBHEENAE, PRl ASIEFrE4X A CSP ER
HYME A BB

° FRET RN HIIENGIRIERES] 2 PIEER RBAC HFINZ 2, MERRIMEIERZ S HHT
SHWIE, ARIHRMFRESENEREMABHIITIZABIINEE.

* BRG] 4
° FIPS 140-2 FREERIINR L4,
° VDR EARRRIPEIFR PRI TIRERVERR AR5,

° X5, YIERENH STENNEEREHSERP, HOSQNMENERREFRE)ETR
=io
© IIBERAEZHR BN AERSVNTER, HESBAEFRRERAXAE CSP LAIES,

F—%: BRHTESKETE "

T E S ESE T E

"SeETRRZS . FIPS 140-2 #AR, "

TESLHE FIPS 140-2 $RESEY, THREFRIFPIARIEEEE, XUBEMRADARINXIE: 7
I TEEMEBIETE, BHEREEEM FlexPod REPAERIEHIFIIRENAE: F0,
3J NetApp 7ZfiEi=HlI28, Cisco Nexus XA Cisco UCS BRSZ 28I EIRIAIR, 1B PR
BEAT AT EEINSEMHITERNDNFINZEMER L, TUEX—BREFRF.
IEFERETE FlexPod RAFRHLFRMER, FIE0 PHI o @i 3= NEIEHITIOE AR 3T
FIPS B/R#HITINZ S RIRIPLLEGE, MMARERNNEZEIRIRT SR E,

"# T3K: FlexPod Cisco UCS I+5H# FIPS 140-2, "

FlexPod Cisco UCS 1+E7# FIPS 140-2
"F— EHITESHiETFE, "

FlexPod Z2¥9 8] LUFER R & FIPS 140-2 B9 Cisco UCS ARZ85:#1T1&1t. RIEEZESNIST
, Cisco UCS R385 ] LUTE FIPS 140-2 1 h&FIER FiziT. BXFE FIPS B9 Cisco
AHRISEEESIER, BB "Cisco BY FIPS 140 T ", Cisco UCS Manager BEi&id FIPS
140-2 353k,

Cisco UCS F1EE£%5I
Cisco UCS Manager AJi&1d Cisco BELPFE%! ( Fabric Interconnects , Fl) #H{TEENIEIT.
% Cisco UCS LUKRINMAIE A FIPS BIi¥fE R, B8 "Cisco UCS Manager SZ14",

BESIMELE AF B ERY Cisco BBLFEY EER FIPS 123, BiEfTU a2
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https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=UCSM
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=UCSM
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=UCSM
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=UCSM
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=UCSM
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=UCSM
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=UCSM
https://www.cisco.com/c/en/us/td/docs/unified_computing/ucs/release/notes/CiscoUCSManager-RN-3-2.html
https://www.cisco.com/c/en/us/td/docs/unified_computing/ucs/release/notes/CiscoUCSManager-RN-3-2.html
https://www.cisco.com/c/en/us/td/docs/unified_computing/ucs/release/notes/CiscoUCSManager-RN-3-2.html
https://www.cisco.com/c/en/us/td/docs/unified_computing/ucs/release/notes/CiscoUCSManager-RN-3-2.html
https://www.cisco.com/c/en/us/td/docs/unified_computing/ucs/release/notes/CiscoUCSManager-RN-3-2.html

fp-health-fabric-A# connect local-mgmt
fp-health-fabric-A(local-mgmt) # enable fips-mode
FIPS mode is enabled

Z7E Cisco UCS Manager 3.2 (3) hxZABIBIRRAS EIGEEEBEHR FI Bl FI, BERKENLF
AINEEREZ A1, SEIEAE FI E2H FIPS 2 (disable FIPS-mode ) o EBEMGE, &
Cisco UCS Manager ganidizH, FIPS iRV BohigA.

Cisco f2fft T FIfE I+ H N A2 F R SEHERI LU T X3 an .

* *IEATIRSRB Cisco B BRI RIP (AMP) o * bR ZR 7£ Microsoft Windows # Linux &{E&R
S ETHEF, ERTIN, WNMMNZINEE, RS ERSLIEEMITA, EAORBIESERYG, HiFSE
B SCEFRIEEE, DUSEREN, =HIFEE o] sENLBRILRRAFRVERD. AMP BUBEIERIRIP (
MAP ) AH3F4 SITFr AR =UER, FHRELEITHMFIE IEE = _EIEEETHREFRNE BT . i,
NMRIFESITARBEEDRNG, WK IEFENRIE, MMPELERSNZEHELIERE,

** BFEMHFREMAMP . * BRI ERATEEEREMLEMNSRENEETR, Fims, —XKN
ALY 1000 ZHBFEMF, XARGERME T —MUFREEHE, ALUSEEIRFHNRSR, Flit
, IREXME G ZENVEN, AMP Al FER RIS B RBERD, FINZE ARG GHEE
Bt 1A, eREFATTIEE URL BEERITHER#ER. o UNAFRMSHRER, BitilE
REXAMERE, HERRFMEMERK S,

* * T—HRNEHIFRZ (NGIP) . * Cisco Firepower NGIP B] LAZFE ¥R OAIIIRIGE, el ISE
73 VMware BYEINILE (NGIPSv for VMware ) o XMEMBINEHIF AL oI E T REMEERREN S
WERAR, BEMERPE LU ALERITIRFrHERTY B, LUIRMH AMP , NATEREE WIEFESHI A URL
THIEINEE, EINEEY NGIP AIREEI (VM) ZEIHRE, FHETERBEERNM S EZPEMEE NGIP
R EZTIGEMEN, ML YR EINE =R,

"2 FlexPod Cisco W4&F0 FIPS 140-2 , "

FlexPod Cisco M%&#0 FIPS 140-2

"SeBIRRAS: FlexPod Cisco UCS it&#I FIPS 140-2 , "

Cisco MDS

fEEFR%RM 8.4.x HY Cisco MDS 9000 RFIF &R "fF& FIPS 140-2", Cisco MDS B] 3 SNMPv3 #1 SSH SLhtEf
BRERA LTRSS

* XESMRSHSIEREL

s TREIRSBHIREDENFIERENZERE

* EPRSHEE

* RENRSEHEMFRINE
E/EF FIPS R 281, 157E MDS 3S#A| L= TES:
1. FZRKEELDA/N\DNER

2. 2/ Telnet . FAF R{X{ER SSH &R,
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https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=mds
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=mds
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=mds
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=mds
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=mds

7.

@Y RADIUS/TACACS+ TR R I0IE, ReEM AN A MBI B P #H1TH 15 I0IE,

ZH SNMP v1 #l v2 . A1 LS SNMPv3 EEERMEMRIIE Rtk 2 EEECE SHA LURTE DI, F
BoE AES/3DES LURIER2FAo

2 VRRP,

pREE AT B IRIER MD5 ST INZR DES BIFRE ke K&, BRI, FHEHFEH SHA #ITEHMER
IE, FH{EFA 3DES/AES #1TM%3,

MIBRFRE SSH ARS528 RSA1 ZAIT.

EE A FIPS R H1E MDS Z#EH E R FIPS RS, BHIU TS E:

1.

£ FIPS K&

MDSSwitch# show fips status

FIPS mode is disabled

MDSSwitch# conf

Enter configuration commands, one per line. End with CNTL/Z.

2. 1% & 2048 il SSH %A,

MDSSwitch (config)# no feature ssh

XML interface to system may become unavailable since ssh is disabled
MDSSwitch (config)# no ssh key

MDSSwitch (config)# show ssh key

R b b I b b b b I b b b b b b b d b b g b b b b d b b b b b b b 2 b b b b e

could not retrieve rsa key information

bitcount: 0

R b b I b b b b I b b b b b b b b b b b b b 2 b g b b b b b b b d b b b b e

could not retrieve dsa key information

bitcount: 0

KA A A A A A A A A A A A A A A A A A A A A A A AR AN A AR AKX KKK

no ssh keys present. you will have to generate them

R A b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b
MDSSwitch (config) # ssh key

dsa rsa

MDSSwitch (config)# ssh key rsa 2048 force
generating rsa key (2048 bits).....

generated rsa key

3. BA FIPS &3,
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MDSSwitch (config)# fips mode enable
FIPS mode is enabled

System reboot is required after saving the configuration for the system
to be in FIPS mode

Warning: As per NIST requirements in 6.X, the minimum RSA Key Size has
to be 2048

4. 87 FIPS k&,

MDSSwitch (config) # show fips status

FIPS mode is enabled

MDSSwitch (config)# feature ssh

MDSSwitch (config)# show feature | grep ssh
sshServer 1 enabled

°. BEEREFIEETITHNEESR,

MDSSwitch (config) # copy ru st

[HAfHHHHSH A H A AR HH] 1003
exitCopy complete.
MDSSwitch (config) # exit

6. EHBEN MDS 3

MDSSwitch# reload
This command will reboot the system. (y/n)? [n] y

7. 2R FIPS IR,

Switch (config)# fips mode enable
Switch(config)# show fips status

BXEFAEE, B8N "BH FIPS i#"

Cisco Nexus

Cisco Nexus 9000 Z5I3s#E4] (9.3 BR) "4 FIPS 140-2", Cisco Nexus 79 SNMPv3 1 SSH SZhEhNZZtE iR

FMLLTFARSS -

* RS TIRSHRIERIL
* RS MRSERIKEENFMERBINEE X
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https://www.cisco.com/c/en/us/td/docs/switches/datacenter/mds9000/sw/5_0/configuration/guides/sec/nxos/sec/fips.html
https://www.cisco.com/c/en/us/td/docs/switches/datacenter/mds9000/sw/5_0/configuration/guides/sec/nxos/sec/fips.html
https://www.cisco.com/c/en/us/td/docs/switches/datacenter/mds9000/sw/5_0/configuration/guides/sec/nxos/sec/fips.html
https://www.cisco.com/c/en/us/td/docs/switches/datacenter/mds9000/sw/5_0/configuration/guides/sec/nxos/sec/fips.html
https://www.cisco.com/c/en/us/td/docs/switches/datacenter/mds9000/sw/5_0/configuration/guides/sec/nxos/sec/fips.html
https://www.cisco.com/c/en/us/td/docs/switches/datacenter/mds9000/sw/5_0/configuration/guides/sec/nxos/sec/fips.html
https://www.cisco.com/c/en/us/td/docs/switches/datacenter/mds9000/sw/5_0/configuration/guides/sec/nxos/sec/fips.html
https://www.cisco.com/c/en/us/td/docs/switches/datacenter/mds9000/sw/5_0/configuration/guides/sec/nxos/sec/fips.html
https://www.cisco.com/c/en/us/td/docs/switches/datacenter/mds9000/sw/5_0/configuration/guides/sec/nxos/sec/fips.html
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=nexus
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=nexus
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=nexus
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=nexus
https://www.cisco.com/c/en/us/solutions/industries/government/global-government-certifications/fips-140.html?flt0_general-table0=nexus

* BRSNS
* AE MRS RN

T2 FIPS B2/, 35TE Cisco Nexus M _ SR TS

1. 225 Telnet . AFNXERZ S Shell (SSH) &,

2.

2 SNMPv1 1 v2 , 1% B EE SNMPv3 FEAIE AP KPR REEECE SHA #HITEHIIE, HEcE
AES/3DES LUFiEFEFhA.

fHBRFFE SSH ARS528 RSA1 ZEEAXT,

B HMAC-SHA1 JHESEEMHZE ( Message Integrity Checking , £572X.) , LUETE Cisco TrustSec &
XY (SAP) thiEsHRIEIER. EHMITIRIE, 151 cTS-manual 5 CTS-dot1x AN SAP

hash-orolor HMAC-SHA-1 #8856

E7E Nexus A L/EF FIPS 1210, BRI THRE:

1. 1&E 2048 fiI SSH %A,

NexusSwitch# show fips status

FIPS mode is disabled

NexusSwitch# conf

Enter configuration commands, one per line. End with CNTL/Z.

2. 1% 8 2048 il SSH %A,

28

NexusSwitch (config)# no feature ssh

XML interface to system may become unavailable since ssh is disabled
NexusSwitch (config) # no ssh key

NexusSwitch (config) # show ssh key

Ak hkhkhkhkhkhkhkhkhkhkhkhkhkhkhhkhhkhhkhhkhhkhhkhkhhkhhkhhkixk

could not retrieve rsa key information

bitcount: 0

Ak hkhkhkhkhkhkhkhkhkhkhkhkhhkhhkhkhkhkhkhhkhhkhhkhhhhhhhkrxk

could not retrieve dsa key information

bitcount: 0

Ak khkkhkhkkhhkhkkhhAhkkhkhk kA hkkhkhkhhkrkhkhrhkkhkhrkhkkhkrhkkhhkhkx%k

no ssh keys present. you will have to generate them
R IR i b b b b (b b b b b b b b b Ib I b ab b b b b b Ib Ib Ib Ib Sb Ib (Sb S Ib Sb (Sb b 4

NexusSwitch (config)# ssh key

dsa rsa

NexusSwitch (config) # ssh key rsa 2048 force
generating rsa key (2048 bits).....

generated rsa key



3. BA FIPS &=,

NexusSwitch (config) # fips mode enable

FIPS mode is enabled

System reboot is required after saving the configuration for the system
to be in FIPS mode

Warning: As per NIST requirements in 6.X, the minimum RSA Key Size has
to be 2048

Show fips status

NexusSwitch (config)# show fips status

FIPS mode is enabled

NexusSwitch (config) # feature ssh

NexusSwitch (config)# show feature | grep ssh

sshServer 1 enabled

Save configuration to the running configuration

NexusSwitch (config)# copy ru st
[HAfHHHHSHHH A H A H A H AR H S HHAHHHH] 1009

exitCopy complete.

NexusSwitch (config)# exit

4. EFETH Nexus 32

NexusSwitch# reload
This command will reboot the system. (y/n)? [n] vy

5. &7R FIPS K&,

NexusSwitch (config) # fips mode enable
NexusSwitch (config)# show fips status

Ite5h, Cisco NX OS #RHE X #5 AIIE RN F BN L 2IERIMERTNEE, MR I IR L5 3SR

TR, BIEFMYRNET, EEERNMNUANESRSNE, MMESHITLEMANE, ATLURNTHBIES
TR EIWERIEIE, T UBE I RAESIRI, FIIIEERHENEPERE, SNAIESREN. MER
ERRANEBERMAITES. RERREXREZED (B8 VLAN) BERAEARNERBUERR. BAZRE

SEEFENFRNIMRAE. ERUERMICREER, UENREXE—EH, S UERMES LIRS
MDA ENEIES BB ITZM S RUELSS, 540 Cisco Stealthwatch o Stealthwatch A LS BRERITIZEE
s FHERENTRMIE R R LB B A AN 2 I E A 2 BT,

"E K. FlexPod NetApp ONTAP 7Zf&#1 FIPS 140-2 , "

FlexPod NetApp ONTAP 7Z(i&#0 FIPS 140-2

"SEBIRRAS:  FlexPod Cisco RIZ&F0 FIPS 140-2 , "
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NetApp fRHHEZMEEM, WEMIRSS, HAr B RIERERIERINZERIRAZihE
fFo FE, NetApp (ERZMTT ARSI FEANLAIEFE LSS FIPS 140-2 S04 :

* NetApp {RHERIIIERIR E@ S P EEMEZ N REIEMNEZRT 1 RITIE,

* NetApp W RIRE A FIER(HEIRY B il XA AW EIRY FIPS 140-2 183E, 140, NetApp FFHENIZ R
H % FAEE FIPS 431 2 IIERVIKENER.

* NetApp =i a] IER T EIMERNSIIERR, BMEZ~ R R ERIBEERW L. Fa, NetApp
EME (NVE) T§& FIPS 140-2 #5/f, RAKRBIRHITIIE, BESHALT 1 KIIEA NetApp MEE
R, BT HRIGHY ONTAP IR ERMMIFIE, BELAREM FlexPod SME o

* NetApp MZRIRE BT FIPS 140-2 1 £RIGIE *

* NetApp INZELZLIER ( NetApp Cryptographic Security Module , NCSM ) Bi&d FIPS 140-2 1 I3,

* NetApp BINZE RG2S Ei8id FIPS 140-2 2 4RIAIE *

NetApp MSERYBMNELERNE (SED) BELTRINIKEFIER (OEM) BY FIPS 140-2 I8iE; TEXLIXENZE
NE P RTEITHEHEE X LK EhEs. IReh2sELRka! 2 #1THIE, LAF NetApp ™ aar] AR FALFISIERY SED :

* AFF A &%I#] FAS &R %
* E &5IF EF RIITZERS
* NetApp REINZEH NetApp EMNE *

NVE #1 NetApp BENE (BEME, NAE) RARDFEENRERIMELHRIE, ERRAE SYIERRNE
TXo

NVE E—MEFRENT REURINZFRSTE , M ONTAP 9.1 FFi4iR, B ONTAP 9.2 i£B2#F & FIPS 140-
2 fRfE, @id NVE , ONTAP AL EMNEMNEEEHRITEANMNE, ONTAP 9.6 MiHH) NAE 2 NVE Fy—Hig
; ERYF ONTAP WS MNENSUERITINE, FAXEEUERESPHEZEE, NVE Fl NAE ZfEA AES 256
N2, BB LITEMETE8E SED ML £, @I NVE #1 NAE , EMERA TN, Eha]LUEREEM=
IhgE. AN BIEFENEREEEENFAEMELK. A NVE 1 NAE o] LURFEMERER, RAHEET
NetApp WAFL MWZEfEN RAID /2, M RAID BRE THIBRENMNE. NTIREEMENE, BURRSE
SHUIEMIERS NAE &£51FEM. NVE &/ NAE Er] AR FRE— NAE B& £, NAE BERZIFRMEN

o

IR TERIBIN T : WEGERHITNERGE, E2KXZXEEZE FIPS 140-2 1 RILIFAIMNZIEIR, MNZIEIRITER
BHITINEHBEEAIEEL RAID B, A, MEBHIBEAXEIME, Eit, 445 H NVE 7 NAE B, 3IRE

FREEENTERENS, FEURFERR BRI, 52, HEEFHERNSHITINS, &X5 RAID, ¥
B NZEIRBITHEE, REBREIBERNEREIS, NTEFFT.
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Write (Encrypt)/Read (Decrypt)

Request J, T Response
e
1

G war. 9

G
S5

{Cryptographic} =

Module
6

(D) NVE@REU FIPS 1402 1 RMIEIRA MBI,

BANVERIEAER, ES W "NVE 7= Sl

NVE Bl{RIP=HB9803E. Cloud Volumes ONTAP #1 Azure NetApp Files BEIS1R{t FIPS 140-2 SFIMIZ WEUE
.

M ONTAP 9.7 FF45, SAREHFAE NVE IFrlELURARHESMIEAEE, NHEIBHNRSMESIAME. M

ONTAP 9.6 144, "“EJLlﬁﬁﬁ%é%ﬁn']ﬂ’]bﬂfﬂE?JDTE’J%E’JFJ?}:% DECER. MIANBERT, BEREHE
BNESHITINE, NEHITNEN, EIUBERIAE,

ONTAP NAE s5$ TR Em S
EEBETUTHSTREGSZE, BHREREEEEBFERN NVE ¥FqHE,
BRBRRSHMEBTNE, BFETUTHS (£ ONTAP 9.6 NESRANERHSTRE LIETH)

fp-health::> storage aggregate create -aggregate aggregatename -encrypt
-with-aggr-key true

E353F NAE BN NAE B S, 1BBITU TS (72 ONTAP 9.6 RESRARER s S1TRE LIZTTH)
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fp-health::> storage aggregate modify -aggregate aggregatename -node
svmname -encrypt-with-aggr-key true

% NAE BREHMNIE NAE BE, EBIETTUTEHS (T ONTAP 9.6 RESRARNER L 1THRE LIBZTTH)

fp-health::> storage aggregate modify -aggregate aggregatename -node
svmname -encrypt-with-aggr-key false

ONTAP NVE &5 ${THRERS

M ONTAPQGF%:, TR LUERRERIRNNBABMBNENMERSDEEER. RABRT, BERE
IENESHITNE

EHERBAT NAE RS LRIZE, BETUTH< (T£ ONTAP 9.6 RESRAER G LITHRE LE1T76)

fp-health::> volume create -vserver svmname -volume volumename -aggregate

aggregatename -encrypt true

BEFBHENBERTHMEEHT " RO " IR, BEBITUTHS (£ ONTAP 9.6 RESRARERF 1T
SE_LEIETTH) -

fp-health::> volume encryption conversion start -vserver svmname -volume

volumename

BINFERRENERRANE, BETUTHISITREGS:

fp-health::> volume show -is-encrypted true

NSE
NSE {#H SED @ i@ RN &I TEdEmeE
NSE B2& HfEH FIPS 140-2 2 kB INZIREhEE, @i AES 256 (LERRENNZRIFIFE rﬂaﬁE, MmEFIF

BN EREERE, EEEEREBRITAEEURME RN, WTEMMAR, ’FE?EEE)UJD BEiHo NTHLERE
BAOHIEIE, FERFUIERBRERREZEN RIS IIER AR HITE M.

32



Write (Encrypt)/Read (Decrypt)

Request Response
+ 1

G 5
SIS

; Storage
Cryptographic Module

(D) NSE2mES RS LERBANE, LAERET FIPS 140-22 531 2 Bik,

BXRNSERIFAESR, B2 "NSE = amillig"s

BINEE

FIPS 140-2 trAE RIS MR EXHMEER, WNTFEFfR.
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2.1.1 Cryptographic Boundary

The logical cryptographic boundary of the CryptoMod module is the cryptomod_fips.ko component of
ONTAP OS kernel. The logical boundary is depicted in the block diagram below. The Approved DRBG is
used to supply the module's cryptographic keys. The physical boundary for the module is the enclosure of
the NetApp controller.

5 |
l ONTAP |
|
| |
I fay Bnegu User Space components |
|
|
| |
10 |
| |
1 Kernel Space components :
|
| cryptomod :
I T S S N Y _— S _—
Key cryptomod _fips |
: e 4 | [ sHA KWP l
| | | HMAC KDF AES | |1
|
! cypencd s | | [PosT | [orea | [xTs-aes]| | :
] — e e s s s e e e el
| |
L |

Figure 1 - Block Diagram

ZEAEIER SRR ONTAP (ERMFFEMEZ$H. NSE SED FARABIELE N NSE SED i & F9IIERA.
EARIAEIEEN, NVE #l NAE RS R NASHRGMZER, NMBZANEAESERAN. MHTFEI E
, NVE fERM— XTS-AES 256 #iENMZZIH, ZZHHERAEIERFE. BTHEESNEAN FizEEH
HEIEERH—M, TEREECIEMBENERN. B, NAE EESINRBEPERAME—R XTS-AES 256 #iE
mER, THEESUSEMXLER, ENMERSNS4ER NAE 2, ONTAP AN ZHRRITERE
B, EEFEREUAXEERER—EHEAEERFEMEFER

LFFINERE SR E IR
M ONTAP 9.3 745, NVE # NSE f#R7EHZFFIMNEEIREESR. FIPS 140-2 fEEATR —RHEMNE
KR ERANMNEBERR, KSHIERT, FlexPod f1 ONTAP EF SR TEIIIE (1RHE "NetApp EiR(E
R BIAEIER:

* Gemalto 8§ SafeNet , Witf
* Vormetric ( Thales )
* IBM SKLM
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* Utimaco ([ MicroFocus , HPE)
NSE #1 NVMe SED B IIFZ$ARIERAT AT E OASIS ZIABIE TR (KMIP) HHEIINFZAE
1238, REEMERS, FossfIZEAEESRAeihntER, NRGLIRBEEL 22N, WA, M
MBS LEEIEMEE, SMEPEAEIREIETZME NVE ENEZEHM NAE RENEZH, NREHIZBMEESZD,
HEBTEBEIHDIMNBZIAEIESE, N NVE #1 NAE &R T5ih18), HBLEMRZR,
UTFRASSEERNZIHEEIRS B HNE) Storage Virtual Machine (SVM)  svmnamel FISMPZEIAEIE
FSFTEARIARSS 285K,

fp-health::> security key-manager external add-servers -vserver svmnamel
-key-servers 10.0.0.20:15690, 10.0.0.21:15691

TP IERHER FlexPod #IEHLET, ONTAP R7E SVM &5 NAFRHEFRE, UHREE,

BIEIMNBRIAEIERTIR, BEITUTHITHREGL!

fp-health::> security key-manager external show

RBESERKINENR (2 EF)
NREFERBNBURRILRH B RBIERA T ERIF, W NSE SED ] A5 ML MBEMRIMELE S EM.

NREERTICEENEIRICE FSAKAIR90%, U NSE SED m&E— 1M E&HI. M FRNFENMER, &0
LU¥ NSE SED 5 NVE #1 NAE 551,

NetApp ONTAP S£E5CEITHIE R FIPS R
NetApp ONTAP $#iEEEMH AR FIPS EREE, ATARF LU ESHNZ MR, LIt FIPS RN AEH]

TEHHITERTS . BIE FIPS 140-2 WXBEZBHA FIPS EXG, FHEZE2 vl (Transport Layer
Security v1 , TLSv1) # SSLv3 &M, 2B TLS v1.1 M TLS v1.2 REFFB KT,

@ FIPS &=, THI ONTAP E£E5EEIRHITR TS FIPS 140-2 1 Fink, EESEEM FIPS B E
FH NCSM R E TR ZIRIR,

EETEITEITEEM FIPS 140-2 §iER BI{RIP ONTAP HIETE 4 E0, ZNERT, (X FIPS 140-2 185

AFEERS; B2, BAILUBEY security config modify sR¥M is-fips-enabled BHIKE N
true *Eﬁﬁﬁt*ﬁﬂo

E7F ONTAP &2 B A FIPS &R, iHETU TS

fp-health::> security config modify -interface SSL -is-fips-enabled true

FF SSLFIPS 135, M ONTAP EIShEBE P sl ONTAP SRS 3843140 SSL BN SSL A FIPS
BN,

BRRENEHEN FIPS RS, BEBETUTHS:
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fp-health::> set advanced
fp-health::*> security config modify -interface SSL -is-fips-enabled true

"B K. FlexPod A& EAZRMAIRRT R L. "

FlexPod RA S EALIRABIAERT 5= LE

"SHihRZA<: FlexPod NetApp ONTAP 7#fi#0 FIPS 140-2 , "

Er R EARAEZSMESXBERS, HPARITEXENAREEFERICR (EHR

) RENEFEERY. NTIET FlexPod R4 LR FIPS 188, {17 FlexPod R4t £
fEA T R EHR M RE R FEMBERS (PACS ) RAHITEREFIREM T (FRE
ik, BX EHR IhAE, EHR ZiENARERAMLUKIE FlexPod R4t £ EHR R4tHY
NEREAITTES IR, BB "TR-4881 | ERATHEFERICEALH FlexPod's BXE
TTRVR R NAe, BHENAERFAHELUIRIE FlexPod ESEEE ST BR R IS U2 2RI 5T
BIHI&R, FBW "TR-4865 : EATETAER FlexPod"

£ FIPS IR BEM TEAHI0IEHAE, HISERAREETREALNITEATEISE. fl, RIIRATHR
EHR &%, HPEEASNBERIERRMEN R, b, HIDEE - PRITTETREIERE, EHE
EEFHFHRGHERE (Dicom) XR. dom’ XA, BETTHIERY Dicom X RIFMETE XA HIRTFAEF.
Itesk, FIBEMEEME RedHat Enterprise Linux  ( RHEL ) BRZS28HLHE T ZEREINAE. FA1&¥E Dicom WK
f#HB7E NFS £, fEF3 iSCSI 53 LUN LI fER FC #3 LUN . 7E FIPS IREMIIERAIE, Fxf1%I FlexPod
RS BAZREB L T R, HEMRETE,

TEERTHRT FIPS IREMIIER FlexPod &%, FHNIFAT "HA VMware vSphere 7.0 #ll NetApp ONTAP
9.7 By FlexPod Datacenter Cisco Z&iiFi&it (CVD) " FEIREIIEH,
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FIPS 140-2 security compliant FlexPod for Healthcare

Legend

Cisco UCS B200 M5 gl
iii ——— 10-Gbps converged ——
Compute — 25-Gbps converged ——
— 100 or 40-Gbps Ethernet —
—_16-Gbps Fibre Channel —
ijl_f FIPS 140-2 Compliance
.

Cisco Chassis 5108

Cisco UCS FI 6332

oy

" O}
Nexus 9332 Networking

........................

NetApp AFF A700 i S=— i
Cisco MDS91485 ]» Networking

R TS =B BB (AN IR AR 1

LUFAENE 9515 H T 7E FlexPod /2R FIPS MK HERBE BB E IR AR Y, XLERPIEBINXATAE; &
5 NetApp SME &1F, HMFRXLEAHSEENAL, I, BHRERPIIFXEAGEFNRRD "NetApp BI2(EE
RTIEAE" (IMT) F1"Cisco BEFFEAMYIER (HCL) "

B FmRY HENES FAER
=1 Cisco UCS 5108 #1558 118¢2
Cisco UCS 7]/ zUBR%%28 3 > B200 M5 BMMPEB 2 N 20 KES
¥ity, 2.7 GHz #1 128-
384 GB RAM
Cisco UCS i+ ( Cisco UCS 1440 BEEL
VIC)
2 ™ Cisco UCS EBL[F% 6332 -
S Cisco Nexus 34/l 2 /™ Cisco Nexus 9332 -
TFHEMLE FAFi8E SMB/CIFS , 5 FiREREBIMBIIEN, -

NFS 3¢ iSCSI hili#177F
fEIRIR]RY IP YL

‘i FC #1TFEAIR 2 1™ Cisco MDS 9148S -

el NetApp AFF A700 277 1 M&EE BERIM T RAVEE:
FiERS
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Hfth FlexPod &2/ 25T
"E—#: FlexPod Ri&BRZEMIRAT R hE. "

FlexPod ERIZRMZ—MEIRL, MG, ANEREINME, AT R (R BHUNAEYT &)
UREZFEMBIFE. fGB) FlexPod F&, ERILURIERY BITE, MEMEFME, MR
NAREFEERE, RRUEWIFEPRENETT, BMEERGERT BANALEEIHAEE
=31l e

HIT RENAFARAHERBEIETZME7E SMB/CIFS , NFS, extd 1 NTFS XHRLF, X—EREGEEM
ZEMgAZIEE NFS , CIFS #1 SAN 1S3 EEIEIAIRl, —1 NetApp FEERA A LUZIFFIE XN, FLtER
BEEXAESNMINEBEERS, I, — NetApp FERFEAT LIS N R ITERE, i EHRs
, PACSE{ VNA, ERA®, VDI%E, BEEEREERENMEERT.

£ FlexPod RFHERERY, Hit AHEMETRETIASENSINE, TEHYIH T XERABHERETHER

* *FlexPod Z2% * . 242 FlexPod 2FAMEM, EIE/LEF, $HERGEMN—FEII. EERMY
E—METEBRENERRY, TERANERAWESERG., WERRETUERNIRZEAMEBEMIEITIR
FHRMBRPEZEZMBEIE, HERMRLUIBEZIHRNIIBEHITHEE . BT #FlexPodff R RuNMEE
BYEMBZRHFRM, 13BN "TR-4802 : (MARFE ZI#ZRINHF) "s FlexPodBHIZRIIAHFHZE "7F
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