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© HIZFEXMySQLAFHEIEE. BHITHENAISQLIEAREFHMySQLIE G A BIZ,
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HITIRI(
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BRZRSSHEN REHITIFS AR EN.
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mERATAT:

* BEMPLFMER B iR (ERIILIRF)

* BAREHBrootZ BN ERNE (XAIERENE. AR OIMEANSFIZENE, )

MREFEFVIRZBAER. HERIEXRN. FESEEAERBEIENEMESD. WETEE
@ FASecurityAdmin TEME ik, MERENME—F EZBIRBHTRNISEZEEMYSQLEHIRE
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i Description
HinTFhE SR BEENZIpX . FEXHRINEN RSN TR ERR RIS,

 Wildfly/standalone/configuration/vault/*

* acq/conf/vault/*

Check for—default-keys ( HEENZARE57.3.16 2 H1ILFIPEARIERIAENZEALAD,
CERINELR)

CORRECE-STORE- {7z fsE#z frRA0 (R IER)EH0 &40 I P BRI ERIZH,

password
HEMEZEA—HE. AJUUERLLED, EIE, EFSERLEPHLRERL,

change-trust—store- BERATEEEMEENERL. HEMEREREEFMER, SEEEENHSFIZES
password MA"EF",
verify-keyStore CEETHEESER:

* WFOCIBF. BiEafmEsSHEFERELA
* WFMySQLAEF. BEA MBI HIERFER
* WFERE. 2 UNEEAFEHRNEZERINRE)


https://dev.mysql.com/doc/refman/8.4/en/resetting-permissions.html

FIRE FIHTFAER IR B (R R RFEE)

M RFEHTAEARE AR L BEEHITH M IIE:

i Description

Restore-vault-backup BHEEEE RN EEEE MG ESHEFEME.
PATEREhIARIEUERZE. FHSERNEFERRZEITE

* BEMOCIEEHF =

* EFMySQLA R &R, SiErootlFES

* WFENRHE. MRFBHEZBRN"EH". BEERRNEFETNEEEH
ZEARE,

FIERRL BT Ma—fﬁ' FRIRERE MINEE. £/ ZRIFMERIINEARSS X
HAgE. TE)%LF?’E’JT%%E’JHD SWHBHMME. HEEERNENE,

5% #ERS RITFREEIRIELIERRE. EESERMNFMEDA A ZE:

* FHOCIBEEF &
* EFMySQLAFZEE. BiErootAF %

change-password B EPRZEHAITIIREREE.
B ERFTNZERSMEEEETRNESR). 4’*1‘1% <BEMZRIEERIZIHE, A
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I, AR HREFEE R AN X PREEFRITIRERE

FHR(BWE) REOXATRNYRIFEEIRNEE. ARRITHIRERE.
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dwh_internal

Cognos_admin

ENSUEERRFIERERS

B EER AP EREGR
MRTFAERERE. ENEHREETHFRE

ERSUEERRAFNEERS

B EER AP EEG R

R EdwhHwindows. IEEHTcognos/Cognos/Analytics
/configuration/SANscreenAP.properties MUESANscreen B 141& & 355,
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dwh

dwhuser

FM

ZIAEE
{=fEstore_password
key password

Cognos_archive

RETFE

RE

HATSQLLAEFTMySQLSL IR R A - 2255

IR ZDWHHIWindows. iEE#H Windows;ER. E LU TFODBCIHEX&ZHIEE N
e

HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\ODBC\ODBC.IN\dw
h_Capacity \PWD

HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\ODBC\ODBC.INNdw
h_CapacityX{Z\PWD

HKEY_LOCAL_MACHINE\SOF TWARE\Wow6432Node\ODBC\ODBC.INI\dw
h_FS_uti\PWD

HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\ODBC\ODBC.INI\dw
h_Inventory\PWD

HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\ODBC\ODBC.INI\dw
h_SEALIY\PWD

HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\ODBC\ODBC.INN\dw
h_ports\PWD

HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\ODBC\ODBC.IN\dw
h_sa\PWD

HKEY_LOCAL_MACHINE\SOFTWARE\Wow6432Node\ODBC\ODBC.INI\dw
h_Cloudf{4\PWD

HATSQLLAEFTMySQLSL IR R A P 2255

HITSQLLAEFMYSQLSE B A R &S

5 FAER 2585 (Wildfly/standalone/configuration/server.keyore) 2 5 N & A
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{SfEstore_password ERMEEWNREFR)EHMS NEARE- acq/conf/cert/client.keyore

FEa TRV FIETTSATARIEEAN!

securityadmin [-s | -au] [-db] [-lu <user> [-1lp <password>]] <additional-
options>

where

-5 selects server vault

-au selects acquisition vault

-db selects direct operation mode

-1lu <user> user for authentication

-1lp <password> password for authentication

<addition-options> specifies command and command arguments as

described below

AR
* ST LRIREAREE - A (A AKX 2EE R ERN).
© XFF"-s"F"-au"EIR :
° RAUR S IFERR"-s"
° DWHAR A iFfER"-au"
° NRMEHAFE. W
* BTEARS 8. DWHA LR ARS 23751
* ERAULIEIERERE
* luFl-pIEI A FRAF S5 %Ik,
° ﬁﬂ%?efﬂ?<user>ﬁ'ﬁ5E?EE<password>\ MR F e B P RmANERE,
° NRFKIRM<user>BEEHITEHMIWIE. WASIEIR TP <user>fl<password>,
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CORRECE-STORE-

password securityadmin [-s
-au] [-db] -pt <key> BinEHE
[<value>]

where

-pt specifies the command
("put") <key> is the key
<value> is the value. If not
present, user will be
prompted for value

-au] [-db] -b [<backup-dir>]

securityadmin
[-s where
-b specified command <backup-dir> is the output directory. If not present, default
location of SANscreen/backup/vault is used The backup file will be named
ServerSecurityBackup-yyyy-MM-dd-HH-mm.zip
EHTEHE

securityadmin [-s

-au] [-db] -ub <backup-  FIEE
file>

where

-ub specified command
("upgrade-backup")
<backup-file> The
location to write the
backup file



securityadmin
S

-au] [-db] -ck

where

-ck specified command

exit code: 1 error 2 default

key(s) 3 unique keys

securityadmin
[-s] [-db] -v
where

-V

specified
command
securityadmin

[-s

-au] [-db] -l
where

-I specified command

securityadmin [-s

verify-keyStore (ARS328)

FHek

-au] [-db] [-lu <user>] [-Ip <password>] -u

where

-u specified command

For server vault, if -lu is not present, then authentication will be performed for

<user> =_internal and <password> = _internal’s password from vault. For
acquisition vault, if -lu is not present, then no authentication will be attempted



B

securityadmin [-s

-au] [-db] [-lu <user>] [-lp  Restore-vault-backup
<password>] -rk

where

-rk specified command

-au] [-db] [-lu <user>] [-Ip <password>] -r <backup-file>
securityadmin
[-s where

-r specified command <backup-file> the backup file location

change-password (AR5

28) securityadmin [-s] [-db] [-1lu <user>] [-1lp <password>]
-up -un <user> -p [<password>] [-sh]
where
-up specified command ("update-password")
-un <user> entry ("user") name to update
-p <password> new password. If <password not

supplied, user will be prompted.
-sh for mySQL user, use strong hash

K EE P Bchange-
password(%%) securityadmin [-au] [-db] [-lu <user>] [-1lp

<password>] -up -p [<password>]
where
-up specified command ("update-password")

-p <password> new password. If <password not
supplied, user will be prompted.



E1EF6EZE-_password

#Jchange-password (3% securityadmin [-au] [-db] [-1lu <user>] [-1lp

££) <password>] -utp -p [<password>]
where
-utp specified command ("update-truststore-
password")

-p <password> new password. If <password not
supplied, user will be prompted.

S5EFERY (RS5EE)

securityadmin [-s] [-db] [-1lu <user>] [-1lp <password>]
-sv <backup-file>

where

-sv specified command

BITREERTA-XEELR
RER-ERE

BUREERAEITSATA. BWMAUTHS:

securityadmin -i

ERSVBHVERER. SecurityadminBRTAPIERERSSBAMREL T,

NERRSBMRESETTR! EEFEESHEEREREMNTR:

1 - Server
2 - Local Acquisition Unit
9 - Exit

Enter your choice:

ADWH E. Z2A=ENEF"IRS 2. EIZIEAU L. FEEBHEE"Acquisition Unit",
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REHA-IRSZ2E: rootFiLiInE

EARSS 28R, . SecurityAdmin TooliSF B L BEEZENrootFBEE M, BN, ZT B ERrootZie e R
=

ERROR: Database is not accessible

1 - Enter root password
2 - Get root password from vault backup
9 - Exit

Enter your choice:

NRIEFETN . REHRTRA P BN ERE,

Enter password (blank = don't change)

Enter correct password for 'root':

NRWMANRNEZEER. WEERATRS,

Password verified. Vault updated

RENTERFER B RARSS SR IREIBISK 2,
NRBANEBARER. WERUTRE

Password verification failed - Access denied for user 'root'@'localhost'
(using password: YES)

HENTERERF RO E S8,

NRERETR2, RGRRT AP REEMPIREERERR &R

Enter Backup File Location:

NREFMELESH. NWEERUTAS,

Password verified. Vault updated

FRENTERBER B RARSB 2B IRHIAISZ R,

MRENPHNEERESH. WEETRUTRE
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Password verification failed - Access denied for user 'root'@'localhost'
(using password: YES)

HENTERERF RO E SE,

REI-ARSSEE . [EFRRELD

"EWHEERERTERFEEETHNER. EESREFMFNEMERLE, IRLEENZBIIFREEE
TAEBHTH. Nite<IEEER. RFIaE:

s BEEEIARIMYSQLIER T SQLA P B ER,
* {EAkeytool 20 F o B U A EY 2D,
* OCIHIEEEXRIR. ZEIEENNE AR ZEBARE

"ERER S E RSB ER TR ERENENE,
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Replace incorrect stored password with correct password.
the required password)

Select User: (Enter 'b' to go Back)
1 - internal

2 - acquisition

3 - cognos_admin

4 - cognos keystore

5 - dwh

6 - dwh internal

7 - dwhuser

8 - hosts

9 - inventory

10 - sso keystore

11 - server keystore
12 - root

13 - server truststore

14 - AU truststore

Enter your choice:

ERBEEIENZER. RASRTAABARENAREHZE,

1 - Enter {user} password
2 - Get {user} password from vault backup
9 - Exit

Enter your choice:

(Does not change

13



NSRERRETU . RO A P RN ERRIZE R,

Enter password (blank = don't change)

Enter correct password for '{user}':

MRWARNEBER. ZERUATRE,

Password verified. Vault updated

FRENTERBERFIR[EIFIARSZ 2B AR RHIRVSEE,
NBMANNZIEARER. MSETRUTARE

Password verification failed - {additional information}
Vault entry not updated.

RRENTERERNR O IR S5 2851 PRAIBIS o
NRERETR2, RGRIRT AP REEMPIREIERERDRIED AR TR

Enter Backup File Location:

NREHEIEH. NWEERUTAS.

Password verified. Vault updated

FRENTERBER B R ARSZ 2B IRHIHISE R,
MRENDHHNZRARER. NEETRUTRE

Password verification failed - {additional information}
Vault entry not updated.

RENTERER ERARSZ 2B AZ RFIAIRE,

REH-ARS5EE: RIEFHEAS

W RN AR NEFERES AE SERFHOCINRA D RHENNFELENER. FOEFHTHNEMERS
5REILE,

BMEANAIREERIT:

HE TFAEELERS
Z vt FEERIEREOEILE

14
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Encryption keys secure: unique, non-default encryption keys detected

cognos_admin:
hosts:

dwh internal:
inventory:
dwhuser:

keystore password:
dwh:

truststore password:
root:

_internal:
cognos_internal:
key password:
acquisition:
cognos_archive:

cognos_keystore password:

Press enter to continue

REIN-ARSEE: &7

OK

OK

OK

OK

OK

OK

OK

OK

OK

OK

Not Checked
OK

OK

Not Checked
Missing

BINBRTIEASDzZpXENFEEINE R, BRMMBEFE. XMHR R ServerSecurityBackup-yyyyy-mm-

dd-hh-mm.zipo

Enter backup directory location [C:\Program Files\SANscreen\backup\vault]

Backup Succeeded! Backup File: C:\Program
Files\SANscreen\backup\vault\ServerSecurityBackup-2024-08-09-12-02.zip

REN-RSE. ER

ERBERTHRAPEITEMNIIE. HREMEXLRERERLIENIR, AP YBIEEEREPrivieges, 7EAR
Ses LEiTh. AILEREAEEGAF; EERRINTETH. ZAPXARSHAR. MAZLDAPAF,
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Authenticating via server. Enter user and password
UserName: admin

Password:

7

Authenticating via database. Enter local user and password.
UserName: admin

Password:

MRFHEHBERFEEESAR. WEEBRZREE,

NRBHAER. KRETUTAR:

Authenticating via database. Enter local user and password.
UserName: admin
Password:

Login Failed!

MRAPAREERR. WERUTAR:

Authenticating via server. Enter user and password
UserName: user
Password:

User 'user' does not have 'admin' role!

REI-ARSSEE. RRER

BRERRE. ZTARERZRESR,

16



Logged in as: admin
Select Action:

2 - Change Password

3 - Verify Vault Contents

4 - Backup

5 - Restore

6 - Change Encryption Keys

7 - Fix installation to match wvault
9 - Exit

Enter your choice:
REN-ARS2E: EoEG

"B R R A TR REBR B NE,

"Change Password"(ENZ ) K& iR AP EEEENNEL,
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Change Password

Select User: (Enter 'b' to go Back)
1 - internal

2 - acquisition

3 - cognos_admin

4 - cognos keystore

5 - dwh

6 - dwh internal

7 - dwhuser

8 - hosts

9 - inventory

10 - sso keystore

11 - server keystore
12 - root

13 - server truststore

14 - AU truststore

Enter your choice:

EREEIENZERE. MRAFEMYSQLAR. R4RKERIZAR 2N ERHITIREE

MySQL supports SHA-1 and SHA-256 password hashes. SHA-256 is stronger but
requires all clients use SSL connections

Use strong password hash? (Y/n): y

ETR. ARRRETAPRBANRER.
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New Password for '{user}':
If the password is empty, the operation is cancelled.

Password is empty - cancelling operation

MRMAFTENL. RAKRTAPBINZEE,

New Password for '{user}':
Confirm New Password for '{user!}':

Password successfully updated for 'dwhuser'!

MREAREM. WRBTHEZREE,
REAN-fRSEHE: TR

REN-ARSS2E: BEXUNEZER

BB RRREE BB TMEFEFENMERR. ABRATEENERSNMERR. BTFMERSH
ZAEEN. FIBUEEFHNZERENRNE, XEEFRIRE. CRAINZNEE. ERMERNEHRE
Ik 6=

FEERNTAXEILEF. BARSSHEaANREEREFRNSRHENMEERE,

Replace encryption key with new key and update encrypted database values
Confirm (y/N): y

Change Encryption Keys succeeded! Restart 'Server' Service!

REI-ARSEE. BERE
BERFREREMRE., MFrootAFZiN FrAEIREEET ABMNREZIGERIRE N ERIE.

* OCINE A F BRI E .
* R EHRMySQLAF BYER (root A P FRSMo
* BIRAENZEEREN,
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Fix installation - update installation passwords to match values in vault
Confirm: (y/N): vy

Installation update succeeded! Restart 'Server' Service.
IHRERTEERERRMAHEL. HETREIRHER,

EifInsightikZzs LHZ 2

o securityadmin FRATEAUEREInsightikZas LML LIED, €2 EEEEERER
5. £#FHEH. RENLRREZENZ2EEENFEELR HERIAKE,

XFIES
AT LUER securityadmin AFEEZSMMNTA:

* Windows - C:\Program Files\SANscreen\securityadmin\bin\securityadmin.bat

* Linux - /bin/oci-securityadmin.sh

BXBFEAER. BEN'Z2EBER"XH,

BEAMKERT T EE

o securityadmin RATARUEEAMEERF (LAV)LHNZ XD, R2EIEEHE
BEFZHNZEDL. RENLEREIENZ2EEFEILELRER \jjgklk'l«i%o

Faaz 8l

B admin MITERLERE TSR,

KX FUES

e LAER securityadmin AFEBRZSMMNT A

* Windows - C: \Program Files\SANscreen\securityadmin\bin\securityadmin.bat

* Linux - /bin/oci-securityadmin.sh

BXEFMEE. 15BN securityadmin TE "5,

EERAULHNZ M

o securityadmin FRATAEUEBERAULNZSIET, ErlEEERZNTIEREMEEC
B, FrNEZHHREHRERTHELL,

20
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../config-admin/securityadmin-tool.html
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../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html

KXFUES
e LAER securityadmin BFERZSMMNT A

* Windows - C: \Program Files\SANscreen\securityadmin\bin\securityadmin.bat

* Linux - /bin/oci-securityadmin.sh

EHLAURAULZR 2R EN—MBEFE. ERSSBLERT"RE"BFPHNEBRE. EFMZAPNER, LAUFER
BRAusER SRS R "KE" AP ERENEBRSRESZHTEE,

"RE"AF{XFE T InsightAR3588 Lo RAUSILAUTEEEZIARSS S80S LUZA R B E R

BXFAEE. 1EB N "securityadmin T A" BH,

BIEMECE LR 2T

o securityadmin Er]MERATAEEECERS SR LNLSET, R2BEEEE
FTDWHARSS 28 L REBRA P BAEERE. tIRLeiEN SN RBEREXRFRNEINZE.

XFIES
AT LUER securityadmin AFEEZSMMNTA:

* Windows - C:\Program Files\SANscreen\securityadmin\bin\securityadmin.bat

* Linux - /bin/oci-securityadmin.sh

BEXFAREE. BER'LREEER X,

Ef{OnCommand Insight RZB A F 25H5
L2 RIEATEEERKIEENOnCommand Insight IMEFRHEIS, —&ARS28 LHNFELEREE
ETFEHRNS—ERSR L. EREENXMESIRS ][ LNEE, 90, EinsightfRss

28 EER " inventory " P ZREES. 15 iZInsightAR$S 28 & HIData Warehouse
server Connector_EAY" inventory "F P 2285 ILAD,

Friazal

@ EENEBEZA. BN T#EAFPKFIRHX R NRAREMAEMERS S _LAEE.
M Insight£R {4+ 2 [B]RB SR K Ko

KT UES
TR T InsightBRS5 |NNEAF L. HFIH T AERESHMELTANEXEBHInsight48 ¢,

InsightAR 55 282563 FREEK
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../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html
../config-admin/securityadmin-tool.html

K& LAU. RAU
dwh_internal BIECE
FAM

= B E
root

TRIETHIECENRNEBAER. H7h T AEFESHEE LEREXERD N InsightA

HIECERN FRBER

Cognos_admin

dwh

dwh_internal (fEFARSS 2511250 B U TER) Insightfz552%
dwhuser

FA

&8 (A Server ConnectorBt BUIHITER) InsightAR 5528

root

TEDWHARSS S8 % FC & A A SR E P BB e D
TRIIWTLAUBARERS. AL T B FEESHEBILEREXE R InsightH .

LAUZZES FRE Bk
XKE&E InsightiR5528. RAU

RS 2BEZEEVIE N EE" "M "dwh_interne"Z 5

NRIEEEER" inventory "E{ dwh_internal &85 LA LER InsightAR S35 88 E RS, EfER

HHECEUL
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ez Al
ERITIHAES. BRIUEERRSNER.

TR

1. BRFEIECEIIF. MR https://hostname/dwh. EHhostname@ %2t T OnCommand Insight #E €&

FEYRFRIZ T,
2. NEMSHERD. B

LR B R miE TSR R o

Edit Connector

I 1
Encryption: Enabled j
Mame: Oci-stglE-s12r2.nane.netapp.com
Haost: Oci-5tg06-512r2 nane.netapp.com
Database username: inventary
Database passwaord: sssssnnee
Advanced w
Save Cancel Test Remove

3. W HIREE FER M NFTEY  inventory &3,
4 BEHRE,
5. BEX dwh_internal 3. HRH*EH. *

LB B RmiE SRR SRR R

23


https://hostname/dwh

Edit Connector

10 1
Encryption: Enabled j
Mame: Oci-stg06-512r2 nane.netapp.com

Host: Dci-stg06-512r2 nane.netapp.com

Database user name: inventary

Database password: I
Senver user name: dwh_internal
Sernver passwaord: YT

HTTPS port: 443

TCP port: 3306

Basic ~
Save Cancel Test Remaove

6. 1 BRSSPI R
7. BH R,
£FAODBCEIE T AE i dwhZiig

EInsightAk5528 £ BRdwh A P RIERIES. BT SR C RS 28 LB O ERD, &0
LAfEFAODBCEURIREIE 5 T A B eEiE G LRI,

FHAZ A
B HER AR EEANRIIK A ZieE REBIE CERSS 25

TE

1. R RIFEEZIECENRS 2.
2. i/R)JODBCEET A, MiLA c:\Windows\SysWOW64\odbcad32.exe

A ER"ODBCHIEREER"FR.
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User DSN | System DSN | File DSN | Drivers | Tracing | Connection Pooling | About |

IJzer Data Sources:

Mame Platform  Driver Add...

Remove

Corfigure...

An QDBC User data source stores information about how to connect to the indicated data provider. A
g |User data source is onby visible to you, and can only be used on the cument machine.

OK || cCancel ||

3. BEH*RYDSN

LB 2R RS HRIER.

= ODBC Data Source Administrator (32-bit) Iil

User DSN | System DSN | File DSN | Drivers | Tracing | Connection Pocling | About |

System Data Sources:

MName Platform  Driver Add
dwh_capacity 32+t MySCGL ODBC 5.1 Driver

dwh_capacity_efficiency 32-bit MySGL QODBC 5.1 Diiver Remove
dwh_cloud_cost A2-hit MySCGL ODBC 5.1 Driver

dwh_fs_util A2-hit MySQLODBC 5.1 Driver

dwh_inventary 32t MySGL ODBC 5.1 Driver Configure...
dwh_performance 32bit MySGL ODBC 5.1 Driver

dwh_ports 32+bit MySQL ODBC 5.1 Driver

An QDBC System data source stores information about how to connect to the indicated data prowvider.
g A System data source is visible to all users of this computer, including NT services.

OK || Cancel || Aopy || Hep |




4. MFIFRAFEFE—1OnCommand Insight $ETR,
5 BHEE

It A% 2 RData Source Configuration/#&.

AN

My SOl
Connector/ODBC

Connection Parameters

Data Source Mame:

Description: |

3 | localhost

: |dwh

6. £ E I F RPN,

26



RS B

HRINFRE © 2024 NetApp, Inc.o (REFFENRF. REEIR, REMRFABESLBEITFA, ANAEPZIMARIR
PRERSOARUEATRSEIERFER (B BFIMAN, SERH. 5. REAFHEERFL
RAGH) HITEH,

MEZRRARIFEY NetApp FHELKERI AR U TP MR R AERRRILIR

AR NetApp 12 RIF 1R, FEEMPAREIETER, SFERNRTERSE UL ERZBIERMEN
FRREER, BIEARREBERSIE. EEABERT, NTRERSRAMUERSIVERNEAERE. BiZ
M BAM. 1B, ETMSERERL (BEEFRTHIEABMERS; £H. HEFES EHRL
; EWSHE) , BEREMNAUREFEHFRERL, BEHTEE. mRIEIENTH (BEHRZHE
fth179) , NetApp HARFAIETE, BIEERSNEFE LRRRAIATEEM,.

NetApp (REEARFITEMBIE S FHERS M A S PR R E A~ it 1T ECRBIAF) o FRIE NetApp LAFBEATVER
HER, SN NetApp AABREAASHEFR i~ EERRESRX S, ERNMER~mARTIREG
NetApp BYERIZFIMN. BIRNEEREMAIRFRIFA,

AFMRPRANTMAIEER I ZHEE T, SNEZTFHIEFERIBRIZ BRI,

BRNFIHEE: BFER. E5IsiATFANESS DFARS 252.227-7013 (2014 4£ 2 B) #1 FAR 52.227-19
(2007 £ 12 B) P FEARIENF] — IEFWA"EFE (b)(3) FMEBRBIFZHIILIR,

AXAEFFES RSB =R/ B RS (EXI FAR 2.101) #8%, BT NetApp, Inc. HEEEE. RIE
ISR HBIFRE NetApp FARBIBMITEVRGEEELER, HE2HMAREFL, EEBREX XL
ENERNAEI RS, 23k, SRERAEENGTE, ZFBERaEL, WAREFE, BMRESR
FHIRFARIBIN EE BT ERABE X EZEaRZFRNER TER. BRASHEMENBRIN, FE NetApp, Inc. B
PEALE, FEER. HE. Efl. B BEHETXLELHIE, ZEBRXERIPENYIET DFARS H%E
252.227-7015(b) (2014 £ 2 B) &R EAHAIIF].

BIHER

NetApp. NetApp #RiRF1 hitp://www.netapp.com/TM _EFRFIBIETRE NetApp, Inc. IR, EMATM~HRA
il ge = HE BB & BIET.

27


http://www.netapp.com/TM

	Insight安全性 : OnCommand Insight
	目录
	Insight安全性
	什么是SecurityAdmin工具？
	执行模式
	命令
	协调行动
	运行安全管理工具-命令行
	运行安全管理工具-交互模式
	管理Insight服务器上的安全性
	管理本地采集单元上的安全性
	管理RAU上的安全性
	管理数据仓库上的安全性
	更改OnCommand Insight 内部用户密码


