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维护Insight

无论您是Insight的新用户、要设置新系统、还是您的系统已运行一段时间、您都必须采取
措施来保持Insight和您的网络平稳运行。维护的主要概念是、通常需要在Insight中适应网
络的变化。

以下是最常见的维护任务：

• 维护Insight备份

• 更新已过期的Insight许可证

• 协调数据源修补程序

• 更新所有采集单元上的Insight版本

• 从Insight中删除已删除的数据源

管理Insight

OnCommand Insight 可监控您的环境、使您能够在报告危机之前研究潜在问题。资产信息
板提供汇总饼图、IOPS热图以及利用率最高的10个存储池的交互式图表。

步骤

1. 打开Insight*资产信息板*、将光标移动到饼图上以检查这三个图表中的资产分布：

◦ Capacity by Vendor显示每个供应商的存储总原始容量。

◦ Capacity by Tier显示每个存储层的总可用容量。

◦ 交换机端口饼图显示了端口的制造商、并显示了已用端口的百分比。

2. 查看*有关您的环境的事实*、查看有关您环境的已用容量、容量效率、已用FC资源以及虚拟基础架构统计信
息的信息。

3. 将光标置于*已利用的前10个池*图表中的存储池条上、可查看存储池的已用容量和未用容量。

4. 单击*存储IOP*热图中以大文本格式显示的任何资产名称(表示资产存在问题)、以显示一个页面、其中汇总了
该资产的当前状态。

5. 在*资产信息板*的右下角、单击*虚拟机IOPS*热图中以大文本格式显示的任何资产名称(表示资产存在问题
)、以显示一个汇总资产当前状态的页面。

6. 在Insight工具栏上、单击*管理*。

7. 记下显示红色实心圆的任何区域。

在OnCommand InsightWeb UI中、潜在问题会用红色实心圆圈标记。

8. 单击*数据源*以检查所有受监控数据源的列表。

检查包含带有红色实心圆的消息且*影响*列为"高"或"中"的*状态*列的任何数据源。这些信息位于表的顶部。
这些数据源的问题会影响您的大部分网络、您需要解决这些问题。
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9. 单击*采集单元*以记下运行Insight的每个IP地址的状态、并根据需要重新启动采集单元

10. 单击*运行状况*可查看Insight服务器的高级实例监控。

监控OnCommand Insight 系统运行状况

您应通过查看运行状况页面定期检查Insight系统组件的当前状态、该页面会显示每个组件
的状态、并在存在问题描述 时向您发出警报。

步骤

1. 登录到InsightWeb UI。

2. 单击*管理*并选择*运行状况*。

此时将显示"运行状况"页面。

3. 查看组件的当前状态摘要、尤其要注意前面带有红色圆圈的*详细信息*列中的任何注意状态、该圆圈表示需
要立即引起关注的问题描述。

"运行状况"页面根据您的系统配置显示以下任意或所有Insight组件的信息：

组件 测试 详细信息 显示

采集 清单数据处理 本地采集单元的状态 如果并发轮询数据源的数
量小于执行池最大值
的75%(默认最大值为
30)、则为"`OK`"。如果使
用率大于75%、则
为"`Acquisition is

busy`"、建议增加轮询间
隔或添加更多远程采集单
元。

DWH 备份 数据仓库计划备份的状态 如果启用了DWH计划备
份、则显示"`OK`"和上次
成功的DWH备份时间。
否则、将显示有关发现的
任何错误的信息。

DWH ETL 数据仓库ETL的状态 "`正常`"和上次成功
的DWH构建时间(如果没
有错误)。否则、将显示
有关发现的任何错误的信
息。

2



服务器 ASUP ASUP的状态 “ASUP Enabled`"和上次
成功的自动通报时间(如
果可用)。如果已启用自
动通报、但遇到问题、则
显示"`ASUP Failed”。

如果备份目录无效、则+"

备份位置无效"。

+显示上次成功的自动通
报时间以及上次失败尝试
的时间(如果可用)。

如果已禁用自动通报、
则+“ASUP Disabled”。

服务器 自动解析 自动设备解析的状态 如果没有错误、则显
示"`OK`"。如果标识错误
阻止解决进度、则显
示"`Auto resolution is

blocked`"。

+“低成功率”、前提是可以
识别不到75%的通用设
备。

服务器 Elasticsearch 弹性搜索数据存储的状态 如果没有错误、则显
示"`OK`"。如果无法连接
到弹性搜索服务、则显
示"服务不可用`s`"。

如果检测到多个节点、
则+"检测到集群模式"。

如果已用堆空间超过
85%、则+"高内存利用
率"。

+"状态：红色"表示弹性
搜索报告的错误。显示有
关此错误的信息、并建议
联系客户支持。

服务器 CPU Insight CPU使用情况 如果CPU负载小于65%、
则为"`正常`"。“sCPU负
载较高。降低CPU负
载。” CPU负载大于
65%。
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服务器 磁盘空间 磁盘空间的状态 可用磁盘空间、Insight正
在使用的磁盘空间以及建
议为Insight预留的磁盘空
间。如果磁盘利用率超
过80%、则为"`磁盘空间
不足`"。

服务器 EventBus EventBus的状态 如果EventBus队列为
空、则为"`EventBus is

empty`"、否则将显
示EventBus队列的状
态。

服务器 清单数据处理 Insight服务器清单数据处
理功能的状态

如果Insight服务器不繁
忙、则显示"`OK`"。如果
服务器在过去一小时中至
少有75%的时间处于繁忙
状态、则显示"`sserver is

busy`"。建议不要添加更
多数据源、并建议将环境
拆分为多个服务器。

服务器 MySQL MySQL数据库的状态 如果未检测到问题、则显
示"`OK`"。"`数据库存在
性能问题。如果较慢的查
询数超过5%、则某些查
询运行时间过长`。

+"`数据库日志文件在过去
一小时内的增长超过
了<size>。如果错误日志
增长到20 KB以上、请检
查MySQL日志文件`。

服务器 性能归档 性能归档的状态 “性能归档已启用`"或"`性
能归档未启用”。

服务器 物理内存 物理内存的状态 如果内存使用率低于
85%、则为"`正常`"。"`m

使用率很高。如果内存使
用率超过85%、请减少整
体内存占用空间以确保系
统稳定性`。

服务器 服务包 Service Pack可用性 显示是否有可用于Insight

的Service Pack。如果有
可用的Service Pack、则
显示相关说明。
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服务器 使用情况信息 发送使用情况信息的状态 显示是启用还是禁用
向NetApp发送使用情况
信息。如果已禁用、建议
启用。显示上次尝试发送
的时间或上次成功发送的
时间。

+显示有关遇到的任何问
题的信息。

服务器 违规 未处理违规的状态 如果未处理的违规数量小
于违规限制的75%、则
为"`OK`"。如果未解决的
违规数超过违规限制
的75%、则`m允许的最大
未解决违规数
为<number>`。建议查看
性能策略配置。

如果未处理的违规数量达
到违规限制、
则+“Violation manager is

blocked”。

+请注意、违规管理器无
法创建新的违规、因此建
议查看性能策略配置。

服务器 每周备份 每周备份的状态 如果启用了每周备份、则
会显示"`正常`"、否则会
显示"`未启用每周备份
`"。

删除非活动设备

删除处于非活动状态的设备有助于保持数据更干净、更易于导航。

关于此任务

要从Insight中删除非活动设备、请执行以下操作：

步骤

1. 创建新查询或打开现有查询。

2. 选择_generic device_、host、storage、_switch_或_tape_asset类型。

3. 为*处于活动状态*添加一个筛选器、并将此筛选器设置为*否*。

结果表仅显示非活动资产。
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4. 选择要删除的设备。

5. 单击*操作*按钮并选择*删除非活动设备*。

您的非活动设备将被删除、并且将不再显示在Insight中。

审核系统和用户活动

如果要查找意外更改、可以查看OnCommand Insight 系统及其用户活动的审核跟踪。除了
显示在Audit页面上之外、还可以选择将审核日志消息发送到系统日志。

关于此任务

Insight会为影响存储网络或其管理的任何用户活动生成审核条目、包括以下内容：

• 登录

• 授权或取消授权路径

• 正在更新授权路径

• 设置全局策略或阈值

• 添加或删除数据源

• 启动或停止数据源

• 正在更新数据源属性

• 添加，编辑或删除任务

• 删除应用程序组

• 确定或更改设备的标识

• 创建用户

• 删除用户

• 用户角色更改

• 修改用户(来宾 à 管理员)

• 用户注销(强制注销或手动注销)

• 删除采集单元

• 更新许可证

• 启用备份

• 正在禁用备份

• 启用ASUP (审核日志报告在同一页面上启用代理)

• 禁用ASUP (审核日志中报告了在同一页面上禁用代理)

• 安全性—重新设置密钥、更改系统密码。

• 删除/添加资产上的标注
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• CAC用户登录/注销

• CAC用户会话超时

步骤

1. 在浏览器中打开Insight。

2. 单击*管理*并选择*审核*。

"Audit "页面将在表中显示审核条目。

3. 您可以在此表中查看以下详细信息：

◦ * 时间 *

进行更改的日期和时间

◦ * 用户 *

与审核条目关联的用户的名称

◦ * 角色 *

用户帐户的角色、即来宾、用户或管理员

◦ * IP *

与审核条目关联的IP地址

◦ * 操作 *

审核条目中的活动类型

◦ * 详细信息 *

审核条目的详细信息

如果存在影响资源的用户活动、例如数据源或应用程序、则详细信息将包含指向资源登录页面的链接。

删除数据源后、与数据源相关的用户活动详细信息不再包含指向数据源登录页面的链接。

4. 您可以通过选择特定时间段(1小时、3小时、24小时、3天和7天)来显示审核条目。 Insight在选定时间段内最
多显示1000个违规。

如果单个页面上的数据太多、您可以单击表下方的页码按页浏览数据。

5. 您可以通过单击列标题中的箭头将表中列的排序顺序更改为升序(向上箭头)或降序(向下箭头)；要返回到默认
排序顺序、请单击任何其他列标题。

默认情况下、此表按降序显示条目。

6. 您可以使用*筛选器*框仅显示表中所需的条目。
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仅查看用户的审核条目 izzyk、键入 izzyk 在*筛选器*框中。

监控网络中的违规

当Insight因性能策略中设置的阈值而生成违规时、您可以使用违规信息板查看这些违规。
信息板列出了网络中发生的所有违规、并可用于查找和解决问题。

步骤

1. 在浏览器中打开OnCommand Insight。

2. 在Insight工具栏上、单击*信息板*并选择*违规信息板*。

此时将显示违规信息板。

3. 可以通过以下方式使用*按策略划分的违规*饼图：

◦ 您可以将光标置于图表的任何部分上方、以显示特定策略或指标发生的违规总数的百分比。

◦ 您可以单击图表的一个分区以"`放大`"它、这样、您可以将该分区从图表的其余部分移开、从而更加仔细
地强调和研究该分区。

◦ 您可以单击  图标以全屏模式显示饼图、然后单击  再次尝试将饼图最小化。一个饼图最多可包含五
个扇区；因此、如果您有六个策略生成违规、Insight会将第五个和第六个扇区合并为"`Others`"扇
区。Insight会为第一个分区分配最多的违规、为第二个分区分配第二多的违规、依此类推。

4. 您可以通过以下方式使用*违规历史记录*图表：

◦ 您可以将光标置于图表上方、以显示特定时间发生的违规总数以及每个指定指标发生的违规总数。

◦ 您可以单击图例标签以从图表中删除与图例关联的数据。

单击该图例可再次显示数据。

◦ 您可以单击  图标以全屏模式显示图表、然后单击  再次尝试将饼图最小化。

5. 您可以通过以下方式使用*违规表*：

◦ 您可以单击  图标以全屏模式显示此表、然后单击  再次尝试将饼图最小化。

如果窗口大小太小、则违规表仅显示三列；但是、在单击时 、将显示其他列(最多七列)。

◦ 您可以显示特定时间段(* 1小时*、* 3小时*、* 24小时*、* 3天*、* 7天*、 和* 30 d*)、Insight显示选定时
间段内最多1000个违规。

◦ 您可以使用*筛选器*框仅显示所需的违规。

◦ 您可以通过单击列标题中的箭头将表中列的排序顺序更改为升序(向上箭头)或降序(向下箭头)；要返回到
默认排序顺序、请单击任何其他列标题。

默认情况下、此表按降序显示违规。

◦ 您可以在ID列中单击违规、以显示违规期间的资产页面。

◦ 您可以单击问题描述 列中的资源链接(例如、存储池和存储卷)以显示与这些资源关联的资产页面。
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◦ 您可以单击策略列中的性能策略链接以显示编辑策略对话框。

如果您认为某个策略生成的违规太少或太多、则可能需要调整该策略的阈值。

◦ 如果单个页面上的数据太多、则可以单击页码按页浏览数据。

◦ 您可以单击  以消除违规。

采集单元状态

Acquisition Unit屏幕可显示所有采集单元的视图、包括状态和存在的任何错误。

连接到服务器的Insight采集单元的状态显示在*管理*>*采集单元*表中。此表显示了每个采集单元的以下信息：

• * 名称 *

• * IP *

• *状态*是采集单元的运行状态。

• 上次报告的时间*显示连接到采集单元的数据源上次报告的时间。

• *注释*显示用户输入的与AU相关的注释。

如果列表中的采集单元出现问题、则状态字段将显示一个红色圆圈、其中包含有关问题的简要信息。您应调查任
何采集单元问题、因为它们可能会影响数据收集。

要重新启动采集单元、请将鼠标悬停在该单元上、然后单击显示的_Restart Acquisition Unit"按钮。

要添加文本注释、请将鼠标悬停在采集单元上、然后单击显示的_Add Note_按钮。仅显示最近输入的注释。

还原Insight数据库

要从经验证的备份文件还原Insight数据库、请使用Troubleshooting选项。此操作将完全替
换当前的OnCommand Insight 数据。

开始之前

最佳实践：*在还原OnCommand Insight 数据库之前、请使用手动备份过程创建当前数据库的副本。检查计划还
原的备份文件、确保该备份成功、其中包含要还原的文件。

步骤

1. 在Insight工具栏上、单击*管理*。

2. 单击*故障排除*。

9



3. 在还原数据库部分中、从*选择备份*菜单中选择要还原的备份文件。

4. 单击 * 还原 * 。

5. 出现所有数据都将被替换的警告时、单击*确定*

还原活动的状态将显示在还原页面上。

正在更新已过期的许可证

如果一个或多个Insight许可证已过期、您可以使用与最初安装许可证相同的操作步骤 快速
更新许可证。

步骤

1. 在文本编辑器(如Notepad)中、打开从NetApp支持收到的新许可证文件、并将许可证密钥文本复制
到Windows剪贴板。

2. 在浏览器中打开OnCommand Insight。

3. 单击工具栏上的*管理员*。

4. 单击*设置*。

5. 单击*许可证*选项卡。

6. 单击 * 更新许可证 * 。

7. 将许可证密钥文本复制到*许可证*文本框中。

8. 选择*更新(最常见)*操作。

此操作会将新许可证添加到任何当前处于活动状态的Insight许可证中。

9. 单击 * 保存 * 。

10. 如果您使用的是Insight消费许可模式、则必须选中"使用情况"部分中的*启用向NetApp*发送使用情况信息复
选框。必须为您的环境正确配置和启用代理。
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许可证不再合规

如果您在"Insight Licenses"页面上看到"Not Compliance"消息、则Insight管理的TB数将超
过您公司许可的TB数。

"不合规"消息表示贵公司支付的TB数少于Insight当前管理的TB数。不合规消息旁边会显示受管TB数与许可的TB

数之间的差值。

Insight系统的运行不会受到影响、但您应联系NetApp代表以增加许可证覆盖范围并更新相应的许可证。

替换旧版Insight的许可证

如果您购买的新Insight版本与旧版本的产品不向后兼容、则必须将旧许可证替换为新许可
证。

安装新许可证时、必须先选择*替换*操作、然后再保存许可证密钥文本。

应用Service Pack

我们会定期提供服务包、您可以应用这些服务包来利用OnCommand Insight 的修复和增强
功能。

开始之前

• 您必须已下载服务包文件(例如、 7.2service_pack_1.patch)。

• 您必须已批准所有修补程序。

步骤

1. 在Insight工具栏上、单击*管理*。

2. 单击*修补程序*。

3. 从"Actions"按钮中、选择*应用修补程序*。

4. 在*应用数据源修补程序*对话框中、单击*浏览*以查找服务包文件。

5. 检查*修补程序名称*、问题描述 *、*受影响的数据源类型(用于显示是否有任何数据源受到影响)以及*详细信
息*(用于描述服务包包含的增强功能)。

6. 如果选定的服务包正确无误、请单击*应用修补程序*。

服务包会自动获得批准；无需采取进一步操作。

准备特殊的故障排除报告

Insight会通过您在安装软件后设置的ASUP系统自动向NetApp客户支持发送信息。但是、
您可能需要创建故障排除报告、并与支持团队就特定问题创建案例。
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您可以使用Insight中的工具执行手动Insight备份、捆绑日志并将这些信息发送给NetApp客户支持。

手动备份OnCommand Insight 数据库

如果为OnCommand Insight 数据库启用了每周备份、则会自动生成副本、以便在必要时用
于还原数据库。如果您需要在执行还原操作之前创建备份、或者发送给NetApp技术支持以
寻求帮助、则可以创建备份 .zip 文件。

步骤

1. 在Insight工具栏上、单击*管理*。

2. 单击*故障排除*。

3. 在发送/收集数据部分中、单击*备份*。

4. 单击*保存文件*。

5. 单击 * 确定 * 。

捆绑支持日志

在解决Insight软件的问题时、您可以快速生成日志和采集记录的zip文件(使用"gz"格式)、以
发送给NetApp客户支持。

步骤

1. 在Insight工具栏上、单击*管理*。

2. 单击*故障排除*。

3. 在发送/收集数据部分中、单击*捆绑包日志*。

4. 单击*保存文件*。

5. 单击 * 确定 * 。

将信息发送给NetApp支持部门

NetApp自动化支持(ASUP)工具会将故障排除信息直接发送给NetApp客户支持团队。您可
以强制发送特殊报告。

步骤

1. 在Insight工具栏上、单击*管理*。

2. 单击*设置*。

3. 单击*备份/ASUP*选项卡。

4. 在发送/收集数据区域中、单击*立即发送ASUP *、将日志、记录和备份提交给NetApp支持部门。
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擦洗数据以传输到支持部门

拥有安全环境的客户需要与NetApp客户服务进行通信、以便在不影响其数据库信息的情况
下对出现的问题进行故障排除。通过OnCommand Insight 擦洗实用程序、您可以设置一个
包含关键字和模式的综合词典、以便"清理"敏感数据并将擦洗的文件发送给客户支持。

步骤

1. 在Web UI中、单击*管理*并选择*故障排除*。

2. 在页面底部的其他任务区域中、单击*擦洗实用程序*链接。

擦除部分有几个：在词典中查找、擦除数据和构建词典、自定义关键字和正则表达式。

.

+ .. 在"*在词典中查找"*部分中、输入一个代码以显示其替换的值、或者输入一个值以查看替代该值的代码。注
意：在执行查找之前、必须*构建*词典以标识要从支持数据中擦除的值。

1. 要添加您自己的关键字以从支持数据中擦除、请在*自定义关键字*部分中单击菜单：操作[添加自定义关键字
]。输入关键字并单击*保存*。此关键字将添加到词典中。

2. 展开*模式(regexp)*。单击*添加*以显示用于输入新模式的对话框。

3. 要使用正则表达式来标识要擦除的词或短语、请在*正则表达式*部分中输入一个或多个模式。单击菜单：操
作[添加正则表达式]、在字段中输入模式名称和正则表达式、然后单击*保存*。此信息已添加到词典中。

模式必须包含在圆括号中、才能标识正则表达式捕获组。

4. 在"*构建词典"*部分中、单击*构建*以对OnCommand Insight 数据库中标识为敏感的所有词启动词典编译。

完成后、您会看到一个提示、告知您修订后的词典可用。Database问题描述 包含一条线、用于指示词典中
的关键字数量。检查词典中的关键字是否准确。如果您发现问题并希望重建词典、请单击数据库块上的*重
置*以从词典中删除从OnCommand Insight 数据库收集的所有关键字。如提示所述、不会删除任何其他关键
字。返回到擦除实用程序、然后重新输入自定义关键字。
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5. 创建擦除词典后、您可以使用它擦除日志、XML或其他文本文件以使数据匿名。

6. 要擦除日志、XML或其他文本文件、请在*擦除数据*部分中浏览找到该文件、然后单击*擦除文件*。

高级故障排除

要完成OnCommand Insight 配置、您必须使用高级故障排除工具。这些工具可在浏览器中
运行、并可从*管理*>*故障排除*页面打开。

要在浏览器中打开高级故障排除工具、请单击页面底部的*高级故障排除*链接。

通过高级故障排除工具、您可以查看各种报告、系统信息、已安装的软件包和日志、并执行许多操作、例如重新
启动服务器或采集单元、更新DWH标注以及导入标注。

有关所有可用选项、请参见高级故障排除页面。

配置忽略动态数据的小时数

您可以配置OnCommand Insight 忽略更新动态数据的小时数、例如已用容量。如果使用默
认值6小时、并且未发生配置更改、则只有在默认小时数之后、才会使用动态数据更新报
告。此选项可提高性能、因为此选项仅在动态数据发生更改时延迟更新。

关于此任务

如果为此选项设置了值、OnCommand Insight 将根据以下规则更新动态数据：

• 如果未发生配置更改、但容量数据发生更改、则不会更新数据。

• 只有在此选项中指定的超时之后、才会更新动态数据(配置更改除外)。

• 如果发生配置更改、则会更新配置和动态数据。

受此选项影响的动态数据包括以下内容：

• 容量违规数据

• 文件系统已分配容量和已用容量

• 虚拟机管理程序

◦ 虚拟磁盘已用容量

◦ 虚拟机已用容量

• 内部卷

◦ 数据已分配容量

◦ 已用数据容量

◦ 重复数据删除节省的空间

◦ 上次已知访问时间

◦ 上次Snapshot时间

◦ 其他已用容量
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◦ Snapshot计数

◦ Snapshot已用容量

◦ 已用总容量

• iSCSI会话启动程序IP、目标会话ID和启动程序会话ID

• qtree配额已用容量

• 配额已用文件和已用容量

• 存储效率技术、收益/损失和潜在收益/损失

• 存储池

◦ 已用数据容量

◦ 重复数据删除节省的空间

◦ 其他已用容量

◦ Snapshot已用容量

◦ 已用总容量

• Volume

◦ 重复数据删除节省的空间

◦ 上次已知访问时间

◦ Used capacity

步骤

1. 在Insight工具栏上、单击*管理*并选择*故障排除*。

2. 在页面底部的"Other tasks"区域中、单击*高级故障排除*链接。

3. 单击*高级设置*选项卡、在采集动态属性部分中输入OnCommand Insight 应忽略采集动态属性的动态数据的
小时数。

4. 单击 * 保存 * 。

5. (可选)要重新启动采集单元、请单击*重新启动采集单元*链接。

重新加载本地采集单元会重新加载所有OnCommand Insight 数据源视图。此更改将在下次轮询期间应用、
因此您无需重新启动采集单元。

为客户支持生成日志

如果客户支持部门要求、请生成服务器、采集或远程日志以进行故障排除。

关于此任务

如果NetApp客户支持部门要求、请使用此选项生成日志。
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步骤

1. 在Insight工具栏上、单击*管理*并选择*故障排除*。

2. 在页面底部的"Other tasks"区域中、单击*高级故障排除*。

3. 在下一页的高级菜单中、单击*故障排除*链接。

4. 单击*日志*选项卡、然后选择要下载的日志文件。

此时将打开一个对话框、您可以在本地打开日志或保存日志。

显示系统信息

您可以显示有关部署OnCommand Insight 服务器的系统的Microsoft Windows IP配置信
息。

步骤

1. 在Insight工具栏上、单击*管理*并选择*故障排除*。

2. 在页面底部的"Other tasks"区域中、单击*高级故障排除*链接。

3. 在高级故障排除页面上、单击*报告*选项卡。

4. 单击*系统信息*。

Windows IP配置包括主机名、DNS、IP地址、子网掩码、操作系统信息、 内存、启动设备和连接名称。

列出已安装的OnCommand Insight 组件

您可以显示已安装的OnCommand Insight 组件列表、其中包括清单、容量、维度、 和数
据仓库视图。客户支持可能会要求您提供此信息、或者您可能希望了解安装的软件版本以
及安装的时间。

步骤

1. 在Insight工具栏上、单击*管理*并选择*故障排除*。

2. 在页面底部的"Other tasks"区域中、单击*高级故障排除*链接。

3. 在高级故障排除页面上、单击*报告*选项卡。

4. 单击*已安装的软件包*。

计算数据库对象的数量

要确定OnCommand Insight 数据库中的对象数量、请使用计算比例功能。

步骤

1. 在Insight工具栏上、单击*管理*并选择*故障排除*。

2. 在页面底部的"Other tasks"区域中、单击*高级故障排除*链接。
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3. 在高级故障排除页面上、单击*报告*选项卡。

4. 单击*计算的比例*。

重新启动OnCommand Insight 服务器

重新启动OnCommand Insight 服务器后、刷新页面并重新登录到OnCommand Insight 门
户。

关于此任务

只有在NetApp客户支持提出请求时、才应使用这两个选项。重新启动之前未进行确认。

步骤

1. 在Insight工具栏上、单击*管理*并选择*故障排除*。

2. 在页面底部的"Other tasks"区域中、单击*高级故障排除*链接。

3. 在下一页的高级菜单中、单击*操作*选项卡。

4. 单击*重新启动服务器*。

使用迁移选项移动MySQL数据

您可以使用将MySQL数据目录迁移到其他目录。您可以保留当前数据目录。您可以使
用Troubleshooting菜单上的migrate选项、也可以使用命令行。此操作步骤 介绍了如何使
用*故障排除*>*迁移MySQL数据*选项。

关于此任务

如果保留当前数据目录、则该目录将作为备份保留并重命名。

步骤

1. 在Web UI中、单击*管理*并选择*故障排除*。

2. 单击*高级故障排除*。

3. 选择*操作*选项卡

4. 选择*迁移MySQL数据*。

5. 输入要将数据迁移到的路径。

6. 要保留现有数据目录、请选中*保留现有数据目录。*

7. 单击 * 迁移 * 。

使用命令行移动MySQL数据

您可以使用将MySQL数据目录迁移到其他目录。您可以保留当前数据目录。您可以使
用Troubleshooting菜单上的migrate选项、也可以使用命令行。此操作步骤 介绍了如何使
用命令行。
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关于此任务

如果保留当前数据目录、则该目录将作为备份保留并重命名。

您可以使用Migrate MySQL Data实用程序、也可以使用 java -jar mysqldatamigrator.jar 选
项OnCommand Insight \bin\mysqldatamigrator 应使用以下参数的位置：

• 必需参数

◦ 路径

要将数据文件夹复制到的新数据路径。

• 可选参数

◦ *—myCnf <my .cnf file>

cnf文件的路径。默认值为 <install path>\mysql\my.cnf。只有在使用非默认MySQL时、才使用
此标志。

◦ —doBackup

如果设置了此标志、则当前数据文件夹将被重命名、但不会被删除。

步骤

1. 在此处访问命令行工具： <installation path> \bin\mysqldatamigraator\mysqldatamigraator.jar``

使用示例

java -jar mysqldatamigrator.jar -path "C:\<new path>" -doBackup

正在强制更新标注

如果您更改了标注并希望立即在报告中使用它们、请使用强制标注选项之一。

步骤

1. 在Web UI中、单击*管理*并选择*故障排除*。

2. 在页面底部、单击*高级故障排除*链接。

3. 单击*操作*选项卡。

4. 选择以下选项之一：

◦ *更新DWH标注*以强制更新数据仓库中用于报告的标注。

◦ *更新DWH标注(包括Deleted)*以强制更新数据仓库中的标注(包括已删除的对象)以用于报告。

检查服务器资源的状态

此选项显示OnCommand Insight 服务器的信息、包括服务器内存、磁盘空间、操作系统以
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及CPU和OnCommand Insight 数据库信息、包括InnoDB数据大小和数据库所在的磁盘
可用空间。

步骤

1. 在Insight工具栏上、单击*管理*并选择*故障排除*。

2. 在页面底部的其他任务区域中、单击* OnCommand Insight Portal"链接。

3. 在下一页的高级菜单中、单击*故障排除*链接。

4. 单击*服务器资源状态*。

*对于高级OnCommand Insight 用户：*管理员可以通过信息摘要末尾的按钮运行一些SQL测试来检查数据库
和服务器的响应时间。如果服务器资源不足、此选项将显示警告。

查找虚影数据源

如果您已删除设备、但设备数据仍保留、则可以找到任何虚影数据源、以便将其删除。

步骤

1. 在Web UI中、单击*管理*并选择*故障排除*。

2. 在页面底部的"Other tasks"区域中、单击*高级故障排除*链接。

3. 在*报告*选项卡上、单击*虚影数据源*链接。

OnCommand Insight 会生成一个包含发起者及其设备信息的列表。

添加缺少的磁盘型号

如果由于磁盘型号未知而导致采集失败、您可以将缺少的磁盘型号添加到
new_disk_models.txt 文件并再次运行采集。

关于此任务

在通过OnCommand Insight 采集对存储设备进行轮询的过程中、将读取存储设备上的磁盘型号。如果供应商向
其阵列中添加了Insight不知道的新磁盘型号、或者Insight查找的型号与存储设备返回的型号不匹配、则该数据源
的采集将失败并显示错误。为了防止出现这些错误、必须更新Insight已知的磁盘型号信息。Insight中添加了新的
磁盘型号以及更新、修补程序和维护版本。但是、您可以决定手动更新此信息、而不是等待修补程序或更新。

由于OnCommand Insight 每五分钟读取一次磁盘型号文件、因此您输入的任何新数据型号信息都会自动更新。
您无需重新启动服务器即可使更改生效、但可以选择重新启动服务器和任何远程采集单元(RAU)、以便在下次更
新之前使更改生效。

磁盘型号更新将添加到 new_disk_models.txt 文件位于
中<SANScreenInstallDir>\wildfly\standalone\deployments\datasources.war 目录。在更新之
前、了解描述新磁盘型号所需的信息 new_disk_models.txt 文件文件中的信息不准确会产生不正确的系统数
据、并可能导致采集失败。

按照以下说明手动更新Insight磁盘型号：
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步骤

1. 找到适用于您的磁盘型号的正确信息。

2. 使用文本编辑器打开 new_disk_models.txt 文件

3. 为新数据源添加所需信息。

4. 将文件保存在中
<SANScreenInstallDir>\wildfly\standalone\deployments\datasources.war 目录。

5. 备份 new_disk_models.txt 将文件保存到安全位置。在后续的OnCommand Insight 升级期间、此文件
将被覆盖。如果升级后的文件中不存在磁盘型号信息、则需要重新输入该信息。

查找新磁盘型号所需的信息

要查找磁盘型号信息、请确定供应商和型号并运行Internet搜索。

关于此任务

查找磁盘型号信息就像运行Internet搜索一样简单。在搜索之前、请务必记下供应商名称和磁盘型号。

步骤

1. 建议在互联网上搜索供应商、型号和文档类型"`PDF`"、以查找供应商的数据表和/或驱动器安装指南。这些
数据表通常是供应商磁盘信息的最佳来源。

2. 供应商规格并不总是根据完整的型号提供所有必要的信息。在供应商的站点上搜索型号字符串的不同部分来
查找所有信息通常很有用。

3. 找到磁盘供应商名称、完整型号、磁盘大小和速度以及接口类型、以便在OnCommand Insight 中定义新的
磁盘型号。您可以使用下表作为参考、在找到此信息时帮助您记下此信息：

对于此字段： 其中： 输入以下内容：

型号(也称为密钥) Required

供应商 Required

磁盘速度(RPM) Required

大小(以GB为单位) Required

接口类型(选择一项) Required ATA、SATA、SATA2、SATA3、F

C、 SAS、FATA、SSD、其他

寻道时间(以毫秒为单位) 可选

最大传输速率、以MB/秒为单位 可选

接口传输速率、以MB/秒为单位 可选
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指向供应商/型号信息的链接 可选、但建议使用

4. 在中输入此信息 new_disk_models.txt 文件请参见 "new_disk_models.txt文件的内容" 格式、顺序和示
例。

new_disk_models.txt文件的内容

。 new_disk_models.txt 文件包含必填字段和可选字段。这些字段以逗号分隔、因此
请勿在字段中使用逗号_within。

除寻道时间、传输速率和附加信息以外、所有字段均为必填字段。如果有、请在Additional _info字段中包含供应
商/型号网站链接。

使用文本编辑器按此顺序为要添加的每个新磁盘型号输入以下信息、并用逗号分隔：

1. 键：使用型号(必需)

2. 供应商：名称(必需)

3. 型号：完整数字(通常与"密钥"中的值相同)(必需)

4. 磁盘的*转数*：例如10000或15000 (必需)

5. 大小：容量(GB)(必需)

6. 接口类型：ATA、SATA、FC、SAS、FATA、 SSD、其他(必需)

7. 寻道时间：以毫秒为单位(可选)

8. 潜在传输速率：潜在传输速率、以MB/秒为单位磁盘本身的最大传输速率。（可选）

9. 接口传输速率：主机之间的传输速率、以MB/秒为单位(可选)。

10. 其他信息：要捕获的任何追加信息。最佳实践是、输入供应商页面的链接以查找规格、以供参考(可选)

对于留空的任何可选字段、请务必包含逗号。

示例(每行都不含空格)：

ST373405,Seagate,ST373405,10000,73,FC,5.3,64,160,http://www.seagate.com/staticfil

es/support/disc/manuals/enterprise/cheetah/73(LP)/100109943e.pdf

SLR5B-M400SS,HITACHI,SLR5B-M400SS,1000000,400,SSD,,,,

X477_THARX04TA07,TOSHIBA,X477_THARX04TA07,7200,4000,SATA,9.5,,,https://storage.to

shiba.eu/export/sites/toshiba-sdd/media/products/datasheets/MG03ACAxxxY.pdf
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