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1. MIPBREAIAZEZACL: vserver cIFs share access-control delete -vserver
<vserver name>-share <share name>-user-or-group Everyone
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vserver cifs share access-control
create -vserver <vserver name> -share
<share name> -user-group-type windows
-user-or-group

<Windows_domain name\user name>
-permission <access_right>

vserver cifs share access-control
create -vserver <vserver name> -share
<share name> -user-group-type windows
-user-or-group
<Windows_ domain name\group name>
-permission <access_right>

vserver cifs share access-control
create -vserver <vserver name> -share
<share name> -user—-group-type <unix-
user> -user-or-group <UNIX user name>
-permission <access right>

vserver cifs share access-control
create -vserver <vserver name> -share
<share name> -user—-group-type <unix-
group> -user-or-group

<UNIX group name> -permission
<access_right>
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clusterl::> vserver cifs share access-control create -vserver
vsl.example.com -share sales -user-or-group "DOMAIN\Sales Team"
-permission Change

clusterl::> vserver cifs share access-control show -vserver

vsl.example.com

Share User/Group User/Group Access
Vserver Name Name Type
Permission
vsl.example.com c$ BUILTIN\Administrators windows
Full Control
vsl.example.com sales DOMAIN\Sales Team windows Change
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clusterl::> vserver cifs share access-control create -vserver
vs2.example.com -share eng -user-group-type unix-group -user-or-group

engineering -permission Read

clusterl::> vserver cifs share access-control show -vserver

vs2.example.com

Share User/Group User/Group Access
Vserver Name Name Type
Permission
vs2.example.com c$ BUILTIN\Administrators windows
Full Control
vs2.example.com eng engineering unix-group Read
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clusterl::> vserver cifs share access-control create -vserver vsl -share
datavolb -user-group-type windows -user-or-group "Tiger Team" -permission
Change

clusterl::> vserver cifs share access-control create -vserver vsl -share
datavol5 -user-group-type windows -user-or-group "Sue Chang" -permission

Full Control

clusterl::> vserver cifs share access-control show -vserver vsl

Share User/Group User/Group Access
Vserver Name Name Type
Permission
vsl S BUILTIN\Administrators windows
Full Control
vsl datavolb Tiger Team windows Change
vsl datavol5 Sue Chang windows Full Control
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BIEFACL vserver cifs share access-control
create

ER~ACL vserver cifs share access-control show

&2 ACL vserver cifs share access-control
modify

fifiB& ACL vserver cifs share access-control
delete
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