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vserver security trace filter create s S EERNESEK:
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-vserver vserver name _SVM &#R _
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filter %% Description
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-windows—-name win_ user name
8 -unix
-name’ "unix user name

-trace-allow {yes
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-time-enabled integer
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vserver security trace filter create -vserver vserver name -index
index numberfilter parameters

filter parameters i&PiZETHIERSHAITIR.

BXBEMEE vserver security trace filter create, IBEM'ONTAP mS$E&E",
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vserver security trace filter show -vserver vserver name -index index number
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clusterl::> vserver security trace filter create -vserver vsl -index 1
-path /dirl/dir2/file.txt -time-enabled 30 -client-ip 10.10.10.7
clusterl::> vserver security trace filter show -index 1

Vserver Index Client-IP Path Trace-Allow
Windows-Name

vsl 1 10.10.10.7 /dirl/dir2/file.txt no -
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clusterl::> vserver security trace filter create -vserver vsl -index 2
-path /dirl/dir2/file.txt -trace-allow yes -windows—-name mydomain\joe

clusterl::> vserver security trace filter show -vserver vsl -index 2
Vserver: vsl
Filter Index: 2
Client IP Address to Match: -
Path: /dirl/dir2/file.txt
Windows User Name: mydomain\joe
UNIX User Name: -
Trace Allow Events: yes
Filter Enabled: enabled
Minutes Filter is Enabled: 60
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clusterl::> vserver security trace filter show -vserver vsl
Vserver Index Client-IP Path Trace-Allow
Windows-Name

vsl 1 = /dirl/dir2/file.txt yes =
vsl 2 = /dir3/dird/ no
mydomain\joe
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-fields field name, ...

-instance

-node node name

—vserver vserver name

-index integer

-client-ip IP address

-path path

—user—name user name

-security-style
security style

Description
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1. FRETRLZLRIEHIESRLER vserver security trace trace-result show #p

AN .
~ .

vserver security trace trace-result show -user-name domain\user

Vserver: vsl

Node Index
nodel 3
nodel 5

Filter Details Reason

User:domain\user Access denied by explicit ACE
Security Style:mixed

Path:/dirl/dir2/

User:domain\user Access denied by explicit ACE
Security Style:unix
Path:/dirl/
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vserver security trace filter modify -vserver vserver name -index
index numberfilter parameters

° vserver name 2N AR LREMESEIISVMAIET,
° index_number BEMNAFHiERNRSIHS. LSHATNEN 1210,
° filter parameters T A mik2s B ERYYIR,
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vserver security trace filter show -vserver vserver name -index index number

5l

UTarSRERRSIRS 1 BRLR2BERMESS. it RirERAREERFIHRXEFNEABRNEYS
\\server\sharel\dirl\dir2\file.txt MIERIPHINL, THiESIGERNTERR -path EMTHiLESERE
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clusterl::> vserver security trace filter modify -vserver vsl -index 1
-path /dirl/dir2/file.txt -trace-allow yes

clusterl::> vserver security trace filter show -vserver vsl -index 1
Vserver: vsl
Filter Index: 1
Client IP Address to Match: -
Path: /dirl/dir2/file.txt
Windows User Name: -
UNIX User Name: -
Trace Allow Events: yes
Filter Enabled: enabled
Minutes Filter is Enabled: 60
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vserver security trace filter show -vserver vserver name

vserver security trace filter show -vserver vsl

Vserver Index Client-IP Path Trace-Allow
Windows—-Name

vsl 1 = /dirl/dir2/file.txt yes =
vsl 2 = /dir3/dird/ no
mydomain\joe
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vserver security trace filter delete -vserver vserver name -index index number
vserver security trace filter delete -vserver vsl -index 1
3. WIFEEEMRR L RERTHiERZE
vserver security trace filter show -vserver vserver name
vserver security trace filter show -vserver vsl

Vserver Index Client-IP Path Trace-Allow
Windows—-Name

vsl 2 - /dir3/dird/ no
mydomain\joe
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vserver security trace trace-result show -vserver vserver name -instance
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vserver security trace trace-result delete -node node name -vserver
vserver name -seqnum integer

vserver security trace trace-result delete -vserver vsl -node nodel -segnum
999

° -node node_name B&E£EMFREIRIBERSZAHBIER T /BB,
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° -vserver vserver_name &R EEMERARIRERSEHBISVMBIEFRo
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vserver security trace trace-result delete -node node name -vserver
vserver name *
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