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管理设置

备份策略

SaaS Backup for Microsoft 365 具有三个预定义的备份策略层。根据您使用的是 SaaS

Backup 提供的存储还是 BYOS ，这些策略层的备份频率和数据保留期限会有所不同。

您可以在这三个策略之间移动数据，但不能创建新策略或更改预定义层的参数。

SaaS Backup 提供的存储的备份策略

备份策略 备份频率 默认数据保留期限

第 1 层 每 12 小时一次 3 年

第 2 层 每 18 小时一次 3 年

第 3 层 每 24 小时一次 3 年

作为管理员，您可以更改 SaaS Backup 提供的存储的数据保留期限，最长不受限制。如果订阅处
于活动状态， SaaS Backup 会保留保留保留期限内的备份数据。

BYOS 的备份策略

BYOS 仅适用于现有客户。

备份策略 备份频率 默认数据保留期限

第 1 层 每 12 小时一次 无限制

第 2 层 每 18 小时一次 无限制

第 3 层 每 24 小时一次 无限制

备份设置

您可以更新备份设置以控制各种备份选项。可用的备份设置因服务而异。

每个服务的备份设置
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备份设置 Description enabled 可在中使用

自动同步 每 24 小时自动同步一次新添加或删除的用户，
OneDrives 或站点集合。

默认情况下。 • Microsoft

Exchange

Online

• Microsoft

SharePoint

Online

• Microsoft

OneDrive for

Business

• Microsoft 365
组

启用
OneNote

备份

启用对 OneNote 笔记本的备份。 手动 • Microsoft

SharePoint

Online

• Microsoft

OneDrive for

Business

启用可恢
复项目的
还原

允许用户还原 Microsoft Exchange 可恢复的项目。 手动 • Microsoft

Exchange

Online

启用可恢
复项目的
备份

启用 Microsoft Exchange 可恢复项的备份。只有第 1 层
备份策略允许备份可恢复的项目。

手动 • Microsoft

Exchange

Online

包括工作
流

在备份中包括工作流。 手动 • Microsoft

SharePoint

Online

• Microsoft 365
组

包括列表
视图

在备份中包括列表视图。 手动 • Microsoft

SharePoint

Online

• Microsoft 365
组

2



备份设置 Description enabled 可在中使用

包括版本
历史记录

支持在备份中维护多个文件版本。

此设置仅适用场景单个文件。它不适用于
整个文件夹，层或服务。

默认情况下。 • Microsoft

SharePoint

Online

• Microsoft

OneDrive for

Business

• Microsoft 365
组

版本数 设置要维护的备份文件版本数。默认情况下，系统会自
动备份最新版本，即使未启用此设置也是如此。

默认设置为 20 • Microsoft

SharePoint

Online

• Microsoft

OneDrive for

Business

• Microsoft 365
组

更新备份设置

步骤

1. 单击左侧导航窗格中的 * 服务 * 。

2. 单击 Microsoft 365 。

3.
在 * 管理服务 * 下，单击备份设置图标  在需要更新的服务旁边。此时将显示可用于选定服务的备份设
置列表。

4. 选择所需的备份设置。

5. 单击 * 确认 * 。

设置通知

您可以将用户添加到帐户通知中，然后选择希望每个用户接收的特定通知。例如，您可以
选择让用户在每次还原失败时都接收电子邮件通知。

步骤

1. 单击 * 帐户设置 * 。

2. 单击 * 通知管理 * 。

3



3. 输入要接收通知的帐户的电子邮件地址。

4. 单击 * 添加通知 * 。此用户将添加到通知帐户列表下。

5. 选择希望用户接收的特定通知。

6. 单击 * 保存 * 。

权限

添加其他服务帐户

如果需要，您可以添加其他服务帐户以提高备份性能。服务帐户用于高效执行并发备份。

步骤

1. 使用具有管理权限的帐户登录到 Microsoft 365 管理门户。

2. 单击应用启动程序图标，然后单击 * 管理 * 。

3. 在左侧，单击 * 用户 * ，然后单击 * 活动用户 * 。

4. 单击 * 添加用户 * 以创建新帐户。

5. 按照以下说明填写表单。

◦ 使用 * 让我创建密码 * 。

◦ 取消选择 * 使此用户在首次登录时更改其密码 * 选项。

◦ 选择角色 * 自定义管理员 * 。

◦ 选择 * Exchange 管理员 * 和 * SharePoint 管理员 * 。

◦ 选择 * 创建没有产品许可证的用户 * 。

6. 要使 Exchange 备份与新创建的服务帐户一起运行，请将 Exchange 模拟权限分配给这些新创建的服务帐
户。"配置模拟"

SaaS 备份会自动分配对 OneDrive 和 SharePoint 站点的权限，因此您无需分配这些权限。

您可以对此帐户启用多因素授权（ MFA ）。

将用户权限与 Azure Active Directory 同步

您可以从 SaaS Backup for Microsoft 365 中手动将用户权限与 Azure Active Directory 同
步。

步骤

1.
单击  从左侧导航窗格中。

2. 单击 Microsoft 365 链接。
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3. 单击 * 重新发现权限 * 。

如果发现某个服务的权限，则会显示该服务，并可选择 Active 。

授予启用共享邮箱的权限

您可以授予在 NetApp SaaS Backup for Microsoft 365 中启用共享邮箱的权限。

步骤

1.
单击  从左侧导航窗格中。

2. 单击 Microsoft 365 链接。

3. 单击 * 授予同意 * 。

您将重定向到 Azure 授权页面进行身份验证。

4. 选择您的租户帐户。

5. * 接受 * 权限。您的共享邮箱将在下次计划的 * 自动同步 * 期间被发现，您也可以执行 * 立即同步 * 。如果您
正在进行 * 立即同步 * ，则需要几分钟的时间才能发现共享邮箱。

6. 要在 * 自动同步 * 或 * 立即同步 * 之后访问共享邮箱，请执行以下操作：

a.
单击  从左侧导航窗格中。

b. 单击 * Microsoft Exchange Online * 。

c. 单击未受保护的邮箱的数量。

d. 单击 * 共享 * 选项卡。

基于角色的帐户访问

为用户帐户分配管理角色

您可以为用户帐户分配管理角色，以便为选定用户授予一项或多项服务的管理权限。

您可以为用户分配以下角色：

• 全局租户：为所有服务，存储目标和许可证更新（续订 / 升级）授予管理权限。
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• Exchange 管理员：仅向 Microsoft Exchange Online 授予管理权限。无法查看或修改其他服务。

• OneDrive 管理员：仅向 Microsoft OneDrive for Business 授予管理权限。无法查看或修改其他服务。

• SharePoint 管理员：仅向 Microsoft SharePoint Online 授予管理权限。无法查看或修改其他服务。

步骤

1.
单击设置图标  在屏幕左上角的用户 ID 旁边。

2. 单击 * 帐户设置 * 。

3. 单击 * ROLE MANAGEMENT* 。

4.
单击  图标。

5. 输入要添加的用户的电子邮件地址。

6. 单击下拉菜单以选择角色。您可以为用户分配一个或多个角色。

7. 单击 * 确认 * 。

更新分配给用户帐户的管理角色

如果对用户的管理角色进行了更新，则用户将自动从 SaaS Backup for Microsoft 365 中注
销。当用户重新登录时，管理角色更新会反映在用户的帐户中。

步骤

1.
单击设置图标  在屏幕左上角的用户 ID 旁边。

2. 单击 * 帐户设置 * 。

3. 单击 * ROLE MANAGEMENT* 。

4. 单击要更新的用户名旁边的 * 更新用户 * 。

5. 单击下拉菜单以选择角色。您可以为用户分配一个或多个角色。

6. 单击 * 确认 * 。

删除用户帐户中的所有管理角色

如果从用户帐户中删除了所有管理角色，则用户将自动从 SaaS Backup for Microsoft 365

中注销。

步骤

1.
单击设置图标  在屏幕左上角的用户 ID 旁边。

2. 单击 * 帐户设置 * 。

3. 单击 * ROLE MANAGEMENT* 。

4. 单击要删除的用户名旁边的 * 删除用户 * 。

5. 单击 * 是 * 。
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