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预配置验证

概述

首次使用 SMI-S Provider 之前，必须验证初始配置。

在使用 SMI-S Provider 之前，请执行以下任务：

1. 从 NetApp SMI-S Provider 中，验证是否已启动 CIM 服务器。

2. 添加 CIM 服务器用户。

3. 通过为 SMI-S Provider 至少添加一个存储系统来验证存储系统的管理。

4. * 可选： * 为 CIMOM 生成自签名证书。

默认情况下， SMI-S Provider 会启用身份验证。

成功执行此验证后，您可以开始使用 NetApp SMI-S Provider 管理存储系统。

验证 CIM 服务器状态

安装 NetApp SMI-S Provider 后，您必须验证访问 SMI-S Provider 后 CIM 服务器是否会自
动启动。

开始之前

您必须已具有管理员登录凭据。

步骤

1. 以管理员身份登录。

2. 导航到可执行文件所在的目录以访问 NetApp SMI-S Provider ：

如果您使用的是 … 然后执行此操作 …

命令提示符（具有提升的管理权限） 导航到 C ： \Program Files （ x86 ）

\NetApp\SMIs\pegasus\bin

• 开始 * > * 程序 * 菜单 右键单击 * NetApp SMI-S Provider* 并选择 Run as

Administrator 。

3. 查看 CIM 服务器状态：

` * SMIS cimserver status*`

如果已启动 CIM 服务器，则会显示以下消息：

NetApp SMI-S Provider 正在运行。
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添加 CIM 服务器用户

在验证存储系统之前，您必须添加有权使用 CIM 服务器的 CIM 用户。

开始之前

• 您必须已以管理员身份登录。

• 您必须已访问 SMI-S Provider 。

步骤

1. 创建本地用户帐户。

2. 将此用户添加到管理员组。

有关详细信息，请参见 System documentation.

3. 添加 CIM 服务器用户：

` * CIMUser -a -u user_name*`

例如，要添加名为 "`Chris` " 的 CIM 服务器用户：

` * CIMUser -a -u Chris *`

4. 出现提示时，输入并重新输入密码。

验证存储系统是否正常工作

在配置 SMI-S Provider 之前，您必须至少向 CIMOM 存储库添加一个存储系统，然后验证
存储系统是否正常工作。

开始之前

• 您必须已以管理员身份登录。

• 您必须已访问 SMI-S Provider 。

步骤

1. 至少将一个存储系统添加到 CIMOM 存储库：

要添加存储系统，请执行以下操作： 输入此命令 …

提供程序与存储系统之间的 HTTP 连接 ` * SMIS add storage_sys storage_sys_user*`

提供程序与存储系统之间的 HTTPS 连接 ` * SMIS addsecure storage_sys

storage_sys_user*`

此命令最多会等待 15 分钟，以便提供程序更新缓存并做出响应。

2. 验证以下命令的输出：
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此命令 确认 …

s错误列表 项数与要管理的存储系统数匹配。

smis disks 磁盘数量与所有存储系统上的磁盘总数匹配。

smis lun LUN 数量与所有存储系统上的 LUN 总数匹配。

sMis Pools ontap_ConcretePools 的数量与所有存储系统上的聚
合总数匹配。

smis volumes 卷数与所有存储系统上的卷总数匹配。

为 CIM 服务器生成自签名证书

默认情况下，CIM 服务器启用 SSL 身份验证。在 SMI-S 提供程序安装过程中，会将 CIM

服务器的自签名证书安装到系统中。 pegasus 目录。您需要生成自己的自签名证书，而
不是使用默认证书。

安装 SMI-S 提供程序时，默认安装的自签名证书已过时。因此，在 System Center Virtual

Machine Manager (SCVMM) 的“添加存储设备”中，与 SMI-S 提供程序的 SSL 连接失败。您需要
为 CIM 服务器生成自签名证书，然后重新启动 SMI-S 提供程序服务。更多信息，请参阅
"NetApp知识库文章：“CSMIS-3： NetApp SMI-S Provider 5.2.7 中的 cimom.cert 在安装时已过
期。”"

开始之前

• 您必须已以管理员身份登录。

• 您必须已访问 SMI-S Provider 。

• 您必须在 Windows 主机上下载并安装 OpenSSL。

步骤

1. 下载 openssl.cnf 文件： "http://web.mit.edu/crypto/openssl.cnf"

2. 移动 openssl.cnf 文件到bin目录：

%PEGASUS_HOME%\bin\openssl.cnf

3. 设置 OPENSSL_CONF 的位置的环境变量 openssl.cnf 文件：

C:\ >set OPENSSL_CONF=%PEGASUS_HOME%\bin\openssl.cnf

此操作仅会在当前命令提示符会话期间设置环境变量。如果要永久设置环境变量、可以使用以下选项之一：

◦ 导航到*属性>环境变量*并更新*系统*下的变量。

◦ 使用命令提示符永久设置变量：
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setx OPENSSL_CONF “%PEGASUS_HOME%\bin\openssl.cnf。

变量在打开新的命令提示符会话时设置。

4. 导航到 %PEGASUS_HOME%\bin 目录：

C:\cd %pegasus_home%\bin

5. 生成私钥：

` * openssl genrsa -out cimom.key 2048*`

6. 生成证书请求：

` * openssl req -new -key cimom.key -out CIMOM.csr *`

7. 出现提示时，输入证书请求的信息。

8. 生成自签名证书：

` * openssl x509 -in CIMOM.csr -out CIMOM.cert -req -signkey cimom.key -days 1095*`

您可以提供不同的证书有效天数。

9. 将 CIMOM.key 和 CIMOM.cert 文件复制到 pegasus 目录（ Windows ： C ： \Program Files （

x86 ） \NetApp\SMIs\pegasus ）。

10. 重启 SMI-S 提供程序服务：

smis cimserver restart

结果

证书日期范围从当前日期开始，并在指定的天数内运行。
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